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CHAPTER 1 INTRODUCTION

Introduction

Mitel InAttend is a user-friendly attendant application that handles high volumes of internal and external
calls while providing advanced collaboration features.

InAttend integrates SIP-based call and queue handling, contact search options, calendar integration, line
state and activity status information into a single application.

You can deploy InAttend with a number of SIP-enabled call managers, such as MiVoice MX-ONE,
MiVoice 5000, Microsoft Skype for Business, or Cisco Unified Communications Manager, using SIP for
call control and media streams.

For advanced directory search and visitor management requirements, InAttend can be integrated with
BluStar Collaboration Management (CMG). When InAttend is integrated with CMG, the attendant has the
ability to set activities and forwarding for everyone registered in the CMG Server directory.

This document describes the installation and configuration of InAttend using the InAttend installer. Other
solution components such as the SQL Server, CMG server, MX-ONE server, CUCM can be installed on
other machines, as long as they are network-accessible.

InAttend system components

The InAttend solution comprises the following components:
+ Enterprise License Manager: handles licensing requirements for the InAttend application.

* InAttend Server: A telephony application that integrates with call managers, enabling call and media
functionality. The components of the InAttend server include:

— BluStar Directory Server (or Active Directory): provides directory services
— BluStar Presence Server: provides calendar, presence, and line state information

— Attendant Connectivity Server (ACS): provides queue management services (Queue Manager);
handles media streams during calls (Media Server); and provides call handling and SIP communi-
cation to the call manager (NeTS)

« InAttend Client: A Windows-based attendant console application.
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{ InAttend Client ’
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The Attendant Connectivity Server (ACS) component of InAttend is the SIP-based software that inte-
grates with the platform to perform call control signalling and media sessions for queues, IVRs, and InAt-
tend. An ACS-based SIP trunk has to be connected between the platform and the InAttend server.

Depending on the type of platform, a second link is needed from the BluStar server component of InAttend
to the corresponding presence or platform interface.

In the example shown here, a UCMA interface is configured to the Skype for Business 2015 integration
for presence and line state communication:

[@v—= ._.-@
——
eca BALENFLT SR BGO

InAttend Server

ACS
. Lync Enterprise
_— Voice
BluStar
Server

CETP LI

Lync Outlook/Exchange LDAP

Presence Calendar Info Directory
Service

All inbound calls are routed via the SIP trunk connection and presented to the InAttend console. The
UCMA connection is used by the attendants to retrieve presence and line state information about Skype
users.
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Additionally, the BluStar server component has connections to applications such as LDAP Directory
Service and Microsoft Exchange so it can synchronize the Skype directory information with the attendant
system and have access to real-time calendar information for Skype users.

InAttend installation types:

* InAttend stand-alone - In this scenario, any LDAP directory can be used for directory information.
BluStar Server (BSS) can consolidate multiple LDAP directories, such as Active Directory or CRM
systems.

* InAttend with CMG Server - With CMG Server, integration with communication servers makes it
possible to divert CMG users’ extensions according to the different activities that have been set for a
user. The CMG Server also contains a database with directory information and other user data, public
and private — the latter can be viewed by the attendant.
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Before You Begin

It is assumed that the person installing the InAttend system is an experienced system administrator or
network administrator who knows how to install, configure, and manage Windows servers as well as the
call manager (i.e., PBX) to be used in the InAttend system.

InAttend Licenses

Before you install InAttend, you have to obtain and install the InAttend license on the Enterprise License
Manager (ELM) server.

Software Requirements

For software compatibility, refer to InAttend Compatibility Matrix and for hardware requirements, refer to
InAttend Datasheet, available on InfoChannel.

Security Certificates

A server certificate is required for secure, encrypted communications (TLS) between InAttend and the call
manager. TLS certificates are optional for MiVoice MX-ONE, MiVoice 5000 and mandatory for Microsoft
Skype for Business.

You have to enter the certificate location when you run the Quick Configuration Wizard to configure the
InAttend ACS component. To acquire a TLS certificate, you have to:
» Use IIS to create a certificate request.

* Submit the request to an online authority called a Certificate Authority (CA). Once approved, you will
receive a certificate response which contains your digitally-signed public key.

 Install this certificate using IIS.

Refer to the Microsoft Support web site at https://support.microsoft.com for detailed instructions on
requesting and installing certificates.



https://support.microsoft.com
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IIS Configuration to access TCA, WebAdmin, QM and other
applications over HTTPS

To access TCA, WebAdmin, QM and other applications over https, do the following:
1. Create or import a server certification from the IIS server as shown in the below screen-shot.
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2. Go to Sites> Default Web Site> Bindings

3. Click Bindings in the right-side of the pane and click Add to add a new https binding by choosing a
certificate created in the first step as shown in the below screenshot.
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NOTE: All the above settings are valid for TCA, WebAdmin, QM and other applications that you can access
it over https.
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Call Manager Configuration

You must set up SIP trunking on the call manager to enable SIP trunk configuration to the InAttend ACS.
You must enable the appropriate transport protocols (TCP, TLS, SRTP) for communication between the
call manager and InAttend.

Configuration for Skype for Business

Encryption is required for Microsoft Skype for Business deployments, so you must have a TLS security
certificate installed before you start.

When you have CMG Web and Skype for Business, disable the Presence function in CMG Web.Update
file Web config with below line: <add key="SetBluStarPresenceStatus" value="false" />

SIP trunk Configuration on Skype for Business

You must define a SIP trunk between the Microsoft Skype Mediation Server and the ACS component of
the InAttend server.
To define a SIP trunk in Skype for Business 2015, do the following:

1. Onthe Skype Server, start the Topology Builder (Start -> All Programs -> Skype for Business 2015
-> Topology Builder).
2. In the Topology Builder, expand Shared Components.

3. Right-click on the PSTN gateway folder and select New IP/PSTN Gateway from the pop-up menu.

4 [ Shared Compeonents
A 501 Server stores

[_AFile stores
4 [ 3 PSTH
Lﬂ:' | MNew IP/PSTM Gateway...
in
Lgh_. Topology Define a new IP/PSTN gateway.
o Help

4. Inthe Define the PSTN Gateway window, enter the Fully Qualified Domain Name (FQDN) of the InAt-
tend server and click Next.
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Define the PSTN Gateway FQDN
S

Define the fully qualified domain name (FQDN) for the PSTM gateway.

FODN: *
skype.inatbendbgl.coﬂ

5. In the Define the IP address window, keep the default value ("Enable IPv4") and click Next.
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|
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Define the IP address
F

......................

i) Use all configured IP addresses.
() Limit service usage to selected IP addresses.

P5STH IP address

) Enable IPvE
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P5STH IP address

Back ||

Mext

|| Cancel |

6.

In the Define the root trunk window, enter values for the following parameters and click Finish:

— Trunk name: the FQDN of the InAttend server

- Listening port for IP/PSTN gateway: the InAttend TLS port (5061)
— SIP Transport Protocol: TLS (select from the drop-down menu)
- Associated Mediation Server: the FQDN of the Skype Mediation Server

— Associated Mediation Server Port: 5067 (default)
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% Define the root trunk

Trunk name: *

skypeinattendbgl.com

Listening port for IP/PSTN gateway: *
5067

SIP Transport Protocol:
[ms M

Associated Mediation Servern:
| skype2015.inattendiabbglcom Mitel |~

Associated Mediation Server port: *
5067

Back || Finish || Cancel

7. Publish the topology.

a. In the Topology Builder, expand Shared Components.
b. Right-click the PSTN gateway folder and select Topology -> Publish ... from the pop-up menu.

4 [ PSTN g=t
%ina MNew IP/PSTN Gateway...
%M | Topology 3 Mew...
%ga Help Open...
10, oz Download Current Topology...
3
(3 Trunks Save A Copy...
[ Office Web Apps Servers Publish |
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) J i Install on publish topology to the Central Management store,
L SIP Video trunks Py :
Ri Depl t...
[_d Branch sites S |

8. Open the Microsoft Skype Control Panel and click Voice Routing in the left column.

10
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9. Define the Dial Plan required to allow Skype users to dial to InAttend.

a. On the Dial Plan tab, define a normalization rule appropriate for your organization, with at least
a rule for Skype users to dial to InAttend. (Contact Microsoft for instructions on the appropriate
setup for your company as required.)
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b. Commit your changes.
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10. Click on the Voice Policy tab to define a voice policy for the dial plan (Skype users have to be
assigned to this policy later).

a. On the Voice Policy tab, click New and select the type of policy applicable for your organization
(Site policy or User policy).
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b. Specify a Name and (optionally) a description for the voice policy.
c. Click OK when finished.

d. Under Associated PSTN Usages, click New to associate a new PSTN for this policy.
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e. Specify a name and (optionally) a description for the new PSTN usage record.
f. Under Associated Routes, click New to associate a route with the PSTN usage record.
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g. Specify a name and description for the new route.
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11. Associate the InAttend (ACS) PSTN gateway that you created in step 4 with the route.

a. Under Associated Gateways, click Add.

b. In the Select Trunk window, select the PSTN gateway you created for the InAttend (ACS).

c. Click OK to save your changes.
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Select Trunk ® =
e
Service Site

PstnGatewaytinattendskype.ina... Mitel

Pstnzateway:hiX linattendigl.... Mitel
PstnGateway:gatewaypbx.bglla... Mitel
PstnGateway:10.10.128.254 Mitel

QK Cancel

12. To assign the InAttend gateway to the trunk, click the Trunk Configuration tab.

a. Click New and choose the type of trunk that is appropriate for your organization (Site trunk or
Pool trunk).

b. Keep the default Encryption support level value (“Required”).
c. Set Refer support to “None”.
d. Click OK to save your changes.
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When setup is complete, assign Skype users to the Voice Policy you created in the above procedure.

TCP Configuration on Skype for Business

If you are using a TCP SIP trunk for call handling between the InAttend server and Microsoft Skype call

manager, you have to enable TCP on the Mediation Server component of the Skype Server.

Before you configure TCP on the Microsoft Skype server, you have to ensure that:
» the InAttend Server belongs to the same domain as the Skype call manager
« DNS is properly configured (i.e., FQDN has to be used in this setup)
» the port configuration towards InAttend is:
— Skype TCP port = 5068
— InAttend TCP port = 5060

d
File Action Help
4 [f) Skype for Business Server
4 (] Mitel
3 Lync Server 2010
[ Lync Server 2013
4 [ 1 Skype for Business Server 2013
3 Standard Edition Front End Servers
[ Enterprise Edition Front End pools
3 Director pools
4 [ Mediation pools
. skype2015.inattendlabbgl.com
[J Persistent Chat pools
3 Edge pools
3 Trusted application servers
3 Video Interop Server pools
3 Shared Components
3 Branch sites

NOTE: In the screen tick the “Enable TCP” check-box and the TCP window will open.

Skype for Business Server 2015, Topology Builder = | =] =
m Edit Properties -8
PSTN gateway ion Server PSTN g, y o
Listening ports: * TLS: 50671 - 5067 TCP: 5068 - 5068
| Enable TCP port
The TCP port of this Mediation Server must be enabled because a TCP gateway depends on it.
The following trunks are associated with this Mediation Server. Click Make Default to mark a trunk as
default, A default trunk is required only when your topology contains Office Communications Server 2007
R2.
Trunk Gateway Site
" inattendskypeinattendlabbgl.co  inattendskype.inattendlabbgleo  Mitel
mm m
MX1.inattendbgl.com MX1.inattendbgl.com Mite|
gatewaypbux.bgllab.ocal gatewaypbux.bgllab.local Mitel
10.10.128.254 10.10.128.254 Mite|
Default Unr Defa

To enable TCP on the Skype Server, do the following:

1. On the Skype Server, start the Topology Builder (Start -> All Programs -> Skype for Business
Server 2015 -> Topology Builder).

2. In the Topology Builder, expand Mediation pools and select the Mediation Server that is used
between Skype and InAttend (ACS).

3. Right-click Edit Properties and select PSTN Gateway.

4. Under Mediation Server PSTN gateway, select Enable TCP port.

To get night mode (passive redirect / close mode / overflow) to work correct towards Skype, do the

following:

« The redirect target for the queue answers the calls immediately (e.g. IVR welcome message) and not
respond with other responses (e.g. sending busy or other error responses).
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Closed Redirect and Queue Scheduling

Public Queues under Telephony Configuration Application manages and can set the Call queue timings
for a call queue entry.

It can also redirect a call based on the scheduling for a call queue entry.

Queue entry consists of Passive Redirect, Closed Redirect, and Overflow.

1. Closed Redirect:
This function sets the calls to be moved / redirected to other options when the time for accepting a call
is passed.
Closed redirect is based on 3 options under it:

— No Closed redirect — Here a ‘queue closed’ prompt is displayed, which means the queue is currently
closed to take any calls and the call drops.

— Queue — Here the call is redirected to a different queue.
— Number — Here the call is redirected to the number that is mentioned for the call to be forwarded to.

2. Scheduling:

When a call comes in a queue, it goes to the call manager first.
The call manager sets a time schedule for the call queue acceptance.
For example: If the time allotted for call acceptance is set as 10am to 6 pm, and a call comes in before

10 am or after 6 pm, this call is redirected as per the ‘queue entry settings’ or it is redirected as per
the ‘closed redirect’ option selected.

s

& View site My_Site -- Webpage Dialog | Queue Entry - Web

| (g http://10.10.144.63/tca/site/sitedisplayiframe.aspx?id=1&name=M

@ nttpy//10101446

dlt Queue Entry
Telephony Configuration [ Queuc —Kumar_(||tmmm —

ueentrynewiframe.aspx?id=15

Application Queue access
My_Site memg Description
Queue Manager Cluster Phx Kumar_MX1
[2) Site: My_Site Default prio Mumber Range 03 Queue Number
[+ - Private Networks Max size Damialn Kumar-MX1
(=) Public Queues wait time 1st alert (s} Access number

Internal

wait time 2nd alert (s)
External

[ Kumar_

l Settings
CUCM_Queue Default Queue Entry

‘Queue NoAnswer Time (§
Passive redirect @) no passive redirect

. )
[ Operator Groups Passive redirect L Queuve £ v
Voice Systems Closed redirect O Number
e —
overflow Closed redirect  ®) No closed redirect 1
Overflow No Answer ) Queue Jtern S v
O number
—— Qverflow (®) o overflow
Queue Entries O queue t v
Domain D O number
./ KumarMx1i 05
Scheduling
® common Holidays
O custom Holidays
| paily [12:00 M |to [11:59 Pm | j |
Monday 7:00 A to | 10:58 DActive I F to |[4:59 P DActive
Tuesday ) to|10:59 A4 | [ active |12:0 to [ active
pST— . s - s w . [ IO

TLS and SRTP Configuration on Skype for Business

TLS (for signalling encryption) is defined in the Microsoft Skype Topology Builder and SRTP (for media)
is defined in the Microsoft Skype control panel.

16



CONFIGURATION FOR MX-ONE
CHAPTER 3 CALL MANAGER CONFIGURATION

Before you configure TLS and SRTP on the Microsoft Skype server, you have to ensure that:
» the InAttend Server belongs to the same domain as the Skype call manager
« DNS is properly configured (i.e., FQDN has to be used in this setup)
» the port configuration towards InAttend is:
— Skype TCP port = 5068
— Skype TLS port = 5067, uses FQDN
— InAttend TCP port = 5060
- InAttend TLS port = 5061

e aTLS certificate is available and installed on the InAttend server (see “TLS certificates installation” on
page 128 for instructions).

NOTE: If you restart Skype or the frontend server, you must also restart the InAttend server.

Configuration for MX-ONE

The following information describes necessary configuration tasks on MX-ONE to integrate with InAttend.
For detailed information about MiVoice MX-ONE configuration, refer to the MX-ONE product documenta-
tion.

Set ECF for extensions without right for ECF

During an incoming call, the operator can forward this call to a set external number. This external number
can be set by the operator.

= - [ EEd Join Start (%) =
Call Cantrol
&~ ez e ol 8 6ER 260
nnnnnnnnnnnnnn
0 Recall (0) External (0) Internal (0) Park (0) + ¢
Queue Caller Called Origin | Prio | Time | Reason
Call Phone (2001) =
Set forward
Team Search 1 (Organization) g-
Team Sesrch 2 (Room) N
ISe he | ram; e Team Search 2 (TelNo}
fadrama 21 Details
Status First name Last name U - Email Depl Company Keywords Organization
Change font size
I Megha handra R 1013
I Ganesh Ramanathan Ramanathan Ganesh 6003 3 Finance + Finance +
»
Status | View: all COMPANYO1 | Attendants: 1/7 | ..connected... | W8 Thurscay, February 23, 2017 | 44119 em | [ EEEEEEEEEEEE

4:41 PM
23-Feb-17

EN . |m @ %7 )

PARAMETERS

--csta-serv

There is a new parameter exist in Mx-one that verifies —csta-serv xxxxxxxx1 is set with command csta -p
-I x.
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« D9: Diversion category override.
» Set feature request does not check the diversion category of the terminal when this is set to Yes.

« This allows activation of ECF, Follow-Me, Diversion on Busy and Diversion On No Reply, when the
extension category is not allowing activation of the diversion from terminal.

- 0-No.
- 1-Yes.

e The switch requires an argument. The argument is single-valued.

The following sections describe how to configure SIP trunks and how configure the appropriate transport
protocols on MX-ONE.

SIP trunk Configuration on MX-ONE
Use the MX-ONE Service Node Manager to configure MX-ONE for SIP trunking.

Enabling the CSTA server in MX-ONE

To enable the CSTA server in MX-ONE, do the following:
1. On the MX-ONE Service Node Manager main page, click Services > CSTA Server tab.

O Mitel | service Node Manager

nitial Setup Number Analysis Telephony Services System Tools Logs
Connections Messages Voice Announcements Branch Office Routing Server CSTA Server ncoming Call Handling
CSTA Server CSTA Server - Add
Monitored Devices Apply | | Cancel
(@ Server Number: 1v
(@ Type Of Interface: ® ECMA323
TR87 uaCSTA
@ Pport: 3332
Call Deflect Options
(@ Heartbeat Option: ® No Heartbeat
Heartbeat support by external application
(7 By-pass Option: ® No by-pass

By-pass of personal number
(@) Diversion Option: ® No diversion

Allow diversion after deflection
() Dialed Number Presentation Option: @ pg not replace dialed number

Replace dialed number with deflect-toc number

(@) Connection View Cption: ® Local view
Fixed view

@ Encryption keys: ® Do not send Encryption keys
Send Encryption keys

(@) Security:

| Apply | | Cancel |

2. Select a server number and enter 8882 in the Port field.

3. Click Apply.
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Initiating the Route Access Code

To initiate the Route Access Code, do the following:

1. On the MX-ONE Service Node Manager main page, click Number Analysis and then click on the

Number Plan tab.
2. Click Number Series in the left panel.

3. On the Number Series page, select “External numbers” for the Number Series Type.

nitial Setup Mumber Analysis Telephony Services
Number Plan Call Diversion Call Discrimination Emergenc
Number Series ~ Number Series - Add - Step 1/ 2

Service Codes
| <-Back | | Next-> | | Apply | | Cancel |

External Number Length

System

y Number

e R L (7 Select the Number Series Type: Internal numbers

Number Conversion Upload ') External numbers

System Numbers

4. In the External Destination field, enter the Operator number (in this example, 08).

nitial Setup Number Analysis Telephony Services System Tools
Number Plan Call Diversion Call Discrimination Emergency Number
Number Series ~ Number Series - Add - Step 2 / 2

Service Codes
| <- Back | | Next > | | Apply | | Cancel |

External Number Length

WTfe SACNT R ar ! External Number Series

Number Conversion Upload (@ External Coordinated Destination:

?) i ion:
System Numbers (?) External Destination: |DB|

(7 Least Cost Routing Access Numbers:

(Z) Common Direct In-Dialing Operator Numbers:

(@ Own Node Number:

(% Common Public Directory Numbers:

() Access Numbers for Mobile Extension (without Authorization):
() Access Numbers for Mobile Extension (with Authorization):

(# Public Destination Least Cost Routing:

(7) Direct Inward Service Access:

(@ Fictitious Destination Numbers:
Click Apply to save your changes.
On the confirmation page, click Done.

Click on External Number Length in the left panel.

© N o o

length (set both to the same number).

Enter the route access code in the External Number field, and specify the minimum and maximum
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nitial Setup Number Analysis Telephony Services System
Number Plan Call Diversion Call Discrimination Emergency Number
R . External Number Length - Add
Service Codes
Apply | | Cancel

External Number Length

Number Conversion - (7 External Number: = |I}B
% Minimum Length: =* |2

(% Maximum Length: 2

Number Conversion Upload

System Numbers

9. Click Apply to save your changes.
10. Repeat steps 2 through 9 for the PBX main number (e.g. 5500).

Creating SIP routes toward the ACS server

To create the SIP routes towards the ACS server, do the following:

1. On the MX-ONE Service Node Manager main page, click Telephony and then click on the External
Lines tab.

2. Click Route in the left panel.

O Mitel | Service Node Manager

nitial Setup Number Analysis elephony Services System Tools Logs
Extensions Operator Call Center Groups External Lines System Data P Phone DECT
Route Route
Destination .
Add Using Template: | <Default template> v Manage Templates

Corporate Name

Busy No Answer Rerouting | (Z) Select a Route Name: | All v WView Change.
Vacant Number Rerouting

Customer Rerouting

Public Exchange Number .

Charging .

Mobile Direct Access Dest

3. On the Route page, click Add and select “SIP” from the Type of Signalling list.
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Initial Setup Number Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines
Route Route - Add - Step 1/ 9
Destination

| <- Back | | MNext -= | | Apply | | Cancel |

Corporate Name

Busy No Answer Rerouting (%) Type of Signaling: | ISDN 30B+D Private ¥
acant Number Rerouting :gg: ggg*g E“;?“—‘
+ uic
Customer Rerouting ISDN 23B+D Private
ISDM 23B+D Public
Public Exchange Number IP Private, H.323
— EL—

IMobile Direct Access Dest

4. In the Profile name field, select InAttend from the drop-down list.

Initial Setup Number Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines
Bl Route - Add - Step 1/ 9
Destination

| <- Back | | MNext -= | | Apply | | Cancel |

Corporate Name

Busy No Answer Rerouting

(@) Type of Signaling: | SIP v |
Wacant Number Rerouting @ Profile Name: InAttend v |
AMCC -
Customer Rerouting Cisco
Default

Public Exchange Number ExchangeUM_TCP

Charging ExchangeUM_TLS_SRTP
InAttend
Mobile Direct Access Dest InAttendNoCB
1 Lync_TCP
Lync_TLS

Lync_TLS_SRTP
MXONE-ENUM-tigline
WMXONE-emergency

WX ONE-emergency_elin
MXOMNE-emergency_name
MXONE-tieline
MXONE-tieline-FGW
MiCollabaM_TCP
MiCellabAM_TLS_SRTP
MiVeoice5000
MiVoiceBusiness -

| <- Back | | MNext -= | | Apply | | Cancel |

5. Enter the Route settings using the information provided in the Help screen.
6. Click Apply. (For MX-ONE from 6.1 SP1):
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Initial Setup Mumber Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines

| Route Route - Add -Step 2/ 4

' Destination General

‘ Corporate Name . | <-Back | | Next-> | | Apply | | Cancel |

‘ Busy No Answer Rerouting

‘\.‘acanl Number Rerouting @ Route Name: * ||W‘:‘¢t*9ﬂ'3|

(% Route Number:

 Customer Rerouting

 Public Exchange Number

' Charging

 Mobile Direct Access Dest

7. On the confirmation page, click Done.

Initial Setup Number Analysis Telephaony Services System
Extensions Operator Call Center Groups External Lines
Route Route - Add - Step 3/ 4
| Destination Individuals
| Corporate Name | | <- Back | | Mext -= | | Apply | | Cancel |
| Busy No Answer Rerouting
| Vacant Number Rerouting Server Trunk Index
® .« [rio |

' Customer Rerouting

| Public Exchange Number

| Charging

 Mobile Direct Access Dest

8. To associate the external numbers with the InAttend route, click Destination in the left panel, and
then click Add on the Destination page.
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Initial Setup Number Analysis Telephony Services System Tools Logs
Extensions Operator Call Center Groups External Lines System Data IP Phone
Route

Destination
Destination

Using Template: | <Default template> Y | Manage Templates

Corporate Name
Busy No Answer Rerouting (@) Select Destination:

Wacant Number Rerouting

Customer Rerouting

Public Exchange Number

Charging

Mobile Direct Access Dest

9. On the Destination - Add page, select “Destination” for the Type of Destination
10. Click Next.

Initial Setup Number Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines
Route | Destination - Add - Step 1/ 4
Destination

Type of Destination

Corporate Name | <-Back | | Next-> | | Apply | | Cancel |

Busy Mo Answer Rerouting

Vacant Number Rerouting (@ Type of Destination: @ pestination
'/ Fictitious destination

Customer Rerouting

Public Exchange Number

Charging

Mobile Direct Access Dest

11. On the Route Details page:

a. Select the destination number from the list in the Destination field.
b. Select InAttend from the list in the Route Name field.
c. Click Next.

23



CONFIGURATION FOR MX-ONE

CHAPTER 3 CALL MANAGER CONFIGURATION
Initial Setup Mumber Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines
Route Destination - Add - Step 2/ 4
Destination

Corporate Name

Busy No Answer Rerouting ‘
Vacant Number Rerouting !
Customer Rerouting

Public Exchange Number
Charging

IMobile Direct Access Dest

Route Details

| <-Back | | Next-> | | Apply | | Cancel |

(@ Destination: 08-External v || Edit...

(7 Route Name: InAttend ¥ || View... || Edit

(?) Customer Choice:

12. On the ADC Details page:

a. Select “Seizure when minimum length attained” from the list in the Type of Seizure of External

Line field.

Select “Unknown private” from the list in the Type of Called Number field.

c. Click Advanced.

Initial Setup Number Analysis Telephony Services System Tools
Extensions Operator Call Center Groups External Lines System Data
Route

Destination

Corporate Name

Busy No Answer Rerouting ‘
“acant Number Rerouting ‘
Customer Rerouting

Public Exchange Number
Charging

Mobile Direct Access Dest

Destination - Add - Step 3/ 3
ADC Details

=

Back | | Next > | | Apply | | Cancel |

Destination: 08
Route Name: InAttend
Alternative Routing Choice: 1

Start Position for Digit Transmission: |1 ¥
Type of Seizure of External Line: Seizure when minimum length attained ¥

Forward Switching:

Type of Called Number: Unknown private ¥
Type of Calling Public Number: Unknown public ¥
Type of Calling Private Number: Unknown private ¥

Use as Emergency Destination:

Advanced. ..
13. On the Advanced page, click Enable Enhanced Sent A-Number Conversion and then click Apply.
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(@) Type of Protocol to use for Supplementary Service Call Offer: @ User to User Interface(UUI)

Generic Function Protocol(GFP)
(?) Type of Protocol for Call Back/Call Completion : ® User to User Interface(UUT)

Generic Function Protocol(GFP)
(?) Show Original A-Mumber: i
(7} Use Original A-Number's Type of Number:
i(7) Enable Enhanced Sent A-Number Conversion: v
{(7) Use ETSI Diversion Supplementary Service:

Basic. ..

14. Repeat steps 7 through 11 for the PBX main number.

15. On the confirmation page, click Done.

TLS and SRTP Configuration on MX-ONE

If TLS is required, the following conditions have to be met:
e The MX-ONE FQDN has to be properly defined on the Domain Name Server (DNS).
« The InAttend server has to trust the Certificate Authority (CA) that signed the certificate.

NOTE:

» Certificate handling for MX-ONE is not covered in this document. Please refer to the Certificate
Management document in the MX-ONE product documentation.

* FQDN of InAttend Server should be added in etc/hosts file of MX-ONE server. This is required for
FQDN resolving and TLS call to work from MX-ONE to InAttend.

To setup TLS/SRTP in MX-ONE, the proper encryptions licenses has to be loaded in the MX-ONE
system.

Configuring TLS on MX-ONE SIP trunks

To configure TLS, do the following:

1. On the MX-ONE Service Node Manager main page, click Telephony and then click on the External
Lines tab.

2. Click Route in the left panel.
3. On the Route page, click Add and select “SIP” from the Type of Signalling list.
4. On the Route settings, ensure that the following values are set in the Profile Settings:

— Transport Protocol: TLS
— Remote Proxy Port: 5061
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Initial Setup Numiber Analysis Telephony Services System Tools Logs
Extensions Operator Call Center Groups External Lines System Data IP Phaone DECT

Route

Route - Add - Step 4/ 4

M Profile specific settings

| «-Back | | Next-> | | Apply | | Cancel |

@ Profile specific settings

Profile Name: InAttend
Remote Proxy IP: * [10211.63 88
Transport Protocal: * |ﬂ5

Remote Proxy Port: * |5061|

! Note: External Destination Number needs to initiate in the Number Analysis -> Number Series and it needs to be associated with the route in

M Telephony - External Lines - Destination.
5. Click Apply to save your changes.
Using TLS v1 instead of SSL v23

To use the TLS handshake method of TLS v1 instead of SSL v23, do the following:

1. On the MX-ONE CLI, run the command sudo -H /opt/mxone install/bin/mxone mainte-
nance

2. From the menu option, select Certificate and click Ok.
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3. In the choose option for certificate menu, select mxone-tls and click Ok.
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uto
ertificate
oot

erver

xone-secLevel

4. In the TLS in MX-ONE menu, select configure-version and click Ok.

onfigure
nset
ompare
ummary
iew

5. The MX-ONE maintenance utility dialog is displayed. From the menu, click Yes.

6. To select the server to configure TLS, select MX-ONE and click Ok.
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7. In the TLS version menu, select TLSv1.1 and click Ok.

8. The TLS version successfully configured window is displayed. Click Ok to proceed further.

9. The next steps follow the configuration of MX-ONE TLS. To proceed select MX-ONE to use TLS
option and click Ok.
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10. In the MX-ONE maintenance utility window select Yes.

11. Select MX-ONE and click Ok to choose the server to configure MX-ONE TLS.

12. The MX-ONE TLS successfully configured window is displayed. Click Ok and execute the below
command:
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NOTE: To generate CSR from InAttend Server, see section Generate CSR in ACS.

Configuring SRTP on MX-ONE
NOTE: This configuration requires a media encryption (SRTP) license in the MX-ONE (called VOIP-SECU-
RITY).

To configure SRTP, do the following:

1. On the MX-ONE Service Node Manager main page, click Telephony and then click on the IP Phone
tab.

2. Click Media Encryption in the left panel.
3. On the Media Encryption page, enable the following parameters:

- Enable Media Encryption for IP Extensions
- Enable Media Encryption for IP Trunks

Initial Setup Number Analysis Telephony Services System Tools Logs

Extensions Operator Call Center Groups External Lines System Data IP Phone DECT

Administrator

Media Encryption

Security Policy [2eey |

Telephony Domain

SIP Domain (7) Enable Media Encryption for IP Extensions: &

pe— (?) Enable Media Encryption for IP Trunks: & e
(7) Enable Media Encryption for Inter Media Gateway: (W]

Connect Configuration File

Configuration File W

Unregistration

| Media Encryption

4. Click Apply to save your changes.

Configuring Day/Night Service Positions

You can configure Day and Night service positions for the public or private trunk lines to InAtttend. You
have to first initiate the abbreviated numbers series, then initiate the abbreviated numbers.
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Initiating the abbreviated number series

To initiate the abbreviated number series, do the following:

1. On the MX-ONE Service Node Manager main page, click Number Analysis then click the Number
Plan tab.

2. Click Number Series in the left panel.

3. Number Series page select “Internal numbers” in Number Series Type field, click Next.

nitial Setup Number Analysis Telephony Services System Tools
Number Plan Call Diversion Call Discrimination Emergency Number
Number Series ~ Number Series - Add - Step 1/ 2

Service Codes
| <-Back | | Next-> | | Apply | | Cancel |

External Number Length

WL TG (@ Select the Number Series Type: @ Internal numbers

Number Conversion Upload External numbers

System Numbers

4. On the Internal Number Series page, enter the Abbreviated numbers (in this example, 700 and 701)
in the Common Abbreviated Numbers field, and then click Apply.

nitial Setup Number Analysis Telephony Services System Tools
Number Plan Call Diversion Call Discrimination Emergency Number
i I 2 ~ Number Series - Add - Step 2/ 2

Service Codes
| <- Back | [ Next = | | Apply | | Cancel |

External Number Length

Number Conversion ! Internal Number Series

Number Conversion Upload (7) Directory Numbers:

| @ .

System Numbers (2) Common Operator Numbers:
(@ Individual Cperator Numbers:

(7) Common Abbreviated Numbers: 700,701

Click the External Number Length tab on the left side.
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Initial Setup Number Analysis Telephany Services System
Number Plan Call Diversion Call Discrimination Emergency Number
ulesldesr =) | External Number Length - Add

Service Codes | Apply | | Cancel

External Number Length

Number Conversion ':?:' External Number: * |DB
" (@ Minimum Length: = |2

. (@ Maximum Length: 2

Mumber Conversion Upload

System Numbers

Enter the minimum and maximum length details and click Apply.

Initiating the abbreviated numbers

To initiate the abbreviated numbers, do the following:
1. Click Telephony and then click on the Extensions tab.
2. Click Common Abbreviated Number in the left panel and click Add.

3. Inthe Common Abbreviated Number page, select the abbreviated number interval and click Next.

ritial SEtup MNummiber Analyss | Serices System Tex
Account Code | Common Abbreviated Number - Add - Step 1/ 2
= - Back | Neod -= | | Apply l Cancal |
Common Abbrevialed Mumber _ -
(3 Customer Name: |Hang
Common Auhonzation Code (# available Common Abbreviated Mumber Intervals: | 700-701 v

Force Mobile Through FEX

4. Enterthe Operator number (09 in this example) in the Translated number field and select all Traffic

Classes.
nitial Setup Number Analysis Telephor Services System Taools
Account Code | Common Abbreviated Number - Add - Step 2/ 2
Common Calegory ) ) ) o )
= | =-Back | Mest-= | Apply | | Cancel |
Commaon Abbreviated Mumbes _ - -
(T Common Abbreviated Number: 700 |
Cormman Authorization Code @ Common Abbreviated Name: |
Force Mobile Thiough PBX 7 Translated Number; . :0‘3
3} Common Abbrevisted Number Class: « b TraMic Class 0
mm Selzure List B Traffic Class 1

B Trafic Class 2
B Traffic Class 3
(I Do Mot Display Translated Number: ]
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5.
6.

Click Apply to save your changes.
Repeat steps 1 through 5for the PBX main number
(for example, Abbreviated Number 701, Translated Number 55000).

Initiating Day and Night Service Positions for a private route (internal call queue)

Do the following:

1.
2,

3.

Click Telephony and then click on the External Lines tab.
Click Busy No Answer Rerouting in the left panel and then click Add.

On the Busy No Answer Rerouting page, select a private route from the drop-down list in the Route
field and click Next.

Initial Setup Number Analysis Telephony Services System
Extensions Operator Call Center Groups External Lines
Route |  Busy No Answer Rerouting - Add - Step 1/ 2
Destination
Cgrpo[ate Mame =L ADF”'}'

Busy No Answer Rerouting

(7) Route Name: |Private Route 12 W

Vacant Number Rerouting

Puimbarmnse Tharsstine

Enter the Abbreviated number for the internal call queue in the Common Day Number and Common
Night Number fields.

Initial Setup Number Analysis Service Syster
Route Busy N ; 5 i - Add - S :
sy No Answer Rerouting - Add - Step 1/ 2
Destination ; . -
Back Neaxt - Apply C |
Corporate Narne = | Nex-> | | A0 |
Busy No Answer Rerouting - - .
(F) Route Name: |External Route 1 %[ View Edit

Vacant Mumber Rerouting
Customer Rerouting

Public Exchange Murmber

5. Click Apply to save your changes.

Initiating Day and Night Service Positions for a public route

To initiate Day and Night Service Positions for a public route (external call queue), do the following:

1.

Click Telephony and then click on the External Lines tab.

2. Click Busy No Answer Rerouting in the left panel and then click Add.

3. On the Busy No Answer Rerouting page, select a public route from the drop-down list in the Route

field and click Next.
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Imitial Setup Mumber Analysis Senvices System Toocts
Haoule Busy Mo Answer Rerouting - Add - Step 2/ 2
Destinalicn
Corporate Name | =~ Back et | Apply | | Cancel
Busy No Answer Flerculm
2 Route Name: External Route 1
Weacant Mumbes Rﬂ..'ﬂ;bul:l'lg T Conmumson Day Number: 701 i) Comanon Night Number: (701
Customer Rerouing T

Public Exchange Mumber

4. Enterthe Abbreviated number for the external call queue in the Common Day Number and Common
Night Number fields.

Initial Setup Number Analysis Telephony Services System Tools
Extensions Operator Call Center Groups External Lines System Data
Rouc | Busy No Answer Rerouting - Add - Step 2/ 2
Destination
Corpo[a[e Name . Next -> Apply
Busy No Answer Rerouting N
1 (2) Route Name: External Route 1
Vacant Number Rerouting (@) Commen Day Number: (# Common Night Number:

Customer Rerouting
vanced. .

Public Exchange Number

5. Click Apply to save your changes.

Configuring Direct Drop

To enable the MX-ONE to allow ACS to call/transfer to other ACS application numbers like Direct Drop,
Private or Public Operator queues you must perform the following:

1. On the MX-ONE Service Node Manager main web page, click Toolsand then click on the Command
Line tab.

2. In the Command field, type ASPAC: PARNUM=118, PARVAL=0;

NOTE: If the PARVAL is set to 1, the call cannot be transferred from one operator to another operator
individual queue.
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) Mitel ‘ Service Node Manager

Logged in as: mxone About  User Guide

aspac:pamum=118 parval=0,

Command:

=

<Select previous commands> v

20 Latest Commands:

Help

Input Fila:

{E Download transcript Pause | Resume

O Ignore error

3. Click Apply to save your changes.

Browse...

Clear Window | | Close Window

Simplified Configuration for MiV5000 since R7.2

The following information describes necessary configuration tasks on MiVoice 5000 to integrate with InAt-
tend. For detailed information about MiVoice 5000 configuration, refer to the MiVoice product documen-

tation.

This flow illustrates the approach that you must follow to configure and integrate MiVoice 5000 and InAt-

tend.

Configuring MiVoice 5000 for InAttend

+ Direction Names

+ Call Distribution Management <{

+ SIP Trunk Configuration

Canfigure the
Directory Server —
for Mivoice 5000

Integrate Micollab
and InAttend with
Mivoice 5000

T

Configure :rulephuny
Service in TCA

Configure a PBX
link for the line
State

NOTE: Micollab is scheduled to be supported in the next Service Pack release of InAttend. The content in
this section is pertinent post formal announcement of InAttend service pack 1 (2.5.1).

The configuration steps described in this section are examples based on the following constraints:

» Local Dialing on 4digits
» Dial plan for the country (France)
* Mono Call Distribution
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» Three Queues
— Internal 8100
— External 8101
— Return 8102

* Two InAttend clients
- softphone 8103
- hardphone 7311

e One IID number 0130964955 (one call distribution number)

Related Sections

Configure Directory Server (MiVoice 5000)
Configuring a PBX link for line state (MiVoice 5000)
MiCollab and InAttend with MiV5000

Appendix A: Configuring telephony services in TCA

Direction Names

You must modify the private direction LIAO and set to free numbers 81* for InAttend. Go to Dialing Plan
> User dialing plan > Access to directions > Access to LIA0 and enter 80 in Access code field.

NOTE: By default, 8 allows access to LIAO, changing access code to 80 will allow 81* numbers.

Web Admin home Access to LIAO
Subscribers Telephony servicesDialing plan>User dialing plan>Access to directions (3.2.4)
System Access restriction, belongsto  |AREAA |+
Disling plar Access code 80
User dialing plan
Access to directions Tone after access code NO :
Access to LIAD Password request NO j
Network and links
X Length of next number 4
Reception

Direction obtained on time-out | NO j
Specific numbers

1

Voice mail and tones
Fast links

BOQARDADLEHEYH

Create a private direction for InAttend, for example DINATT as private direction for InAttend.

1. Go to Dialing Plan > Direction names.
2. Enter DINATT in Private direction 2.

In this screenshot example, LIAO is already defined as Private direction
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Web Admin home Direction names = ]
Subscribers Telephony senvicesDialing plan=Direction r R Q Q b‘ E
Systern
Dialing plan NATIONAL

Direction names
Network and links
Reception
Voice mail and tones
Fast links DOM
sh INTER.
URGENCE
Voice
Private direction 1 LIAD
t t DINATT

0: CONNECTED Private direction

3. Go to Dialing Plan > User dialing plan > Access to directions > Access to DINATT.
4. Select AREA A from Access restriction belongs to drop-down list.
5. Enter 81(4) in the Specific numbers. This allows access to the private direction.

Here 81 is the prefix for InAttend calls, and 4 is the length of the number that can be configured.
For example: 81-2000

Web Admin home Access to DINATT [~ s [ B
Subscribers Telephony service=Dialing plansUser dialing plansAccess to directions (3.2 4] & Q Q e D. E .j g I—ﬂ Q
SDYS:E"] | Pccess restriction, belongs to I: REAAM ~
ialing plan
User dialing plan Access code
Access to directions -
Access to DINATT S?ewajc numbers — :l
Network and links . —
Reception f ’—Jl—/
Voice mail and tones 2
Fast links : L |

Call Distribution Management

This management domain is all about managing incoming calls according to :
« Timeslot (according to a calendar)

« Call origin (PSTN, TL or internal)

« Call number (special treatment for DISA number, for instance).

It also defines:

e The operator services on which incoming calls are distributed
» Interactive voice server (IVS) scripts

» DISA scripts

e DID corporate numbers.

The columns differ according to type of system: Mitel 5000 Gateways or MiVoice 5000 Server.
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Programming Call Distribution for InAttend Services

You must define the call distribution for Inattend services, in the Telephony Services > Web Admin >
Reception > Call distribution management characteristics. This menu is used to configure and
display the different call distribution options available on the iPBX.

NOTE: All the given configurations are not multi-company. For a multi-company configuration, use Display
by company option.

Three Queues are configured in InAttend Services

» For Internal Queue select Queue name INT INATTEND and select Day Routed to # as 8100

» For External Queue select Queue name EXT INATTEND and select Day Routed to # as 8101

* For Return Queue select Queue name RTRN INATTEND and select Day Routed to # as 8102

Web Admin home Cdist ACC.O i
Subscribers Telephony senvice=Reception=Call distribution management>Characteristics (511 & Ca®an E & & [ﬂ Q
System cc 1234 >3
Dﬁlw:h:liu 3 By its name [ACC.0 [=]
Network and linl =
Reception  Names | Definition | Users | States |

Call distnbution management Calldist. 0 ACCO

Characteristics Calldist 1 INT INATTEND I
Voice mail and tones 5 - T

Call st
Fast links iyl EXT INATTEND

3 RTRN INATTEND

To configure queue:

1. In canonic configuration, the prefix to reach the attendant service is 9. It is configured in the User
dialing plan > Operator Call.
This prefix is used by all the subscribers irrespective of company or department.

Web Admin home Company/department settings
Subscribers Telephony service=Subscribers=Hunt groups and companies=Mult
Hunt groups and companies ; - i
Multi-company management Company name (]IS v|
Company/department settings

System | Select the item
Dialing plan

Network and links

Reception

Voice mail and tones

DAY .,r?;;-.-:§m '.@J:\bf‘l g 'é ’IE g

y/'cepartment settiings (1 3.6

Fast links

2. The number that should be reached when InAttend is not available, should be configured in the MMI
/ Call Distribution Management.

NOTE: It can differ based on company and department.

3. Enter a number for Night route to. For defense cases (this number is reached when InAttend is not
available)

4. Enable the call distribution by external, the InAttend service is reached through SIP trunk.
5. Set the Reference calendar to DAY mode.

NOTE: Calendars are handled by InAttend.
6. Set Day route value to 8100, this is the number for internal calls queue on InAttend.
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Web Admin home C.distINT INATTEND
Subscribers Telephony senicesReception>Call dstrbution management>Characteristics (5.1.1) RORABRNARENYEE
System By =
Dialing plan
Network and links
Receptm i | - E .................................
%ﬂﬁ!ﬁ{%’.’;’s‘ g B2 ! For defense cases (this. |
Voice mail and tones e |2100 s number is reached when
Fast links e | g - Aok ) |
or to directory number 2100
Reference calendar CAL1 v
trunk, so call distnbutlon i
----------------- \ Call distr. authoriz. by exterior | YES [+ —— by external should be
| 8100 = Number of « ' Day: routed to # 8100 ' enabled. i
| mtgum“auj calls » queue on Reduced:routed to # LB tciiocs o PRSP,
i InAttend side
________________________________ Night: routed to #
NOTE:

a. For external returned queue, Direct DDI calls are presented to subscribers. If the user is not
reachable (busy or does not answer), the call returns to the distribution management associated
to the company of the user.

b. For the internal and returned calls, the call distribution management depends on the company
or the department of the subscriber.

DID Corporate Numbers

The number to reach attendant service from external network is declared as Answering service. Several
answering services can be declared (one for Inattend service and others for specific call distribution

services.)

For the internal and returned calls, the call distribution management depends on the company/department

of the subscriber.

Web Admin home
Subscribers
System
Dialing plan
Network and links
Web Admin home
Subscribers
System
Dialing plan
Network and links

Reception
Answering services
Answering services

Voice mail and tones
Fast links

'Web Admin home
Subscribers
Dialing plan
Network and links
Reception

Answering services - "
Telephony service>Reception-Answering services (5.5) GO a®m ELd
[umber | Company | Dept | Handied by
Click here 2
3
Answering services . -
Telephony service>ReceptionsAnswering services (55] G a®
| Received digits 955 |
LneCKne overcnarged
Free announcements :‘
Company [ rl'
Department |
Routing CALL DIST -
| cadistibutior [EXT INATTEND [F]
Handled according to caller I NO \L
AI'\SWEHHQ services D\ Q Q i’ - g [ﬂ

Telephony servicesReception>Answering services

mm

wwkks EXT INATTEND

SIP Trunk Configuration

The & icon is used to change the configuration of a SIP trunk, you must use the Advanced mode for
the SIP Trunk configuration.

Use the MiVoice 5000 Service Node Manager to configure Mi Voice 5000 for SIP trunking.
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Add a SIP Trunk for InAttend

1. Navigate to Web Admin > Network and Links > Network > Trunk groups.

2. Enter the Trunk group names.

Web Admin home
Subscribers
System

Dialing plan
MNetwork and links

Network
Trunk groups
Names
Recepbon
Voice mail and tones
Fast links

Trunk group names

Telephory serice>Mebwork and links=Mehaorc-Trunk groups=Mames (4211

3. Set the signaling characteristics for the trunk group:

oo oo

‘Web Admin home
Subscribers
System
Dialing plan
Network and links
Network
Trunk groups
Characteristics

Charactenistics of trunk group
FINATT

Reception
Voice mail and tones
Fast links

4. Click Characteristics and select the trunk protocol as TCP or TLS.

Select VOICE IP from the Physical Type drop-down list.
Select BOTHWAY from the Nature drop-down list.

Select SIP as the Signaling Type, from the drop-down list.
Select InAttend form the Subtype drop-down list.

Characteristics of trunk group FINATT

Trunk group 1

~“R0aw

up2 FINATT

ITUTTE QFOUL 2

Trunk group 4
Trunk group 5

Trunk group &

Trunk group 7

Trunk group &

frunk group 9

Telephony service>Network and links=Network=Trunk groups>Characteristics (4.2 12)
Signaling characteristics:

Nature
Signa

Subtype

Physical type

VOICEIP  [v]
BOTHWAY [z

SIP

MICC

Characteristics |

-

NOTE: UDP is not supported as trunk protocol between MiVoice 5000 and InAttend server.
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SIP Trunk configuration in TLS/SRTP

NOTE: TLS/SRTP is available only since MiVoice 5000 7.1. It is used to secure the communication
between MiVoice 5000 and InAttend.

NOTE: TLS is not supported on Mitel 5000 Gateways.

a. Set TLS as the protocol from the Protocol drop-down list.
b. Secure the SIP trunk with InAttend, a trusted certificate is mandatory for securing.

« |If the default SIP profile (used by the SIP terminal) uses a trusted certificate, it can be used for
the InAttend trunk group. No specific TLS profile need be created for InAttend.

« If the default SIP profile uses a self-signed certificate, you must create a TLS profile for the InAt-
tend trunk group.

To create a TLS profile for the InAttend trunk group:

i. Go to PBX MMI Telephony service > System > Security > Additional TLS profiles
(2.4.2).Click the Names tab and create a TLS profile.

ERpory ferniesJyilem> secunty>=A00iing Ly profes IZe.2

By its name | InAttend

Mames | Settings Users

Frofile 1 :In.ﬂ.ttend
Profile 2

Profile 3

Profile 4

Profile 5

Profile 6

Pranle 5

Profile 8

Profile 9

FProfile 10

ii. Click the Settings tab and configure either the Server port or Port/FQDNto be used for
trunk connections. Configure the other parameters such as Security level, Type and Both
way (MTLS).

Additional TLS profiles | InAttend

ol T = & ot f i £ I B 3 [ r &

By its name | InAttend

Secunty level High W
Type Client/server v
Both way (MTLS

Fort/FODN

SErver port 2071~
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To assign the trusted certificate to the TLS profile:
Go to Certificate management MMI 2.4.1. Click the Servers certificates assignment tab and assign

the trusted certificate to the TLS profile created in the preceding step b.

Certificabes managenent

Servers certificates assignment

Clients certificates assignment  Certification authorities = Revocation

Inter-site Link
WebAdmin

User Portal
Intermet Gatevway
SIP

LOAP sapyar
InAttend

Profile Name

Available certificates -

SelfhgnediHAZ
SelfSignedSHAZ

SelfSignedSHAZ
SelfSgnediHAZ
inattend_acs_pl2
Trusted certificate

Vald from

22/06/20 1946
22/06720 19:46

22/06,20 19:46
22/06/20 1946
26/06/20 1925

Valid umbil

SO0 30 19 46
20006/30 1946

2000650 1946
20006 30 19 46
26/06/21 1925

To assign the TLS profile to the SIP trunk configured with the InAttend server:

Go to PBX MMI Telephony service > Network and links > Network > Trunk groups > Characteristics
(4.2.1.2) and select the TLS profile (configured in the preceding steps) in the trunk configuration.

FINATT VOICE IP BOTHWAY (advanced mode)

Telephony service=Netwaork and links>Metwork>Trunk groups>Charactenstics (4.21 2]

Signalling type SIP

Link state COMMECT
Company lSTE 0 v_;
Department |SERV 0 v]

Protocol
with TLS profile

| TLS w |
| InAttend -».-|

Proxy n* 1 inattendserver.blrmivoSk.com
- port 5061 |
Proxy n® 2

Domain / realm |

Local proxy

Proxy checking | e v
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c. Enter the proxy of InAttend server and port as 5061.

TRUNK71 VOICE IP BOTHWAY
Telephony service>Network and links>Network=Trunk groups>Characteristics (4.2.1.2
Signalling type

Link state CONNECT.
Company STEO v
Department SERVO v
Protocol TLS ~

with TLS profile [T M
Proxy n® 1 10.211.210.77
- port 5061

Proxy n® 2

d. Once the protocol is set to TLS, SRTP support option gets enabled. By default, the value is set
to SRTP preferred.

TRUNK/71 VOICE IP BOTHWAY

Telephony service=MNetwork and links>Network>Trunk groups>Charactenstics (4.2.1.2)

REFER sending

Support of video

Support of T.38

Support of other medias (IM, etc..)

SRTF support SRTP preferred v |
SRTP preferred

Bearer type incoming SRTP anly

Calls from SRTP disabled

Friority calls if transit
Search DID numbers

e. SRTP support can be disabled by either selecting SRTP disabled from the drop-down list or by
disabling the voice ciphering check box from PBX MMI Telephony service >Network and links
>Quiality of service >Ciphering and IP settings.

Make sure that the generic parameter Ciphering and IP settings is general to enable/disable SRTP
on all the endpoints. SRTP support can be disabled selecting SRTP disabled on the SIP Trunk

This parameter MUST also be set to enable SRTP between MiVoice 5000 and InAttend.

Ciphering and IP s2itings (basic mode) q)

Sigratling and vosce Ciphenng

voice Ciphering

SLAVE v

ALLOWED »

NO *
- Files oad path Jaz2

NOTE: SelfSigned certificate is not supported by InAttend.
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SIP trunk configuration in TCP
a. Set the protocol as TCP from the drop-down list.
b. Enter the proxy of InAttend server and port as 5060.

- port

Link state
Company
Department

Protocol

Proxy n® 1

Proxy n® 2

TRUNK71 VOICE |IP BOTHWAY
Telephony service=Network and links=MNetwork=Trunk groups=Charactenstics (42.1.2)

Signalling type

Domain [/ realm

SIP
DISCONNECTED

[STEO |
|SERVO v

TCP v |

(1021121077
5060

NOTE: With TCP as trunk protocol, SRTP support option is unavailable in trunk configuration.
5. Configure the FINATT Voice IP:

@ "® o200y

Enable the Name Management check-box.

Select SEND ONLY from the On hold management drop-down list.

Enable the Re-invite without allowed SDP.
Select DINATT from the Calls from drop -down list.
Enable REFER SENDING check-box.
Select Disabled from Transfer to drop-down list.
Enter the IP for CAC IP Address.

Web Admin home
Subscribers
System
Dialing plan
Network and links
Network
Trunk groups
Charactenstics

Characteristics of trunk group ..

FINATT VOICE IP BOTHWAY
Reception
Voice mail and tones
Fast links

MV5000-R6.3 JAEDD FRA

Site: 002-SITE LOC
08/03/17 22:13:06
+ C3TA SERVER 0: CONKECTED
08/03/17 22:12:11
4 CSTA SERVER 0O: LINK IN FAULT
08/02/17 22:11:50
4 CSTA SERVER 0: CONMECTED

FINATT VOICE IP BOTHWAY (advanced mode)

Telephony service=Nebwork and links>Network>Trunk groups>Characteristics {4.2.1.2)

Identity reception managament:
- calling Id. in

[PAl or PPl or RPID [+]

Name management

9 |

Forwarding management.
- on busy / immediate forward
- forward on no answer

Voice mail

Local generation of tones

On hold management [SENDONLY [+]
- force IP address to 0 v
Support PRACK (100rel) @]

Tones management before answer

| 183+5DP+P-Early-Media [~

Re-invite without allowed SDP

&

efect .38

REFER sending

Support of video

Support of T.38

Support of other medias (IM, etc..)

Bearer type incoming

[315 Unsupported Media Type[+]

=

EEE

CCBT+CCBNT :

DINATT [~ []

alSa=mdn
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Web Admin home

Subscribers

Systemn

Dialing plan

Network and links
Network

Trunk groups
Charactenstics

Characteristics of trunk group ..

FINATT VOICE IP BOTHWAY
Reception
Voice mail and tones
Fast links

MV5D00-R6.3 JAEDD FRA
Site: 002-SITE LOC

CSTA SERVER 0: CONNECTED

FINATT VOICE IP BOTHWAY (advanced mode)

Telephony service>Network and links>Network>Trunk groups>Characteristics (4.2.12)
- | e .-

REFER sending

[+

Support of wdeo
Support of T38
Support of other medias (IM etc./

&
#

[CCBT+CCBNT

4

[~]

Bearer type incoming

[DINATT[=]

Friorty calls if transit
Search DID numbers

- incoming digit translator number
- reject of numbers not assigned
Pre-answering message, caller charged
- if called party free or busy 1
- if called party busy 2

- if number not assigned

Disabled |=

Trunk group id ftel record) 0

Trunk group monitoring

Max. nb of simultan. calls allowed

CAC |P address 10.148.66.100
Centre - CAC class

G711 forced in mode FAX/Modem ]

alRoSamdDn

Create SIP Routes

A route and a specific direction are associated to InAttend and an access code is defined in the user
dialing plan.
1. Go to, Web Admin > Network and Links > Network > Routes.

Select DINATT from the To direction drop-down list.

2
3. Select FINATT from the On trunk group drop-down list.
4

In the Tx DINATT DIRECT 0 on FINATT set the required type.

What to do Next

Perform the following list of operations to successfully complete AID and IID configurations.

Transfer Authorization

To allow transit calls between Network calls and InAttend:
1. Go to the Subscribers > Rights > General settings.
2. Click the Rights tab and select TK TK and TK TL check-box.

3. Select LIST NOT USED from the Config trunk groups drop-down list.
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Web Admin home Subscribers miscellaneous seEings & ’ . AL
i = l.,';
Sﬁ.i_b'.;._l{:ribers Telephony servicesSubscriberssRights=General settings (14 1) . Q % Q x
ights : : s S
General settings Subscriber | System | Rights | Application | Network = Security
System Forbidding of general call pick up [
Dialing plan
Network and links Function conference Vi
Reception - TK TK allowed O
) . - Send tone O
e Forwarding to TL subject toright [
Fast links </ ? 2
Transfer authorization
- TK TK [T
ST 7!
Config trunk groups |LIST NOT USED e
- by subsc. without restriction O
- between room sets O
- between room sets via op. cans. [
- via op. cons, to pre-payment sets [
- of persanal call vl
- to set with PSTN access alowed [

Configure Hardphone Subscriber

1. Go to Subscriber > Subscription > Characteristics, select REFUSED from the Call waiting

drop-down list.

Web Admin home Subscriptions 7311 . B D
Subscribers Telephony service>Subscribers>Subscriptions>Characteristics (12.3) - D‘ Q ﬁ Laihs D.
Subscriptions - -
Characteristics Charactenstics | Dwrectory | Terminals | Keys | Forwards | Home automation | Phone book
System I USIT GLCEpiey =
Dialing plan Right to ciphering ¥
Network and links FC Loginonly LJ
Master of conference
Reception : TR ;
Voi G Pre-emptive rerouting to voice mail [
Fom;rr;al anciones Use of DISA function 1
St
et § Call waiting [REFUSED V] §
™
Return to console on spec. ime-obt L]
External forwarding allowed U
Assistant forwarding allowed |
Announcement list call (|

Create an External Record

1. Go to, Internal Records and click Add an external contact to create a new external record.
An external record number must be added with the Internal Queue number Name STD_INATTEND
IN ORDER to display STD_INATTEND when INATTEND CLIENT CALLS a LOCAL SUBSCRIBER
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Web Admin home
Internal records
External records

Customization

Create Password

Add an external contact

BIBIIIEBMI-.BE

Name Firstname Localization Nabbrev Number
EXT_3003 0130963003
INT INATTEN.. 8100
MITEL Guyancourt 01309642000
STD INATTEN.. 9
Gender : Number : 9 Confidentiality : Green hst
Name : STD_INATTEND N¥ahhrev : Hierarchy(s) :
Firstname : Localisation : Email :
SIP URI:

Create a password for InAttend account to access proxyldap
1. Go to Subscribers > Directory > Settings > Users accounts and set password for clients.

" Web Admin home
Subscribers
Directory
Settings
Users accounts
System
Dialing plan
Network and links
Reception
Voice mail and tones
Fast links

MV5000-R6.4 RC /ASO1 FRA
Site: 002-5ITE LOC

30/05/17 17:55:29

¢ CSTA SERVER 0: LINK IN FAULT

30/05/17 17:34:55

* CSTA SERVER 0: CONMECTED

30/05/17 16:08:32

Users accounts n Qo [ [
Telephony service>Subscribers>Directory=5ettings>Users accounts IQI 5 ’ - - % ‘j Q m —
12070 : .
- login i2070
- password |itiiiiiitiittiitiiiiiiii
TWP -
- login twp
- password [
CcC
- login acp
- password i
MICOLLAB :
- login MiCollab
- password |
UC360 :
- login UC360
= password |it*iiiiti*iitiitiiinitii
LIFESIZE :
- login Lifesize
- password [
AZ40W
- login A340w
- password |
“ INATTEND :
- login InAttend
- password [’***t*ﬂl***ﬂ!*k’**ﬂﬂ*’k* V
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Configuration for MiVoice 5000

The following information describes necessary configuration tasks on MiVoice 5000 to integrate with InAt-
tend. For detailed information about MiVoice 5000 configuration, refer to the MiVoice product documen-
tation.

This flow illustrates the approach that you must follow to configure and integrate MiVoice 5000 and InAt-
tend.

Configuring MiVoice 5000 for InAttend

+ Direction Names

» Incoming Call Dialing Plan

‘ Configure the Configure a PBX Integrate Micollab
‘ + Call Distribution Management I Directory Server — link for the line and InAttend with

for MiVoice 5000 State MiVoice 5000
» SIP Trunk Configuration l

+ Configure AID/IID Handling pro— '|' —
onfigure Telephony
Service in TCA

NOTE: Micollab is scheduled to be supported in the next Service Pack release of InAttend. The content in
this section is pertinent post formal announcement of InAttend service pack 1 (2.5.1).
The configuration steps described in this section are examples based on the following constraints:
e Local Dialing on 4digits
» Dial plan for the country (France)
* Mono Call Distribution
* Three Queues
- Internal 8100
— External 8101
— Return 8102

* Two InAttend clients
- softphone 8103
- hardphone 7311

¢ One IID number 0130964955 (one call distribution number)

Related Sections

Configure Directory Server (MiVoice 5000)
Configuring a PBX link for line state (MiVoice 5000)
MiCollab and InAttend with MiV5000

Appendix A: Configuring telephony services in TCA

NOTE: This configuration is fully compatible with MiVoice 5000 release 7.2 and upper, and it will be kept
in case of any upgrade from an older release.

NOTE: This configuration is also needed if a specific plan must be used to declare InAttend.
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Direction Names

You must modify the private direction LIAO and set to free numbers 81* for InAttend. Go to Dialing Plan
> User dialing plan > Access to directions > Access to LIAO and enter 80 in Access code field.

NOTE: By default, 8 allows access to LIAO, changing access code to 80 will allow 81* numbers.

Web Admin home
Subscribers ‘T'Zlceiﬁ:;-t:e)ublf_}:?:\ieur; plan>User dialing plan>Access to directions (3.2.4) D‘ CemARELEHE
System Access restriction, belongsto | AREAA |~
Dla[mg_pl_an Access code 80
T:;;?I;:g‘jipr.f;ions Tone after access code NO =
Access to Llf\D Password request NO |=
Network and links Length of next number 4

Reception
P Direction obtained on time-out | NO | =

Specific numbers

1

Voice mail and tones
Fast links

Create a private direction for InAttend, for example DINATT as private direction for InAttend.
1. Go to Dialing Plan > Direction names.
2. Enter DINATT in Private direction 2.

In this screenshot example, LIAO is already defined as Private direction

‘Web Admin home Direction names -

=) 3
Subscribers Telephony senvicesDialing plansDirection names (3 1 RS am &
Systern PS
Dialing plan NATIONAL

Direction names
Network and links
Reception

Voice mail and tones
Fast links

DoM

sh INTER.
URGENCE

ate direction 1 LIAD
t DINATT

3. Go to Dialing Plan > User dialing plan > Access to directions > Access to DINATT.
4. Select AREA A from Access restriction belongs to drop-down list.
5. Enter 81(4) in the Specific numbers. This allows access to the private direction.

Here 81 is the prefix for InAttend calls, and 4 is the length of the number that can be configured.
For example: 81-2000
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Web Admin home Access to DINATT I~ A%} X
Subscribers Telephony service>Dialing plan>User dialing plan=Access to directions (3.2 4) & Q ﬁ e D. E L.:I g I—ﬂ g
SDYS:E"I | fccess restriction, belongs to | hd A

ialing plan

User dialing plan Access code [

Access to directions cife

Access to DINATT Sl?e_\f.c numbers — :I

Network and links . —
Reception f l—/’—]
Voice mail and tones ?
Fast links : 1

NOTE: The number of digits used by InAttend must be equal to the number of digits used by DID on
the MiVoice 5000.

Incoming Call Dialing Plan

The incoming call dial plan is used to define the analysis made by the system for incoming calls from the
network (DID and TL). This is used to modify and display the incoming call numbering plan.

Access to Public Exchange

This command is used to define access to the transit public network.

1. Go to, Dialing Plan > Incoming call dialing plan > Access to public exchange.

2. Enter the code to access the PSTN in transit. You should make this access code the same as the one
used in the extension plan for simplicity purposes.

3. Select NATIONAL from Default direction drop-down list.
4. Enter 10 as default length for the extension plan.
Validating with the “Enter” key refreshes the screen and displays the access definition parameters.

Web Admin home Incoming dialing plan: pstn access oo
Subscribers Telephony servicesDialing plan=Incoming call dialing plansAccess to public exchange (3.3.2)

System Access code E_

Dialing plan ATIO
Incoming call dialing plan Default direction | NATIONAL v‘

Access to public exchange Default length :;0
Network and links
Reception
Voice mail and tones
Fast links

Access to Directions

This command assigns to each direction defined for the incoming dial plan.

In InAttend you must configure incoming dialing plan to International numbers, National Numbers,
Emergency Numbers, and Domestic Numbers.

To configure these dialing plans:
1. Goto, Dialing Plan > Incoming call dialing plan > Access to direction and select the direction from

the By its name drop-down list.
This screen-shot shows an example of incoming dial plan configuration for National numbers.
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Web Admin home Direction selection : @ !
Subscribers % @ ’
System

Dialing plan

Incoming call dialing plan =
Access to directions Select the item

2. Enter specific values for each parameters for the direction that you need to set as incoming dial plan.

— A prefix

- A dialing tone after the prefix
— A dialing length

— Specific numbers.

This screen-shot shows example of specific numbers for national numbers (for France — same as
user dialing plan)

Web Admin home Incoming plan: a to NATIONA i
Subscrnibers TEZS‘.'J ,Eu?i:.zl?i?sjo.. 'erf_-(i..: .-L.":'pl!"A:CéfoCdle’_'\Q";% E% Q .’ n E’ E E.] g
System Direction defined downstream of
Dialing plan | .
Incoming call dialing plan Length of next number 1
Access to directions Specific numbers
Incoming plan: access to NATIONAL il 07000-4(14)

Network and links 2 o71-20
Reception 3 0B85(*)
Voice mail and tones 3 110(4)
Fast links 5 [110-1(3)

3 [113-4(3)

7 116{6)

3 :1‘.?'35

] [118(6)

10 12-4

1 L6l

2 [19¢

3 30-5(4]

14 360-414

15 [365004)

16 3651(14)

17 [5652-*(4]

18 1366-"(4)

19 37-914

an [

The following screen-shot shows example of specific numbers for emergency numbers (for France-
same as user dialing plan)

Web Admin home Incoming plan: access to URGENCE I~ ) 5
Subscribers Telephony service=Dialing plan=Incoming call dialing plan=Access to d rec:i-:-r'sQ‘E 3% Q * - D. E .-'I
System Direction defined downstream of |2 v
Dialing plan

Incoming call dialing plan Access code l:l

Access to directions Specific numbers

Incoming plan: access to URGENCE 1] 112(3)
Network and links 2 115(3)
Reception 3 119(3)
Voice mail and tones 4 15(2)
Fast links g 17-8(2)
f

These characteristics are used by the iPBX to split incoming transit between two directions. You can do
this by selecting the direction name.

If other directions require an access code, it can be created from Dialing Plan > Direction names and
the direction will appear in the drop-down list.

The operator should program the tables for each direction to enable the iPBX to manage call transit.
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You must also set incoming dialing plan to access the directions, that is the public network, calls the InAt-
tend Server (Queue, Clients).

1. Go to, Dialing Plan > Incoming call dialing plan > Access to directions > Incoming plan: access
to DINATT.

2. Enter 81(4)in Specific numbers.

Web Admin home Incoming plan: access to DINATT
- ®, N

Subscribers Telephony service=Dialing plan>Incoming call dialing plan>Access to directions (3.3.3) [‘!‘ % Q * - D’
System Access code
Dialing plan o Specific numbers

Incoming call dialing plan T 814

Access to directions :

Incoming plan: access to DINATT 2

Network and links 3
Reception 4
Voice mail and tones 5
Fast links 6

Call Distribution Management

This management domain is all about managing incoming calls according to :
» Timeslot (according to a calendar)

e Call origin (PSTN, TL or internal)

» Call number (special treatment for DISA number, for instance).

It also defines:

e The operator services on which incoming calls are distributed
» Interactive voice server (IVS) scripts

» DISA scripts

« DID corporate numbers.

The columns differ according to type of system: Mitel 5000 Gateways or MiVoice 5000 Server.

Programming Call Distribution for InAttend Services

You must define the call distribution for Inattend services, in the Telephony Services > Web Admin >
Reception > Call distribution management characteristics. This menu is used to configure and
display the different call distribution options available on the iPBX.

NOTE: All the given configurations are not multi-company. For a multi-company configuration, use Display
by company option.

Three Queues are configured in InAttend Services

» For Internal Queue select Queue name INT INATTEND and select Day Routed to # as 8100

« For External Queue select Queue name EXT INATTEND and select Day Routed to # as 8101

» For Return Queue select Queue name RTRN INATTEND and select Day Routed to # as 8102
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Web Admin home C.dist ACCO
Subscribers Telephony service=Reception=Call distribution management>Characteristics (5.11) G Q o D‘ an a [:] g E Q
System cc < 1234 > 3>
Mm[ﬂ:‘ld e By its name IACC.U E
: Names | Definition | Users | States

Reception

Call distribution management Calldist 0 ACCO -
V‘?“a'act_f";:“ Call dist INT INATTEND 3
e e e Dnes EXT INATTEND -
Fast links

RTRN INATTEND

To configure queue:

1. In canonic configuration, the prefix to reach the attendant service is 9. It is configured in the User
dialing plan > Operator Call.

This prefix is used by all the subscribers irrespective of company or department.

Web Admin home

Company/department settings P y M - &

S;bS?FEbE!S - i Tele:-hfn_. imce?&.I:a:m:er:,HL.r!: grgm.ps and :om‘.paw'ue;.:.‘-’u,t.-zomp.;-"\_, r1§ag$en::(:-n?\-‘.ﬂ; .cepar',n'»e—-: setti ﬁ-gi \1?6 TE g

Multi Company managament Company name <

Company/department settings

syt
Dialing plan
Network and links
Reception
Voice mail and tones
Fast links

2. The number that should be reached when InAttend is not available, should be configured in the MMI
/ Call Distribution Management.

NOTE: It can differ based on company and department.

3. Enter a number for Night route to. For defense cases (this number is reached when InAttend is not
available)

4. Enable the call distribution by external, the InAttend service is reached through SIP trunk.
5. Set the Reference calendar to DAY mode.

NOTE: Calendars are handled by InAttend.
6. Set Day route value to 8100, this is the number for internal calls queue on InAttend.

Web Admin home C.distINT INATTEND
Subscribers
System

Dialing plan Names = Definition | Users | States
Network and links . ==
Reception =ey
Call distribution management

Characteristics

Voice mail and tones
Fast links

AOARDMRERYEE

Telephony senvice>Reception=Call distribution management>Characteristics (S.1.1)

ame | INT INATTEND |=

7]

y number

YS,
mode ; calendar are i
handled by InAttend '\

Night: r C ;
tory number 2100

Reference calendar CAL1 |w|

& _— = ,— trunk, so call distnbutlon i
------------------- ] ail distr. authonz. by exterior | YE by external ShOlﬂd be :
i 8100 Nurnber ofoc ! Day: routed to # 8100 ; ' enabled. !

i mternal calls » queue on R T ey e e )
educed routed to #
i InAttend side

____________________________________ Night: routed to #
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NOTE:

a. For external returned queue, Direct DDI calls are presented to subscribers. If the user is not
reachable (busy or does not answer), the call returns to the distribution management associated
to the company of the user.

b. For the internal and returned calls, the call distribution management depends on the company
or the department of the subscriber.

DID Corporate Numbers

The number to reach attendant service from external network is declared as Answering service. Several
answering services can be declared (one for Inattend service and others for specific call distribution
services.)

For the internal and returned calls, the call distribution management depends on the company/department
of the subscriber.

Web Admin home Answering services = 3
Subscribers Telephony service>Reception>Answering services (5.5 B 5 Q b’ E IEI
System Purnber | Company | Dept. Handied by
Dialing plan d 1
Network and links Click here, 2

Web Admin home Answering services . -

Subscribers Telephony service>Reception>Answering services (55| Q Q Q *

System Received digits 955]

Dialing plan THeCk o overcharged

Network and links Free announcements a

Reception Company [FrTs]

Answering services —

Answering services Uepartmen - "E
Voice mail and tones Routing CALL DIST -
Fast links EXT INATTEND [jr]
Handled according to caller |NO [»|

Web Admin home Answering services - 4
Subscribers Telsphany senvices Reception-Answering senices (5.5 GO am SR
Sytem [Number Company | Dept | _Handed by
Dialing plan 4055 eekesab  Aaakas EXT INATTEND
Network and links

Wk

Reception

SIP Trunk Configuration

The & icon is used to change the configuration of a SIP trunk, you must use the Advanced mode for
the SIP Trunk configuration.

Use the MiVoice 5000 Service Node Manager to configure Mi Voice 5000 for SIP trunking.
Add a SIP Trunk for InAttend

1. Navigate to Web Admin > Network and Links > Network > Trunk groups.
2. Enter the Trunk group names.
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Web Admin home Trunk group names >
Subscribers Telephony service>Network and links>Network>Trunk groups>Names (4.2.11 & Q Q *
System Trunk group 1 ml’;

Dialing plan Trunk group 2 FINATT
Network and links TTONR group -
Network Trunk group 4
Trunk groups ~
Names Trunk group 5
Reception Trunk group 6
Voice mail and tones Trunk group
Fast links Trunk group 8
Trunk aroup 9

3. Set the signaling characteristics for the trunk group:

a. Select VOICE IP from the Physical Type drop-down list.
b. Select BOTHWAY from the Nature drop-down list.

c. Select SIP as the Signaling Type, from the drop-down list.
d. Select STANDARD form the Subtype drop-down list.

Web Admin home Characteristics of trunk group FINATT
Subscribers Telephony service>Network and lgnm > F-)e'.work >Trunk groups>Characteristics (4.2.12) B Q & i"’ a
System Signaling characteristics:
Dialing plan
Network and links Physical type VOICE IP [

Al Nature BOTHWAY |=

Trunk groups

Characteristics Signalling type SIP =

FIN(A'._IP'I_T_racIenstlcs of trunk group Subtype ’m
Reception

Voice mail and tones [ Characteristics |

Fast links
4. Click Characteristics and select the trunk protocol as TCP or TLS.

NOTE: UDP is not supported as trunk protocol between MiVoice 5000 and InAttend server.
SIP Trunk configuration in TLS/SRTP

NOTE: TLS/SRTP is available only since MiVoice 5000 7.1. It is used to secure the communication
between MiVoice 5000 and InAttend.

a. Set TLS as the protocol from the Protocol drop-down list.
b. Secure the SIP trunk with InAttend, a trusted certificate is mandatory for securing.

« lIf the default SIP profile (used by the SIP terminal) uses a trusted certificate, it can be used for
the InAttend trunk group. No specific TLS profile need be created for InAttend.

« If the default SIP profile uses a self-signed certificate, you must create a TLS profile for the InAt-
tend trunk group.

To create a TLS profile for the InAttend trunk group:
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i. Go to PBX MMI Telephony service > System > Security > Additional TLS profiles
(2.4.2).Click the Names tab and create a TLS profile.

Additional TLS profiles | InAttend

= e = 2
elephorny serscesBettermsbecunty=Addibona] TLS profes 222

By its name | InAttend |

Profile 1 [InAttend
Profile 2

Profile 3

Profile 4

Prafile 5

Profile 6

Profile 7

Profile 8

Profile 9

Profile 10

ii. Click the Settings tab and configure either the Server port or Port/FQDNto be used for
trunk connections. Configure the other parameters such as Security level, Type and Both
way (MTLS).

Additional TLS prohles | InAttend

T

Telephomy service=StemsSacunty=Addtions rroblet (2 4 3

By its name | InAttend

Secunty level High e
Type Client/server v
Both way (MTLS)

Port/FQDN

Server port 5071 v/

To assign the trusted certificate to the TLS profile:

Go to Certificate management MMI 2.4.1. Click the Servers certificates assignment tab and assign
the trusted certificate to the TLS profile created in the preceding step b.
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Certificabes managenent

TEephs

Ty P

Certificates  Servers certificates assignment | Clents certificates assignment = Certification authorities | Revocation

&5 Loy g s G ur

Bl e 5l mangEmans

41

Inter-site Link

Available certificates | "

Mame

Vald from

Valid umbil

WebaAdmin SelfSignedsHAZ 22/06/20 1946  20/06/50 1946
User Portal SelfgnediHAZ 22/06/20 19:46  20006/30 19:46
Internet Gateway

SIP SelfSignediHAZ 22/06/20 1946 20/06/50 1946
LDAP gerver selfsgnedsHAl 22/06/20 1946  20006/30 1946
inAttend inattend_acs_pl2 26/06/20159:25 26/06/21 1925

Profile Hame

Trusted certificate

To assign the TLS profile to the SIP trunk configured with the InAttend server:
Go to PBX MMI Telephony service > Network and links > Network > Trunk groups > Characteristics

(4.2.1.2) and select the TLS profile (configured in the preceding steps) in the trunk configuration.

FINATT VOICE IP BOTHWAY (advanced mode)

Telephony service=Netwaork and links>Metwork>Trunk groups>Charactenstics (4.21 2]

Signalling type SIP

Link state COMNECT
Company |STE 0 w
Department [SERV 0] v]
Protocol |TL5 v|

with TLS profile

| InAttend -».-|

Proxy n® 1 inattendserver blrmivoSk.com
= port ls061 |
Proxy n® 2

Domain / realm
Local proxy
Proxy checking

|NO

c. Enter the proxy of InAttend server and port as 5061.
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TRUNK71 VOICE IP BOTHWAY

Tele ex=Network and links

g

ignallir

Link state

Protocol

with TLS profil

Proxyn®1
- port
Proxy n® 2

=Network>Trunk groups>Characteristics

10.211.210.77
5061

d. Once the protocol is set to TLS, SRTP support option gets enabled. By default, the value is set

to SRTP preferred.

TRUNK/71 VOICE IP BOTHWAY

REFER sending

Support of video
Support of T.38

Support of other medias (IM, etc..)
SRTF support

Bearer type incoming
Calls from

Friority calls if transit

Search DID numbers

Telephony service=Network and links=MNetweork=Trunk groups=Charactenstics (4.2 1.2)

SRTP preferred v |
SRTP preferred
SRTP anly

SRTP disabled ‘

e. SRTP support can be disabled by either selecting SRTP disabled from the drop-down list or by
disabling the voice ciphering check box from PBX MMI Telephony service >Network and links
>Quality of service >Ciphering and IP settings.

Make sure that the generic parameter Ciphering and IP settings is general to enable/disable SRTP
on all the endpoints. SRTP support can be disabled selecting SRTP disabled on the SIP Trunk

This parameter MUST also be set to enable SRTP between MiVoice 5000 and InAttend.

Cighering and IP s2ttings (basic mode)

voice Ciphering

Sigratling and vosce Ciphenng

SLAVE -+
ALLOWED »

NO *

NOTE: SelfSigned certificate is not supported by InAttend.

SIP trunk configuration in TCP

a. Set the protocol as TCP from the drop-down list.
b. Enter the proxy of InAttend server and port as 5060.
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TRUNK?71 VOICE IP BOTHWAY

Signalling type
Link state
Company
Department

Protocol
Proxy n® 1
- port
Proxy n® 2

Domain [/ realm

Telephony service=Network and links=MNetwork=Trunk groups=Charactenstics (42.1.2)

SIp
DISCONNECTED
STED |
[SERV O v |

|FCP v
10.211.210.77

5060

NOTE: With TCP as trunk protocol, SRTP support option is unavailable in trunk configuration.

5. Confi

@ m"®ao00oTy

gure the FINATT Voice IP:

Enable the Name Management check-box.

Select SEND ONLY from the On hold management drop-down list.

Enable the Re-invite without allowed SDP.

Select DINATT from the Calls from drop -down list.

Enable REFER SENDING check-box.

Select Disabled from Transfer to drop-down list.

Enter the IP for CAC IP Address.

Web Admin home FINATT VOICE IP BOTHWAY (advanced mode) .
. »,
Subscribers Telephony service>Network and links>NetworksTrunk groups>Characteristics {4.2.1.2) - B e hd o D"
System Identity reception managament:
Dialing plan - calling Id. in PAl or PPl or RPID [+
Network and links
T Name management v |
runk groups -
e e Forwarding management. -
Characteristics of trunk group .. - on busy / immediate forward |
FINATT VOICE IP BOTHWAY - forward on no answer [
Reception
Voice mail and tones Voice mail [
Fast links
Local generation of tones [l
On hold management SENDONLY [x}
- force IP address to 0 il
Support PRACK (100rel) @]
Tones management before answer | 183+SDP+P-Early-Media [~
_ [
Re-invite without allowed SDP ]
erect 1.38 | 315 Unsupported Media Type
REFER sending ]
P Support of video ]
Site: DD2-SITE LOC Support of T38 ¥
08/03/17 22:13:06 Support of other medias (IM, etc.) ]
4 C3TA SERVER 0: CONNECTED
08/03/17 22:12:11
4 CSTA SERVER 0: LINK IN FAULT Bearer type incoming CCBT+CCBNT :
09/03/17 22:11:50 - -
4 CSTA SERVER 0: CONNECTED [Calls from DINATT [~ [}
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Web Admin home

Subscribers

System

Dialing plan

Network and links
Network

Trunk groups
Characteristics

Characteristics of trunk group ..

FINATT VOICE IP BOTHWAY
Reception
Voice mail and tones
Fast links

MV5000-R6.3 JAEDD FRA
Site: 002-SITE LOC
§/03/17 22:13:0€
CSTA SERVER 0: CONNECTED
8/03/17 2:11
ST VER 0: LINK IN FAULT
2/08/17 22:11:50
CSTA SERVER 0: CONNECTED

FINATT VOICE IP BOTHWAY (advanced mode)

Telephony senvicesNetwork and links>NetworkTrunk groups>Characteristics (4.2.1.2)
i \ o .

REFER sending Zv"

Support of wdeo

Support of T38

Support of other medias (IM etc.) [+

Bearer type incoming CCBT+CCBNT [+]
Calls from |DI\JATT3
Frionty calls if transit =

Search DID numbers

- incoming digit translator number

- reject of numbers not assigned ]

Pre-answering message, caller charged
- if called party free or busy 1
- if called party busy 2

- if number not assigned

Disabled |=
Trunk group id ftel record) 0
Trunk group monitoring
Max. nb of simultan. calls allowed
CAC IP address 10.148.66.100
Centre - CAC class
G711 forced in mode FAX/Modem B

alRoSamdDn

Create SIP Routes

A route and a specific direction are associated to InAttend and an access code is defined in the user

dialing plan.

1. Go to, Web Admin > Network and Links > Network > Routes.
Select DINATT from the To direction drop-down list.

2
3. Select FINATT from the On trunk group drop-down list.
4. Inthe Tx DINATT DIRECT 0 on FINATT set the required type.

Configure Aid/lID Handling

Define the

internal plans

1. Go to, Network and Links > Network > AID handling > Internal plans definition.
This screen is used to select the internal plans to be defined.

2. Select the required Use of Plan and select the PSTN or TL from the plan type.

Web Admin home Internal plans definition
Subscribers Telephony service>Network and links>Network=AlD handling=Internal plans definition (4.2.6.1)
Systemn Use of PLAN1 ¥
Dialing plan -plantype  [PSTN[x]
Network and links Use of PLAN 2 [¥]
Network T
AID handling -plantype L
Internal plans definition Use of PLAN 3 [T
Reception Useof PLAN 4 []
Voice mail and tones Use of PLAN 5 [0
Fast links Use of PLAN 6 [T]
Useof PLAN7 [0
Use of PLAN 8 [T]

RO b

60



CONFIGURATION FOR MiVoICE 5000
CHAPTER 3 CALL MANAGER CONFIGURATION

Composition of internal plans

Assign directions to the plans declared in the system. On system reset, the carrier directions are config-
ured for plan 1.

NOTE: Unless a direction is allocated to a plan, it will not appear in the list of available directions for all
MMC:s. If you want to change a specific direction which belongs to a plan, that direction must not be in use.
1. Go to Network and links > Network > AID handling > Internal plans composition.

2. Select the plan from Direction drop-down that you have created. In this example it is Direction:
DINATT.

Web Admin home Composition of plans
Subscribers Telephony senvice=Network and links=Network=AID handling~internal plans composition (4.2.6.2) B Q @ b’
System Direction: RESEAU  [PLAN 1 [+
Dialing plan Direction: NATIONAL |PLAN 1+
R Direction: INTER.  [PLAN 1| =]
AID handling Diraction: DOM PLAN 1|«

Internal plans composition

Reception
Voice mail and tones o
e Direction: LIAQ L=l
Direction: DINATT PLAN 2 | »

Direction: URGENCE [PLAN 1[+]

Convert internal plan

1. Go to, Network and links > Network > AID handling > Conversion internal plan - network plan.

2. Select an internal plan and to specify a trunk group from the On trunk group drop-down list and click
Select the item to confirm your selection and move to the next screen.

NOTE: You cannot enter two exceptions for one direction. If you change the direction, this deletes
the former exception and creates a new exception with the same parameters (there is no change of
the network plan or network address nature).

Web Admin home Select internal dialing plan ) . =
. _ * o

Subscribers Telephony service>Metwork and nks>Metwork=AID handling>Conversion internal plan - network plan (4.2.6.3

System By its name |PLAN 2 v|

Dialing plan . [—— =

Network and links — hd

Network

AID handling Select the item

Conversion internal plan - network
plan

Reception
Voice mail and tones
Fast links

3. Select YES from the Fallback present drop-down list.
4. Select PUBLIC TEL from corresponding to plan drop-down list.
5. Select UNDEFINED from address nature drop-down list.

Web Admin home Conversion PLAN 2 on FINATT w 0D
Subscribers Telephony service>Network and links>Network=AID handling=Conversion |':e'§::e§- I'@OI'- |?Er'.-1 2 _D.
System Fallback present | V]
Dialing plan . e ) I#—
Network and links i onding to plar UBLIC TEL [v
Network - nature |UNDEFINED |v|
AID handling Cecent for the direct I
Conversion internal plan - network Except for the direction |...... ]
plan
Conversion PLAN 2 on FINATT
Reception
Voice mail and tones
Fast links
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Convert Network Plan - Internal Plan

1. Go to Network and links > Network > AID handling > Conversion network plan - internal plan.
2. Select an internal plan and to specify a trunk group from the On trunk group drop-down list and click

Select the item to confirm your selection and move to the next screen.

Web Admin home Select network dialing plan

Subscribers Telephony senice>Network and links=Network=AID hand
System

Dialing plan

Network and links

Network -
AID handling Select the item

Conversion network plan - internal
plan
Reception
Voice mail and tones
Fast links

DO Aam

rson network plan - internal plan (4.2.6.

-

3. Select YES from the Fallback present drop-down list.
4. Select plan from corresponding to plan drop-down list and select direction if defined.

5. Select UNDEFINED from the Except for address nature drop-down list.

Web Admin home Conversion PUBLIC TEL on FINATT
@,

Subscribers Telephony service>Network and links>Natworke-AID handling=Conversion network plan - internal plan (4.2.6.4 & Saw
System Fallback present YES |=|
Dialing plan - corresponding to plan  [PLAN 2[=]
Network and links . ) :
Network "

AID handling ) Except for address-nature [ UNDEFINED [=]

Conversion network plan - internal
plan Except for address-nature | UNDEFINED | =

Conversion PUBLIC TEL on FINATT £ for ad e [ONDEFINED

Recepti xcept for address-nature E -
Voice mail and tones Except for address-nature | UNDEFINED ||
Fast links Except for address-nature | UNDEFINED |~

Except for address-nature | UNDEFIMED |
IID Handling

NOTE: The IID is the corporate number of the attendant consoles, and it can differ from the IID (Installatio
Identification) defined when the subscription to the ISDN public network access was taken out.

1. Go to Network and links > Network > AID handling > IID.

Web Admin home 11D definition r A
Subscribers Telephony service>Network and links>Network=>AID handling>ID (4.2 6 5) B 5 Q *
System ) I [ v
Dialing plan ) I—it
Network and links o — ]
Network number [130964955
ﬁ::[li)) handling restricted presentation |NO |v]
Reception IID 1: internal plan I v
Voice mail and tones ID 2: internal plan I ™
I e =

The entry menu is composed of an area with three lines repeated 16 times.

2. Select the internal plan associated with the 1ID. For example, in the screenshot above, Plan 1 is
selected.

3. Select the direction associated with the IID.

If Plan is selected, you need not select the direction. That is you can either select plan or direction.
4. Enter the number for I1ID (maximum 28 digits), do not enter 0.

5. Select NO to restrict the presentation of [ID numbers.

n
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Outgoing handling

Handling AID/IID outgoing calls consists in indicating in the "Caller Identity" information the DID number
of the calling set (known as the AID), or the corporate number of the attendant consoles, (known as the
[ID).

Go to, Network and Links > Network > AID handling > Outgoing handling and select the item.

Web Admin home Selection of calling party

Subscribers Telephony service>Network and links>Network=AlD handling=Cutgoing handlings (4.2.6.7)

System By plan v|
Dialing plan
Network and links

lﬁgwl?;ﬁd ling Select the item

Outgoing handlings
Reception
Voice mail and tones
Fast links

For Local Calls InAttend
Select the LOCAL plan by direction and click select the item.
Select the request plan as PLAN2 from the drop-down list and select FINATT for the trunk group.

Ao aw

direction [LOCAL [i=]

1
2
3. Select YES from the Fallback present drop-down list.

4. Select No for inhibit sending od IID and AID and select NEVER for send IID.
5. Select No for AID completed with IID.

6. Select No for AID set using DID number.

NOTE: User local number, so you need not configure number in plan 2 for each subscriber.

Web Admin home QOutgoing for LOCAL = = +
Subscribers Telephony service>Network and links>Network=AID handling>Outgoing har :l..:l;.‘? Q .-':ﬂD + g I—ﬂ
System And the requested plan |PLAN 2 v
Dialing plan —
FINATT
Network and links bt
Network Fallback present YES v|
AID handling ikt canding af D and Al
Outgoing handlings - inhibit sending of IID and AID [NO |v/|
Outgoing for LOCAL - send ID NEVER N
Reception
completed with NO |v
Voice mail and tones o l - o |
Fast links AID set using DID number v

digit translator number

Advanced characteristics ... |

For Inattend calls External
1. Select Plan 2 and click Select the item.
Select Plan 1 for the requested plan and select FX.SIP for trunk group.

2
3. Select YES for the Fallback present.
4

Select YES for AID Completed with IID and Select IID IMMEDIATE TRANSM from the processing
drop-down list.
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Web Admin home Qutgoing for PLAN 2 .
Subscribers Telephony servicesMetwork and links>MNetworksAlD handling>Outgoing handlings (4.26.7 & % ﬁ *
S;_rst_ern And the requested plan |PLAN 1 vl
Dy e ) trunk group FXSIP [v|
Network and links

Network Fallback present YES| v

AID handling -

%thoing r}an%ﬂ?ﬁ 5 - AID completed with ID [YES|v|
b
e _ processing [ID IMMEDIATE TRANSM. v

Reception o
Voice mail and tones pi S S L
Fast links e 0

| Advanced characteristics ... |

5. Go to Network and links > Network > AID handling > IID and set the number.

NOTE: Set the index from 0 to 15, defined in the section “lIID”, on the line IID NUMBER

Web Admin home IID definition w0 C
Subscribers Telephory servicexMetwork and links>hNetworksAID handling=IiD (4.2 & 5] E.‘ Q Q o
System ID 0: internal plan |mn7|
Dialing plan e ﬂ
Network and links -
Network number (130964955

AID handling restricted presentation v

o i : O]

For External transferred to External
1. Select Plan1 and click Select the item.

2. Select Plan1 for the requested plan and select YES for the Fallback present.
3. Select NO for AID Completed with IID and Select AID TRANSM from the processing drop-down list.
4

Select NO for inter-plan forwarding.

Web Admin home Outgoing for PLAN 1 w,
Subscribers Telephory senice>Network and links>Network=AID handling>Cutgoing handlings (4.2.6.7) B Q Q *
System And the reguested plan  |PLAN 1 [=]
twork linkes '
I‘:Jeewkand . Fallback present YES|»
AID handling - AID ¢ -
Oulgoing fscings AID completed with 1D | NO = -
QOutgoing for PLAN 1 - processing AID TRANSM -
Reception - digit translator number
w e - inter-plan forwarding | NO Tl
Fast links '
[ Advanced characteristics ...

For External calls InAttend

1. Select Plan1 for By Plan and click Select the item.
2. Select Plan2 for the requested plan and select FINATT as trunk group and select YES for the Fall-

back present.

3. Select No for AID Completed with IID and Select AID TRANSM from the processing drop-down list.
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Web Admin home Outgoing for PLAN 1 ’ ® - e 1
Subscribers. Telephony senicesNetwork and inks>Network=AID handling=0Outgoing handlings (4.2.6 7 D‘ S a * g
System And the requested plan ‘F‘LAN 2 ~
Dialing plan -
Network and links S FINATT|v]
Network Fallback present YES|w
AID handling Al
Outgoing handlings - AID completed with 1D [NO [v|
Outf;omg LR LI - processing ‘AID TRANSM v
Reception - L

i i - digit translator number
Voice mail and tones i WdiRmats [

Fast links r
| Advanced characteristics ...

For InAttend calls InAttend
1. Select Plan2 and click Select the item.
2. Select Plan2 and select FINATT as trunk group and select YES for the Fallback present.

3. Select No for AID Completed with IID and Select AID TRANSM from the processing drop-down list.

Web Admin home Ouitgoing for PLAN 2 > - N
Subscribers Telaphony service=Network and inks>Metwork>AlID handling>Outgoing handiings 14.2.6.7) D‘ (VA * =] |"_"'| Q
o And the requested plan [PLAN 2 dl
Dialing plan
Network and links m Vl
Network Fallback present YES|¥v|

AID handling N

Outgoing handlings - AlD completed with IID |NO |~

Outgoing for PLAN 2 i |AID TRANGR =

Reception e § o J
Voice mail and tones - digit translator number | |
Fast links

| Advanced characteristics .. |

For External Calls Local

1. Go to, Network and links > Network > AID handling > Incoming handlings, and select Plan1 and
click Select the item.

Web Admin home Select internal dialing plan QS Q®
Subscribers Telephony senicexNebwork and links»Network=AID handling>Incoming handlings (4.2.6.8) *
System I Byitsname  |PLAN1|+| I

Dialing plan On trunk group | ........ |=|

Network and links

AID ha:d[ing Select the item

Incoming handlings
Reception
Voice mail and tones

Select YES from the Fallback present, and select YES for add prefix to AID.
Select YES for same handling as AID.
Select INTER from the Except for the direction drop-down list.

o & 0N

Select YES for same handling as AID.
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Web Admin home Incoming for PLAN 1on ........
Subscribers Telephony :?amce':hletwo(kar‘d links=Network=AID handling=Incoming handlings (4.2.6.8) Q % Q b‘ a E.
System Fallback present YES E
Dialing plan - add prefix to AID YES [+
N;etm:r;kard ks - digit translator number
AID handling - ISDN 1D auto. associated
l?&ﬂ%’?ym e - same handling as AID | YES |»
Reception Except for the direction INTER.E
Voice mail and tones - add prefix to AID YES
Fast links - digit trans number
- ISDN 11D aut ated
- same handlingas AID | YES

kxcept for the direction |

Except for the direction | ... :
Except for the direction B :

For Inattend calls Local

1. Goto, Network and links > Network > AID handling > Incoming handlings, and select Plan2 from
the plans name.
2. Select FINATT from the On trunk group drop-down list and click Select the item.

Web Admin home Select internal dialing plan “RSam DL E
Subscribers Telephony senice=Metwork and links=Network=AID handling=Incoming handlings (4.26.8

System By its name |PLAN 2| v|

Dialing plan On trunk group [FINATT [w

Network and links —

Network -
AID handling Select the item

Incoming handlings
3. Select YES from Fallback present, and select No to add prefix to AID.
4. Enter 1 in the digit translator number.

5. Select YES from the same handling as AID.

Web Admin home Incoming for PLAN 2 on FINATT .0 =N
Subscribers Telephony servicesNetwork and ks> NetworksAID handling>Incorming handiings (426.8] © RAOamAn
S Fallback present | YES[>]
Dialing plan
- add fix to Al

Network and links dd prefix to AID NO j"
Network digit umber |1

AID handling - ISDN IID auto. associated [ |

Incoming handlings ez

Incoming for PLAN 2 on FINATT - same handlingas AID  [YES|v|

Reception e e A e e ,_[v
Voice mail and tones
Fast links.

6. Enter a Hardphone range and a softphone range.

NOTE: Hardphone number is configured in client InAttend. If hardphone is not needed, this translator
is not required.

Web Admin home Incoming: calling number - translat. 1
Subscribers Telephony service>Metwork and links=>Nety = slators>

R Hardphone range | Digit to translate ES
Dialing plan . AN
Network and links | ]
Network e T I_ll

'I;ransl.a;ors . O and digits 9
ncoming: caling pai num T >
Incoming: calling number - translat. Softphone range Digit to translate [81AB |
;ecepuon to plan IPLAN 2(v|
Or 1O direcuon | b
Voice mail and tones i :
Fast Bnks and digits I:l

—
oo ATt
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What to do Next

Perform the following list of operations to successfully complete AID and 11D configurations.

Transfer Authorization

To allow transit calls between Network calls and InAttend:
1. Go to the Subscribers > Rights > General settings.
2. Click the Rights tab and select TK TK and TK TL check-box.

3. Select LIST NOT USED from the Config trunk groups drop-down list.

Web Admin home i i | L i . AL
: Sgbscrlbers miscellaneous settings o AR AR LOD
S[‘{b;c"bers Telephony senvicesSubscriberssRights>General settings (1.4 1)
ights . z s ' <
General settings Subscriber | System | Rights | Application | Network = Security
System Forbidding of general call pick up [
Dialing plan
Notwark 3nd ks Function conference Vi
Reception - TK TK allowed O
) . - Send tone O
e Forwarding to TL subjecttoright [
Fast links </ ? 2
Transfer authorization
“TK TK 7
“TKTL =
Config trunk groups |LIST NOT USED e
- by subsc. without restriction O
- between room sets O
- between room sets via op. cons. [
- via op. cons, to pre-payment sets [
- of persanal call
- to set with PSTN access alowed [

Configure Hardphone Subscriber

1. Go to Subscriber > Subscription > Characteristics, select REFUSED from the Call waiting
drop-down list.

Web Admin home ipti g

: Subscrlphons?ﬂl . R — 2R ARIAD
Subscribers Telephomy service>Subscribers>SubscriptionssCharacterisics (12.3)
Subscriptions

Characteristics Charactenstics Directory | Terminals | Keys | Forwards | Home automation | Phone book |

System T USIOTT GLCEpisU =
Dialing plan Right to ciphering il
Network and links PC Login only [

Master of conference
Beception Pre-smptive rerouting to vaice mail [
7 ; -amptlive re ( i
Voice mail and tones P g

Fast ek Use of DISA function P
St
b § Call waiting [REFUSED v] §
™
Return 10 console on spec. time-obd L]

External forwarding allowed
Assistant forwarding allowed
Announcement list call

10ad

Create an External Record

1. Go to, Internal Records and click Add an external contact to create a new external record.
An external record number 9 Name STD_INATTEND IN ORDER to display STD_INATTEND when
INATTEND CLIENT CALLS a LOCAL SUBSCRIBER
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Web Admin home
Internal records
External records

Customization

Create Password

Add an external contact

BIBIIIEBMI-.BE

Name Firstname Localization Nabbrev Number
EXT_3003 0130963003
INT INATTEN.. 8100
MITEL Guyancourt 01309642000
STD INATTEN.. 9
Gender : Number : 9 Confidentiality : Green hst
Name : STD_INATTEND N¥ahhrev : Hierarchy(s) :
Firstname : Localisation : Email :
SIP URI:

Create a password for InAttend account to access proxyldap
1. Go to Subscribers > Directory > Settings > Users accounts and set password for clients.

" Web Admin home
Subscribers
Directory
Settings
Users accounts
System
Dialing plan
Network and links
Reception
Voice mail and tones
Fast links

MV5000-R6.4 RC /ASO1 FRA
Site: 002-5ITE LOC

30/05/17 17:55:29

¢ CSTA SERVER 0: LINK IN FAULT

30/05/17 17:34:55

* CSTA SERVER 0: CONMECTED

30/05/17 16:08:32

Users accounts n Qo [ [
Telephony service>Subscribers>Directory=5ettings>Users accounts IQI 5 ’ - - % ‘j Q m —
12070 : .
- login i2070
- password |itiiiiiitiittiitiiiiiiii
TWP -
- login twp
- password [
CcC
- login acp
- password i
MICOLLAB :
- login MiCollab
- password |
UC360 :
- login UC360
= password |it*iiiiti*iitiitiiinitii
LIFESIZE :
- login Lifesize
- password [
AZ40W
- login A340w
- password |
“ INATTEND :
- login InAttend
- password [’***t*ﬂl***ﬂ!*k’**ﬂﬂ*’k* V
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Configuration for Cisco Unified Communications Manager

If you are using the Cisco Unified Communications Manager (CUCM) with you InAttend system, you must
perform some configuration to integrate the call manager with InAttend.

SIP Trunk security profile configuration

The CUCM sometimes does not answer “Subscribe”, if a trunk like the ‘telephony part’ is used.

So, a separate trunk for Cisco linestate is configured.

This trunk points back to the ACS (linestate) server on port 5070 (as shown in the image).

This trunk has a SIP security profile configured to the port 5070 to receive requests on the 5070 port.
Linestate is also configured to send across requests on the 5070 port.

To setup a SIP trunk security profile, do the following:
1. Login to the Cisco Unified CM Administration interface (http://<servername>/ ccmadmin).
2. Under SIP Trunk Security Profile Information, enable the following options:

— Accept presence subscription
— Accept unsolicited notification
— Accept replaces header
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alimli,  Cisco Unified CM Administration

CISCO  E4r Cisco Unified Communications Solutions

System +  Call Routing +  Media Resources = Advanced Features + Device »  Application +  User Management = Bulk Adminisi

Q Save xnelete Copy %Rmet & Aely Config EB: Add New
r Status

@ Status: Ready

r SIP Trunk Security Profile Information

Name® ACS SIP SIMPLE Security profile
Description ACS SIP SIMPLE Security profile
Device Security Mode Non Secure -
Incoming Transport T\-'pe"c TCP+UDP -
Outgoing Transport Type TCP -

Enable Digest Authentication
Nonce Validity Time (mins)* 500

¥.509 Subject Name

Incoming Port® 5070

Enable Application level authorization
Accept presence subscription

Accept out-of-dialog refer®*
Ac:c:ept unsolicited notification

Accept replaces header

Transmit security status

[ allow charging header
SIP V.150 Qutbound SDF Offer Filtering™  Jze Default Filter

[Save ] [ Delete ] [ Copy ] [ Reset ] [ Apply Config ] [ Add New
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SIP profile configuration

To configure a SIP profile, do the following:

1. In Cisco Unified CM Administration, under SIP Profile Information, enable the Redirect by Applica-
tion option.

— SIP Profile Information

* -

MName ACS-Profile

Description ACS system

Default MTP Telephony Event Payload Type* 101

Early Offer for G.Clear Calls*® Disabled -
SDP Session-level Bandwidth Modifier for Early Offer and Re-invites* Tias and as A
User-Agert and Server header information® Send Unified CM Version Information as User-Ager -
Accept Audic Codec Preferences in Received Offer® Default -
Dial String Interpretation Phone number consists of characters 0-9, *, £, ant =

IRedire:t by Application I
DDisabIe Early Media on 180

DDutgoing T.38 INVITE include audio mline

[[]Enable AnaT

|| require SDP Inactive Exchange for Mid-Call Media Change
[ use Fully Qualified Domain Name in SIP Reguests

[] Assured Services SIP confarmance

2. Under Trunk Specific Configuration, select “Contact Header” from the pull-down list in the Reroute
Incoming Request to new Trunk based on* field.

— 1 kS ific Confi ti
Reroute Incoming Request to new Trunk based on* Contact Header -
KoV UVEr slF Local RSP hd
Resource Priority Namespace List < None = -

| Fall back to local RSVP

S1P Rel1XX Options™® Disabled h
Video Call Traffic Class* Mixed -
Calling Line Identification Presentation ™ Default -

| Deliver Conference Bridge Identifier
] Early Offer support for voice and video calls (insert MTP if needed)
Send send-receive SDP in mid-call INVITE
Allow Presentation Sharing using BFCP
| Allow i Application Media
| Allow Passthrough of Configured Line Device Caller Information
) Reject Anonymous Incoming Calls

"] Reject Anonymous Outgeing Calls
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SIP trunk configuration

To configure a SIP trunk, do the following:

1. In the Cisco Unified CM Administration interface, under Trunk Configuration - Inbound Calls,
enable the Redirecting Diversion Header Delivery — Inbound option.

— Inbound Calls

Significant Digits® All -
Connected Line ID Presentation® pefault -
Connected Name Presentation* Default -
Calling Search Space < None = -
AAR Calling Search Space < None = -
Prefix DN

VI Redirecting Diversion Header Delivery - Inbound

2. Under Trunk Configuration - Outbound Calls, enable the Check Redirecting Diversion Header
Delivery — Outbound option.

— Outbound Calls
Called Party Transformation CSS < None > -

/| Use Device Pool Called Party Transformation CSS
Calling Party Transformation C55 < None = -

[¥] Use Device Poal Calling Party Transformation CSS

Calling Party Selection® Originator A
Calling Line ID Presentation™ Default -
Calling Name Presentation® Default -
Calling and Connected Party Info Format* Deliver DN only in connected party -

/| Redirecting Diversion Header Delivery - Outbound
Hedirecting Party Transtormation C55 < None = -

[¥] Use Device Pool Redirecting Party Transformation CS5

NOTE: Make sure that the SUBSCRIBE Calling Search Space and the Rerouting Calling Search
Space fit your number plan. In addition, Make sure that the inbound Calling Search Space on the
SIP trunk fits your number plan.

The Acs Cisco LSS config component is used while configuring the sip trunk on ACS for Cisco.

When a call goes to the sip trunk, udp transport is used to define the Local port (here the local port is
5070).

It is also called as the ‘termination port’. It terminates the sip trunk initiated from cucm.
When a linestate encounters a problem, it contacts the log level — For ex: Debug 3
(Debug 3 is the highest level of Debug used.)

This log path is mentioned in Folder. Other values are taken by default.
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Click Save to update the values entered.

ALCS Cisco LSS config B |

SIP/SIMPLE

Transport udp  w| Local port

AL
Pall interval (] (10

~
v

tax update/min

AL port 8443 5o Bulk max size

[] Cisco "Forward to Yoicemail” feature is enabled

Log

Level tax zize (MEB]

- Ovwerride Cisco
50T port in NCLA 5070

50 2 Retry after ms (1000 -2

100 Bulk workers |3 2

£

10 Daps tokeep (14 =

£

Folder | C:AProgramD ata'MitelhdczCizcol 55

-]

CyPrograrm Files x360%MitehAosCiscol S5\ServiceConfigaaml

| Save || Caticel |

To configure ACS Cisco linestate Server, the ‘InAttend 2.4 (8.2016) — Installer’ has to be installed (it is

FRNN PR P . pn ge | i) |

mandate).

o n g e BT er——

REOTRTE T I N R RSN | e s

InAttend 2.4 (8.2016) - [nstaller

00 Mitel | inAttend

Intreduction

- | Install Enterprise License Manager
-\ Install or Upgrade InAttend Server
- ) Optional Server Software

1) Quality Manager Server

. Microsoft Lync 2013 Presence Information
| Mobile Line State Server

Cisco Line State

) Microsoft NET Framework 4.5 Full

I ACS Cisco Line State Server

CF Configure ACS Cisco Line State Server
e [=" Hestart

- ) Optional Client Software
- | Install or Upgrade InAttend Client
- | Uninstall

- iCF Tools

85 Contact Mitel

[=T= |

Introd uction
Welcome to Mitel InAttend Installer.

Before installing, please read the Installation Preparation Guide and
Release Notes for requirements and the necessary preparations.

For more detailed information on all the steps. referto the Installation and
Configuration Guide. This document has the same structure as the package
browser, so thatyou can easily navigate itfor the information you need.

Click here to browse the CPILibrary (indexhtm)

View more information about Mitel Installer

This productis protected by international copyright law.
(c) 2016 Mitel Networks Corporation. All Rights Reserved.

www.mitel.com

Note:
Install software from local hard drive, notfrom mapped drives or network.

August 3, 2016

The host is configured here. For ex: a call manager in cucm.

J
7

Host name P Network name Description
CUCM 10.10.144.18 CcucM CISCO UC
INATTHNDCMG 10.10.144.54 INATTNDCMG Attendant Call Server
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Creating a new host:

o & 0 b=

New host is created.

LSS - Linestate Server

To create a new host, click the Pencil icon.
The Edit host webpage pop up is displayed.

Enter the host name, ip address, network name, and Description.

Click Update to save the changes.

The ‘Subsystems’ section under ‘Simple Config’ defines different fields for ACS for cisco.

Linestate server defines the phone registry status, whether the phone is registered or not.

The Host, Port, In service timeout (ms), and Busy event timeout (ms) is defined to update the Linestate
Server settings.

The port 3134 is same in Webadmin (presence server) as well.

Telephony Configuration
Application

[=- SimpleConfig

Hosts

‘- Public Networks

Hosted Private Networks
: - Subsystems

E| Linestate Servers
E| Queue Managers
. ..My_QueueManager
- NeTSs
. . MY_ACS
- PBXSTDs
L Mitel
E---Media servers
- My_MediaServer

. Gites

Domains to monitor

Linestate Server - MY-LSS

Settings
Haost | STANDALOMNE (Attendant Call Serve...) V|
Port 3134 I

1500

Busy event timeout (ms) 150

In service timeout (ms)

Domains to monitor

./ Mitel (My_Site) 1000-1005 Office Phones "

7000-7006 My Phones

J mxa 6000-6004 Phones ]
5004-5004 Phones
Providers
cucM NLSS_001

This field states the endpoint number of the domain defined.

The extension number of the phone is passed on here.

Queue manager

The host and the Domain can be added here. The values are default.
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CALL MANAGER CONFIGURATION

[=}- SimpleConfig
-----HGSE
é-----PuhIlc Networks
;.....Hosted Private Networks
E...Subsy-_;tems
i E| ‘Linestate Servers
-MY-LSS
E| Queue Managers
My QueueManager
E| -NeTSs
. . MY_ACS
E| PBXSTDs
Mitel
E| ‘Media Servers
. - My_MediaServer
... Sites

My ACS

Telephony Configuration
Application

Queue Manager Cluster - My_QueueManager

Settings

Primary NeTS / NQM host

| INATTNDCMG (Attendant Call Serve...) V|

Secondary NeTS / NQM host | No secondary host V|

Attendant client port

QualityManager port

Use LSS
INATTNDCMG | §

Serviced domains

Mitel (My_Site) | §

My ACS takes default values set by the system.
The Host name and Sip Ports field is configured under My ACS.
The Sip Port value is configured to 5060.

Telephony Configuration
Application

MY_ACS

Settings
[=]- SimpleConfig
Hosts

NeTS host | STANDALONE (Attendant Call Serve...) |

Public Networks

Hosted Private Networks

= Subsystems
[=]-Linestate Servers MX1
MY-LSS Mx1
- Queue Managers -

. .
Sm Entries

Mitel (My_Site)

Internal Queue 05 Queue
Queues 2000 Queue
CUCM_Queue 2300 Queue

ueue Entries

My_QueueManager

{ Tapi Service Providers for STANDALONE

cucMm NETS_001

£l NeTSs
5-PB Ds CiscoTSPO01.tsp
i Mitel

H SIP Ports
[=]- Media Servers

My_MediaServer

Sites

4 sIp

NeTS SIP Port STANDALONE 5060

PBXSTDs

Subsystems under Simple config are used to create new elements in the site.
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Telephony Configuration Subsystems
Application

Click on "Mew..." to create a new element in the site.

[=]- SimpleConfig

‘..Hosts
: . public Networks Linestate Servers 1
Hosted Private Networks Queue Managers 1
S8 Subsystems NeTSs 1
i - Linestate Servers
E : |PBXSTD5 1 New...
- MY-LSS
; Quality Manager Clusters 0 MHew...
=] Queue Managers
. My_QueueManager Media Servers 1
- NeTSs
|- MY_ACS
= PBXSTDs
L L Mitel

EI Media Servers
- My_MediaServer

L. Sites

Click New to create a new PBXSTDs element.
The PBXSTD — Mitel window appears.
Select the appropriate Host, Port, and Domain.

Click Update.
Application
Settings
[=]-- simpleConfig Host INATTNDCMG s
- Hosts Part [3129 |

- Public Networks ) .
: Domain Mitel

-.-Hosted Private Networks
i Update

Bl Subsystems
; E| Linestate Servers

: Use LSS
L MY-LSS

E---Queue Managers _
E----I»“r_Queuel-lanat_:per INATTNDCMG L

é---NeTSS Add
: ‘. MY_ACS

é---PBxsrns

E| Media Servers

- My_MediaServer

Media Server
The host and Port values under Media Server settings page are default.
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CALL MANAGER CONFIGURATION

Telephony Configuration Media Server - My_MediaServer
Application

Settings

[=]- SimpleConfig Host INATTNDCMG v
Hosts Port  [s065

Public Networks

Update
Hosted Private Networks

=] Subsystems

E!- -Linestate Servers
MY-LSS

é--Queue Managers
My_QueueManager

)+ NeTSs

© L.MY_ACS

[=]-PBXSTDs

- Mitel

=] -Media Servers

L My_MediaServer

Sites

Add CUCM Cluster on a private network.

Telephony Configuration
Application

my_siee [ |

=] site: My_Site
E| Private Networks
i = My_Network
E-cucMm
=] Domains
- Mitel
[=}- CUCM Users
cucm
NETS_001
-~ NLSS_001
i - BAT
[}~ Public Queues
! Internal
External
F_\ Operator Groups
H=R InAttendCMG
! Queues
-Operator Group Users
.- Voice Systems

The CUCM version is same as the call manager.

Select the cucm version from the drop-down list.
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Telephony Configuration My_Network - CUCM
li

Application
TR | (<~

CUCM version
[=-Site: My_Site BAT tool version

[} Private Networks AXL User cuem

(=~ My_Network
SRouem |

£l Domains

NeTS user prefix ETS.

NLSS user prefix | NLSS.

II
o

Update
Mitel

[=l- CUCM Users H

e _
NETS_001
®

NLSS_001

o

[=1- Public Queues

EE]

Route Points
Internal

External

(=1 Operator Groups

- InAttendCMG
SIP Ports

- _

Operator Group Users
Voir ) SIP_Trunk SIP_Trunk cucm 5060 uoP False
e et

Add sip port as 5060 and UDP under protocol field respectively.
The My_Network — CUCM — Domains is defined.

Telephony c.mf'guraugn My_Network - CUCM - Domains
Application

My The list presents the damains in the CUCM cluster.
2 site: my_site _
7 Mitel 1

[ Private Networks

5 My_Network

[=l-cucMm
S8 Domains

The Port, Media Server, and Device ranges are defined.

Telephony Configuration My_Network - CUCM - Domains - Mitel
Application

My_Site Settings

PEX Id |1 |

= Site: My_Site Default internal prefix H | |
[~ Private Networks ONM O

B My_Network CMG View [ |

=] CUCM SIP Domain | |

[=}-Domains SIP Domain Description | |

| |

CITM— | cone

[} CUCM Users

Create *23-numbers

e

NETS_001
NLSS_001
oar _
[=-Public Queues SIP_Trunk sip cucM 5060 uD SIP_Trunk
Internal
External

£~ Operator Groups Media servers

& InattendcmG e

Queues My_MediaServer

i Operator Group Users Add

Voice Systems

Device ranges

./ Office phones 1000 - 2000 Phone Phone
7 InAttend 9000 - 9999 Application number

The My_Network — CUCM — Users window displays the user properties.
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Telephony Configuration
Application

m Click on the edit icon to change a CUCM user's properties.

My_Network - CUCM - Users

[=]- Site: My_Site

L) cuecm
/7 NETS_o01 NETS
/7 NLSS_001 LSS

' AXL
=] Private Networks

E|- -My_Network
=~ CUCM

E---Domains

o L Mitel

& I ——

. .cucm
- NETS_001
E-----NLSS_OOI

Click the pencil icon to edit the cucm user properties.

Telephony Configuration My_Network - CUCM - Users
Application
My_site Click on the edit icon to change a CUCM user's properties.

() Site: My_Site
(=) Private Networks
(= My_Network
My_PBX
El-cucM
= Domains

@ Edit CUCM User -- Webpage Dialog

@ hitp://10.10.144.63/tca/ctc/ccmelusterusereditiframe.asp ‘

Edit CUCM user

Mitel

l:l CUCM Users

cucm

NETS_001 Usermame
NLSS_001
— Password. i .

Password has provided in the CUCM-->AXL
tab

BAT

Public Queues

Operator Groups
Voice Systems

Edit CUCM User window appears.
Provide the AXL credentials here in the TCA. The list of device ranges associated to the

user is displayed. (The device range value is taken automatically.)

Telephony Configuration My_Network - CUCM - NETS_001
Application
My_Site The list presents the device ranges associated to the user.
B Site: My_Site InAttend 9000 - 9999

= Private Networks
i E My_Network
=-cucMm
= Domains
[=]-CUCM Users

Lo cucm

¥ NETS_001
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|
Telephony Configuration My_Network - CUCM - NLSS_001
Application
The list presents the device ranges associated to the user.

=]~ Site: My_Site Office phones 1000 - 2000 Phone
[=]- Private Networks

=~ My_Network
- CUCM
=} Domains
Mitel
[=]- CUCM Users
- cucm
NETS_001

= NLSS_001

Configuring webadmin

To configure the webadmin, create a Data source for cisco under the presence server.
STANDALONE

Data sources

Name

| - select data source - M
| Cisco Linestate [x]
VX Linestate

Authentication

# Check user credentials against AD

Trace Configuration

( Set trace ]

Server
N} STANDALONE Linestate
Data source name |Ci5co Device ‘
Connection data
Server name | STANDALONE | Port3o27 |
Backup server| | Port5077 |

Inside Data Source, click Advanced.

sener
K| STANDALONE Linestate
Data source name [Cisco Device | | (et connection
Connection data
Server name | STANDALONE Port|3027
Range Pattern
To
Prefix Domain / Link
Value Delete ¥l use specific domain / link (1-99) El___ T:isTii;he PBXSTD created in
— -
C
. J¢
. g

The Domain / Link number is defined.
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*23 service configuration

To configure *23 Service, do the following:

1. In Cisco Unified CM Administration interface, under Service Parameter Configuration, set the Strip
# Sign from Called Party Number to “False” for the “Cisco CallManager” service:

Service® Cisco CallManager (Active) -

Jo

Status Fnouiry Poll Flag *

False -

]
False - I
10

I Ztrip £ Sign from Callad Party Numbsr

> @5510M Hanaort AEINg | Imer

201 Tirner *
T301 Timner 180000

T30z Timer * 15000

2. Create the route pattern for the *23 service

a. Open the Call Routing menu and select Route/Hunt then Route Pattern.

b. In the Route Pattern Configuration dialog, create the following three Route Patterns for the *23
services:

. #23#
. *23%1#
o 234114

c. For each pattern, click Add New and select the route to the ACS trunk in the Gateway/Route
List.

~ Pattern Definition
Route Pattern™® 23
Route Partition < None = *
Description
Numbering Plan Not Selected -
Route Filter e None =
MLPP Precedence™® Default -
Apply Call Blocking Percentage
Reszource Priority Namespace Network Domain < None = =
Route Class* Default v
Gateway/Route List* ACS_s84_SIP_trunk -
d. Click Save when finished.
The new patterns are displayed in the Route Patterns list:
Route Patterns (1 -9 of 9) Rows per Page 50 ~
Find Route Patterns where Fattzrn ~ begins with - Find | l Clear Filker | [m [:I
[l Pattern = Description Partition Route Filter Aszociated Device Copy
F]  #23s ACS 24 SIP trunk I}
| *PIEE ACS 84 SIP trunk I}
[ FIAIFIE ACS 84 S[P trunk I3y
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*21 Service Configuration

1. In Cisco Unified CM Administration interface, under Service Pararmeter Configuration, set the Strip
# Sign from Called Party Number to False for the Cisco Call Manager service:

*

Service Cisco CallManager (Active) M

Lation KeeoAlve Lnterval - 30
Status Enquiry Poll Flag * False M
Bifig # sign from Called Party Number * False v

2. Create the route pattern for the *21 service

a. Open the Call Routing menu and select Route/Hunt >Route Pattern.

b. Inthe Route Pattern Configuration dialog, create the following three Route patterns for the *21
services:

o H21#
o F21%1#

c. For each pattern, click Add New and select the route to the ACS trunk in the Gateway/Route
list.

—Pattern Definition

Route Pattern™® KR &

Route Partition < None > v
Description Route to inttend

Mumbering Plan -- Mot Selected -- M
Route Filter < None > v
MLPP Precedence™ Default v

Apply Call Blocking Percentage

Rescurce Priority Namespace Network Domain | < None > v
Route Class* Default v
Gateway,/Route List* InAttend v (Edit)
Route Option ® Route this pattern
Block this pattern | Na Error v
d. Click Save.

The new patterns are displayed in the Route patterns list:

Route Patterns (1-30f3)

Find Route Patterns where | Pattern v | begins with v Find || Clear Filter || qp || =

Pattern * Description Partition Route Filter

#21# Route to inttend InAttend

21 X1 Route to inttend InAttend
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Installing the InAttend license

Before you install InAttend, you have to obtain and install the InAttend license on the Enterprise License
Manager (ELM) server. To complete the process, you must:

* Install the ELM Server (if not already present in your system).

» Generate a fingerprint file to uniquely identify the ELM host machine.
» Register the license voucher on the Mitel License Server.

* Install the InAttend license on the ELM server.

Installing Enterprise License Manager

Enterprise License Manager (ELM) is the client/server-based licensing server where InAttend product
licenses are requested, stored, and managed. The Mitel Installer offers installation for both the server
component (which maintains licenses and enforces limits) and the client component (which is used to
make license requests). Web administration tools (used to administer licenses) are also installed.

You install either the ELM server or the ELM Client, but not both on the same host. If the InAttend server
is being installed in a system that already has ELM installed for other products, then you only need to
request new InAttend system and user licenses.

To install the ELM server software:

1. Double-click the Install.exe file in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Install.

3. In the Install Wizard, select Install ELM Server/Client.
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> Mitel

"'“ InsliiIE
nierpnaeLloaﬂeManagﬂ'
%/ "
-’“! Install | Senrer
/ .'in;:'v u.!.:-.:. ng InAafend on e same senver as =IVila enser.

“‘ﬂ* Install | tlendSean ndiicne
% e P,A-- e Sta, Server Standalone
/ 12Tl ar Instial \_., TAIENd o Fer landalone.

. L nstll InAtind it
EF wizard for installing InAttend Client

May 10, 2016
4. On the Install ELM Server/Client page, click Next to continue.

5. On the Welcome page of the Install Wizard, click Next to continue.

6. On the Feature Selection page, select Enterprise License Manager Server, and click Next.

Feature Selection ‘ i |
.h. iy

Select the feature pou want ta install

() Enterprize License Manager Client

Ingtallz the licenze client needed to communicate with the license server.

(®) Enterprise License Manager Server

Ingtallz the licenze server, web access, and other tools. Alzo inztalls the license
client needed to communicate with the license server.

| < Back " Heut » || Cancel |

7. On the Choose Destination Location page, specify the installation path (either accept the default or
browse to another location) and click Next.

8. On the License Server Options page, accept the default Port setting of 2580 and click Next.
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9. On the Start Copying Files page, review your installation settings. Click Back to change a setting or
click Next to start the installation.

Start Copying Files ‘ ’ " !
Fleview settings before continuing. - - i |

Setup has enough information to start copying the program files. [ pou want to revies or
change any zettingz, chick Back. 1f pou are satizgfied with the settingz, click Next to begin

copying files.
Current Settings:
Ll

Setup Tupe:

Enterprize Licenze Manager Server
Target Directary:; i

C:AFrogram Files [=86]5MiteliLicense Manager',
License server located at:

Host= 127001

Part= 2580 -

£ 3
| < Back || Mext > | | Caticel |

The Wizard installs the ELM Server software. When installation is complete, the Wizard displays an
information page that describes the steps to install a license file.

10. Review the information and click Continue.

00 Mitel | inAttend

ff' Enterprise License Manager (ELM) Install license file
& Install licensefile Install & license file for InAtiend. Read:
= InAttend Installaton Preparation Guide

* ELM Technical Guide
* Mitel License Agreement

When ordering an Mitel prod uct from Mite| Plan, a voucher is generated in
SLS and s soon as the voucher is registered (activated), a license file s
created and delivered by e-mail. To genemte the license file:

1) On ELM Server. run Fingerprinter.exe to create file 'Fingerprint blob'
2)Log on to Aastra Connect, and than click Licenses & Saervices.

3) In the Reqister voucher field, enter voucher number and click Register.
4) Upload the 'Fingerprintblob’ in Enter fingerprint

5) In System data and Ownership information details, you will see all the
licenses from the Voucher you are registering, as well as the accumulated

number of icenses. Click Confirm input.

6) Click Confim & Generate License Key
The license is now genemated and e-mailed to you.

7) Install the license file in the ELM application.

Click 'Continug’ Continue

11. On the Wizard Complete page, click Finish.

After you have installed the ELM server, you have to do the following to complete the licensing process:
* Generate the fingerprint file on the ELM server

» Register the license voucher on Mitel Connect

» Install the license file received from the Mitel License Server on the ELM server
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For more information, refer Enterprise License Manager Technical Guide.

86



CHAPTER 5 INSTALLING THE INATTEND SERVER

Installing the InAttend Server

After you have installed the InAttend license, you can install the InAttend application software. You use
the InAttend Software installation wizard to install all necessary components.

NOTE: InAttend can use CMG Server, BluStar Server (BSS) or any other LDAP-enabled directory for direc-
tory searches. If CMG Server is used, CMG - Web has to be installed prior to the InAttend installation.
You have to provide the following information during installation of the InAttend server:

» Type of call manager (e.g., MX-ONE, MiVoice5000)

e |P address of call manager

» |P address (or FQDN) of the SQL Server

e SQL login credentials (user name and password)

« |P address of the CMG server (for CMG installations)

» CMG database login credentials (for CMG installations)

To install the InAttend Server software, do the following:

1. Double-click the Install.exefile in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Install.

3. In the Install Wizard, click on your installation option (Install InAttend Server Standalone or Install
InAttend Server (CMG) if you are installing to an existing CMG deployment).

4. In the Installation window, review the components that are being installed.

00 Mitel | inAttend

Install InAttend Server (CMG)

Component ersion Installed Information / Prereguisites -
i@' Before the Installation -
ﬁl Microsoft XML Core Service 4.0 4.30.2100.0
i@] Microsoft VC 2008 SP1 Runtime 9.0.3072% 9.0.30729
IZ&Z' Microsoft VC 2010 SP1 Runtime 10.0.40219 10.0.40219
icrosoft VC 2012 Runtime 11.0.50727 11.0.50727
4 Microsoft VC 2013 Runtime 12.0.21005 12.0.21005
@ Microsoft NET Framework 4.5 Full
ﬁl Oracle Java Development Kit (x64) 17 =
ﬁl Telephony Configuration Service (TCS) 20530
ﬁl Telephony Configuration Application (TCA) 20530
5 Media Server 17640
ﬁl Metwork Telephony Services (NeTS) 55130
5 Queue Manager 21570
5 Mitel LDAP Server 822
5! BluStar Server 71113 L
5 InAttend History Service 23140
ﬁl InAttend Quick Configuration Service 23140
ﬁ?ﬂ InAttend Quick Configuration \Web 23140
R L ik 1ol e immmiimm E
May 10, 2016 < Back Mext = Cancel
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Components with a green check mark are already installed. Components with a red circle require a
prerequisite that has not yet been installed. For example, the License Manager has to be installed be-
fore the InAttend installation can continue.

5. Correct any errors and click Next.

6. On the Installation Path page, specify an installation path (by accepting the default location or
browsing to another location) and click Apply.

7. On the Before the Installation page, review the information and notes, and click Continue to start the
installation.

=) Before the Installation Before the Installation i

Microsoft XML Core Service 4.0 Before installing, please read the InAttend Installation and Configuration
Oracle Java Development Kt (x6) Guide and Release Motes for requirements. The following is required:

Telephony Configuration Service (TCS) * Administrator rights on each server being installed.

Telephony Configuration Application (TCA) * Internet Information Services ([1S) 7.5, 8.0 or 8.5

Enable IS 6 Management Compatibility, ASP and ASP.NET.
Media Server
Network Telephony Services (NeTS) * CMG - BluStar Web 8.2 SP2 (if InAttend Server with CMG).

Queue Manager + Valid License (file) on the ELM Server.

Mitel LDAP Server Note:

- Only install Mitel LDAP Server for an InAttend standalone solution.

- Do not configure Calendar Connection in WebAdmin if used together with
CMG (Calendar Connection located in the CMG BluStar Web package
should be used instead).

BluStar Server

Indttend History Service

Indttend Quick Configuration Service
A N For custom installations, use the classic package browser.

Indttend Quick Configuration web

Indttend Quick Configuration

Restart InAttend Senver

Click 'Continue’. Continue

The Wizard proceeds with software installation. The blue arrow in the left panel indicates installation
progress.

8. For InAttend Server (CMG) installations only: The Wizard launches the LDAP server installation
wizard. InAttend requires LDAP server information to retrieve information using LDAP from a data

source such as Active Directory. You configure the LDAP Server to connect to the CMG database with
administrator credentials.

a. Click Next to proceed with LDAP Server installation.
Specify the installation path for the LDAP Server and click Next.

Specify the server where the CMG database is installed and the login credentials to access the
SQL server. Click Next.

d. Click Finish to complete the LDAP Server installation.

9. For BluStar Server component installation, the Wizard system launches the BluStar Server Setup
wizard. When you have reviewed the End User License Agreement, select "l accept the terms of the
license agreement" and click Next.
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Mitel BluStar Server Setup .

BluStar Server

Mitel Saftware End User License Agreement [ELILA] ~
201411409

B CLICKING ‘| AGREE', INSTALLING, COPYING, OR OTHERWISE USING ANY PART OF
THE SOFTWwARE [45 DEFINED BEL %), YOU AGREE TO BE BOUND BY THE TERMS
OF THIS EULA. IFYOU DO NOT AGREE WITH THE TERMS OF THIS EULA, DO NOT
INSTALL OF USE THE SOFTWARE.

These license terms are an agreement between Mitel 5chweiz AG [Mitel] and you. By
downloading or installing the Software, or using the product containing the Software, you
represent and warrant that pou have read, understand, have the legal capacity to, and hereby
agree to be legally bound by these terms and conditionz. IF you do not agree to all of these
terms, then you may not download, install or use the software.

1. License. Subject ta the terme and conditions of thiz Agreement, Mitel grants the
original end wser purchaser of the Software or the product containing the Software [ou’] a
nonexclusive licenze ta uze the Software in object form salely with the equipment for which

the Software was intended or [where authorized in the applicable documentation] for
communication with such praduct. Thig license map not be sublicenzed, and iz not

transferable except to a person or entity to whom you transfer ownership of the complete

product containing the Software, provided you permanently transfer all ights under this v

|| accent the terms of the license agreement

| do not accept the terms of the license agreement

10. Select the BluStar Server installation type and click Next.

Mitel BluStar Server Setup -

BluStar Server

Fleaze select your BluStar Server installation tppe:

" Custom [e.0. Mulli server installation or special installation folder]

11. Select your call manager platform type and click Next.
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o0 Mitel | BluStar Server

Select your main Mitel PE3 [additional PEX: can be configured later uzsing the BluStar Server
Administration):

© Mivoice Dffice 400

© Mivoice 5000

7 Genenc PEX support

Cancel

Mitel BluStar Server Setup -

12. Enter the IP address of the call manager and click Next.

Witel BluStar Server Setup
> Mitel | Blustar Server

Flease enter the IP address of the PEX

IF address | 192

Carcel

13. Enter the IP address or FQDN of the SQL server or click Browse to search for it. Specify the SQL

login credentials and click Next.
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InstallShield Wizard

00 Mitel | Blustar Server

Select the SOL Server to install to from the st below or click <Browse. > to see a list of all SOL
Servers. Please also specify a SQL Login ID and Password to authenticate. & connection test will

be performed after pressing <Next>

SOL Server.
SOL2008SERVER

Please enter the SOL-Servet authentication

hd |

Browse...

Browse - Da_tabase Server -

Login ID:
$a From the list of servers below, select the database
server you ke to target
Password
sesssseeREeY [SaLon0sSERVER
VCENTERWIM_SOLEXP
s

The Wizard installs the BluStar Server components.

14. For InAttend Server (CMG) installations only: There are additional configuration steps when you

install InAttend in a CMG system.

a. Specify the credentials to access the Telephony Configuration Application (TCA) and Telephony

Configuration Service (TCS) services and click Next.

Mitel BluStar Server Setup |L1

) Mitel ‘ BluStar Server

Please enter the necessary parameters to logon to TCASTCS services

Server

User |mcaadmin ‘

Password |aastra ‘

b. Verify the URIs for the Authentication and Authorization (AnA) service and the NCLA service.

Make the necessary changes and click Next.
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Mitel BluStar Server Setup \L‘

oo Mitel | Blustar Server

Pleaze check the neceszary URI parameters

NCLsURL | httpd AwIN201 2R 20s/N claProvider asm |

Cancel

c. Verify the URIs for the User Manager Service and the Configuration Manager Service. Make the
necessary changes and click Next.

Mitel BluStar Server Setup | x|

> Mitel | BluStar Server

Flease check the necessary URI parameters

Uzer LIRI

Conf URL | httpe A2/ INE0T 2R 2 tes A configurationmanager. asmy |

d. Specify the server hosting the CMG database and the name of the database and click Next.
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Mitel BluStar Server Setup -

o) Mitel | Blustar Server

Flease enter the necessary parameters bo access the CMG database

Server

Database |NICE |

Cancel

The Wizard creates the specified databases and starts the required services.

15. When installation of the BluStar Server component is complete, click Finish to close the BluStar

Server setup wizard.

16. In the main InAttend Install Wizard, review the information about InAttend Quick Configuration and

click Continue (you will access the Quick Configuration tool later).

00 Mitel | inAttend

'@3 Before the Installation InAttend Quick Configuration

@ Configure BluStar vieb Service For custom inslallations. use the classic Browse Packages.

&b InAttend Quick Configuration

Run this tool once. to deploy an initial configuration on your system.

Restart InAttend Serv,
estErtindtiend senver Click here to change machine name.

Launch InAtte nd Quick Configuration Web on 'MAIN" .

Click ‘Continue’ Continue i Cancel

InAttend 2.2 (4.2015) - Alpha Installer *

17. When the installation is complete, you are prompted to restart the InAttend server. Click Continue or

Click here to restart... to restart.

Installation of the InAttend Server is complete. You are now ready to configure the system.
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Configuring the InAttend system

After the server has restarted, you have to configure the InAttend system.

* You use the Quick Configuration Wizard to configure ACS parameters (only after initial installation).
The required components are also created in the Telephony Configuration Application (TCA).

* You use the BluStar Server Administration tool (WebAdmin) to configure PBX links, Presence Server,
and InAttend user configuration profiles.

Running the Quick Configuration Wizard

The InAttend Initial Configuration Wizard allows you to set system parameters quickly and easily.

1. On the InAttend Server, launch the Quick Configuration wizard (click Start > Programs > Mitel >
InAttend Quick Configuration).

2. Log in using the default credentials (Username: admin, Password: Mitel123).

X
e Bl & hitp://localhost/AttendantConfigWeb/Authentication/Signin Rl 1 %k I

& InAttend Quick Configurati...

InAttend Quick Configuration
Username

admin

Password

3. In the Initial Configuration box, click Launch Wizard.
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o) Mitel |

InAttend Quick Configuration

Initial Configuration Wizard

The InAttend Wizard will guide you during the process of setting up ACS,
InAttend and BluStar server components on a single server.

The wizard is only intended to run once on a new installation, to setup the initial
configuration in order to get started.

Launch Wizard ]

Advanced Configuration

To get access to more configuration settings for ACS, InAttend and BluStar
Server, th iguration appli s TCA for ACS and WebAdmin for
InAttend and BluStar Server can be used.

Open InAttend Configuration l Open ACS Configuration i

The Quick Configuration page launches.
The following tables describes the parameters you can configure:

Call Manager

Call Manager Type

Select the appropriate call manager (platform) from the drop-down list.
Note! By default, the call manager type shown is Mitel-MiVoice
MX-ONE. You can select the required call manager type from the
drop-down list.

Call Manager IP or
FQDN

Enter the IP address or FQDN of the platform.(Not visible when selecting
Skype as Call Manager Type.)

Enable TLS and Select this option to enable encryption. (This option is only available
SRTP when certificates are installed on the server.)
Certificate Select a certificate from the list of installed certificates.(This option is

only available when TLS and SRTP are enabled.)

Device Range
(start/end)

Enter the range of extension numbers for all phones on the platform.

Hybrid with Microsoft
Skype for Business

Select this option to use Microsoft Skype as a presence server in
conjunction with another Call Manager. (This option is available only
when Skype is not selected in the Call Manager Type field.)

Use E.164 Number
Format

Select this option to enable E.164 format in the system.
(Example +46 8 568 67 xxx.)
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Microsoft Skype for Business (only displayed when S4B is selected as Call Manager or Hybrid)

Server Name

Enter the name of the Skype server.

SIP domain Enter the SIP domain for which Skype will act as a phone manager.
(Normally this is the string after the @ in the SIP address.
User URI Enter the system user name for InAttend in Skype, including full domain

address.

Application Name

Enter the name of the trusted application in the Skype management
pool.

Application Port

Enter the port number the Skype application will use.Default port is
6000.

Application User
Agent URI

Enter the Globally Routable User-Agent URI of the Skype application.
This is the SIP URI which identifies a specific user agent.

Certificate Name

Enter the certificate name created by Skype for the BluStar server.lt is
required for TLS and SRTP encrypted communication.

Federate Presence

Activate this option to enable telephone line state changes (busy, out,
etc.) from the presence server to be published and used by Skype and
Skype Users.

LDAP filter

This value acts as a key that the presence server uses to look up
relevant user info. It then pushes that info towards Skype.Default value
is “(mail=*)".

Cisco Unified Communication Manager (only displayed when Cisco is selected as Call

Manager)

Cisco CUCM AXL User

Enter the user name of the AXL User.Needed to set
forwarding from the InAttend Client.

Cisco CUCM AXL Password Enter the password of the AXL User

Application Services

ACS Server Hostname

Enter the hostname of the Attendant Communication Server.

ACS Server IP

Enter the IP address of the Attendant Communication Server.

Use CMG

Select this box for CMG installations of InAttend.

CMG (only displayed when Use CMG is selected)

CMG Server

Enter the hostname of the CMG Server.

Email Field

Select the field that contains email addresses in CMG.Default is
“FirstMessageSystemld”.
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LDAP Server (only displayed when CMG is NOT selected)

LDAP Server

Enter the IP address of the LDAP server used for directory look-ups.

Port

Enter the TCP/IP port number to use for LDAP communications Default
is 389.

Search Base

Configure the LDAP connection to where you have installed the LDAP
server (BluStar Server or Active Directory).Default is “c=com”.

SIP Address Field
Name

Enter the SIP Address field name from the LDAP database (used to look
up presence subscription information). The default value is “sipAddress”.

Authentication

Select the type of credentials used to access the LDAP server.
Anonymous (default), Username, or Username and Domain.

User Name Enter the user name of the authorized credentials for LDAP server
access. (Not displayed when “Anonymous” is selected for
Authentication.)

Password Enter the password of the authorized credentials for LDAP server
access. (Not displayed when “Anonymous” is selected for
Authentication.)

Domain Enter the domain used for LDAP server access. (Not displayed when
“‘Anonymous” or “Username” is selected for Authentication.)

Queues

External Access Number

Enter the number that external users dial to contact the
Attendant.

External Queue Time setting

Select Basic to apply the same time interval for all days.Select
Per Day to configure up to two time intervals per day.

(from/to)

External Queue Time

Set the time interval for when the queue is active.

Internal Access Number

Enter the number that internal users dial to contact the
Attendant. Default is 09.

Internal Queue Time Setting

Select Basic to apply the same time interval for all days.Select
Per Day to configure up to two time intervals per day.

Internal Queue Time (from/to)

Set the time interval for when the queue is active (same as
External Queue).

Microsoft Exchange Calendar (if CMG Calendar Connection is used — Skip this section)

Configure Exchange

Select this check box to use Microsoft Exchange Calendar integration.
When selected, the settings below become available.

Server

Enter the host name of the Exchange server.
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Mail domain Enter the mail domain (the string after “@” in Exchange email
addresses).
Use HTTPS Select this check box to use secure HTTP.
Username Enter the user name to access the Exchange server.
Password Enter the password to access the Exchange server.
Domain Enter the domain used to connect to the Exchange server.
Add Users
Add new user Select this check-box to add an InAttend user.
User name Enter the user's name.
Email Enter the user's email address.
Password Assign a password to the user.
Add new user Select this check-box to additional InAttend users.

4. When you have made the required configuration entries, click Apply Configuration.
5. When the configuration process is complete, reboot the InAttend server.

NOTE: At this point all the required components are configured in the Telephony Configuration Application
(TCA). If you want to make changes to the existing configuration of your telephony services in TCA, see
“‘Appendix A: Configuring telephony services in TCA”.

InAttend Journal Configuration

The InAttend client has a journal feature displaying the call history for the attendants.
This information is stored in the database by InAttend History Service. InAttend History Service has to be
installed on the same server as the InAttend Server (DAL Service).

« If asingle ACS Queue Manager is used and is installed on the same server, no configuration is
required. Also, if a single ACS Queue Manager is used and the system has been configured with the
InAttend Quick Configuration wizard, to manual configuration is required.

« If ACS Queue Manager is installed on another server, InAttend History Service has to be configured
to point to the location of all ACS Queue Manager Services.

The configuration can be made in AttendantHistoryServiceConfig.xml located in the folder where
InAttend History Service is installed, typically:

C:\Program Files (x86)\Mitel\InAttendHistoryService\

The configuration file has a section QueueManagerList where multiple QM entries can be added, each
pointing to a Queue Manager server. The default configuration looks like below, and is modified if Queue
Manager is located on another server:

<QueueManagerList>

<QueueManager>localhost</QueueManager>
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</QueueManagerList>

After making configuration changes to the configuration file, the Windows service InAttend History Service
has to be restarted.

Configuring the Authentication and Authorization (AnA)
web service

The Authentication and Authorization Service (AnA) Web Service is used to verify that the administrator
users and InAttend attendants are authorized to use certain services when logging in to InAttend. The
AnA web service can connect to the CMG Server (for CMG installations) or the BluStar Server (for stand-
alone installations).

» If you are using InAttend with CMG, the AnA web service is already installed.

» If you are using InAttend in a standalone deployment, you have to install the AnA web service from the
Installation wizard.

Configuring the AnA connection to the CMG server

By default, the AnA connects to the CMG database as "localhost", using the same credentials that Config-
uration Manager uses. If you do not want to use the default setting, you have to configure the web.config
file for AnA so that the AnA web service can connect to the CMG database server.

1. Open the web.config file for AnA.

2. Change the value of the following parameter by replacing "localhost" with the new CMG database
server:

<add key="DefaultDatabaseServer" value="localhost"/>
3. Change the value of the following parameter to from "true" to "false":

<add key="FetchDbUsernamePassword" value="false"/>.
4. Save your changes to the file.

Configuring the AnA connection to a Different Server

By default, TCS and TCA connect to the AnA web service as "localhost". If you do not want to use the

default setting, you have to configure the web.config file for TCS and TCA in order to connect to AnA when

located on a different server.

1. Open the web.config file for TCS and TCA.

2. Change the value of the following parameter by replacing "localhost" with the server hosting the AnA
web service:

<add key="anaUrl" value="http://localhost/nwAna"/>
3. Save your changes to the file
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Enabling HTTPS for Image Fetching

The InAttend Client fetches the image from the logical image directory ( LogiclmageDir) configured in
the CMG CM. This can be secured by configuring both CMG CM and CMG DM to use HTTPS.

User image parameters

Showlmages ENABLED ~r | Defines whether or not the users photo should be shown

PictureField TELMNO - Phone ~ | Defines the field containing the reference to the image

PhysimageDir cNnetpubhwroctiCMG Defines the physical image diractory Format: E.g. Chinetpub\www oot CMGOFfice\subseriberimagesy)
Officesubscriberimagesh,

LogiclmageDir OGO fice/subscriberima Defines the logical image directory (Format Eg. /CMGOffice/subscriberimages)
ges

PictureFileExt PG ~ | Defines the image file extension. NOTE! png is not valid for NOW

ImageHeight 106 Defines the height of the image (Default value: 106)

ImageWidth 79 Defines the width of the image (Default value: 79

The steps to be followed for CMG deployment are as below:
1. Open CMG Configuration Manager and expand CMG Web Components.
2. Click Parameters and do the following:

Verify/Change the physical image directory in: PhysclmageDir

Verify/Change image directory path in: LogiclmageDir

Verify/Change image file extension in: PictureFileExt

Add the extension number to provide a reference to the image in: PictureField
Change the status to enabled in: Showlmages

® o0 oo

In the scenario, where the InAttend client is a standalone deployment or the LogiclmageDir is not speci-
fied in the CMG Deployment, the images are fetched from the Webadmin directory and the InAttend client
falls back to look at http://serverlp>/webadmin/subscriberimages/

To allow secure transmission of the image, the Special settings must be enabled in the Webadmin to
securely fetch the image using HTTPS.
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m Mltel User Contiguratica  CTI Sarver Prisence Server  Tock  Help

Attendant Special settings

edit profile: Image Over Https

Sitnin T ) e )|

To enable HTTPs in the InAttend Client, do the following:
1. Go to Attendant Special Settings
Enter the name as Image Over Https to the Profile name field

2
3. Enter a description in the Description field

4. Enter the value as Image Server HTTPS in the Parameter field
5

Enter the value as 1 in the Parameter value field
6. Click the! ) button and the settings gets reflected in the right-side window pane
7. Click Saveto save your changes
After adding the parameter for enabling the HTTPs, restart the iisreset command.

c Administrator: Command Prompt - iisreset.exe [=Ta[xT

icrosoft Windows [Uersion 6.3.76801]
(c) 2013 Microsoft Corporation. All rights reserved.

NUsers“Administrator?iisreset.exe

Attempting stop...
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Configuring the Presence Server

The BluStar Presence Server can aggregate presence information from Microsoft Exchange and Micro-
soft Skype for Business, as well as line state information from the call manager, and provide the informa-
tion to InAttend clients.

You have to configure the data sources from which the Presence Server receives presence information.
InAttend supports the following types of data sources for presence information:

* Microsoft Exchange

» Microsoft Skype for Business

e Line status (from a PBX)

NOTE: If you configured Exchange or Skype for Business settings during configuration of the InAttend
Server (see “Running the Quick Configuration Wizard”), a data source for the Presence Server is already
present.

Viewing Presence Server Configuration

To view Presence Server configuration, do the following:

1. Access the BluStar Server Administration web interface by typing the URL: http://<host-
name>/webadmin in a supported web browser, where <hostname> is the InAttend server address.

2. Log in with the administrator credentials (default username: admin, default password: Mitel123).
3. Select Presence Server and then Configuration.

The system displays current Presence Server configuration, including any data sources created
during initial configuration of the InAttend server.

m MII:.EI. User Corgunasan  CT BEreer  Preseacs Sereer Toals  Hag

FERIATE TR

Presence Server configuration

WINZO003RE

Avthanticatan

Trace Canhguratian
r
| -

4

4. Inthe Authentication section, you can enable or disable the option to check user credentials against
Active Directory (enabled by default).
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When subscribing to presence information about other users, and to publish presence status, InAttend
users have to provide their Active Directory credentials. The BluStar Server verifies that the creden-
tials match the information for the user in Active Directory.

5. In the Trace Configuration section, click Set trace if you want to enable trace functionality
6. On the Trace configuration page, enter values for the following parameters:

— Number of log files: number of log files generated by the system (default is 10).

- Max. size of file: maximum size of the file before existing data is overwritten with new data (default
is 5SMB).

- File name: the path and file name for the log file.

— Error | Info | Debug: select one option to specify the level of detail in the log file. Error level contains
the least amount of information, and Debug contains the most detail.

7. Click Save to save your changes.

Adding a Microsoft Exchange Data Source

You can configure a Microsoft Exchange Server as a calendar source for presence information on the
Presence Server. InAttend clients can subscribe to the calendars of specific users from Microsoft
Exchange, to receive events when appointments are modified or start and finish.

You have to configure an Exchange user account on the Exchange Server that can access multiple Micro-
soft Exchange calendars.
To add a Microsoft Exchange data source, do the following:

1. On the Presence Server configuration page, select the Exchange (Calendar) option from the data
source type drop-down list and click Add data source.

Presence Server configuration

WINZ003R2

i AR WANDEGRAE

Diats gources
e h= ==

Awthenticaton

Tracw Configuration
F

2. Onthe new Exchange data source page, specify a name for the data source in the Data source name
field (has to be unique in the Presence Server configuration).

3. Optionally, enter a valid email address (has to be configured on the Exchange data source) and click
Test connection to verify that the Exchange Server is reachable.

frrver f Wi sla
L 1 AL

i AR Enchangs

; f [ 1
LA WO T | R R L 4
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4. In the Connection data section, specify the Exchange Server address and the user credentials for
the account created to access the Exchange Server:

— Server name: the hostname or IP address of the Exchange Server.

Mail domain: postfix (i.e., string after @) of the email addresses on the Exchange Server.
Username: the username for the account created to access the Exchange calendars.
Password: the password for the account created to access the Exchange calendars.
Domain: the Windows domain of the Exchange Server.

G iremal R0 L1

il Cim

5. In the Access type section, select the method used to access the Exchange Server. For Microsoft
Exchange 2007, 2010, or 2013, select WebService(2007, 2010, 2013) and enter values for the
following fields:

— Access protocol: select the protocol used to communicate with the Exchange Server (http or https).

— Authentication: the method of mailbox access configured on the Exchange Server (impersonation
or delegation).

— Use notification service: enable to use the Mitel Presence Notification service for Exchange
calendar updates (recommended).
When enabled, the Presence Server polls the Notification Service for Exchange calendar updates
and fetches changed calendar information from the Exchange Server directly (based on notifica-
tions received by the Notification Service).

- Use autodiscover service: enable to retrieve the Exchange Server assigned for the user (for Micro-
soft Exchange Online / 365 only).

- Request URL.: If you enabled the Use notification service option, specify a URL for the Notification
Service that can be accessed from the Exchange Server.

- Event URL: Specify a URL to be used by the Exchange Server when changes occur on subscribed
mail boxes.

6. Click Save to save your changes.

7. Click More in the upper right corner of the page to configure the visibility of Exchange calendar events
in the InAttend client.

8. On the advanced configuration page, enter values for the following fields:

- Update interval: the refresh interval between calendar event updates from the Exchange Server.

— Time Offset: the offset to apply to calendar event times, if the InAttend Server and the Exchange
Server are in different time zones.

— Categories of calendar entries to be published: select the type of calendar entries to be published
to InAttend clients.

— Override calendar entries’ properties by static text before publishing: enable if you want to
substitute the public calendar entry’s Subject and Location information with a specific text string.

— Replace “Subject” by: the text to replace the Subject property of the public calendar entry.
- Replace “Location” by: the text to replace the Location property of the public calendar entry.
— Show private appointments: enable to publish calendar entries marked “private”.
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- Replace “Subject” by: the text to replace the Subject property of the private calendar entry.
- Replace “Location” by: the text to replace the Location property of the private calendar entry.

9. Click Save to save your changes.
10. Click Back to return to the Exchange data source page.
11. Click Back to return to the main Presence Server configuration page.

The new Exchange data source appears in the list of Presence Server data sources on the main Pres-
ence Server configuration page.

Adding a Microsoft Skype for Business Data Source

You can configure a Skype for Business Server as a source for presence information on the Presence
Server. Microsoft Skype provides presence information about its users, but also publishes presence infor-
mation about InAttend users on the Microsoft presence server.

Note the following requirements:

» The InAttend Server belongs to the same domain as the Microsoft Skype Server.

» InAttend supports only Microsoft Skype for Business 2015 or later for presence.

Installing the Unified Communications Managed APl (UCMA)

You have to install the Unified Communications Managed API (UCMA) component on the InAttend Server
before configuring the system for Microsoft Skype presence. The system uses the UCMA to communicate
with the Microsoft Skype Presence and Instant Messaging (IM) system.

NOTE: The Desktop Experience feature has to be activated prior to the UCMA installation. You activate
this feature using the Windows Server Manager.
To install Unified Communications Managed APl (UCMA), do the following:

1. Double-click the Install.exefile in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Browse Packages.

3. Inthe left panel of the Installation Wizard, expand the Optional Server Components folder and then
expand the Microsoft Skype for Business 2015 Presence Information folder.

4. Select the Unified Communications Managed APl component and in the main Installer window,
click the Install Unified Communications Managed API ... link.

5. In the Runtime Setup window, click Next.

6. On the End User License Agreement page, review the terms of the license agreement, then check
| accept the terms in the License Agreement and click Next.

7. When the wizard completes the UCMA installation, click Finish to exit.
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Setting up the Microsoft Skype for Business environment

Before you can configure the Presence Server to exchange presence information with the Skype for Busi-
ness server, you have to complete the following tasks on the Skype for Business server:

e create a single application pool for the InAttend Server
» create a trusted application for the application pool

You have to be logged in as a user with domain administrator rights.

NOTE: The following instructions are intended for experienced and certified Microsoft professionals.
Failure to run commands properly may have significant consequences on the Microsoft Skype for Busi-
ness environment.

Creating an application pool in Skype for Business

To create the application pool and trusted application, do the following:
1. Launch the Skype for Business 2015 Topology Builder (Start > All Programs > Microsoft Skype for
Business 2015 > Skype Server Topology Builder).

2. On the Welcome page, select the Download Topology from existing deployment option and click
OK.

e Topology Builder -

Welcome to Topology Builder. Select the source of the Lync Server topology
document.

?&-nlaad Topology from existing deployment

ieve a copy of the current topology from the Central Management
store and save it as a local file. Use this option if you are editing an
existing deployment.

) Open Topology from a local file
Open an existing Topology Builder file. Use this option if you have work
in progress,

! New Topology

Create a blank topology and save it to a local file. Use this option for
defining new deployments from scratch.

| OK || Cancel |

The system downloads the topology for you deployment.
3. Inthe Save Topology As window, specify a name for the XML backup and click Save.

4. In the left navigation panel, browse to the Skype for Business 2015 > Trusted application servers
folder.

5. Right-click on the Trusted application servers folder and select New Trusted Application Pool.
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6. In the Define New Trusted Application Pool window:

a. Enter the Fully Qualified Domain Name (FQDN) of the InAttend server in the FQDN field.
b. Select the Single computer pool option.
c. Click Next.

7. On the Select next hop server page, you can optionally specify a pool to be used as the next hop
server for the Trusted Application pool.

8. Click Finish when you have completed your changes.

Creating a trusted application in Microsoft Skype for Business

The trusted application for InAttend requires a unique ID. The FQDN is the fully qualified domain name of
the InAttend server, and the port corresponds to the listening port on the InAttend server.
You create the trusted application with the Skype for Business Server Management Shell tool.

1. Launch the Skype for Business Server Management Shell as an administrator (Start > All Programs
> Microsoft Skype for Business Server 2015 > Skype for Business Server Management Shell).

2. Enter the following command to create the trusted application:

New-CsTrustedApplication
-ApplicationId <app ID>
-TrustedApplicationPoolFgdn <InAttend FQDN >
-Port <port on InAttend>

3. Enter following command to enable the topology:

Enable-CsTopology
4. Restart the Skype server.
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Creating and importing certificates

If you have not already done so as part of Microsoft Skype for Business call manager configuration, you
have to create and import the required certificates.

See “TLS certificates installation” for instructions.

Adding a Data Source

When you have completed configuration of the Skype for Business environment, you can configure the
Presence Server with a Skype for Business data source.

NOTE: You can use the Get-CsTrustedApplication command in the Lync Server Management Shell tool to
obtain the Skype information necessary for data source configuration.
To add a Skype for Business data source, do the following:

1. On the Presence Server configuration page, select the Skype option from the data source type
drop-down list and click Add data source.

Presence Server configuration

WIN2008R2

Anthanticaton

Trace Configuration
r

2. Onthe new Lync data source page, specify a name for the data source in the Data source name field
(has to be unique in the Presence Server configuration).

3. Optionally, enter a valid SIP address and click Test connection to verify that the Lync Server is reach-
able.

4. In the Connection data section, enter values for the following parameters:

— Server name: hostname or IP address of the Lync Server.
— SIP domain: postfix (i.e., string after @) of the SIP addresses for Lync users.
— User URI: a valid SIP URI for a Lync user (required to identify the endpoint on the Lync Server).

— Application name: the name of the trusted application created for the InAttend Server on the Lync
Server.

— Application port: the port of the trusted application created for the InAttend Server on the Lync
Server.

— Application user agent URI (GRUU): the Globally Routable User-Agent URI (GRUU) of the trusted
application.
- Certificate name: the name of the certificate created for the InAttend Server.

- Federate Presence: enable to have the Presence Server publish line state changes or InAttend
client presence changes to Lync users.
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- Activate permanent subscriptions: enable to keep subscriptions independent from the InAttend
clients subscribing to them (e.g., to federate the line state of phones without an active InAttend
client).

Safver
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5. Click Save to save your changes.

The new Lync data source appears in the list of Presence Server data sources on the main Presence
Server configuration page.

Adding a CISCO Data Source

In an InAttend system with a Cisco Unified Communication Manager (CUCM), the InAttend Presence
Server obtains presence information from the Cisco Unified Presence Server (CUPS).

You have to configure the Cisco Unified Presence Server (CUPS) to connect to the InAttend Presence
Server, and perform additional configuration on the InAttend Presence Server before adding the Cisco
data source.

Configuring the Cisco Unified Presence Server (CUPS) for InAttend

To configure the CUPS for a connection with the InAttend (BluStar) Presence Server, do the following:
1. Log on to the web-based Cisco Unified CM IM and Presence Administration tool.
2. Ensure that the SIP Listener port is on:

a. Select System > Application Listeners.
b. Check that there is a Listener Type of “SIP”, with the port set to 5060.
c. Click Save to apply your changes.

3. Add the InAttend Presence Server IP address to the CUPS’ incoming access control list (ACL).

a. Select System > Security > Incoming ACL.
b. Click Add New.

c. Enterthe incoming ACL configuration settings (description and IP address for the InAttend Pres-
ence Server).

d. Click Save to apply your changes.
4. Check the SIP domain of the CUPS by selecting Presence > Domains.

109



ADDING A CISCO DATA SOURCE
CHAPTER 7 CONFIGURING THE PRESENCE SERVER

Configuring the Presence Server for CUPS
To configure the Presence Server to obtain presence from the Cisco Unified Presence Server CUPS),

you have to first create a data source type for the CUPS, then add a data source for the CUPS.

To configure the Presence Server for CUPS, do the following:
1. In the WebAdmin tool, select Tools and then Administration settings.
2. Create a new parameter for the CUPS:

BluStar Server Administrateon admin DAL INATTENDZZ | DB: INATTENDZY)

Dﬂ Mltel User Configuration  CTi Server  Directory Server  Presence Server  Tools  Help

Administration settings

Section Farameler name
I I ( ) e ) (e ]

Parameter name Parameter value Default

a. In the Section field, enter “PresenceServerDatasources”
b. In the Parameter name, enter “CUPS”.

c. Click Add.

The new parameter appears in the parameter table.

3. For the new CUPS parameter, set the Parameter value to “true”.

110



ADDING A CISCO DATA SOURCE
CHAPTER 7 CONFIGURING THE PRESENCE SERVER

Blustar Server Administratson admin (DAL: INATTENDZZ / DB: INATTEND2Z)

m Mltel User Configuraten  GT) Server  Directiory Senver  Presence Server  Tosls  Help

Administration settings

IRATe22
Session tmecet {min) 50
Reetvesh interval (see) [5
Section Farameter namd

I | =0 = =0

Paramuber name Paramater value Detaunt

3Com NEX 100 [ratse

Quicktinks  ((PiCieks ) ([Daviony Seven Contgursion ) ([Fovsencn Server Contmnton ) ([Fresanes wiernes ) (CEmmice manages |

4. Click Save to apply your changes.

5. Select Presence Server and then Configuration.

6. Onthe Presence Server configuration page, select the CUPS (Presence) option from the data source
type drop-down list and click Add data source.

7. On the new CUPS data source page, specify a name for the data source in the Data source name
field (has to be unique in the Presence Server configuration).

8. Optionally, enter a valid SIP address and click Test connection to verify that the Cisco Unified Pres-
ence Server is reachable.

9. In the Connection data section, enter values for the following parameters:

— Server: hostname or IP address of the CUPS.

— TCP port: TCP port for the CUPS.

— UDP port: UDP port for the CUPS.

— SIP domain: postfix (i.e., string after @) of the SIP addresses for Cisco users.

Presence Server configuration

INATTEND22

Server [ - '\[ - ]
] mATTERDZ? curs

- ~

SIP address Test connacton

connaction data

server  [0.905878
TCP Pon [5066

uDe Fort [B068

Sip gomain [vese amsacom
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10. Click Save to apply your changes.

11. Click Back to return to the Presence Server configuration page.

Adding a line state data source

The Presence Server uses line state information to calculate user availability. You have to configure a line

state data source for the PBX as a source for the Presence Server in addition to other data sources (e.g.,

calendar).

»  For MX-ONE and MiVoice 5000 call managers, the Presence Server requests line state information
through the CTI Server component of the BluStar Server (which handles PBX links).

» For Cisco call managers, the Presence Server requests line state information through the ACS Cisco
Line State Server component (an optional InAttend software component that has to be installed sepa-
rately from the InAttend Installation Wizard. See “component “for detailed instructions.

By default, the Presence Server retrieves line state information for all extensions configured on the PBX’s.
If you want to restrict the extensions for which line state information is requested, you can specify one or
more ranges, patterns, or prefixes to identify the extensions.

To add a Line state data source, do the following:

1. On the Presence Server configuration page, select the Linestate option from the data source type
drop-down list and click Add data source.

Presence Server configuration

WIN2012R2

Server

] WIN2012R2 WIN2012R2

Data sources

- select data source -
Exchange (Calendar)
Linestate

Lync

etCom (Linestate)

t data source -

Name

Authentication

# Check user credentials against AD

Trace Configuration

¥ Activate trace errar
Number of log files 10 info
Max. file size (MB) |2 ® debug

File name C:\Program Files (x86)\Aastra\BluStar ServeriTrace\PresenceServer\PresenceServer.log

2. Onthe new Linestate data source page, specify a name for the data source in the Data source name
field (has to be unique in the Presence Server configuration).

3. Optionally, enter a valid extension number in the Device field and click Test connection to verify that
the PBX is reachable via the CTI Server.

4. In the Connection data section, enter values for the following parameters:

— Server name: hostname or IP address of the machine hosting the CTI Server (for MX-ONE), or the
machine hosting the ACS Cisco Line State Server (for Cisco Unified Communications Manager).

— Port: the port of the CTI Server or ACS Cisco Line State Server (default is 5077, but has to be the
same as the value configured on the CTI Server).
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— Backup server: hostname or |IP address of the backup CTI Server, if available.
— Port: the port of the backup CTI Server (default is 5077).

5. If you want to restrict the extensions for which line state information is retrieved, click the Advanced
button beside the Connection data box.

Tarver

] L ee ] Lifeiue

e E
an AN <l Port I

NOTE: You can configure a combination of restrictions by range, prefix or pattern
a. Range section: To specify one or more ranges of extensions to be monitored, enter values in the
From and To fields and click the arrow button to add them to the list.

b. Pattern section: To specify one or more patterns to identify monitored extensions, enter a value
in the Pattern field and click the arrow to add the pattern to the list.

For example, if you specify a pattern of “8xxx”, all extension numbers that start with “8” and that

have a length of 4 tokens are monitored.
c. Prefix section: To specify a prefix for identifying monitored extensions, enter a number in the
Value field (to a maximum of 3).

NOTE: If you configure a Prefix without Delete option, it is just a restriction.
For example, the extensions for DN 8002 and DN 8502 are monitored with the pattern “8xxx” spec-
ified, if the prefix is not configured.
« If you specify a prefix of 800, you get the line state for DN 8002 and not for DN 8502.
« If you specify a prefix of 850, you get the line sate for DN 8502 and not for DN 8002.

d. Domain/Link: If multiple PBX links are used to connect to multiple communication servers, the
PBX link to be used for this specific data source can be identified by the number / index of the
PBX link, as shown in the PBX links list on the CTI Server -> PBX links page.

Enable the use specific domain/link option and specify the PBX link number.

6. Click Save to save your changes.

The new Line state data source appears in the list of Presence Server data sources on the main Pres-
ence Server configuration page.

Configuring a PBX link for line state (MX-ONE)

A PBX link is a connection from the CTI Server (a component of the BluStar Server) to an MX-ONE call
manager. The InAttend system can support multiple PBX links simultaneously (for example, for installa-
tions with multiple offices that have separate communication servers).

You create a PBX link so that the CTI Server uses the PBX link to retrieve line state information about
specified devices.

To create a PBX link, do the following:
1. Access the BluStar Server Administration web interface by typing http: //<hostname>/webadminin
a supported web browser, where <hostname> is the InAttend server address.

2. Log in with the administrator credentials (default username: admin, default password: Mitel123).
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3. Select CTI Server and then PBX links.

m Mltel Unsr Configurason  CT) Berver  Presssce Berver  Toolt  Hadp

SRR

PRX bk

Msnfsr

The system displays the PBX links page and lists all configured PBX links.
4. On the PBX links page, click Add PBX link.

PBX links

(] WIN2013R2 All Servers

L] Al Seriers
PEX link PEX link No. Server
1

5. On the PBX link configuration page, enter values for the following parameters:

PBX link name: the name for the connection.
Server: select the InAttend Server from the drop-down list.

6. Inthe Telephone systemsection, enter values for the following parameters:

PEX link configuration

PToparings

Telephone system: the PBX type (e.g., MiVoice MX-ONE); select a value from the drop-down list.
PBX connection: the type of PBX connection (value is pre-populated based on the type of telephone
system selected).

Recognition of external/internal phone numbers: select the method that the PBX uses to differen-
tiate internal and external device numbers (by prefix, by length of device ID, or by an explicit or implicit
flag for external numbers).

Value: (dependent on the value for Recognition of external/internal phone numbers).
— If you selected DevicelD length, enter the maximum internal device number length + 1.

- If you selected Prefix, enter the value prepended to numbers to identify them as external numbers.
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Handling of outgoing numbers: select the method used by the CTI server to handle outbound calls
from the drop-down list (dependent on how the PBX is configured; default value recommended).

Handling of incoming numbers: select the method used by the BluStar server to handle incoming
calls from the drop-down list (dependent on how the PBX is configured; default value recommended).

7. Click on Telephony in the left panel to configure telephony options for the PBX.

PBX link configuration

External line prefix: the prefix used for external extension numbers.
Area code prefix: the prefix to be used with the area code (e.g., “0” if the area code is “0711”).
Area code: the area code of the server location.
Use phone number block from/to: the sequence of numbers from devices running on this link, if the
devices have no link number.
Extended device checking: Enable to recognize hanging calls on the server. After a call is cleared,
the CTI Server can synchronize the state with the PBX to remove any stale calls.
Host prefix: Enable if you have multiple call managers with the same device number ranges and need
to specify a unique prefix.

8. If the PBX connection type is a direct connection, click Direct Connection to configure TCP/IP
parameters for the PBX:

IP address: IP address of the PBX.
Port: port for connecting to the PBX.
Path of Csta32.dll: path to the internal library used for the PBX connection; keep default value.

9. Click Number alignment on the left panel to configure translation of an incoming number to a different
outgoing number, in cases where a call to a given device number has to be routed to a different
number.

Specify an incoming and outgoing number pair, then click the arrow button to add them to the list.
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PEX link configuration

Propsris

Traerer gt

NOTE: This feature is only used when absolutely necessary. If there are any errors in the list, it may
be difficult to determine why certain users are not reachable.

10. Click Save to save your changes.

The new PBX link appears on the main PBX links page.

Configuring a PBX link for line state (MiVoice 5000)

You must create a PBX link so that the CTl Server uses the PBX link to retrieve line state information
about specified devices.

1. Log in to the BluStar Server Administration web interface, using administrator credentials.

2. Select CTI Server and then select the PBX links.

m Mltel Unsr Configurason  CT) Berver  Presssce Berver  Toolt  Hadp

SRR

PHEX bhkd

Msnfsr

The system displays the PBX links page, and lists all configured PBX links.
3. On the PBX links page, click Add PBX link.

PBX links

(] WIN2013R2 All Servers

L] Al Seriers
PEX link PEX link No. Server
1

4. On the PBX link configuration page, enter values for the following parameters:

— PBX link name: the name for the connection.
— Server: select the InAttend Server from the drop-down list.
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5. In the Telephone system section, enter values for the following parameters:

BluStar Server Administration =  admin (DAL: WINJINATTEND | DB: WININATTEND)

m Mltel User Configuration  CTI Server  Directory Server  Presence Server  Tools  Help

PBX link configuration

- - -
Properties PEX link name (M oice5000 BEX link nur‘"ber[ (s ) [' Back 1o e K B8t

Teksphona system

Telephene system
Telsphany
Telephone system |Mivoice 5000 e
Darect conmection
PEX connection ~
Humber aligrment Retognition of exiemal | ,—v
intemial phone numbers = —
Walue |D
Handling of cutgoing numbers  [Nene >
Handling of mcoming numbers  [Nons =

a. Telephone system: the PBX type (MiVoice5000); select a value from the drop-down list.

b. PBX connection: the type of PBX connection (value is pre-populated based on the type of tele-
phone system selected).

c. Recognition of external/internal phone numbers: select the method that the PBX uses to
differentiate internal and external device numbers (by prefix, by length of device ID, or by an
explicit or implicit flag for external numbers).

d. Value: (dependent on the value for Recognition of externall/internal phone numbers).
i. If you selected DevicelD length, enter the maximum internal device number length + 1.

ii. If you selected Prefix, enter the value prepended to numbers to identify them as external
numbers.

e. Handling of outgoing numbers: select the method used by the CTl server to handle outbound
calls from the drop-down list (dependent on how the PBX is configured; default value recom-
mended).

f. Handling of incoming numbers: select the method used by the BluStar server to handle
incoming calls from the drop-down list (dependent on how the PBX is configured; default value
recommended).

6. Inthe Telephony section, enter values for the following parameters:
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- .
m Mltel User Configuration €Tl Server  Directory Server  Presence Server Tools  Help

PBX link configuration

PEX link narme |ht‘-.-'acr:5l:|l'}.’) PEBX link number

Properties

Server [WINNATTEND ]

Talapnans sybem Telect

Extemal line prefix

Teiapnony
Direct connection

Area code prefix
Number alignment

Area code

Use phone number block from to

:

[CJExtended device checking

AT

[IHost prefic

External line prefix: the prefix used for external extension numbers.
Area code prefix: the prefix to be used with the area code (e.g., “0” if the area code is “0711”).
Area code: the area code of the server location.

Use phone number block from/to: the sequence of numbers from devices running on this link,
if the devices have no link number.

e. Extended device checking: Enable to recognize hanging calls on the server. After a call is
cleared, the CTI Server can synchronize the state with the PBX to remove any stale calls.

f. Host prefix: Enable if you have multiple call managers with the same device number ranges and
need to specify a unique prefix.

oo oo

7. If the PBX connection type is a direct connection, click Direct Connection to configure TCP/IP
parameters for the PBX:

— IP address: IP address of the PBX.
— Port: port for connecting to the PBX.
— Service ID: service ID to the PBX.

BluStar Server Administration »  admin (DAL: WININATTEND | DB: WIN-INATTEND)

m MI tel User Configuration Tl Server  Directory Server  Presence Server  Tools  Help

PBX link configuration

Properties PEX link name [Mi\Voice5000 PEX link number [ save || Bactlomennkint ]
Semver
Telephans aystem Direct connection
= P-sdoress [07478TT] %  Clactiate PDU race
Direct connection
Port 21
Humbsr agnmant seniceld T

—
—
e

118



ADDING A LINE STATE DATA SOURCE
CHAPTER 7 CONFIGURING THE PRESENCE SERVER

8. In the Number alignment section, enter an incoming and outgoing number pair, then click the arrow
button to add them to the list.

BluStar Server Administration » admin (DAL: WININATTEND | DB: WININATTEND)

. .
m Mltel User Configuration  ©Tl Server  Directory Server  Presence Server Tools  Help

PBX link configuration

PEX link name |Mi'/oice 5000 PEX link number

Server WIN-INATTEND |

Properties

L{
e e Number alignment {for events)

Tespnony
Mods number
Daract connection Node number

incoming oubgong
N incoming oulgoing

Humibar angnment

NOTE: This feature is only used when absolutely necessary. If there are any errors in the list, it may
be difficult to determine why certain users are not reachable.

9. Click Save to create the PBX.
The new PBX link appears on the main PBX links page.

Configuring a Line State Server (Cisco only)

InAttend does not use the CTI Server to obtain line state information from a Cisco call manager. To obtain
line state from a Cisco Unified Communication Manager (CUCM), you have to install the Cisco Line State
Server (LSS) component, using the Installation Wizard.

Installing the Cisco Line State Server (LSS) component

The Cisco Line State Server is an optional software component that you can install from InAttend Instal-
lation Wizard.

You have to have Microsoft .NET Framework 4.5 Full installed (available through the InAttend Install
Wizard). If the InAttend server is running on Windows Server 2012/R2, .NET Framework 4.5 is already
included.

NOTE: ACS Cisco LSS has to be installed by a user with Administrator rights.ACS Cisco LSS has to be
uninstalled by the Administrator

If present, you have to uninstall the old SIP Line State Server (JLSS), before installing the Cisco Line
State Server.
To install the Cisco Line State Server, do the following:

1. Double-click the Install.exe file in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Browse Packages.

3. In the left panel of the Installation Wizard, expand the Optional Server Software folder and select
Cisco Line State Server.
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r b |

InAttend 2.3 (5.2016) - Installer | |

00 Mitel | inAttend

@ Introduction ACS Cisco Line State Server 1.0.46.0404 )|
+- || Install Enterprise License Manager
#- | Install or Upgrade Inkttend Server This componentis only needed for Cisco communication platform.

= | Optional Server Software ACS Cisco LSS mustbe installed by a user with Administrator rights.

T Quality Manager Server ACS Cisco LSS mustbe uninstalled by the Adminstrator.
+- | ) Microsoft Lync 2013 Presence Information
+ )l Mobile Line State Server The setup will use defaultinstallation path:

Cisco Line State C:\Program Files (x86)\Mitel\AcsCiscol S35

Micresoft NET Framework 4.5 Full

1) Close the Services window, if open.

; ﬁl ACS Cisco Line State Server
‘. 1% Configure ACS CiscoLine State Server 2) Use Control Panel == Programs and Features to uninstall:
L ﬁestart old 'SIP Line State Server (JLSS) and
] . previous 'ACS Cisco Line State Server software.

+- | | Optional Client Software
#- | || Install or Upgrade InAttend Client 3) Install ACS Cisco Line State Server ..
++- | Uninstall . . .
5% Tools Read InAttend Installation and Configuration Guide

8] Contact Mitel

May 10, 2016

4. In the main window of the Install Wizard, click Install ACS Cisco Line State Server.

The Installation Wizard launches the Mitel ACS Cisco LSS Setup wizard.
5. On the Welcome page of the ACS Cisco Line State Server setup wizard, click Next.

) Mitel ACS Cisco LSS Setup [= o |

Welcome to the Mitel ACS Cisco LSS
Setup Wizard

The Setup Wizard will install Mitel ACS Cisco LSS on your
computer, Click Next to continue or Cancel to exit the Setup
Wizard.

el

EFINg cor

gack || Next | | cancel |

6. On the End User License Agreement page, review the terms of the license agreement, then check
| accept the terms in the License Agreement and click Next.
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End-User License Agreement ;
Please read the following license agreement carefully m Mltel

MITEL SOFTWARE LICENSE AGEEEMENT ~

D

Last Eevised: Movember 9, 2014

This is a license agreement between you, the customer, and Mitel
Sweden AB, (herein "Mitel"). By commencing using the software
(herein the "Licensed Programs"), you agree to be bound by these
terms and conditions of this software license agreement (herein the
"Agreement"). Therefore, do not commence using any of the Licensed

Programs until you have carefully read and understood the following | v

[]1 accent the terms in the License Agreement:

7. On the Destination Folder page, specify the installation path for the ACS Cisco LSS (or keep the
default path) and click Next.

Destination Folder R
Click Mext to install to the default folder or dick Change to choose anofﬁer.m Mltel

Install Mitel ACS Cisco LSS to:

IC:\Program Files {x86)\Mite\AcsCiscol 55,

8. On the Ready to install Mitel ACS Cisco LSS page, click Install.

The wizard installs the ACS Cisco LSS component, and displays a progress bar.
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b Mitel ACS Cisco LSS Setup [= [ o ]

Installing Mitel ACS Cisco LSS Dﬂ M]tel

Please wait while the Setup Wizard installs Mitel ACS Cisco LSS,

Status: Installing new services

9. When the wizard completes the Mitel ACS Cisco LSS setup, click Finish to exit.

10. Restart the server. Click the Click here to restart link in the Install wizard.

Configuring the ACS Cisco Line State Server

When the installation process is finished, the ACS Cisco Line State Server is configured with default
values. If required, you can change configured values using the ACS LSS Config tool.
To modify default ACS Cisco Line State Server settings, do the following:

1. Launch the ACS LSS Config tool (Start -> Programs -> Mitel -> ACS LSS Config).
The system launches the ACS LSS Config tool.

2. In the configuration tool interface, change the default values as necessary.
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ACS Cisco LSS config =
SIP/SIMPLE
Transport tep w| Local port 5070 |5
AL

Pollinterval {s) |10 = Max update/min |50 = Retry afterms 1000 |2

AXL port 8443 |2 Bulk maxsize 100 |5 Bulkworkers |[3 >

] Cisco "Forward to Voicemail" feature is enabled

Log

Level Max size (ME) 10 “] Daystokeep [14 2

Folder |C MProgramData®\Mite\AcsCiscol 55 | -

D:\Program Files (xB86)\Mitel\AcsCiscol55\5erviceConfigxml

3. Click Save to save your changes.

Enabling a Secure Channel for AnA and TCA

To enable a secure communication channel for AnA and TCA do the following:
1. In the Webadmin, go to the User Configuration > Configuration Profiles.
2. Click on the listed PBX and select Properties.

3. Inthe Properties > Interface, enter the AnA Server and TCS Server path,as shown in the screenshot.

edit profile: InAttend

Profile name [InAttend
Settings Description

Default Attendant PBX profile via ACS.

External line prefix 0

Maximum device length |4

Company prefix

Number format Classic v
NOW

[JDisplay domain name
Webse
AnA Server [https:/WIN-1ATHEKINLVT
TCS Server [https:/WVIN-TATHEKINLVT

123



CONFIGURING THE PRESENCE INTERFACE
CHAPTER 7 CONFIGURING THE PRESENCE SERVER

Configuring the Presence Interface

The Presence Server must be able to access an LDAP source to process line state. You configure the
LDAP connection to the Mitel LDAP server or to an external LDAP source on the Presence Interface page.

By default, the internal BluStar directory server is defined as the LDAP database. It provides features to
import content from multiple source servers. You can merge different data sources and grant access to
both internal and external contacts without any additional load on the source systems.

If you are not using the BluStar LDAP database, you can configure the Presence Server to connect
directly to one external directory (e.g., Microsoft Active Directory) via LDAP. Note that with this configu-
ration, every directory lookup on the Presence Server (e.g. each subscription) represents a direct access
to the external source.

NOTE: The Presence Interface configuration page is populated with the LDAP Server information you
specified when running the Quick Configuration Wizard. Use this procedure to change those settings.

To configure the Presence Server interface, do the following:
1. In the WebAdmin tool, select Presence Server and then Presence Interface.

m Mite,[ U Confguraton CT Ssrver Prepsscd Sereer Todn [T

Comfigurabon

_ S _

The system displays the Presence Interface configuration page.

Presence Interface configuration

WINZOOSR2

i A g WAHDGEERT

SIF Configurabion

&)
4

oA PR 5

| E ]

b x o

2. In the SIP Configuration section, enter values for the following parameters:

SIP TCP Port: TCP port used for SIP (default is 5062)
SIP UDP Port: UDP port used for SIP (default is 5062)
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3.

In the Directory Configuration section, select the mode of directory configuration:

Default: use the internal BluStar LDAP database (all configuration parameters are read-only)
Advanced: specify an external LDAP database(remaining parameters are configurable)

If you selected the Advanced configuration mode, enter values for the following parameters:

In the Server section, identify the LDAP server:

LDAP server: the host name or IP address of the LDAP server.

LDAP port: the TCP/IP port for the LDAP server.

Search base: the base DN(i.e., the location in the directory from which the LDAP search begins).
In the Login section, specify the method of authentication on the LDAP server:

Authentication method on the LDAP server (Anonymous, With user information, or User and do-
main (ADS))

User or DN: the user name of the authorized credentials for LDAP server access (disabled when
“Anonymous” is selected).

Password: the password of the authorized credentials for LDAP server access (disabled when “Anon-
ymous” is selected).

Domain: the domain used for LDAP server access (only enabled if “User and domain (ADS)” is se-
lected).

In the Attributes section, specify the attribute definitions on the LDAP server (the Presence Server
uses these attributes to fetch presence information):

Mail address: LDAP database attribute for email (e.g., mail).

Business phone: LDAP database attribute for business phone number(e.g., telephoneNumber).
Mobile phone: LDAP database attribute for mobile phone (e.g., mobileTelephoneNumber).

SIP address: LDAP database attribute for SIP address (e.g., sipAddress).

Private phone: external LDAP database attribute for private phone(e.g., privatePhone).

Account name: external LDAP database attribute for mail(e.g., accountName).

In the Search section, specify the attribute definitions for search in the LDAP server:

<Sip>: LDAP attribute for a SIP address (e.g., mail)

<Tel>: LDAP attribute for a phone number (e.g., telephoneNumber)

Optionally, specify a valid email address in the Email field, and click Test connection to verify that
the LDAP server is reachable.

6. Click Save to save your changes.

Configure Directory Server (MiVoice 5000)

To configure the directory server for MiVoice 5000 with InAttend, perform the following instructions.

1.

In the Directory server configuration page of BluStar WebAdmin, enter the following values for the
parameters.

a. In the fields under Settings, identify the LDAP server:
i. Current suffix: enter dc=mitel dc=com
ii. Port: enter the TCP/IP port number
iii. Size limit of search: Enter a value for the number of entries (for example, 50000)

b. In the fields under Logging:
i. Select the Logging is active check box.
ii. Enter a size for Logfile size (Kbyte), (for example: 4000)
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iii. Enter the number of log files to store (for example: 100)
iv. Select the mode.

c. In the Delete/Write access section
i. Enter the username.
ii. Enter the password.

BluStar Server Administration » admin (DAL: WININATTEND / DB: WIN-INATTEND)

m M I tel User Configuration  CTl Server  Directory Server  Presence Server  Tools  Help

Directory server configuration

WIN-INATTEND

ASCH Import

Settings
LDAP Import
$04P import Cument suffix W
Export Port S
atiribuine Size Bmit of search [S0000 entries
ingex
Import States Logging
[ Logging is active
Logfile size (KByte) [2000 O Status mode
Number of logfiles  [100 @ Debug mode
Delete/Write access

User Manager
Distinguished name (DM}

Password sssssnsnn

d. In the LDAP Import settings section,
i. Check the Delete Old entries and Full database reset check box.
ii. Choose Every day option for the Auto Import.
iii. Choose No import verification for Import rollback
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BluStar Server Administration » admin (DAL: WIN-INATTEND / DB: WININATTEND)

m Mltel User Configuration CTI Server  Directory Server Presence Server Tools Help

Directory server configuration

LDAP Import settings

Server configuration L — J[ rye— ‘[ save |

LDAP Server WIN-INATTEND
ASCI mpart LDAP Import Gerver setings LDAP Impart anirbutes:

LDAP Import settings
SOAP impart r

Export

Atfributes [ Full database reset

[ Allow duplicate entries
Ingex 1

Import Sizius Auto import

® Every day
O Following days ¥ 7 &y 7 i

= <

[ Together with ASCIl import

Import rollback
® No impont verification
) Minimum number of entries to import

e. Enter the InAttend login credentials in the User accounts page.

Web Admin home =
Users accounts [:,MQ Fay WSS BH

Subscribers Telephony service>SubscriberssDirectory>Settings>Users accounts (T1
Directory
Settings 12070 A

Users accounts - login 2070
System - password SRR AR RRARAAR AR R AR AR AR
Dialing plan
Network and links Twe

Reception - login 28
Voice mail and tones
Fast links

- password R RRE R AR AR ARR AR AR R

cc
- login acp
- password RRRRRRR AR AR RRRAR AR

MICOLLAB :
- login MiCollab

- password

UC360:
- login

- password AR AR AR RRRRA IR AR AAA

LIFESIZE
- login Litesize

- password

A340W
- login A340w

MV5000-R6.4 RC /AS01 FRA - password

INATTEND :
- login nAttend
 password [FrrmsaRR R R R AR ARARR ]

v

i. Use the same credentials in the LDAP Import server settings.
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BluStar Server Administration » admin (DAL: WIN-INATTEND / DB: WIN-INATTEND)

m M I tel User Configuration CTl Server  Directory Server  Presence Server Tools Help

Directory server configuration

LDAP Import server settings

Server configuration ([import naw ] (Cacvate ] [ save )
LDAP Server WIN-INATTEND
AsCH Impart LOCAP Impart sattings LOCWR Impart atirbutes
[Defauit ~
S04P import
Export Server settings
atiributss Server [10.148.79.171 Port [5322 I Enable multi server support
Index Mew search base Search bases
Impart Status [ = )[eu=people.ou=iocal s=AASTRA de=DOMAIN, de=com o

ou=contact.cu=local o=AASTRA dc=DOMAIN.dc=com

(=D

Alternative import filter |0Djeutclass=per&an

[ Enabled ‘Paged Import’ @ LDAP SCOPE SUBTREE
Page Size |500 O LDAP SCOPE ONELEVEL

Login

) Anonymous User or users DN |cn=InAl'tend.ou=Users.dc=DOM

@ With user information  Password [reesnsees

(O User and domain (4D5) [

—

ii. Map the attributes of the user, example is shown in the following screenshot.

BluStar Server Adminisiration » admin (DAL: WIN-INATTEND / DB: WIN-INATTEND)

m Mltel User Configuration  CTI Server  Directory Server  Presence Server  Tools  Help

Directory server configuration

LDAP Import attributes

Server configuration S )
LOAP Sanver WIN-INATTEND
A45CH Impart LDAS Imponsefings LDAS impart server seftings
Coresponding attributes Custom atiributes
Enter <xyz= for fived values Chetk the attributes you want to import and insert the position
Export Gisplaytame Name e Target attribute
e [GisplayGN Firstname = lovate 2
== [ St M [recordType
 ar |
localisationDesc City
telephoneMumber Business phone
[ Privatephone
attrt Mobile phone
Facsimile
[mal Ml address
recordType Organization
[eramhySy Department =)
[ SiPaddress

048 Impert

import Ststus

iii. After you set the required attributes, click Import now to display the Import Status.
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BluStar Server Administration » admin

00 Mitel

User Configuration CTl Server  Directory Server

Directory server configuration

Status

Server configuration

LDAR Sarver
ASCllimpart
LA Import
S04P Import
Expart
Attributes

Index

MiCollab and InAttend with MiV5000

CSTA ports configured for MiCollab and InAttend towards MV5000 have to be different,

WIN-INATTEND
Import/Export
Data imported. 108
Data exported: 0
Messages

010872017 14:03:50 Mamual impert 15 actvased. (108/108) data records.

(DAL: WININATTEND / DB: WIN-INATTEND}

Presence Server Tools  Help

] Automatic slly refresh view

MICOLLAB AND INATTEND WITH MIV5000
CONFIGURING THE PRESENCE SERVER

1. Check the CSTA Ports assigned with MiCollab and InAttend, go to Applications > MiCollab Client

Service.

2. Micollab port is set to 3211, retain the same value.

Applications
Users and Services
Audio, Web 2nd Video
Conferencing

Border Gateway

PBX Node Details

PBX Node Details

Settings.

Descripfion

Licensing Information

ServiceLink
Install Applications
Status

Administration
Web services
Bzckup
View log files
Event viewer
System information
System monitoring
System users
Shutdawn or reconfigure
virtuzlization

Configuration
Integrated Directory Service
MiCollab Client Integration
Wizard
MiCollab Settings

Hostnames and addresses
Domains

IPvE-in-IPv4 Tunne

3. Enter 3215 in Port for InAttend.

IP gddress [ hostname:
Extension length:

SIP Conferance FAC:
Disling prafix:

Vaice mail server

Vgise mail number:

Vgie mail public number:
Mo snswer timer:
Uszernzme:

Pessword:

Langusge:

Plus Dialing Settings

CSTA Settings

# Enable CSTA Connection

Paort

Exdtended checking of the shane device

Frint FDU
Mumber of log fles:
Max. file sz (MB]:
Frotocal file:

Use phane number biock:

CLID Translation

WMVEDOD

10.10.203.10

10
*40

m |

i}

[Defaulf] v

321

10
3

pdutrace

from
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m M I tel User Configuration CTl Server  Directory Server  Presence Server Tools Help

PBX link configuration

Properties PBX link name [Mivoice5000 PBX link number |1
Server INATTENDAMVS000 v
Telephone system Direct connection
TR IP-address 10.10.144.21 Activate PDU trace
Direct —
: Ipm 1211 ] Number of log files [10

- —

Number alignment ServiceID 1 Max. file size (MB) 3
Protocol file fci\pdu. bt

4. Enter 3215 for MiV5000 to be configured with CSTA port.

oI Mitel | Telephony service

Web Admin home
Subscribers
System

Dialing plan

Tep - X25 aadr. port transL: 030
Reception
Voice mail and tones.
Fast finks
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Configuring Directory Server

This chapter describes the configuration of the Directory Server component of theBluStar Server.

NOTE: The BluStar Server does not contain its own directory (aside from CSV-filesstored locally for
enhancing higher authority directories with entries which are e.g.typically not in an AD such as phones
on floors, in server rooms, etc.). The BluStar Server reads the content of higher authorities’ LDAP server
and / or ADand presents the results to the BluStar clients offloading mentioned source servers.The
import from such source serverscan be automated and scheduled for times withlow traffic / low load
conditions.

You must not install the BluStar Directory Server instance on the same server togetherwith another LDAP
Server like MS Active Directory — otherwise you have to specify adifferent port because the LDAP default
port 389 may already be in use.

1. LDAP Server Details:
Menu: Directory Server ->Configuration ->LDAP Server

In the navigation section on the left the respective source server can be selected and the appropriate
configuration for the BluStar Server to access the source servers must be provided.

Settings:
Parameter Explanation
Current suffix Base DN (default: “dc=mitel, dc=com”).Once

“Save” is clicked the BluStar Server will ask for
confirmation since the (cached) database will be
reset and all existing data will be deleted from the
cache of the BluStar Server.

Port number TCP/IP port for the LDAP server of the BluStar
Server (default: 389)

Size limit of search Maximal number of search results returned
Logging:

Parameter Explanation

Active Enables / disables logging of the LDAP server
component of the BluStar Server

Status Mode Only status messages should be logged

Debug Mode Status and debug messages should be logged

Log file size (Kbyte) Maximum file size used for log files (default: 4000
kB)

Number of log files Number of log files used (will be overridden /

re-used once the maximum is exceeded).
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Important:
Logging in Debug Mode should only be activated temporarily to create detailed logs for a specific issue.

Logging in Debug Mode can influence the performance of the LDAP Server and should therefore be deac-
tivated after the logs were created.

Delete/Write Access:
User / DN/Password - Credentials for delete/write access to the Directory Server component of the

Link-Button (available for multi-server installations only, for single server installations mentioned options
can be accessed from the navigation bar on the left directly). This button opens more option in the navi-
gator menu to the left for

e ASCII Import (note, there are 2 tabs)
e LDAP Import (note, there are 3 tabs)
» Attributes

e Index

e Import Status

2. ASCII/CSV Import details
Menu: Directory Server ->Configuration ->ASCIl Import

ASCII files with delimiters also known as CSV files can be imported to the BluStar Server database for
being able to find i.e. extensions which do not exist in higher authorities’ databases like AD, i.e. phones
on floors, in server rooms, etc. The ASCII/ CSV file may contain a first line containing column descriptions
for the file but the BluStar Server just refers to the number of the column, thus the first line may have to
be ignored when importing the file. (use the configuration option “Row(s) containing no data”)

Example for a file structure (1st line to be ignored, is just descriptive): cn;sn;givenName;streetAd-
dress;postalCode;postalAddress;telephoneNumber;homePhone;mobile Teleph
oneNumber;mail;facsimile;company;department;sipAddress

Anabelle Duck;Duck;Anabelle;;;;4711;;;anabelle.duck@noreply.com;;;; Berta
Duck;Duck;Berta;;;;4712;;;berta.duck@noreply.com;;;; Willi
Duck;Duck;Willi;;;;4223;;;willi.duck@noreply.com;;;;

When importing an ASCII / CSV file the BluStar Server ignores blanks between delimiters and it is also

agnostic to CR or CF/LF delimiters at the end of each line. Thus, the second example file (below) will lead
to the same result when imported as the first example above:

cn; sn; givenName; streetAddress; postalCode; postalAddress; telephoneNumber; homePhone; mobile-
TelephoneNumber; mail; facsimile; company; department; sipAddress

Anabelle Duck; Duck; Anabelle; ; ; ; 4711; ; ; anabelle.duck@noreply.com; ; ; ; Berta Duck; Duck; Berta;
;53 4712; ; ; berta.duck@noreply.com; ; ; ;

Willi Duck; Duck; Willi; ; ; ; 4223; ; ; willi.duck@noreply.com; ; ; ;
Menu: Directory Server ->Configuration ->ASCIl Import ->ASCIlI import settings (1st tab)

Parameter Explanation

Profile is active Enables / disables the ASCII Auto import

Multi file support Enables “multi file support” for up to 5 different
import files
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Parameter

Explanation

File path and name

Enter the file path and file name for the file
containing data to be imported.

Limiting character

The character delimiter used for separating the
columns

Row(s) containing no data

Enter the number of row(s) at the beginning of the
file which shall be skipped during import

Overwrite / Delete old entries, Full database reset

Defines how to handle old entries when importing
from a file

Allow duplicate entries

Allow duplicate entries where the first name, last
name, company and department are the same.

Auto Import

Configures scheduled import. Specify time of day, the day(s) of the week for automated import.

Import rollback

Parameter

Explanation

No import verification

Disable checking the minimum number of entries
imported

Minimum numbers of entries to import

Check the minimum number of entries imported.
If the minimum number is not exceeded, the
import will be invalid and no change to the
database will be committed

Menu: Directory Server ->Configuration ->ASCIl Import ->ASCII importattributes(2ndtab):

Parameter

Explanation

Position in the life

Allows strong the imported data into favored
fields, the position of the corresponding column
within a row has to be mapped to the LDAP
attributes.

Custom attributes

Assign imported columns to custom LDAP
attributes. Enter the position in the file and mark
the checkbox of the custom LDAP attribute.

3. LDAP Import details

Menu: Directory Server ->Configuration ->LDAP Import
LDAP sources can be i.e. OpenLDAP servers, the LDAP server of MiVoice Office 400 or others.
Menu: Directory Server ->Configuration ->LDAP Import ->LDAP import settings (1st tab)

The Activate button activates the LDAP Auto import feature.
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LDAP Import Settings

Parameter Explanation

Profile is active Shows the status of the Auto Import

Overwrite entries, Delete old entries and Full Define how to handle old entries when importing

database reset: from LDAP sources

Allow duplicate entries Allow duplicate entries where the first name, last
name, company and department are the same.

Auto Import

Configures scheduled import. Specify time of day, the day(s) of the week for automated import. It is also
possible to import the ASCII import at the same time.

Import rollback

Parameter Explanation

No import verification Do not check the minimum number of entries
imported

Minimum numbers of entries to import Check the minimum number of entries imported.

If the minimum number is not exceeded, the
import will be invalid and no change to the
database will be committed

Menu: Directory Server ->Configuration ->LDAP Import ->LDAP import server settings (2nd tab)
Server Settings

Parameter Explanation

Server Name or IP address of the LDAP server the data
shall be imported from.

Port TCP port for doing LDAP connection.

Search bases Position in the directory structure where LDAP
bind is done.

Alternative import filter LDAP import filter

Enable ‘Paged import’ Activate for executing a paged import (e.g. used

for Active Directory imports, LDAP v3 is needed
on the LDAP Server).

LDAP scope Subtree or Onelevel

Login
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Parameter

Explanation

Select the type of the LDAP login

Anonymous, With user information, User and
domain (ADS).

Username LDAP DN with access rights

Password Password required for access the remote LDAP
source

Domain Enter an ADS domain.

Menu: Directory Server > Configuration > LDAP Import > LDAP Import Attributes (3rd tab)

Parameter

Explanation

Corresponding attributes

For importing data from another LDAP data base,
the attributes of the remote LDAP servers have to
be assigned to the attributes of the Mitel LDAP
server. Using “<xyz>" fixed values can be used.

Custom attributes

Maps custom LDAP attributes for the
import.Example: Source attribute:
businessCategory, target attribute: monitorGroup
where monitorGroup is a custom attribute.

Export options details:

Menu: Directory Server->Configuration ->Export

As the BluStar Server collects directory information from various sources it may be desirable to let the
BluStar Server dump its cached directory information gathered from mentioned sources; this is the

purpose of the Export function.
Export Settings

Parameter

Explanation

Profile is active

Enables /disables the export

File path and name

Enter the file name and file path to export the
data to

Create header in export file

Enable first line in the file to contain the column
names

Export all entries

Export all entries from the LDAP server (complete
export)

Export only entries of the following organization

Limit the export to a specific organization.
Example: Mitel Deutschland GmbH.

Auto Export

Configures scheduled export. Specify time of day, the day(s) of the week for automated export.
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Custom Attributes

Parameter Explanation

Target attribute Enables custom attributes from the LDAP server
to be exported

5. Attributes
Menu: Directory Server->Configuration ->Attributes
Specifies custom LDAP attributes for the import/export.

Example: monitorGroup is a custom LDAP attribute which is a target attribute for LDAP import to which a
source LDAP attribute businessCategory is mapped.

6. Index:
Menu: Directory Server->Configuration ->Index

More LDAP attributes to be indexed in order to accelerate the search within the LDAP server must be
specified here. Changing this option is not recommended for administrators inexperienced with BluStar
Server performance tuning.

7. Import Status:
Menu: Directory Server->Configuration ->Import Status

Manual import of ASCII files or LDAP data to the LDAP component of the BluStar Server and manual
exporting data to an ASCII file. The current configuration of LDAP or ASCII (see above) is used.

A message window will show the status of the current automatic / manual import / export.

To update the messages displayed press the “refresh button” of the web browser to reload the page or
enable the automatic refresh view option.
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CHAPTER 9 CONFIGURING MICOLLAB PRESENCE WITH INATTEND

Configuring MiCollab presence with InAt-
tend

InAttend is integrated with MiCollab based on email subscription. The InAttend client uses MiCollab as a
source of reference to the presence. MiCollab provides both IM presence and telephony presence for the
InAttend Client.

Micollab presence with InAttend in CMG

In this deployment, InAttend consolidates presence using CMG Directory Manager and MiCollab. There-
fore, you must ensure that the email ID of the user that you create in CMG Directory Manager is same as
the email ID mentioned in the MiCollab Client.

Figure 1 and Figure 2 respectively show examples of the user details as in MiCollab Client and in CMG
Directory Manager.

MiCollab - o
o Mitel Q b @
< vibhan shetty P
[ d
o \
» o
ao
° e
Phone Mumbers
DeskPhone K.
softPhone “
Email Addresses
wibhan.shetty@inattendbgl.com =
1M Addresses
- . . . . > g Ir o
Figure 9.1: User details as in MiCollab Client .
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Main Form Phonetic Organization

Message systems

E-Mail V|
[None v

MG Web

CMG Speech Office

Message waiting

Workgroup administrator

Name directory

Organization directory
Enable name search
Enable CMG Web search

Delete password in CMG Office Web

Calendar synchronization
enabled

blocked

Details entered in CMG Directory Manager.

Micollab presence with InAttend in Standalone

Keywords

Shetty Vibhan (4001)

Secret  Address

000

om | O®

&

&

X @&

oog

lwbhan shetty@inattendbgl.com

In this deployment, InAttend consolidates presence using Active Directory Manager and MiCollab. There-
fore, ensure that the email ID of a user mentioned in MiCollab Client is same as the email ID mentioned
in the Active Directory.

Figure 1 and Figure 2 respectively show examples of the user details as in MiCollab Client and in Active

Directory.

Figure 9.2: User details as in MiCollab Client

MiCaollab

0 Mitel Q

<

g

&

o

ao

&

o} Detalis
Phone Mumbers
DeskPhone
SoftPhone
Email Addresses
wibhan.shetty@inattendbgl.com
1M Addresses

> UC I

Wibhan shetty
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Account Accourt
Organization
First name: Vishan Account expires ® Never
Member OF Middle initials: © Endof
Password Settings | | Last name: Shetty
orofi Full name: Vibhan Shetty Password options
rone ¢ n word at next log on
User UPN logon: vibhan.shetty © [inattendbglcom S O User must change password at next log
Policy @ Other password options
User SamAccountName lo... inattendbgl \¥ vibhan shetty (] Smart card is required for interactive log an
silo — [
[ Protect from accidental deletion F Pass e
Extensions u: ge password

Logonto
Org
Display name: Vibhan Shetty Job title: Senior developer
Office Department Enterprise
E-mail vibhan shetty@insttendbglcom Company: Mitel India
Web page: Manager:

User details as in the active directory

Modifying Webadmin Configurations in InAttend for Standalone

1. Log-in to the WebAdmin.

BluStar Server Administration » admin (DAL: INATTENDMV5000 / DB: INATTENDMV5000)

5 >
m M I tel User Configuration ~ CTI Server  Directory Server  Presence Server Tools  Help

Welcome admin

Quicklinks

PEBX links

Directory Server Configuration

Presence Server Configuration

Presence Interface

Y Y Yy Y
LS N N S W W

Senvice manager

2. Select User Configurations > Configuration profiles, select the InAttend Search Profiles.
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BluStar Server Administration » admin (DAL: INATTENDMV5000 / DB: INATTENDMV5000)

s N
m Mltel User Configuration  CTI Server  Directory Server  Presence Server Tools  Help

Configuration profiles

Add configuration profile
Profile name Erofile type

any ¥ || begins with v -

MNumber of found profiles |5

Profile type Profile name Description Assignments Copy Delete
Attendant Directories InAttend LDAP LDAF Attendant Directories . ey 0
Attendant Layout InAttend Default Attendant Layout pr. ey [x]
Attendant Messages InAttend Default Attendant Messages ... ey 0
Attendant PBX InAtiend Default Attendant PBX profi.. ] [x]

[ Attendant Search inAtiend | Default Attendant Search pr.. & [x]
Attendant Server InAttend Default Server profile (wit... ey [x]

3. Select Attendant Search(Profile type) or InAttend(Profile name).
BluStar Server Administration » admin (DAL: INATTENDMVS5000 / DB: INATTENDMV5000)

m M I tel User Configuration  CTI Server Directory Server Presence Server Tools Help

Attendant Search

edit profile: InAttend

Properties

Profile name |InAttend
Result layouts

Default Attendant Search profile.
Search Description

Details view

Automatic search Search cache

Search delay (in milliseconds) | 500 v Number of entries off v

Minimum number of characters | 3 v Timeout (in seconds) 60 v

Team search Extended search fields

Team search 1 Team search 2 Team search 3 Search attribute  Result layout

r v M Field 1 | Department ¥ || Default v

Company,Departrr| [Room TelNo Field 2 | Company v || Default v

Result layout Default v Field 3 | Information ¥ | Default v
Field 4 | Email v | Default hd
Field 5 | Keyword ¥ | | Default v

4. Go to, Attendant PBX > Settings > Linestate, select the Use MiCollab for presence check box and
configure the other parameters as shown in the below screen-shot.
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Attendant PBX

edit profile: InAttend

Properties

Interface

Settings

Queues

¥ Show queue list
#| Show queue counters

A/B fields

Acquire focus for incoming call
¥ Show company
¥ Show hidden numbers
| sutomatic flash for details view
Flash on B-field when available

Call control

Use numpad only for dialing

Linestate

Email attribute Email

SIP address attribute | SIPAddress

¥| Show presence status as linestate
Support overlapping numbers

| Use MiCollab for presence

Save Back

SMS messages from BSW
¥ Show SMS text

Context menu functions

¥ Send mail

#| Set forward

#| Set information

| Transfer to voicemail

Change view based on domain
Minimum number length |3

BLF
#| Allow BLF dragging

Settings for Micollab with InAttend

The configuration steps in this section is applicable for integration of Micollab with InAttend for both CMG
and standalone.

Activate Presence from MiCollab in InAttend
e Log-in to the Webadmin and select User Configuration > Configuration Profiles > Attendant PBX
InAttend/InAttend CMG > Setting

edit profile: InAttend CMG

Properties e
Interface Settings
Queues Call control SMS messages from BSW

MIShow queue list [JUse numpad only for dialing Show SMS text

Show queue counters

Context menu functions

[JAcquire focus for incoming call Email attribute FirstMessageSystemld |v Send mail

[¥]Show company SIP address atiribute [FirsthessageSystemid || Set forward

[¥sShow hidden numbers [¥1Show presence status as linestate Set information

M Automatic flash for details view [ support overlapping numbers Transfer to voicemail
[JFiash on B-field when available Use MiCollab for presence

I Change view based on domain

Minimum number length |3

BLF

AIB fields Linestate

I Allow BLF dragging

e Select ‘Use MiCollab for presence’

From InAttend 2.6 SP1 onwards the support for MiCollab will be with MiCollab 9.1.
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The InAttend server IP/FQNDN (Fully Qualified Domain Name) should be configured as a trusted pres-
ence source. This will be done by adding the InAttend server IP/IFQDN in the MiCollab Client Service
Configuration.

Applicaf
v

MiCollab Client Service Configuration ®

Enterprise | | Synchronization | | PBXNodes | | Accounts | | Corporate Directory | | AGD Setiings | | Collaboraion | | Features

This page contains enterprise-wide configuration settings, including the ability to create and delete enterprises.

Settings

Settings
mimusk
MiCollab Client Service on mimv6k inatten!
mimv5k inattendbgl mitel.com

© nwpant © Embedded ) EMEM

[mimv5k inattendbgl. mitel.com

Mivoice 5000
MiCailab Aucic, VWeb and Video Gonferencing

[Add Server] [Delete Server]

Server Type
102116385
inatiendmys000.nattendbgl com

102115042

102116378

Trusted Server Details @

Add New Trusted Server
Settings

Description

Hostname:

usted Servers. You must select at east one type from the lst

Modifying CMG Web Service Configurations

NOTE: Administrator must stop the Mitel CMG Web Service before making any changes to the file “Mitel-
BluStarWebServiceConfig.xml”.

The CMG Web Service configuration file is available in the install directory C:\Program Files
(x86) \Mitel (Aastra) \BluStarWebService.

Administrator must change UseMiCollab value to “true”. By default, it will be “false”. All other parameters
in the file will remain same as default, save and close the file and start the BSW service.
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sim“http; /fwew. Wi, grg/208] /0 Schemy- fnstance” omlns:xsde"hitp: /e, wd, or g/ 2081 XML Schema™ »
& T

=p

example: server stidatabase=nice;Us ice ;Passeord=Tos

server=18.18.144. 193 ;database=n,
icetirlahttm: /] & 193/ CMGLser
o TR 18, 144 193 CHGA t Ll bvtervlee / CMGAE E Lyl brseryd
oA 144,193 mdng fAndderyice, pim</AndAServiceUrly
ANALISErname >

ice;Password=Tomat 2087
{omdCh — —y

™ L%
E >t

¢ fBluStarvebServiceConfigs

Adding MiCollab Configuration File

NOTE: Administrator must stop the Mitel CMG Web Service to make any changes to the file “MiCollab-
Config.xml”.
Administrator must manually create a new file “MiCollabConfig.xml” in the path
<Drive C/Drive D :\Program Files (x86)\Mitel\BluStarWebService>
You can copy and paste the following content to the file you create and edit the required parameters.
<?xml version="1.0" encoding="utf-8" 2>

<MiCollabConfig xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:xsd="http://www.w3.0rg/2001/XMLSchema">

<MiCollabMasterUser>4001</MiCollabMasterUser>
<MiCollabDomain>mimv5k.inattendbgl.mitel.com</MiCollabDomain>
<MiCollabPort>8008</MiCollabPort>

<UserLimit>4</UserLimit>

<UseCache>true</UseCache>

<NotifyTime>0</NotifyTime>

<SpikeBuster>false</SpikeBuster>

</MiCollabConfig>

1. MiCollabMasterUser: This is the username used by the CMG Web service to communicate with
MiCollab.

2. MiCollabDomain: This defines the MiCollab enterprise domain where MiCollab is deployed. MiCollab-
Domain must have the same string as in the MiCollab Client Server Manager > MiCollab Enter-
prise > Enterprise domain field. Select the FQDN(Fully Qualified Domain Name) string, which is
resolvable on the CMG Web Services.

NOTE: Only the FQDN is allowed, the IP address does not work.

3. MiCollabPort: This defines the port used by CMG Web service to communicate with MiCollab. The
default port used by CMG Web Service is 8006.

4. UserlLimit: This defines the maximum number of users that are sent as part of subscribe request to
MiCollab.

5. UseCache — This specifies the options, whether to use the cache for storing presence information or
not. The default and recommended value is “true”.
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6. NotifyTime —This specifies the timer wait time, that is the time that the service will wait before another
subscribe is sent. The default value is 500 ms, you can configure the time based on your requirement.

7. SpikeBuster — This ensures optimal usage of the CPU resource, this parameter must be enabled only
during the high-performance conditions.

After the required parameters are entered, you must start the CMG Web Service,

NOTE: Administrator can use any authentic MiCollab user credential as the master user name. The user
name is case sensitive.

NOTE: The supported upgrade version for InAttend 2.6 SP1 is MiCollab 9.1.
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Configuring InAttend profiles and users

You use the BluStar Server Administration tool to modify configuration profiles that control InAttend client
functionality and to add users to the InAttend system.

Configuration profiles control different aspects of InAttend client functionality. Profile groups contain one
or more configuration profiles. InAttend users are assigned to profile groups, and inherit the configuration
profiles contained in that group.

Working with configuration profiles

Configuration profiles control important settings for the InAttend client that cannot be configured by the
attendants themselves. The configuration profiles are assigned to users through profile groups.

The system provides the pre-defined configuration profiles for InAttend.

Viewing InAttend configuration profiles

1. Access the BluStar Server Administration web interface by typing the URL: http://<host-
name>/webadmin in a supported web browser, where <hostname> is the InAttend server address.

2. Log in with the administrator credentials

(default username: admin, default password: Mitel123).
3. Select User Configuration and then Configuration profiles.

& »
m M I tel User Configuration CTl Server Directory Server Presence Server Tools Help

Users
Configuration profiles

Profile groups

Welcome admin

The system displays the Configuration profiles page and lists all predefined profiles.

Configuration profiles

Add configuration profile

Profile name Profile type

\ |any ﬂ |begin5 with ﬂ | Search l

Number of found profiles

Profile type: Profile name Description Assignments Copy Delete
Attendant Directories InAttend CMG LDAP Attendant Directories ... @] Ea [x]
Attendant Layout InAttend CMG Default Attendant Layout pr. ] Ee] [x]
Attendant Messages InAttend CMG CMG Attendant Messages prof.. <] B2 O
Attendant PBX InAttend CMG CMG Attendant PBX profile v. ] Er] 0
Attendant Search InAttend CMG CMG Attendant Search profile 3] EET ]
Attendant Special settings InAttend ] By [x]
Server InAttend Default Server profile (wit... ] By [x]
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Modifying the Attendant Directories Profile

The Attendant Directories profile defines LDAP search data sources for the InAttend client. To modify the
Attendant Directories profile, do the following:

1. On the Configuration profiles page, click on Attendant Directories in the list of profiles.
2. On the Edit profile page, click the name of the data source.

Attendant Directories

edit profile: InAttend CMG

Properties
Save Back

Datasources Datasources
New LDAP Datasource Profile name |InAttend CMG

New CMG Datasource LDAP Attendant Directories profile. -~

Description
Set caption

Name Type Server

Mitel CMG InAttend22 [x]

The system displays the Data source page for the profile.
3. If you want to define a new LDP data source:

a. Click on New LDAP Datasource in the left panel.

b. On the LDAP Datasource page, enter values for the following parameters:

+ Name: the name of the LDAP Datasource

» Server: the hostname or IP address of the LDAP server

» Backup server: the hostname or IP address of the backup LDAP server(if present)
» Port: the port for connections to the LDAP server

» Search base: the base DN

(i.e., the location in the directory from which LDAP searches begin)

» Additional filter: the criteria through which search requests are filtered (by default), all entries
from the LDAP Datasource are used for queries

« LDAP version: version of LDAP used (v2 or v3)

+ LDAP login settings: select the method of authentication on the LDAP server

« Anonymous: no user credentials required

» User information: authorized user name and password required

+ User and Domain (ADS): authorized user name and password, and domain required

c. Click Save to save your changes.
4. If you want to define a new CMG data source (for CMG installations):

a. Click on or New CMG Datasource.
b. On the CMG Datasource page, enter values for the following parameters:
* Name: the name of the CMG Datasource.
» Server: the hostname or IP address of the CMG server
» Backup server: the hostname or IP address of the backup CMG server
(if present)
» Server side sorting: enable to have the search results sorted by CMG
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(if available)
* CMG Server login data: select the method of authentication on the CMG server

Attendant user credentials: use the InAttend client user credentials
Username: the user account authorized to access the CMG server
Password: the password for authorized to access the CMG server

Attendant Directories

edit profile: InAttend CMG

Properties Savs Back
Datasources CMG
New LDAP Datasource Name Mitel
New CMG Data:
e atasource Server [Inattenazz
Set caption
Backup server |
Port [5199

I server side sorting
CMG server login data

® Attendant user credentials

Ousemname |

Password |looo|¢ooo
c. Click Save to save your changes.
5. If you want to change the default field names displayed in the InAttend client:

a. Click on Set caption.

Attendant Directories

edit profile: InAttend CMG

Properties Save Back
Datasources Datasources
New LDAP Datasource Profile name  [InAttend CMG
New CMG Datasource i LDAPR Attendant Directories profile A
Description
v

Name Type Server
Witel CMG InAttend22 [x]

b. On the Caption page, specify the field name you want displayed in InAttend to replace the
default field name. For example, if you want the default field of “Company” to be displayed as
“Division”, type “Division” in the “Company=" entry.
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Email=
Employee=
Facsimile=

c. For CMG installations, click Use CMG descriptions to use the default captions defined by
CMG>

d. Click Save to save your changes.

6. Click Back to return to the main Configuration profiles page.

Change Directory View Automatically

InAttend can be configured to “automatically change view” based on the incoming call. The feature can
be enabled in WebAdmin, PBX-Profile, Settings section, where Change view based on domain can be
checked. Please note that this feature is only available for CMG, not when InAttend is used with LDAP
only.

For the configuration to work, each ACS domain configured in TCA has to have a CMG View name and
PBX Id specified. The attendant user has to also have permissions to access this view, which can be
configured in CMG Configuration Manager.

InAttend will automatically change the view when a call is answered. This will ensure that directory search
is performed in a specific view. It is still possible to change the status manually to another view to make
searches for other users.

The table describes how InAttend automatically can change view for incoming calls.

Call SCENARIO VIEW SELECTION

User call attendant queue Use domain for queue to select view
User A call user B, where B is forwarded to Use domain for B’s extension to select view
attendant

When making outgoing calls, InAttend will ensure that the correct ACS domain is used. The table below
describes this process.

Call SCENARIO DOMAIN SELECTION

Call directory entry from the search result list Use PBX Id of directory entry to select domain
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Call a number not available in the directory from the | Use current view to select domain 1
search result list

Call using dial dialog, unique number defined in ACS | Use number defined in ACS to select domain

Call using dial dialog, overlapping number defined in | Use current view to select domain 1
ACS

Call using dial dialog, number not defined in ACS Use current view to select domain 1

If no unique domain can be found based on the current view, the PBX Id of the attendant is used to select
domain.

Overlapping numbers

Overlapping numbers are supported if they are defined in different ACS domains and different PBX Ids
used in CMG.

To support presence and line state with overlapping numbers, the setting “Support overlapping numbers”
must be enabled in WebAdmin, PBX-Profile, and Settings section. For presence and line state subscrip-
tions, the domain Id (derived from the PBX Id) of the user or extension is used for presence requests. The
domain Id must match the PBX link number configured for the CTI Server in WebAdmin.

ACS domains must be configured with one domain per PBX for one to one mapping between ACS
domains and CMG PBX Ids. An ACS domain is only configured with one CMG PBX Id.

NOTE: To have the complete functionality of overlapping numbers, you must enable the Change view
based on domain in WebAdmin.

Modifying the Attendant Layout profile

The Attendant Layout defines the functions available in the InAttend client and the layout of the interface.

To modify the Attendant Layout profile, do the following:
1. On the Configuration profiles page, click on Attendant Layout in the list of profiles.
2. On the Edit profile page, you can select the following layout options:

a. Layout list: select a layout with or without the Busy Lamp Field section.
b. Panel list: select the functions that appear in the panel on the right side of the InAttend client
(e.g., chat, send a message)

c. Settings: enable or disable “Blind support” (for visually impaired attendants); when enabled, line
state and presence state icons change to text.
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Attendant Layout

edit profile: InAttend CMG

Profile name  [InAttend CMG

Description |Defau\l Attendant Layout profile. :

Layout list Panel list Settings
vIAB [ Blind support
M Activity [ Microsoft Lyne presence color scheme
Bulletin board
¥ Busy lamp field
Chat

® [ Information

) Joumnal

[l Messages

~IPAM
¥ Queues
« Search
Mweb

3. Click Save to save your changes.

4. Click Back to return to the main Configuration profiles page

Modifying the Attendant Messages profile

InAttend supports different modes for sending messages from the attendant: email (via SMTP), CMG
messaging (for CMG installations), email via local email client (“mailTo”) or via XML push to phones.

The Attendant Messages profile defines the message template and the channel used when an attendant
sends an email message from the InAttend client.

To modify the Attendant Layout profile, do the following:

1. On the Configuration profiles page, click Attendant Messages in the list of profiles.
On the Edit profile page, you can create one or more customized message templates for messages
sent from an attendant (the attendant selects a template when sending a message).
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Attendant Messages

edit profile: InAttend CMG

Profile name InAtend CMG DCescnption ‘CMG Altendant Messages profile ~

SubjectTemplate Subgect

Polies 50l o afiendant o Sbme c o0
~ Mecssage from Secaer 06
Body W hheg2 308 from Satendantuser OO0
Channel list
Channel name [ ( Channel name  Type Recipbent address feld
CMIG CMG Ema [x]
Reciplent acdress fleld [Ema |
& SMTP
SErver name |

Sender email address |
Password (oplional) |..I.lI.'ll-
CMG

Local email client (mailTo)

XML Push [maTTENDZZ <]

2. Inthe Subject/Template field, enter the text you want to appear in the subject line of new messages.
Click the blue arrow to add the template to the list.

a. Valid placeholders are:
i. Message from attendant at %time (current time).
ii. Message from %caller (current caller).
iii. Message from %attendantuser (attendant signature).

b. Create additional templates as required.
You can reorder them in the list by selecting the up/down arrows.

3. Inthe Channel list section, you can configure one or more channels for sending messages (the atten-
dant selects the channel when sending a message). For each channel, enter values for the following
parameters:

a. Channel name: identify of the channel (displayed in the InAttend Message panel).
b. Recipient address field: the attribute that contains the mail address.
c. SMTP: select this channel to send messages via SMTP.

i. Server name: name of the SMTP server.

ii. Sender email address: email address.

iii. Password (optional): password for the email address if required.

d. CMG: select this channel to use integrated CMG messaging.
Local email client (mailTo): select this channel to use a local e-mail client.

f. XML Push: select this channel to send text messages to phones (for use with Cisco Call
Manager).

4. Click Save to save your changes.
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5. Click Back to return to the main Configuration profiles page.

Modifying the Attendant PBX profile

The Attendant PBX profile defines PBX-specific settings for InAttend, such as external line prefix and
maximum extension length.

To modify the Attendant PBX profile, do the following:

1. On the Configuration profiles page, click on Attendant PBX in the list of profiles.

2. On the Edit profile page, you can enter values for the following parameters:

External line prefix: A code to access an external line

Maximum device length: Maximum length of extensions on the PBX
Company prefix: A prefix specific to the organization

Number format: Select a number format from the pull-down list.

Attendant PBX

oo oo

edit profile: InAttend CMG

Properties :
Frofile name |InAttend CMG
Seitingy Desciplion [CMG Attendant PEX profile via ACS [
W
External ine prefix o
3

Maximum device length
Campary prefix
Mumber fanmat E. 164 W

Connectivity Server (ACS)
Display domain name
Webs e e
and Server [MATTENDZZ

TCS Server |IMATTENMD22

3. In the Connectivity Server (ACS) section, enter values for the following parameters:

a. Display domain name: Enable to additional domain information provided by the ACS server in
the A/B panel.

b. Ana Server: The hostname or IP address of the server hosting the Authentication and Authori-
zation (AnA) web service. If the configuration is being made to support HTTPS then https://
should be added, for example http:/GTSCMGAND10.
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c. TCS server: The hostname or IP address of the server hosting the Telephony Connection
Service (TCS) web service. If the configuration is being made to support HTTPS then https://
should be added, for example http:/GTSCMGAND10.

= .
m M I tel User Configuration CTI Server Directory Server Presence Server Tools Help

Attendant PBX

edit profile: InAttend CMG

Profile name [inAttend cMG
Sonos Description [CMG Attendant PBX profile via ACS. &

External line prefix

Maximum device length [5

Company prefix

Number format Classic v
NOwW

[¥IDisplay domain name
Webservice
AnA Server |https //GTSCMGAND10

TCS Server ]hﬂps JIIGTSCMGAND10

4. If you want to change additional settings related to how the InAttend client interacts with the PBX, click
on Settings in the left panel.

5. On the Settings page, select the options you want to make available to InAttend clients:
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é .
m M Itel User Configuration CTI Server Directory Server Presence Server Tools Help

Attendant PBX

edit profile: InAttend CMG

Profile name I\nAnend CMG

ol Description CMG Attendant PBX profile via ACS. A

External line prefix

Maximum device length |5
Company prefix
Number format Classic 4

NOW

[vIDisplay domain name
Webservice
AnA Server [https //GTSCMGAND10

TCS Server {hﬂps /IGTSCMGAND10

a. In the Queues section:
Show queue list: Enable to display all calls in the queue list.

Show queue counters: Enable to display the number of calls in the queue.

b. In the A/B fields section:

Acquire focus for incoming call: Enable to bring the InAttend application to the foreground when a
call comes in.

Show Company: Enable to show the company of the incoming caller.

Show hidden numbers: Enable to display the hidden numbers of the incoming call.

Automatic flash for details view: Enable or disable automatic flash of caller’s details (if available in
the directory) on an incoming call or a callback call.

Flash on B-field when available: Enable or disable flash on B-field when the caller details are avail-
able.

Change view based on domain: Enable or disable to change the view based on domain. For more
details on change view behaviour, see section 9.1.3 CHANGE DIRECTORY VIEW AUTOMATICALLY.
Minimum number length: the minimum length of a number for a directory lookup by the A/B Panel.
c. In the Call control section:

Use numpad only for dialling: Enable to allow dialling from the number pad only.

d. In the Context menu functions section, select the functions available for a given contact in the
Search panel (when right-clicking on a contact):

Send mail
Set forward
Set information

Transfer to voicemail
e. In the Linestate section:
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Email attribute: The attribute used for Presence subscriptions (select from the drop-down list).
SIP address attribute: The attribute used for Presence subscriptions if the Email attribute is empty.

Show presence status as linestate: This attribute when enabled shows the linestate status same as
the presence status.
Support overlapping numbers: Enable to support overlapping numbers.
f. Inthe SMS messages from BSW section:
Show SMS text: Enable to show the sms text; that is, configured in the Messages tab of InAttend
client.
g. In the Journal section:
Lock-Show only my calls- Enable the check box for the InAttend client to display only the operators
own calls.
NOTE: If this parameter is enabled, then the Show only my calls check box is selected and disabled.
h. In the IM section: Select the Use SFB Chat check box to enable the IM functionality.

edit profile: InAttend CMG

Propere
Interface settings
Queues Call control 5MS messages from BSW
[ Show queue list [ Use numpad only for dialing 71 Show SMS text

[ Show queue counters

A/B fields Linestate Context menu functions
DAE‘qlll’e focus for incaming call Emall attribute FirstMessageSystemld [ send mail

[ show campany SIP address atlribute @ [~ et forward

[£] show hidden numbers [] show presence status as linestate [] Set information

[ Automatic flash for details view = Support overlapping numbers [#] Transfer to volcemall

LI Flash on B-field when available [ Use MiCollab for presence
[ change view based on domain

Minimum number length |3

BLF Journal I
1 Allow BLF dragging [ Lock-Show only my calls “Use SFB for chat

6. Click Save to save your changes.

Modifying the Attendant Search profile

The Attendant Search profile defines search behaviour for the InAttend client and the layout for search
results.

To modify the Attendant Search profile, do the following:

1. On the Configuration profiles page, click on Attendant Search in the list of profiles.

2. Settings page: select the search options you want to make available to InAttend clients:
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Attendant Search

edit profile: InAttend CMG

Properties r .
EIDETD
Profile name [InAttend CMG
Redush Lipoails
CMG Allendant Search profile o~
Saarch DiEsc riplicn
W
Deetads view
Automatic search Search cache
Search delay (in milliseconds) |250 W Mumber of entries. off |w|
inimum number of characters |3 w Timeout (in seconds) |60 |w
Team search Extended search fields
Team search 1 Team search 2 Team search 3 Search attrtute ResuIt layout
[ ~ vl | w Fiekt 1 [Depanment | [Default |
[Drgname [Reom [Tema Fiekt 2 [Company | [Default ]
Result layout Dafault v Field 3 [Informabon ] [Detault ]
Fiekd 4 [ ] [Default ]
Fiekd 5 [ ] [Default v

a. In the Automatic search section, enter values for the following parameters:
Search delay (in milliseconds): the amount of time before automatic progressive search begins.

Minimum number of characters: the minimum number of characters required to trigger an auto-

matic progressive search.

b. In the Team search section, enter values for the following parameters:

Team search 1

c. In the Search cache section, set parameters InAttend’s integrated search cache. If a search
result is found in the cache, no directory lookup is initiated:

Number of entries: the size of the search cache.

Timeout (in seconds): length of time before entries are removed from the search cache.

d. In the Extended search fields section, define up to five additional search fields for attendant
search queries (in addition to the default criteria of name and number). These extended search
fields appear beside the Search box in the InAttend client.

For each field, select a search attribute from the drop-down list.

Select a layout for the results from the drop-down list.

NOTE: In the Search Result list in InAttend, keywords can be displayed in two different ways
depending on which of these fields have been selected:

« Keyword: Only display the keyword for the directory entry that matched the keyword search
criteria

» Keywords: Display all keywords for the directory entry.

NOTE: If the Information field is configured for the Extended search fields in the InAttend Client, then
the search is restricted up to 245 characters.
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3. If you want to modify the default layouts for Search Results, click on Result layouts.

a. Select one of the layout templates (Default, Telno, or LastName) to view the layout details.

Attendant Search

edit profile: InAttend CMG

Properties [ ) ch

Setti
s Result layouts

Saarch Result layout

Dhrtasly wigw LastName

Teitia B Layout name [Defaul [ tewimont ) [ soweimpee )

Columns

Search atnbute )

Search attribute
StahwsCoturmn
LastName FirstName
Tl

Comparny

Foudd

00000
elelelele)
Q0000
00000

b. You can make the following changes to the layout:

To add a search attribute to the layout, select it from the drop-down list in the Search attribute field
and click the arrow button to the right of the field.

To re-order the columns in the results, click on the arrows to move the search attribute up or down
in the list (the top of the list corresponds to the first column in the search results).

Click Save Layout to save your changes.

Attendant Search

edit profile: InAttend CMG

Froperties [(sme ) ck

o Result layouts

Resull layout
Soarch Detwul Ra Result layout

Details. view Lasthamg P
TelMo ™ Layout name [Defaull ([ vew Layout j

Columns

| Search aftnbute el |

Search attribute
SatusColuma
LastName FirstName
Tedrs

Comparny

Foudd

00000
(elefelele]
OO0V
00000

4. If you want to modify the search mode, click on Search.

a. Enable Reset search when call has ended to clear search results when the attendant finishes
a call.

b. Enable Phonetic search to include similar-sounding results in the search (e.g., searching for
“Muller” will also find “Muller”). There is a XML file containing the phonetic search rules for each
language.

c. nthe Search mode section, select the preferred search mode from the list.

157



WORKING WITH CONFIGURATION PROFILES

CHAPTER 10 CONFIGURING INATTEND PROFILES AND USERS

Attendant Search

edit profile: InAttend CMG

Properties [_:] m
Settings Search
Rewult layowts Reset search when call has ended
e B Phonetic search
Dietails view

Search mode
<Stans wilh=> in main and additional search field and for tekephone number search
® <Exists> in main and additional search field, <Staris with> for ielephone number searnh
<Exists> in main search field, <Stans with> in additional search fieids and for tkephone number search
<Exists> in main and additional search field and for lelephone number search
<Stans with> in main search field, <Exists> in additional search fieids and for tekephone number search
<SLans with= in maan and additional search feld, <Exists> for lelephong number seanch

Automatic search attribules

[AbsenceReascn ) ( ] |LastName o
FirstNama
Company

Additional search aptions

+ |w| |AbsenceReason v‘[ J +Company (]

d. In the Automatic search attributes section, you can specify attributes used for an automatic

search (only available for LDAP directories); the search uses the logical OR operator if there are
multiple attributes:

Select an attribute from the drop-down menu and click the arrow key to add the attribute to the list.

e. Inthe Additional search options section, you can specify additional attributes for search (only for
LDAP directories). For example, a search for “test +Mitel” will filter on users with company
containing “Mitel”.

Select an attribute from the drop-down menu and click the arrow key to add the attribute to the list.
5. If you want to modify the Details view for an incoming call, click Details view.

a. Select what you want to be displayed in the Detail view of the InAttend client.

Attendant Search

edit profile: InAttend CMG

Properties

Settings Details view
oo First additional atirioute  [Cordless | w| Defaulltab @ agiwvities
e Second additional affribute ,r‘orralnr-—'rj Messages
—— Picture attribute Teino v Detadls
Hide comment column O Appoiniments

Adtributes for the details list
Show all atributes
® Show attnibutes

Search attribute ] ]
Search atiribute

Comesany 0000
Coness COe0
Diepartment OO0 0
Ema XL ]
FirsiMessageSysiemic QO00
Firsthams: OO00
Fourthiiessagesysienia OG0
Homeghone SO0 0
Irfgmmation O000
LastName SO0

-
[
i
»
¥
~
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First additional attribute: the first of two attributes displayed on the left side of the PAM Panel in
the Details view (select an attribute from the drop-down list).

Second additional attribute: the second of two attributes displayed on the left side of the PAM Pan-
el in the Details view (select an attribute from the drop-down list)

Picture attribute: the attribute that contains information about the attendant’s subscriber image
(depends on the Picture Server, is normally a DN).

Hide comment column: disables the comment / information field in the left side of the PAM Panel
in the Details view.

b. Specify which attributes you want displayed in the Details view:

Show all attributes: display all attributes in the contact’s Details view.

Show attributes: specify the attributes you want displayed in the Details View by selecting an attri-
bute from the drop-down list and clicking the arrow key.

You can change the order of the attributes by clicking on the arrows beside an entry to move it up
or down in the list.

6. Click Save to save your changes.

Modifying the Server profile

The Server profile specifies the location of the Presence Server, License Manager Server, and the Pres-
ence server.

To modify the Server profile, do the following:

1. On the Configuration profiles page, click on Server in the list of profiles.

2. On the Edit profile page, ensure that the following parameters are set correctly:

Presence Server: the server where InAttend is installed
License Manager: the server where the License Manager is installed
CMG Web service: the server where CMG Web is installed

Server

edit profile: InAttend CMG

Profile name [InAftend CMG x

Description  [Default Server profile (wilh Presence Server) A
W

Presence Server

|I‘~'.l'l_'[.'_h.'|-.l?:' hod | Global cakendar setings

Backup server Mo access

| - Reading access

= Wriling access

BluStar License Manager

Senver MATTEND22

Backup server

BluStar Web Service

Server [NATTENDZZ

159



WORKING WITH PROFILE GROUPS
CHAPTER 10 CONFIGURING INATTEND PROFILES AND USERS

Working with profile groups

A profile group contains one or more configuration profiles that control InAttend client functionality. You
can add or remove configuration profiles from an existing profile group, or create a new profile group. InAt-
tend users assigned to a profile group inherit the functionality defined by the configuration profiles in that

group.

By default, the system creates one profile group (the InAttend group). Please note that InAttend users
have to be assigned to a profile group that contains the following configuration profiles:

» Attendant Directories

» Attendant Layout

» Attendant Messages

e Attendant PBX

» Attendant Search

« Server

Creating a new profile group

To create a new profile group, do the following:

1. Access the BluStar Server Administration web interface by typing the URL: http://<host-
name>/webadmin in a supported web browser, where <hostname> is the InAttend server address.

2. Log in with the administrator credentials

(default username: admin, default password: Mitel123).
3. Select User Configuration and then Profile groups.

& »
m M I tel User Configuration CTI Server Directory Server Presence Server Tools Help

Users
Configuration profiles

Profile groups

Welcome admin

4. On the Profile group’s page, click Add profile group.
5. On the Add Profile Group page, enter values for the following parameters:

Group name: a name to identify the profile group.
Description: a brief description of the profile group.

6. Select the configuration profiles that you want to include in the profile group by checking the box
beside the entry for the profile in the list.
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In&ltend CHG
InAlienid
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7. Click Save to save your changes.

Modifying a profile group

To modify an existing profile group, do the following:
1. On the Profile groups page, click on the profile group you want to edit.
2. On the Edit profile group page, you can:

a. change the name of the profile group
b. change the description for the profile group
c. select or remove configuration profiles from the profile group

3. Click Save to save your changes.

Configuring InAttend users

When you create a new user, you assign the user to a profile group. The information is automatically prop-
agated to the TCA.

1. Access the BluStar Server Administration web interface by typing the URL: http://<host-
name>/webadmin in a supported web browser, where <hostname> is the InAttend server address.
2. Log in with the administrator credentials

(default username: admin, default password: Mitel123).
3. Select User Configuration and then Users.

. "
m Mltel User Configuration  CTI Server  Directory Server  Presence Server Tocls Help

Users
Configuration profiles

Profile groups

Welcome admin

4. On the Users page, click Add user.
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Users

[ ot selected users ) ((Delte selacted users )

Search field Search type
|| |Usemame ﬂ |begir|s with [v]
Number of found users |4

[Imark all in search

Username Mail address Copy Delete
Ooe a400 R ]

admin

blustar_web B3 9

comdasys_amcc B3 O

5. On New User page, click User general (under Properties) and enter values for the following fields:

Username: the name of the new InAttend user
Email: Enter the email address for the new InAttend user.

User general

Properties Save Back fo the administration I
. Usemname |UserName
S eI EMail |username@company com
Profile groups

6. Click Password/security and enter values for the following fields:

Password: the password for the new InAttend user.
Confirm password: repeat the password for the new InAttend user.

User password/security

Properties [ - ']l: I— j
User general _ .
Fassword (LT
—
Profike groepd Confirm password  [ssss

7. Click Profile groups and select the profile group to which the user will belong (for example, InAttend
CMG).

User profile groups

Tobbe
Properties [ e “ ]
User general Profile group
Passwordisecurity I [begins with | »
s Profile groups & Show all groups © Show anly Assgned groups
Prafile groups Description
| F InAtenaCMG MG Profile Groug Tor Inasend |
I inAtend Dhisfaiigh Profie Godup Br InARERd
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8. Click Save to save your changes.
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Generate CSR in ACS

To generate CSR in ACS, do the following:

GENERATE CSR IN ACS

1. Start MMC on the ACS server. Go to Files, and select Add/Remove Snap-in. Click Certificate and

expand Certificate with the computer account.

2. Click Personal > Certificate and go to All Task > Advance Operations > Create Customer

Request.
1 Consale Roat Issued To = | mssied By | Expirgbion Dats | Inbsnded Purposes Fi
=5 Certficates (Local Computer) Tglemgemmare20 CMGMMWAREZS-CA 04,06, 2019 <Al =)
= 7] Personal MG OREZS-C A CMGYMWAREZE-CA 28.05. 2028 <all= <t
| CertFicates Bz c-oMauMwaRERD WS e -TMGUMWAREZD 17.09.2023 Server Aukhenticckion  <h
| Trustad Rook CertFization Aotharibies
~| Entzrprise Trust

| Intermadiabe Certiication Authortiss

1 Trusted Publishers

_| Untruskad Certificabas

~| Third-Parky Rock Certification Authaorities
| Tnited People

| Other Feogle

| remate Deskrop

| CettFizate Enrollment Requests

| smart Card Trushed Roots

| Trusted Davices

[ H = R B R

Arrange loons  k
Line up [cars

Help

3. Click Next repeatedly for three times to get the Certificate Enroliment window.
4. The Certificate Enrollment window is displayed. Click Details > Properties.

5. The Certificate Properties window is displayed. Click the General tab and add a friendly name.

Certificate Properties E I

‘General Subject |E>¢enslons | Private Key |

The subject of a certificate is the user or computer ko which the certificate is issued. You can
enker information about the types of subject name and alternative name values that can be used
in a certificate,

Subject of certificate

The user or computer that is receiving the certificate

Type: CN=cmgvimware
| Common name =] add =
Yalue:
< Remove
|r_mgvmware
Alternative name:
Type:
= 10.110,9.46
|IP address (v4) ;'
Value:
|10.110.9.46| Add >
< Remove |

Learn more about subject name

Reques hew CerbFicate.. .

Refresh M sone
Expart List, ., Advancsd Operations
Vigw k

Treabs Custom Reguest.,

Mznage Ervolmerk Policies.. .
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6. Click Subject tab, add a common name and IP address in the IP address (v4) field.
7. Click Apply to save the changes.
8. Click Private Key tab, go to Hash Algorithm and enter the algorithm as sha1. Click Ok.

Certificate Properties E

General I Subject I Extensions Private Key |

Cryptographic Service Provider [
Key options @
select Hash Algorithm @
Seleck Hash algorithm bo be used For this request
Hesh Agert: T |
Select Signature Format @
Key permissions ¥

Learn more about private key

Ok I Canrel I Annl I
9. Click next and select a file name. Click Finish to generate the request.

Open a browser and access the CA server for requesting and downloading the certificate for the ACS
server.

NOTE: After downloading the certificate, the file must be imported to the Personal/Trusted certificate
folder. Please see TLS Certificates Installation for more information on Install TLS in ACS server.
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TLS Certificates Installation

A certificate is required for the TLS-encrypted communication to the Microsoft Skype for Business server.
You have to install a certificate before you setup communication with the Skype for Business Server.

The Certificate snap-in allows you to browse the contents of the certificate stores.

To add a snap-in and import the MX-ONE, or MiVoice 5000, or Skpye certificate for TLS into ACS, do the
following:

1. Open the Windows MMC application.
In the Console 1 window, open the File menu and select ADD/Remove Snap-in.

2

3. Select Certificates from the Available snap-ins list and click Add.
4. Select Computer account and click Next.
5

Select Local computer (Computer account) and click Finish. Certificates are now available in the
Selected snap-ins list under Console root.

In the Add or Remove Snap-ins window, click Ok.
In the Console 1 - [Console Root] window, click File and then Save.

Select a file name and click Save.

© o N o

Expand Certificates and then expand Personal.

10. Click on the Certificates folder. Select Action > All tasks > Import. The system launches the Certif-
icate Import Wizard.

11. In the Certificate Import Wizard, click Next.
12. Select a certificate file to import, then click Next.

13. When the certificate import is complete, click Ok.
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B Consale] - [Console RookyCeetiteates (Local Compater ) Personal,Cetificates |

TR | 18] ]
&% 2m0lc s m
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On the ACS server activate TLS with the imported certificate using NETS config.

& Network Telephony Services configuration E3
‘MeTS SIP I Hueue Manager I
IV UseSIP
Local settings TLS support IF!equired |
Redirects ~ i
SIP nodes Allowe untrusted certificates
TLS
Mame | Issued by I E wpiration ¢
(o crgvmware20 CHMGYMWARE28-CA 04.06.2019
O CMGYMWARE28-CA CMGWMWARE 28-CaA 28.05.2028

O WMSve-CMGYMWAREZ20  WMSve CMGYMWARE20  17.09.2023

< | i
| QK I LCancel I Apply I
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In TCA the port and the protocol for MX-ONE must be changed to 5061 and TLS respectively and then
should be deployed. The Mitel Network Telephony Services must be restarted.
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Configuring the NeTS telephony system

You can use the NeTS configuration tool to configure the NeTS telephony system for SIP. Configuration
parameters are grouped on different tabs:

» NeTS tab: contains parameters that are specific to NeTS operation itself.
« SIP tab: contains parameters that control SIP settings in NeTS.
* Queue Manager Tab: contains parameters that control call recordings and logging.

To configure the NeTS telephony system, do the following:
1. Open the NeTS configuration tool (Start -> Programs -> Mitel -> NeTS).
2. Select the NeTS tab.

Network Telephony Services configuration -

NeTS |SIP | Queue Manager |
[+ Enable NCLA
Statemachine folder |C:\,Program Files {<86)\Miel\TelephonyServices\Statemachines', || ‘

Statemachine unload poll interval (s) Max acceptable service startup duration (s)
e 2002

Logging

Folder IC:'\.Proglam Files (x86)\Mitel\TelephonyServices\Log" | E]

Level Delete olderthan (days) |7 1o Maxsize (MB) [10 [2

[ ] NeTS Tester on all inbound calls [[] Enable NeTS Remoting AP!
[] Trace statemachine loading

x| [ ool | [ ooy ]
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3. Enter values for the following parameters:

a. Enable NCLA: determines whether NeTS reads the NCLA file deployed by TCS to the machine.
This is always checked when ACS is used to run InAttend or CMG speech.
b. Statemachine folder: the location of the state-machine files (use the default).

Statemachine unload poll interval (h): the period (in hours) at which NeTS checks the state
machine to determine whether the state-machine is loaded but not used (and therefore has to
be unloaded).

Max acceptable service startup duration (s): not applicable (parameter not used).

Logging — Folder: location for storing log files.

Logging — Level: the level of detail in the log (select a value from the pull-down list).

Logging — Delete logs older than (days): maximum age of the log files before they are deleted.

Logging — Max Size (MB): the maximum size for the log files. After the log file reaches the
system creates a new log file.

NeTS Tester on all inbound calls: leave unchecked (parameter not supported).

j- Trace statemachine loading: enable to debug loading of statemachines. When turned on, the
system provides detailed information on what succeeds and what does not when loading a
statemachine. If checked during service start, NeTS attempts to load all statemachines in the
statemachine folder.

k. Enable NeTS Remoting API: Enables WCF service “NeTS remoting”.
4. Select the SIP tab.

o

@ ™0 @

& Netwaork Telephony Services configuration -
;. NeTS SIP | Queus Manager
[+ Use sIP
(=TT NeTS locsl SIP port for media control
Fedirects INATTEND-SUNIL:5067 |
SIP no
__l_:-srcces Outbound praxy |

W Use local IP in “From™ header
1 Uselocal IP in "Contact” header
| Follow redirects
Use OPTIONS as to check if calls are vald
Allow REGISTER requests
| Media-SDP in 180 Ringing
' Transfer Ato B
 Hold before transfer
v Allow numbers with leading + (£ 164)
Load balance Media Servers
PRACK support | Not_Supported v
Option to check # SIPtunksareup_(8) 0 -3

Servedby-NeTS Header |P-Served-User

-

Max wat for 100 Trying on Outbound calls. fms) | 1200

OK Cancel Apply

170



CHAPTER 13 CONFIGURING THE NETS TELEPHONY SYSTEM

5. Enable the Use SIP option (mandatory).

6. Click Local settings in the left panel and enter values for the following parameters:

a.

NeTS local SIP port for media control: NeTS has a dedicated server-port for communication
with the Media server. (This generally cannot be 5060, 5061, or 5065 since these are already
used by NeTS, NeTS for TLS and Media server respectively.) The default is ":5067" which will
open the server’s default gateway IP address. If a different IP address is used, enter the full IP
address and port (e.g., 192.168.123.45:5067).

Outbound proxy: SIP address of the proxy (if used) for all outbound transactions (e.g.,
192.168.123.45:5080; transport=tcp).

Use local IP in "From" header: Some PBX’s consider NeTS to be a SIP extension rather than
a trunk. In such cases, the PBX may require the From-header to be <accessnumber@PBX-IP>.
However, most PBX’s handle the trunk; this option is enabled.

Use local IP in "Contact" header: Some PBX’s consider NeTS to be a SIP extension rather
than a trunk. In such cases, the PBX may require the Contact-header to be
<accessnumber@PBX-IP>. However, most PBX’s handle the trunk; this option is enabled.

Follow redirects: Instead of routing outbound calls, the PBX may answer with a 302 Moved
Temporarily message. When this option is enabled, NeTS automatically makes a new call to the
destination. If disabled, NeTS informs the application layer (QueueManager or Speech) that the
call attempt failed with cause forwarded.

It is up to the application to decide if another call to the new destination is made or not.

f.

Use OPTIONS as keep-alive: Used to detect calls not cleared correctly. When there is an active
call, NeTS can send out OPTIONS within the SIP-dialog to the PBX to verify that the PBX is still
aware of the call.

Media-SDP in 180 Ringing: if enabled, NeTS creates a conference session with the Media
Server before sending a 180 Ringing message back to the PBX on inbound calls. Otherwise the
180 ringing is without SDP. Some PBX’s (i.e., Skype) prefer this behaviour. NeTS does not send
any early media regardless of setting.

Transfer A to B: When an attendant has two calls and has to connect them, this option deter-
mines whether A is connected to B (enabled) or B is connected to A (disabled). The default (A
to B) works well on most PBX’s. On the Avaya call manager, the recommendationis Bto A (i.e.,
option is disabled).

Allow numbers with leading + (E.164): if disabled, NeTS removes the plus-sign on inbound
and outbound calls.

Load balance Media Servers: Enables or disables load balancing across multiple Media
Servers. Normally NeTS communicates with the first Media server in its list that answers. This
means in practice that the first Media Server that is available handles all calls. If load balancing
is enabled, NeTS selects a Media Server at random from the list, to ensure load balancing across
multiple Media Servers. If using this option, consider whether there are any WANSs between
NeTS and the Media Servers.

PRACK support: specifies whether NeTS handles PRACK or not. Recommendation is
“‘Required” if supported by the PBX. Mandatory if using a Cisco call manager. (Without PRACK
enabled, some scenarios with early transfers might fail.)

Option to check alive interval: If greater than zero, NeTS sends out-of-dialog OPTIONS to all
known SIP proxies/call managers to see if they are alive. When selecting a proxy for an outbound
call, NeTS prefers proxies that have answered the OPTIONS requests (and which are therefore
known to be up).

. Served-by-NeTS Header: The header that NeTS adds to SIP messages indicates that the PBX

numbers must be considered for an outbound call. The number is the number that was used to
call NeTS originally.
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NOTE:

o P-Served-User parameters must not be changed when integrating with the official supported
PBX's, unless specifically instructed by Mitel. The requirement for what header to use is solely
dictated by the call manager.

» X-Mitel-ACS-operator-id is a custom SIP header that carries the operator information. This infor-
mation is carried from NeTS to the call manager in the format: operatorld@extension; for example:
Xyz@1234.

The custom header sends a response in the following scenarios:
a. During Inbound call when an operator picks up the call, custom header will be sent in 200 OK.
b. During Outbound call when an operator initiates the call, custom header will be sent in INVITE.
c. During a Recall or when a call is parked, if the call is picked up by multiple operators, a separate

UPDATE request is sent for each pick up, with the custom header carrying the new operator
information.

d. When MOH is set for queue, 200 OK is sent before operator picks up the call. In this scenario,
custom header is sent in UPDATE after operator picks up the call.
Max Wait for 100 Trying on Outbound calls (ms): maximum time NeTS waits for the 100 TRYING
message for outbound calls.
NOTE: When an Operator/attendant calls an MX-ONE extension, the extension displays associated atten-
dant name together with the ACS number. In the logs, from Header of SIP INVITE contains name along
with ACS number as below:

From: “<OperatorName>"” <sip:12345@10.211.xx.xx:5060;user=phone>;
7. Click Redirects in the left panel and enter values for the following parameters:

On media server failure / On unassigned number: Specifies how NeTS handles failures. When
contact with a Media Server fails or when a call has been made to a non-handled number (i.e., a num-
ber without an assigned statemachine) NeTS sends an error-response. You can set the Response
code for these events and specify a SIP address in the Contact of the response, indicating an alternate
location to try and contact to the server.

8. Click SIP nodes in the left panel and enter any additional information for Media Servers and SIP
proxies (apart from what is already in NCLA). Generally recommended to leave empty.

a. Media servers: the list of Media Servers to use. If any Media Servers are listed here, information
in NCLA is ignored.

b. Default SIP proxies: the list of SIP proxies to use. When making outbound calls (in A or B field)
NeTS sends the SIP-messages to one of these proxies. If any SIP proxies are listed here, infor-
mation in NCLA is ignored.

c. ACS local SIP proxy: the SIP proxy through which to send all traffic. If a SIP proxy is specified,
information in NCLA is ignored.

d. Proxy timeout: The amount of time (in milliseconds) that NeTS has to wait for a proxy to
respond. Red time if it is known to not work well (previous timeout) or Green if it worked last
attempt.

9. Click TLS in the left panel and enter values for the following parameters:

TLS support: specifies whether TLS is supported. Select a value from the list:

— Not supported: The TLS port is not opened. If a call manager attempts to connect, Windows indi-
cates that the port is closed (socket error 10054).

— Supported: The TLS port is open but requests on non-TLS ports are also served.
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— Required: Both TLS and non-TLS ports are open. If a non-TLS request is received, NeTS responds
with a 301 Moved Permanently message, with the new Contact the same as the request URI, but
with the port and transport changed to TLS.

Allow untrusted certificates: Enables or disables verification of certificates. Normally NeTS verifies
that the certificate of the remote endpoint of TLS connections are valid. Enabling this option disables
that check. This option may be useful for testing an installation but cannot be used in production en-
vironments, as the system would be vulnerable to man-in-the-middle attacks.

Allow SSLS: By default NeTS only supports TLS 1 or higher.

Select NeTS certificate: A list of the certificates available in the computers certificate store.

NOTE:

— When verifying that TLS is properly configured, follow these steps to test: access NeTS from a
regular web browser and see if the connection succeeds. Start by going to
http://NETS.computer:5060 to see that access to non-TLS works.

— Then change to https://NETS.computer:5061 to see that your web browser trusts the certificate that

NeTS uses. (Note that you web browser might trust different certificates and use different client
certificates than the call manager.)

10. Select the Queue Manager tab.
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o Network Telephony Services configuration =]
NeTS | SIP | Cueus Manager
‘Vouow Prompts Path | C'Program Fles RBE)Mitel' Cuspe Maneger Vosoe Prompla

Recondng
Racordng path  |C\Program Filss b8 M el Cusus Mansgsr Mtendant Recsrdngs |

' 11
Tmp path [ChProgram Fles xBEYMiel CueusManager WAttendan Recordinga' Tmy |
Flarame | AT IOy Sl H M RS e
Flaruss fomsl: | %y Yoar v
Personal Gresting
Presmpt path
wEggee

Fold ChProgram Fes oBb el Liueus Manaoe' ] 6gs

Level |Debug+X  w| Delele clder than idays) ) : e mize (ME) i

Outbound From Number  [9

Hardphone Caler umber |9

oK | Coced | | ey

Enter values for the following parameters:

- Voice Prompts Path: If a prompt in TCA is entered without a path, this path is added as prefix. This
is the path as Media server finds it. You can use environment variables on the computer in this path
(e.g., [PROMPTS_ROOT]\QueueManager).

- Recording path: the location where saved recordings are stored.

— Tmp path: the temporary location where the .wav file of a recorded call is stored. When the call
ends, if it is marked to be saved, it is moved to the location specified in the Recording path field. It
is recommended that the Tmp path be local on the Media Server. If recording is set to on-demand,
all calls are first recorded and stored to the Tmp path and then moved (if saving is configured);
otherwise the .wav files are deleted.

— Filename and Filename format: the name of the stored files, which contains instructions for the
format. If you add a backslash (\), you can sort recordings into directories.

» Forexample, %ATT_ID%y-%m-%d%H%M%S.wav would make one folder for each attendant/day
of the year and name the files by the time of the call.
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» For the attendant recordings to be saved with Called number and Calling number details, File-
name field in Queue Manager tab of NETS config must be updated as below:
$ATT ID\%y-%m-%d\%H%M%S %A NUM %B NUM.wav

» Doing this the administrator can delete recordings based on Called/Calling number.

— Personal Greeting — Prompt Path: to eliminate the repetition of the welcome message, a personal
greeting is recorded that is played for each incoming call when operator answers the call.

» The Administrator keeps the <OperatorLoginName@QueueEntryNumber@domainlD>.wav file in
the system where media server is present. This file name contains operator login name, queue
entry number, and the domain id.

* When <OperatorLoginName@QueueEntryNumber@domainlD>.wav file is presentin the system,
this file is played after the operator picks the call. It is same for all the queues including recall
queue.

* When <OperatorLoginName@QueueEntryNumber@domainlD>.wav file is not present in the
system, the system falls back to <OperatorLoginName>.wav file for all the queues except recall
queue.

» The <OperatorLoginName>.wav file is never played for recall queues and the call is directly
connected to receptionist in this scenario.

« If both the files are not present, the call is directly connected to operator. The wav file is heard by
receptionist as well.

» No Configuration is required for this feature as this behavior is observed only for queue entry and
not for queue.

Once the greeting is played, no other person greeting is played again to the called party.

Set the path to empty to disable the function.
 Logging — Folder: location for storing log files.
* Logging — Level: the level of detail in the log (select a value from the pull-down list).

* Logging — Max Size (MB): the maximum size for the log files. After the log file reaches the system
creates a new log file.

— Outbound From Number: Sets the number to be displayed on the called phone; that is, when the
operator places an outgoing call, this number is displayed on the called phone. If this parameter is
not set, the number configured in the InAttend System Configuration is displayed on the called
phone.

— Hardphone Caller Number: Sets the number for the operator’s device; that is, when NeTS calls the
operator’s device, this number is displayed on the operator device. If this parameter is not set, the
NeTS/ QueueManager uses 0 as calling number.
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Configuring the Media Server

You use the MediaServer Configuration tool to configure the Media Server.

To configure the Media Server, do the following:
1. Open the MediaServer config tool (Start -> Programs -> Mitel -> MediaServer Config).

&1 MediaServer Configuration v1.7.64.0 @

MediaServer Properties

SIP port Dialog TTL
|:5065 | 10 min
RTPpart range

|40000-50000 ™ RTCP

MOH File

|C:"-.F'n:ug|am Files {<8&)\Mitel"\MediaServer'ringing wav ...

¥ Trim recordings
Codec Preference

||:u:ma pomu,g722 gfdsfc2iil all

Audio Files Prefix
|C:"-.F‘n:|g|am Files fcB6)"Mitel MediaServer Prompts®,

Diefault Recording Rate
| SRTP SDP Offer (" BkHz

¥ SRTP Best Effort {* 16 kHz

MediaServer Logs

Log Path
|C:"-.F‘n:|g|am Files gc86) Mitel"MediaServeriLogs
Log Level Max size Discard after

|TIE|DE ﬂ | 0 MBE 10 days

0K Apply | . |

2. Enter or change the values for the following parameters as required:

— SIP port: The port number where the Media Server listens for SIP sessions, and optionally Ethernet
interface.
:port for the default Ethernet interface

<interface>:port for a specific Ethernet interface

176



CHAPTER 14

CONFIGURING THE MEDIA SERVER

NOTE: If more than one network adapter is present in the server, make sure that both NeTS
and the Media Server are using the same network adapter, by specifying the IP address in the
SIP Port configuration. The same IPaddress as in the TCA host configuration for the NeTS is

used.

Dialog TTL: Number of minutes a SIP dialog may exist without receiving any RTP data.

RTP port range: the ports reserved for RTP traffic.

RTCP: enables Real Time Transport Control Protocol (RTCP), the control protocol for RTP.
MOH File: This is the path to the Music file configured in the MediaServer configuration. The file

must be an A-law/U-Law wav file. The music is played when the call is placed in the following situa-

tions:

* On Hold

« Camp on Queue
» Park Queue

* In the Queue

&P MediaServer Configuration v1.9.18.0

MediaServer Properties
SIF'_EQn Dialog TTL
|:5065) ] 10| min
RTPport range
40000-50000 L1rTCP

MOH File
C:\Program Files (x86)\Mitel\MediaServer\ringing wav

Trim recordings
Codec Preference

pcma,pcmu,g722,9729,/c2833 all

[[] Forward DTMF to conference

Audio Files Prefix

C:\Program Files {(x86)\Mitel\Media Server\ninging wav .
Default Recording Rate

SRTP SDP Offer O 8kHz

SRTP Best Effort ® 16 kHz

MediaServer Logs

Log Path

_C: \Program Files (x86)\Mitel\MediaServer\Logs

Log Level Max size Discard after
Trace vl | G_ ME 2| days

bosty | [ Core

— Trim recordings: enables the removal of silent parts from recorded messages.
— Codec Preference: Defines the preferred codecs in prioritized order (e.g., alaw, ulaw, rfc2833).
— Audio Files Prefix: Not used by InAttend.
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— SRTP SDP Offer: enables encryption of outgoing calls. (NOTE: this setting is not recommended for
MX-ONE).

— SRTP Best Effort: Allows an answer without SRTP. If not enabled, "SRTP Strict” is applicable (i.e.
RTP/SAVP is the SDP profile used in the SDP offer and SRTP is not allowed to be disabled if it has
been enabled before).

- Default Recording Rate: The recording rate for media. Possible values are:
8 kHz (PCMA/8000 — 64 kbps)
16 kHz (L16/16000 — 256 kbps)
This default setting is used if there is no other value specified by NeTS.

« If you select the recording rate as 8.000 samples per second, Media Server saves the data in
PCMA (also known as A-law).

« If you select the recording rate as 16.000 samples per second, Media Server saves the data in
L16 (also known as 16 bit PCM).

Log Path: Path to the directory where the log files are saved.

Log Level: Level of details in log files.

Max Size: The maximum size of the log file, in MB.

Discard After: Clears the log file after a specified number of days.
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Installing the InAttend Client

After you have completed configuration of the InAttend server, you can install and configure the InAttend
Client for your users. The InAttend Client provides the user interface for the InAttend application.
To install the InAttend client software on each client machine:

1. Double-click the Install.exe file in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Install.
3. In the Install Wizard, select Install InAttend Client.

4. In the Installation window, review the components that are being installed. Components with a green
check mark are already installed. Click Next.

00 Mitel | inAttend

Install InAttend Client

Component “ersion Installed Information / Prereguisites
i5 Intttend Client 2670
-Z;f}' Microsoft VC 2010 SP1 Runtime 10.0. 40219 10.0.40219
'Z;f}i' Microsoft VC 2012 Runtime 11.0.50727 11.0.61030
lifi' Microsoft VC 2013 Runtime 12.0.21005 12.0.21005
'ifi' Microsoft .NET Framework 3.5 35 3.5.30729. 4526
IZ':{}Z' Microsoft NET Framework 4.7.2 47 4.7.03062
) Restart -
Jan 15, 2019 < Back Next = Cancel

5. On the Welcome page for InAttend Client Setup, click Next.
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Mitel InAttend Setup

computer. To continue, click Nest.

b belis

Welcome to the InstallShield Wizard for InAttend

The InztallShield Wizard will install Indttend on pour

< Back | Nest >

|| Cancel |

On the Configuration page, enter the server address for the Data Access Service in the Hostname

6.
field. (In single-server deployments, this is the hostname or IP of the InAttend server.) If a backup
server is used, enter the address for the Data Access Server backup server in the Backup field. Click
Next to continue.
7. On the Configuration page, enter the Extension number for the attendant and click Next.
Mitel InAttend Setup -
Configuration )
0 Mitel
Please enter the answer exdtension you want bo use for pour Attendant:
Extension
| < Back " Mest » | | Cancel |
8.

On the Choose Destination Location page, specify the Destination Folder (by accepting the default
or browsing to a different location). Click Next to continue.

180



CONFIGURING THE INATTEND CLIENT
INSTALLING THE INATTEND CLIENT

CHAPTER 15
Mitel InAttend Setup .
Choose Destination Location .
Select folder where setup will ingtal files. (b4 M | tel

Setup will install InAttend in the following folder.

Toinztall to this folder, click Mest. Toinstall to a different folder, click Browse and select
another folder.

Destination Folder

C:\Pragram Files [+86)\Mitelndttendy

| < Back || et = || Cancel |

9. Click Install to start the InAttend Client installation.

Mitel InAttend Setup -

Ready to Install the Program

The wizard iz ready to begin inztallation. m M | tel

Click Install to beqin the installation.

If wou want to review or change any of vour installation settingz, click Back. Click Cancel to ext
the wizard.

| « Back || Inatall || Cancel |

10. On the Wizard Complete page, click Finish to close the wizard.

The InAttend Client software is installed.

Configuring the InAttend Client

Refer to InAttend User Guide, for more information on how to configure the InAttend Client.
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Configuring EFS

Encrypting File System (EFS) is a feature that provides filesystem-level encryption.

It is recommended to enable EFS on the folders where the application log, trace files and database
backups are stored. This will ensure that prevention of unauthorized access

You must start InAttend services components using admin credentials or the user account which has
administrator privileges.

If you start these services components using local system credentials, some of the services will not start
and the log will not be generated.

Reference to log files that needs to be encrypted — Section 18.2 Log Directory for each Component
NOTE: EFS is only possible on NTFS

" Services (Local)
elect an item to view its description.  Name - Description Status Startup Type Log On As
Ll Message Queuing Providesa... Running  Automatic Netwark Service
&4 Microsoft (R) Diagnostics Hub Sta..  Diagnostics .. Manual Local System
£} Micrasoft Account Sign-in Assistant  Enables use... Manual (Trig..  Local System
-.(.\":Mlcrnsoft App-¥ Client Manages A.. Disabled Lacal System
(.\- Microsoft iSCSI Initiator Service Manages In... Manual Lacal System
2 Microsoft Passport Provides pr... Manual (Trig...  Local System
._’,"';Microsoﬂ Passport Container Manages lo..  Running  Manual (Trig...  Local Service
“Ch Microsoft Software Shadow Copy ..  Manages so... Manual Local System
:,;';Micmsnft Storage Spaces SMP Haost service... Manual Netwark Service
-,"_;': Mitel BluStar License Service Mitel BluSta... Running  Automatic Mdministrator
(.‘- Mitel BluStar Web Service Backend ser.. Running  Automatic (D.. MAdministrator
'.\ Mitel Calendar Connection Default  Mitel Calen... Running  Automatic Local System
’4 Mitel Configuration Agent Receives co..  Running  Autormnatic MAdministrator
' Mitel CTI Server CTl Serverf.. Running Automatic Mdministrator
h Mitel DAL Server Data Access.. Running  Automatic Mddministrator
% Mitel Directory Server Directory Se... Running  Automatic Local System
h Mitel Enterprise License Manager Administers.. Running  Automatic Mddministrator

h Mitel Infttend Configuration Service Backend ser.. Running  Automatic (D.. Local System

i Mitel InAttend History Sendce Service resp...  Running  Automatic (D..  Mdministrator
i Mitel MediaServer Mitel SIP Ba...  Running  Automatic Mdministrator
i Mitel Network Telephony Services Mitel Netw.., Running  Automatic Mdministrator
% Mitel Presence Notification Mitel Calen... Running  Manual Addministrator
% Mitel Presence Server Presence Se.. Running  Automatic Sddministrator
s Mitel Queue Manager Mitel Queu..  Running  Automatic Sddministrator
h Mitel Service Manager Service Man... Running  Automatic Local System

401 S0t ot ot 158 106 10 10! 10 £l 150 1O
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Setting up Quality Manager

You can extend InAttend functionality with the installation of optional components. The Browse Pack-
ages view (the classic package browser) contains the software required for the installation of optional
components.

To open the package browser, click the Browse Packages link in the Mitel Installer main window. The
package browser window displays the InAttend software components.

The Quality Manager enables measurement and reporting of real-time and historical InAttend traffic and
evaluates call flow. The Quality Manager Wallboard (typically installed on a client PC) provides real-time
traffic views.

Prerequisites

Note the following before you install the Quality Manager Server components:
» Microsoft XML Core Services has to be installed before the Quality Manager Service.

 MSXML Core Services is an application for processing Extensible Style Sheet Language Transforma-
tion (XSLT) in XML files. This component is typically installed during InAttend Server installation, but
you can also install it from the Quality Manager Server folder in the Classic Browse Packages installer.

« The Quality Manager Service must be installed before the Quality Manager Wallboard application.

» After upgrading Quality Manager Reports Web, the gmadmin password is reset.The new gmadmin
password is ‘mitel’, valid for both upgrade and new installation.

NOTE: After the first login to Quality Manager Reports Web, user must change the password for gmadmin.

Installing the Quality Manger Server

The Quality Manager Server has three components:
» Quality Manager Database

* Quality Manager Service

e Quality Manager Reports Web

Installing the Quality Manager Database

If a database already exists, the system saves all existing data and upgrades the database. However, it
is strongly recommended that you back-up the database before installation.

NOTE: Connection information is only used during installation and provides the installation with system
administrative rights on the selected Microsoft SQL Server.
To install the Quality Manager database, do the following:

1. Double-click the Install.exe file in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Browse Packages.
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3. Inthe left panel of the Installation Wizard, expand the Optional Server Components folder and then
expand the Quality Manager Server folder.
4. Under the Quality Manager Server folder in the left panel, click on Quality Manager Database.
5. In the main Installer window click Install or upgrade CMG Quality Manager Database.
The Installation Wizard launches the Quality Manager Database Setup wizard.
6. On the Welcome page, click Next.
7. On the End User License Agreement page, review the terms of the license agreement, then check
| accept the terms in the License Agreement and click Next.
8. On the Quality Manager Database configuration page:
a. Inthe Database host field, specify the name of the Microsoft SQL Server where the main Quality
Manager Database resides.
Select SQL Login and enter the Username and Password of the SQL administrator.
Click Next.
9. On the Ready to Install page, click Install to install the Quality Manager Database.

10. When the wizard completes the Quality Manager Database installation, click Finish to exit.

Installing the Quality Manager Service

To install Quality Manager Service, do the following:

1.

In the left panel of the Installation Wizard, expand the Optional Server Components folder and then
expand the Quality Manager Server folder.

Under the Quality Manager Server folder in the left panel, click on Quality Manager Service.
In the main Installer window click Install or upgrade CMG Quality Manager Service.

The Installation Wizard launches the Quality Manager Service Setup wizard.
On the Welcome page, click Next.

On the End User License Agreement page, review the terms of the license agreement, then check
| accept the terms in the License Agreement and click Next.

On the Destination Folder page, specify the installation path for the Quality Manager Service (or
keep the default path) and click Next.

On the Ready to install Quality Manager Service page, click Install.

The system installs the Quality Manager Service. The system also installs the Configuration Agent if
not already installed.

When the wizard completes the Quality Manager Service installation, click Finish to exit.

Installing the Quality Manager Reports Web

You can install Quality Manager Reports Web on any computer that has access to the Quality Manager
server through the network. It is recommended that you install Quality Manager Reports Web on the main
Quality Manager server.
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Before you start the installation, make sure Internet Information Services (II1S) is installed.

To install Quality Manager Reports Web, do the following:

1. Inthe left panel of the Installation Wizard, expand the Optional Server Components folder and then
expand the Quality Manager Server folder.

2. Under the Quality Manager Server folder in the left panel, click on Quality Manager Reports Web.

3. Click the link Install or upgrade CMG Quality Manager Reports Web.

4. On the Welcome page, click Next.

5. Read and accept the license agreement.

6. On the Select Web Site page, select a web site and enter the name of the web application, and click
Next.

7. On the Destination Folder page, specify the installation path or keep the default path. Click Next.

8. On the Quality Manager Database configuration page:

a. Inthe Database host field, specify the name of the Microsoft SQL Server where the main Quality
Manager Database resides.
Select SQL Login and enter the Username and Password of the SQL administrator.

Click Next.
9. On the Ready to install Quality Manager Reports Web page, click Install.

The system installs the Quality Manager Reports Web component.
10. When the wizard completes the Quality Manager Reports Web installation, click Finish to exit.

Configuring the Quality Manager Server

To complete the set up the Quality Manager Server, you have to:

» configure the InAttend Server to recognize the Quality Manager service

» populate the Quality Manager database with the InAttend configuration information
« configure the Quality Manager service using the QM Configuration Manager tool

Configuring the InAttend Server for Quality Manager

The InAttend Server has to be aware of Quality Manager for call information to be delivered to Quality
Manager. To configure the InAttend Server for Quality Manager, you have to create a new Quality
Manager cluster in the Telephony Configuration Application (TCA).

To create a Quality Manager cluster, do the following:
1. Open a browser and log in to the TCA tool (http://<InAttend-Server-address>/tca).
Click on the configuration profile for your InAttend system in the left panel.

2
3. Click on Subsystems in the left panel to display the Subsystems page in the main window.
4

Click on the New button in the Quality Manager Clusters entry.
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Telephony Configuration Subsystems
Application

Click on "New..." to create a new element in the site.

=}-Jaco-Lab
Subsystem Summary
- Hosts

: -Public Networks Linestate Servers 1
j .Hosted Private Networks Queue Managers 1

. .
-T: -Linestate Servers PEXSTDs 0
| [B-Queue Managers Quality Manager Clusters 0
| E-NeTSs dia Servers 1
. [-Media Servers He

. Sites

5. In the New Quality Manager cluster window:

a. In the Name field, specify a name for the Quality Manager cluster.

b. In the Host field, select the server on which the Quality Manager resides from the pull-down
menu.

c. Select the Queue Manager cluster to use for Quality Manager.
d. Click Add.

New Quality Manager cluster

Settings

MName IQuaIity Mar cluster q

Host |AKKRUM (InAttend server) V| | New... |

Use Queue Manager Cluster

Queue Manager Cluster

|Queue Manager V|

| Create| | Cancel |

6. Click Create to create the Quality Manager cluster.

7. In the main window, click Deploy to deploy your configuration changes. Note that the new system
configuration has to be deployed before Quality Manager can collect any statistics.

Configuring multiple customers for Quality Manager

You can generate reports for multiple customers using Quality Manager. To enable this functionality, you

have to define a domain for each customer in TCA. If more than one customer belongs to the same call

manager, the number (device) ranges has to be unique for each customer. It is also very important that

the customer’s queue access number is configured in the correct domain.

1. In TCA, click Sites in the left panel to display the Sites page in the main window.

2. On the Sites page, click My_Site and expand the private network component in the left panel to
display the new network and the new call manager.

3. Click Domains to display domain information for the call manager in the main window.

186



CONFIGURING THE QUALITY MANAGER SERVER

CHAPTER 17 SETTING UP QUALITY MANAGER

4. Create a new domain for the customer. For detailed instructions, see “Add a domain to the PBX” on
page 186.

5. Repeat step 4 for each additional customer.

6. Click Deploy in the main window to deploy the new configuration.

Populating the Quality Manager Database with InAttend configuration

The InAttend configuration architecture has to be stored in the Quality Manager database for Quality
Manager system configuration. You have to configure the connection to the InAttend database before
configuring the remainder of the Quality Manager Service.

You use the QM Configuration Manager tool to configure the Quality Manager Service.

1. Launch the QM Configuration Manager tool from the Windows Start menu (Start > Programs > Mitel
-> Quality Manager Config).

2. On

a.

b.

C.

d.

e.

the QM service settings tab, set the following parameters:

In the General section, specify values for the following:

Queue Manager Degrade Timeout: The interval the Quality Manager waits for events and data
from Queue Manager before considering the Queue Manager to be unavailable. The Queue
Manager could be unavailable due to a network failure or an error in the Queue Manager.

Operator Login Degrade Timeout: The interval used to set the time of an operator log out event
that occurs when the Quality Manager is shut down. If the Quality Manager Service is shut down,
operator events are no longer registered. If an operator logs out during this time, Quality Manager
does not know the exact time of this logout event but records a time for the event when started
again. The time is set to the current time or the previous login event’s time plus the Operator Login
Degrade Timeout, whichever occurs first.

In the Log settings section, specify values for the following:
Log path: The location where Quality Manager Log files are stored.
Log filter level: The level of detail recorded in the log file.

In the DB connection section, specify values for the following:

Integrated Security: enables or disables Windows integrated security as the authentication mode
(if enabled, the User and Password fields are disabled).

Server: the IP address of host where the InAttend database resides.

Database: the name of the InAttend database.

User: the name of the account used to access the InAttend database.
Password: the password for the account used to access the InAttend database.

In the Journal DB connection section, specify the values for the following:
Server: Enter the IP Address of the database server.
Database: Enter the name of the database. By default, the value of Database is Milog.

Username: Enter the username with access to the same database. By default, the username is
sa.

Password: Enter the password of the user.

Click Test connection to verify that the Quality Manager can access the InAttend database.

3. Click Save settings.
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4. Click Close to close the QM Configuration Manager tool.
5. Re-start the Quality Manager Service.

When the Quality Manager Service starts, it detects that a new InAttend configuration is available on
the server and populates the Quality Manager database with the information.

6. Stop the Quality Manager Service to complete the remainder of the configuration.

Configuring the Quality Manager Database

You can specify how long the Quality Manager database retains data, using the QM Configuration
Manager tool.
To configure the Quality Manager database, do the following:

1. Launch the QM Configuration Manager tool from the Windows Start menu (Start > Programs > Mitel
-> Quality Manager Config).

2. Select the DB settings tab.
3. Select values for the following settings:

— Archive data: indicates that old data (statistics) is archived in another database.
- Delete data: indicates that old data (statistics) is deleted.

Note that deleted data is permanently lost.
— Clear data after <x> days: days before data being cleared (default is 730 days).

4. Click Save DB settings to apply your changes.

Use the remaining tabs in Quality Manager Configuration Manager Application to configure data that
Quality Manager uses (e.g., customers and queues). This data is stored in the main Quality Manager
database.

Configuring the Journal Database

After installing the QM service, perform the following to configure Journal Database

1. Go to the QM Configuration Manager and enter the following parameters for the primary server in the
Journal DB connection.

- Server: Enter the IP Address of the database server.

- Database: Enter the name of the database. By default, the value of database is Milog.

- Username: Enter the username with access to the same database. By default, the username is sa.
— Password: Enter the password of the user.

2. In case of redundancy servers, optional back-up server can be configured, enter the parameters for
the backup server in the Journal Backup DB connection.

3. Click Save Settings and execute IISRESET. This will refresh new values in the QM web.
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@) QM Configuration Manager — ]
QM service settings | DB settings | Working hours | Customers I Queues | Domains | Interval sets

General

Queue Manager R

Degrade Timeout 20 minutes

Operator Login .

Degrade Timeout 480 minutes
Log setiings

Log path |C"-Prugram Files (x86)\Mitel\QualityManager\Logs Browse...
Log filter level Debug3 =

DB connection
[ Integrated security

Sever  focahox | User =

Database  [gm Password Ii .........

Test connection
Journal DB connection
T 10.211.63.95 User [sa
____________ Test connection

Database  |milog Password

Journal Backup DB connection

Server User

Test connection
Database Password
Save settings | Close

Configuring Working Hours in Quality Manager

The Quality Manager is aware of switchboard working hours to show operator working hour statistics
correctly. You set working hour parameters in the QM Configuration Manager.

After the new working hours have been configured, it takes up to ten minutes before the changes take
effect.

In the QM Configuration Manager application, do the following:

1.
2.

3.

Select the Working hours tab.

Select the days of the week that the switchboard is open.

For each working day, specify the hours for open and close of business, or select 24-hour open if the

switchboard is open 24 hours a day.

Click Save working days to apply your changes.

189



CONFIGURING THE QUALITY MANAGER SERVER

CHAPTER 17 SETTING UP QUALITY MANAGER

QM Configuration Manager

M service settings | DB settings  “orking haurs |Eust0mers I Queuesl Domaing | [ntereal setsl

—Working days

¥ tonday Open Ia;uu j Cloze I‘lS:DD j [~ 24-hour open

M Tuesday Open [200 | Clse [1200 =] [ 24-houropen

¥ wednesday Open Ia;uu j Cloze |‘|8;UU j [~ 24-hour open

[+ Thursday Open Ia;uu j Cloze |‘|8;UU j [~ 24-hour open

¥ Friday Open Ia;uu j Cloze I‘lS:DD j [~ 24-hour open

[~ Saturday Open IEI:EIEI j Cloze IEI:EID j [~ 24-hour open

[~ Sunday Open ID:DD j Clase ID:DD j [~ 24-Hour open

Save working days |

— Exceptions

Descrption | [ate | Evem pear |

Delete Ed. | New. |
%, Europe Standard Time [automatic daylight saving time configured) Reaszign working hours |
Cloze |

7.
8.

Optionally, define one or more exceptions to the configured working days. For example, the switch-
board might be closed on a statutory holiday, even though it might occur on a weekday.

In the Exceptions section, click New.
In the New exception dialog, do the following:

In the Description field, enter a name for the exception.

In the Date field, enter a date for the exception.

Check the Occurs yearly option if the exception occurs every year on the same date.
Click Create to apply your changes.

The new exception appears in the list of exceptions on the Working hours tab.

o0 oo

Repeat steps 5 to 6 for each additional exception.

Click Reassign working hours to save your changes.

NOTE: If you do not reassign the working hours, the statistics shown may be misleading. Working hours
are reassigned even if you select to keep the default working hour’s settings.

Configuring customers in Quality Manager

You can create and edit customers on the Customer tab of the QM Configuration Manager application.
You have to define at least one customer for Quality Manager to collect statistics.

190



CONFIGURING THE QUALITY MANAGER SERVER
CHAPTER 17 SETTING UP QUALITY MANAGER

NOTE: Quality Manager identifies a customer by the domain of the customer’s access numbers (route
points) to the queues. The domain for each customer is defined on the Domains tab. A domain cannot be
shared between two customers.

In the QM Configuration Manager application, do the following:

1. Select the Customers tab.

QM Configuration Manager

| QM zervice settingsl DB settingsl Working hours Customers | Queuesl Domains' Interval setsl

—Mew customer
Marne ||
¥ Active
Create | Cancel |
Mame | Active
Aastra YVes
Mitel es

Deletz | | Edit domains.. | Edi. |

Close |

2. To add a new customer, do the following in the New customer section:

a. In the Name field, specify a name for the customer.

b. Select the Active option if the customer is an active customer in the system. (Customers not
marked as active can, for example, be previous customers or prospective customers.)

c. Click Create to add the customer.
The new customer appears in the list of existing customers.

3. If you want to edit the name of an existing customer, double-click on the customer entry in the list and
specify a new name in the Edit customer dialog.

4. If you want to edit the customer’s ranges, select the customer from the list and click on Edit.

5. If you want to delete an existing customer, select the customer from the select and click Delete. Note
that you cannot delete a customer if there are already statistics stored for that customer.

Viewing queues in Quality Manager

Queues are defined in the ACS (using the TCA tool), and are stored in the Quality Manager database with
the collected queue statistics. Queues are stored in the Quality Manager when the Quality Manager
Service receives configuration information from the ACS.

In the QM Configuration Manager application, do the following:
1. Select the Queues tab.

The Queues tab displays a list of all queues configured for InAttend, with the following information for
each queue:

— Name: the name of the queue in Quality Manager. You can rename a queue to make the queue
reports more customized.

— Queue ID: The unique identifier for the queue in the ACS.
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— Queue Name: the name of the queue in the ACS.
— Queue Type: the queue type configured in the ACS (public or private).

M Configuration Manager

| Qb zervice settingsl DE settingsl Working hoursl Customers  Hueues | Domainsl Interval setsl

Marne | Queus (D | Queue Mame | Queue Type |

281 050t0-

Intemal edfB3117 Intermal public
Park, didi28e2-6ch..  Park private
Park. 325fdefd-ba7h...  Park private
Fecall 29644596-f65...  Recal private
Fecall-54 18bcB4071-bbE...  Recall-S54 public
SA d851ad07-077... 5S4 public

Edit.. |
Cloze |

2. If you want to edit the name of a queue in Quality Manager, double-click on the queue entry in the list.

3. In the Edit queue dialog, specify a new name in the Name field.

Note that all other queue information is read-only. Any other changes to queue configuration is done
in the ACS (using the TCA tool).

4. Click Update to save your changes.

Assigning customers to a domain in Quality Manager

The customers you create in the QM Configuration Manager tool (see above) are assigned to a domain.
Domains are configured in InAttend using the TCA tool and are stored in the Quality Manager database
when the Quality Manager Service receives configuration information from the ACS (at service start-up).
NOTE: Domains cannot be shared. A customer might have several domains, but a domain can only belong
to one customer.

In the QM Configuration Manager application, do the following:
1. Select the Domains tab.
The Domains tab displays a list of the domains configured for InAttend.
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QM Configuration Manager

| QM zervice settingsl DB settingsl Wiarking hoursl Eustomersl Queues Domaing | Interval zets

HCLA D | Hame | [omain type | Customer
1: Domai..  Domain 1 PE& Aasztra
2 DamainZ Domain FE> Mitel

Save |

2. Select a domain entry in the list, and click on the Customer field.
3. Select a customer from the drop-down list to assign the customer to that domain.

4. Click Save to apply your changes.

Configuring interval sets in Quality Manager

An interval set is a collection of intervals used to measure certain types of statistics, such as queue time,
handling time, camp-on time, and total call time, average queue time and average handling time. An
interval is measured in seconds.

When you create intervals, you specify values that Quality Manager uses to determine the boundaries for
each interval. For example, an interval set with intervals of 0-5s, 5-10s, 10-15s, 15-30s, 30-60s and >60s
has boundary values of 5, 10, 15, 30 and 60.

Intervals are defined as “closed-open”. Each interval includes all numbers between the start and end
boundaries, including the start value but not the end value. For example, the interval 5-10s includes 5 but
not 10 (since 10 is included in the next interval).

NOTE: Once intervals have been added to an interval set, you cannot change them, as this could compro-
mise statistics that have already been collected.

When you configure the interval sets, consider which interval sets you need for each statistic type (Stat-
Type). Statistic types can share interval sets (for example, queue time and camp-on time could use the
same interval set).

In the QM Configuration Manager application, do the following:

1. Select the Interval sets tab.

2. In the Interval sets section, click New.

In the New interval set dialog, specify a name for the new interval set and click Create to save your
changes. The new interval set appears in the list.
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= Q™M Configuration Manager R = "

"M service seting: | DB settings | working howss | Customers | Bueues | Domains  Intereal sats |

—Inlerval zets
10| Wame | Irterials |
New interval set
I ame [Intervaksati]
Creat= I Claze |
Dete | Edb Hew..
— StatT ype interval sets
StatTupe Walid frorn [I0_ [ ethame |
Handing trme
Camp-on tre
Total cal tm=
A0 QUeue tme
Avg hardling trne
Drelcte | Ed.. | Hew |

Select the interval set you created from the list and click Edit.

In the Edit interval set window, click Create intervals to add intervals to the interval set. (The Create
intervals option is only available for empty interval sets.)

NOTE: Once intervals have been added to an interval set, you cannot change them.
In the Edit intervals window, do the following:

o T o

d.
dit intervals

Specify a value for the first interval value.

Click Insert to add the interval boundary to the set.

Repeat for each boundary you want to define for the interval set.

When you have added all interval boundaries, click Save to apply your changes.

-]

Boundary [s2c] |

1

]

10
15
30
G0

e.

|rser|

Delet=

Save

diia

LCloze

Click Close to exit the dialog.

The new interval set and intervals are displayed in the Interval sets area of the main tab.
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D | Mame Interyals

£ D11, 11,31, 31..¢60, 0.

7 0..<5 §.£15 15.<30, 30..

8 0..<10, 10..<20, 20..<30, 30. <40, 40..

0..<60, 60..<120, 120..<240, 240..<450, 450.<360, 560..
Delete Edit... New...

6. If you want to change the name of an existing interval set:

a. Select the interval entry in the list and click Edit.
b. Specify a new for the interval set.
c. Click Update name.

If you want to delete an existing interval set, select the entry in the list and click Delete.

7.
An interval set can be deleted only if it has not been used to collect statistics. If the interval set that
has already been used for statistics, a warning message is displayed and the set is not deleted.
8. To assign an interval set to a StatType, do the following:
a. In the StatType interval sets section, select a StatType from the list in the left panel.
b. Click New.
9. Inthe NewStatType interval set dialog, do the following:
—StatT ype interval sets
StatTupe W alid fram I I} I Sethame
Queue time
%ztrg?-coar;l ttiirrzz StatTvpe Handling time:
e vesten gz
Interval set 1D IIntervaIseH i vl
Create I Close |

Dk | Bt |

Mew...

a.

In the Valid from field, select the date from which to activate the interval set.

The valid-from date has to be equal to or greater than the current date. If there are no previous Stat-
Type interval sets connections, you can use the current date. Otherwise the valid-from date has to
be greater than the current date. All valid-from dates start at midnight, local time.

b.

drop-down list.
c. Click Create to apply your changes.

10. Repeat steps 9 and 10 for additional StatTypes, as required.

In the Interval set ID field, select the interval set for the StatType from the pre-populated

NOTE: A StatType can have several interval sets but only one can be active at a time. This means that you
can add an interval set to a StatType in advance and it takes effect on the specified valid-from date. The
interval sets for each StatType includes intervals with an adequate level of detail for the collected statistics

to be meaningful.

For example, if all calls are answered within 30 seconds, an interval set with intervals of 0-45s, 45s-1min
is not useful, since all calls fall into the first interval.
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However, an interval set with intervals of 0-5s, 5-10s, 10-15s, 15-20s, 20-25s, 25-30s and >30s is more
appropriate.

If you are uncertain of the queue time distribution, you can start with one interval set; if it does not meet
your needs, you can change to another set at a later time.

Installing the Quality Manager Wallboard

The Quality Manager Wallboard is a PC client application that provides a real time view of traffic in the
InAttend system. This application is usually installed on a different machine, but can reside on the same
machine as the Quality Manager Server.

Before installing Quality Manager Wallboard, follow the steps given below:

» Create an attendant user (see User Configuration, on page 126).

« Add the attendant user to an operator group in TCA. Make sure the operator group is configured with
at least all of the queues that the Wallboard application will monitor.

To install the Quality Manager Wallboard, do the following on the client machine:

1. Double-click the Install.exefile in the top-level directory of your software package to launch the Mitel
Installer.

2. In the Installer main window, click Browse Packages.

3. Inthe left panel of the Installation Wizard, expand the Optional Server Components folder and then
expand the Quality Manager Server folder.

4. Click on the Quality Manager Wallboard (optional) component.

5. In the main Installation Wizard window, click the Install or upgrade CMG Quality Manager Wall-
board (optional) link.

The Installation Wizard launches the Quality Manager Wallboard Setup wizard.
1. On the Welcome page, click Next.

2. Onthe End User License Agreement page, review the terms of the license agreement, then check
| accept the terms in the License Agreement and click Next.

3. On the Destination Folder page, specify the installation path for the Quality Manager Wallboard
application (or keep the default path) and click Next.

4. On the Language page, select the language you want to use in the Quality Manager Wallboard inter-
face.

5. On the Ready to install Quality Manager Wallboard page, click Install.

The system installs the Quality Manager Wallboard application.
6. When the wizard completes the Quality Manager Wallbaord installation, click Finish to exit.

Configuring the Quality Manager Wallboard application

You configure the Quality Manager Wallboard application from the Settings menu in the application itself.
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To access the Wallboard Settings tool, do the following:

1. Launch the Quality Manager Wallboard application from the Start menu (Start > Programs > Mitel >
Quality Manager Wallboard).

2. Open the File menu and select Settings, or press F9.

The application displays the Wallboard Settings page.

Configuring the Quality Manager Database Connection

You have to configure a connection between the Quality Manager Wallboard application and the Quality
Manager database to receive information on InAttend traffic.

To configure the connection to the Quality Manager database, do the following:
1. Select the QM database tab.

= Wallboard settings E= e

(M database ]ACS | Queues | Operators | Layout | Thresholds

Server: |192.168.162.20
Diatabase: |gm
User: |gmuser

Password: |~
Refresh interval (s): |5 El:

Connect

Ok Cancel

2. Specify values for the following parameters:

— Server: the IP address of the server hosting the Quality Manager database.

— Database: the name of the Quality Manager database (i.e., gm).

- User: the name of the account configured for Quality Manager Database access. The user account
“‘gmuser” is created during Quality Manager Installation and is configured with access to the QM
database.

— Password: the password of the account configured for Quality Manager Database access. Default
value is “Tomat2007”.

— Refresh intervals: The number of seconds between data updates from the Quality Manager data-
base. Shorter refresh intervals result in a heavier processing load on the database.

3. Click Connect to test the connection to the Quality Manager database.

4. Click OK to apply your changes.
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Configuring the InAttend Connection

To configure the connection to the InAttend server, do the following:
1. Select the ACS tab.

 Wallboard settings l = ——5

QM database ACS lOueues ] Operators ] Layout ] Thresholds
QueueManager

Server: [192.168.162.20

Port: [4813

Anf URL: |hﬂp:f’f152.1 68.162 20/nwAnA

TCSURL: |htlp:,ff1 92.168.162 20/TCS

CMG operator

Username: |niu:eadmin

Password: |"""

Company: |

Connect

OK Cancel

2. In the Queue Manager section, specify values for the following parameters:

— Server: |IP address of the InAttend server.

— Port: TCP port number of the ACS Queue Manager component, configured in the Telephony Config-
uration Application (TCA). Default value is 4812.

— AnA URL: URL to the Authentication and Authorization service (e.g., http://<hostname>/nwAnA).
— TCS URL: URL to the Telephony Configuration Service (e.e., http://<hostname>/TCS).

3. Inthe CMG operator section (for installations including CMG BluStar Server), specify values for the
following parameters:

— Username: user name of an operator created for the Quality Manager Wallboard application
(created in the CMG Configuration Manager).

- Password: password of the operator created for the Quality Manager Wallboard application.
— Company: company of the operator as configured in CM Configuration Manager

4. Click Connect to connect to the InAttend system.

Configuring the Queues to display

Queues are stored in the database by the Quality Manager, which receives information on all queues in
InAttend. You can rename queues using the QM Configuration Manager.

Only public queues are displayed in the Wallboard.
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To configure the queues to display in the Wallboard application, do the following:
1. Select the Queues tab.

= Wallboard settings L = L X ]
QM database | ACS  CQueues lOpemmrs ] Layout ] Thresholds
Loszilable gueues Displayed queues
Extemal
Intemal

Recall-5A4
ﬁ SA
]

L [»

OK Cancel

2. Select a queue from the Available queues list and click the right arrow to move it to the Displayed
queues list.

3. Repeat step 2 for each additional queue you want to display.

4. Toremove a queue from the Wallboard display, select the entry in the Displayed queues list and click
the left arrow to move it back to the Available queues list.

5. Optionally, change the order of the displayed queues by selecting a queue in the Displayed queues
list, and clicking on the up or down arrows to move the queue higher or lower in the list.

6. Click OK to apply your changes.

Configuring operators to display

To configure the operators to display in the Wallboard application, do the following:
1. Select the Operators tab.

* Wallboard settings = é
QM database ] ACS ] Queuss Operators ] Layout ] Thresholds ]
Awailable operators Displayed operators
Eka-1
Elcambar
Speech
. Jessica ﬂ
Eka-2
. A

oK ‘ e | _

2. Select an operator from the Available operators list and click the right arrow to move it to the
Displayed operators list.
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3. Repeat step 2 for each additional operator you want to display.

4. To remove an operator from the Wallboard display, select the entry in the Displayed operators list
and click the left arrow to move it back to the Available operators list.

5. Optionally, change the order of the displayed operators by selecting an operator in the Displayed
operators list, and clicking on the up or down arrows to move the operator higher or lower in the list.

6. Click OK to apply your changes.

Configuring the Wallboard layout

You can customize the Wallboard display to accommodate the size and resolution of the screen. You can
also specify whether the Wallboard shows a summary of call traffic or statistics by operator. Do the
following:

1. Select the Layout tab.

=, Wallboard settings C= S
QM database ] ACS l Queues ] Operators  Layout | Thresholds l
Show table
[~ Startup in full screen * Summary table " Operators table
Wwindow mode Full screen mede
Sum/ Op Queves Sum/Op

Titles font size: Titles font size:

Cell font size: Cell font size:
Column titles height: Column titles height:
Row titles width: Row titles width:
Cell min width: Cell min width:
Cell max width: Cell max width:
Cell min height: Cell min height:

Cell max height:

ool ol il o
ol el al
o)l el ul
o)l ]l

Cell max height:

[ Titles font bold [ Titles font bold

2. Enable the Startup in full screen option if you want the Wallboard application to start up in full screen
mode. By default, the application starts in window mode.

3. In the Show table section, select one of the following options:

— Summary table: the application displays a summary of all call traffic
— Operators table: the application displays calls statistics by operator

4. Optionally, customize the display parameters for font size and cell width in the Window mode section
(if the application runs in window mode) or the Full screen mode section (if the application runs in full
screen mode):

— Titles font size: font size of column headers and row headers.

— Cell font size: font size of values in table cells.

— Column titles height: fixed height (in pixels) of the top row containing all column headers.
- Row titles width: fixed width (in pixels) of the left most column containing all row headers.
— Cell min width: minimum dynamic width (in pixels) of cells. If set to 0, no restriction applies.
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— Cell max width: maximum dynamic height (in pixels) of cells. If set to 0, no restriction applies.
— Cell min height: minimum dynamic height (in pixels) of cells. If set to 0, no restriction applies.
— Cell max height: maximum dynamic height (in pixels) of cells. If set to 0, no restriction applies.
— Titles font bold: enables or disables display of bold font style for column and row headers.

5. Click OK to apply your changes.

Configuring thresholds for alerts

You can configure the Wallboard application to alert the user when the values for waiting calls, average
time in queue, or average handling time exceed defined thresholds.

There are two warning levels. If the first threshold is reached, the text flashes red. If the second level is
reached the data for that parameter turns red and remains red until the value drops below the specified
threshold.

To configure thresholds for Wallboard alerts, do the following:

1. Select the Thresholds tab.

= Wallboard settings l = X |

QM database | ACS | Queues | Operators | Layout Thresholds

Flashing Alert
Calls waiting: |0 0
Avg Q time () |20 50
Mg handling time (s): |20 L1}

0K | Cancel |

2. In the Calls waiting field, specify the threshold to trigger a flashing alert and the threshold to trigger
a red text alert for the number of calls waiting to be answered.

3. Inthe Avg Q time (s) field, specify the threshold to trigger a flashing alert and the threshold to trigger
a red data alert for the average time (in seconds) spent in a queue.

4. In the Avg handling time (s) field, specify the threshold to trigger a flashing alert and the threshold
to trigger a red data alert for the average handling time (in seconds) for calls.

5. Click OK to apply your changes.
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Additional configuration tools

The following configuration tools are also available if you want to make changes to your system configu-
ration after initial installation and configuration:

» DAL configuration tool: used to verify/change parameters used by the Data Access Layer in BluStar
server.

« CMG configuration tool: used to verify/change InAttend parameters after initial setup.

DAL configuration tool

To review or change any of the Data Access Layer parameters in BluStar server, do the following:

1. Navigate to the BluStar Server folder (Start > Program Files > Mitel > BluStar Server) and
double-click on the DALConfigurationTool.exe file.
The system opens the DAL Configuration tool.

i DAL Configuration \Lli-

File 7

Connection to DAL Service [ necessary for Snapware Server, PM Server, IPTSAPI Server, Webddmin (115 )

IP# Host Address  ([[ESE IR Backup IP / Host Address |

Port 5071 Backup Fort

Save

Connection to'webddmin [ neceszary for Attendant client and Attendant update service |

IP / Host Address |
Save

Connection to SOL DB's [ necesszany for DAL Service, WebAdmin [I15])

IP / Host Address | Backup IP / Host Address |
User |sa Backup User |
Password | xxxxxxxx Backup Password | xxxxxxx
Database |AastraC0nfig Backup Database |AastraCc-nfig
[ Instance <\SOLEXPRESS> [ Instance <\SOLEXPRESS>
Test ,7 Test ,7
Save
Wersion |3_ 0.0o

2. In the Connection to DAL Service section:

a. Update values for the following parameters:
« IP/Host Address: address of the server where the Data Access Layer (DAL) service is installed.
* Port: port number for the DAL server (default is 5071).
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» Backup IP / Host Address: Address of the backup server where the Data Access Layer (DAL)
service is installed (if available).

* Port: port number for the backup DAL server (default is 5071).

b. Click Save to apply your changes.

NOTE: The parameters in the Connection to WebAdmin section are not applicable for the InAt-
tend installation.

3. In the Connection to SQL DB’s section:

a. Update values for the following parameters:

» |IP / Host Address: address of the SQL server where the BluStar server database is installed.
» User: name of the SQL user account with access to the BluStar server database.

» Password: password for the SQL user account with access to the BluStar server database.

» Database: name of the BluStar server database.

+ Instance <\SQLEXPRESS>: enable if you are using SQL Express.

b. Click Test to verify the connection to the SQL database.

c. Repeat steps (a) and (b) for the SQL server with the backup BluStar server database, if appli-
cable.

d. Click Save to apply your changes.
4. Close the DAL Configuration tool.

CMG configuration tool

When you install InAttend, the information that you provide in the Quick Configuration Wizard is stored in
the system. You can use the CMG configuration tool to verify or change your settings.

InAttend standalone deployment

To review or change any of the initial setup information provided during InAttend standalone setup, do the
following:
1. Navigate to the BluStar Server folder (Start > Program Files > Mitel > BluStar Server) and
double-click on the CMGConfigTool.exe file.
The system opens the CMG configuration for WebAdmin tool.
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File 7

— Authentication mode

% BluStar / Infttend database " CMGG database

— Connection to SQL DB — Connection to Wwebddmin

IP / Host address I|NATTEN|322 IP / Host address IINATTEND22

NE Isa |dzer Iadmir‘]

Pazzword I““““““““

Ixxxxxx

Pazzward

Database Inice

[T Instance <%SOLEXPRESS:

Test | I

— wieh services

Aha Service

TCS Uszer Manager

|
|
TCS Configuration banager I
|

TCS Mcla Provider

204



CMG CONFIGURATION TOOL
CHAPTER 18 ADDITIONAL CONFIGURATION TOOLS

InAttend with CMG

To review or change any of the initial setup information provided during InAttend setup with CMG server,
do the following:

1. Navigate to the BluStar Server folder (Start > Program Files > Mitel > BluStar Server) and
double-click on the CMGConfigTool.exe file.

7 CMG configuration for WebAdmin I;Ii-

File 7

)
Authentication mode

" BluStar / Indttend database

Connection to S0L DB Connection to CMG TCA
IP/Host addiess  [INATTEND22 IP #Host address  |INATTEND22
User |sa Uszer |niceadmin
Password | ******** P — | xxxxxx
Database |NiCE
[ Instance <\SOLEXPRESS> =
Test |

Web services

Ana Service

TCS Configuration Manager

|
TCS User Manager |
|
|

TCS Wela Provider

Save

2. Inthe Authentication mode section, ensure that the BluStar / InAttend database option is selected.

w

3. Inthe Connection to Connection to WebAdmin section, update values to the following parameters
to provide WebAdmin access to ACS configuration:

- IP / Host Address: address of the server where TCA is installed (default is the server where ACS
is installed).

— User: name of the user account with permissions to log on to TCA (default is admin).
— Password: password for the user account with permissions to log on to TCA (default is Mitel123).

4. Click Save to apply your changes.
5. In the Authentication mode section, ensure that the CMG database option is selected.

6. In the Connection to SQL DB section, update values to the following parameters to provide
WebAdmin access to the CMG configuration:

IP /| Host Address: address of the server where CMG is installed.

User: name of the SQL user account with access to the CMG server database.
Password: password for the SQL user account with access to the CMG server database.
Database: name of the CMG server database.
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- Instance <\SQLEXPRESS>: enable if CMG is installed on a server with SQL Express
7. Click Test to verify the connection to the CMG database.

8. In the Connection to CMG TCA section, update values to the following parameters to provide
WebAdmin access to ACS configuration:

— IP / Host Address: address of the server where TCA is installed (default is the server where ACS
is installed).

— User: name of the user account with permissions to log on to TCA (default is niceadmin).

- Password: password for the user account with permissions to log on to TCA (default is mitel).
NOTE: If WebAdmin cannot connect to TCA, the “CMG Operator Group” option will not be available
in the WebAdmin Profile Group page

9. In the Web services section, you can specify URLs to provide WebAdmin with access to InAttend
web services:

- AnA Service: http://<server>/nwana/anaservice.asmx

— TCS User Manager: http://<server>/tcs/configurationmanager.asmx

— TCS Configuration Manager: http://<server>/tcs/usermanager.asmx

— TCS Ncla Provider: http://<server>/tcs/NclaProvider.asmx

10. Click Save to apply your changes.
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Verifying your installation

You can validate the InAttend installation via the BluStar Server WebAdmin tool.

1.

Access the BluStar Server Administration web interface by typing the URL: http://<host-
name>/webadmin in a supported web browser, where <hostname> is the InAttend server address.

Log in with the administrator credentials.
Select Tools and then Service manager.

Verify that all of the relevant services to your InAttend installation are running properly.

nAttend system verification

The following verification steps are provided to assist you in ensuring that all required InAttend features

a

re functioning properly.

General

Verify the following aspects of the InAttend system:

TASK PASSE | COMMENT

Verify that ELM license values are appropriate for
your installation (e.g., languages for Speech, SA
ports, InAttend users, etc.)

If your solution supports visually impaired
operators, ensure that the “Blind Support” option is
enabled in the Attendant Layouts configuration
profile (BluStar WebAdmin).

Verify that all configured prompts are played
(welcome, personal greeting, queue, Music on
Hold, camp on busy, queue with message, etc.)

Verify that there is enough memory for log files and
attendant recordings.

InAttend call handling

Verify speech path for all of the following call scenarios:

TASK PASSED | COMMENT

Place an outgoing call
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TASK

PASSED

COMMENT

Answer an incoming call

Blind transfer call (camp on)

Call in A and consult call from B

Call in A and consult call from B, toggle A and B

Consult call from B with early transfer

Consult call from B with transfer after answer

Recall busy

Recall no answer

Blind transfer call to new queue

Consult transfer call to new queue

Transfer outgoing A and outgoing B

Transfer to hunt group

Direct drop from InAttend

Park/retrieve call

DTMF

Mute call

Call queue when all operators logged out

Call recording

Dialling settings (preview dialling, one-click dialling,
or one-click and transfer)

Intrusion (with forced release for MX-ONE)

Automatic Call Distribution (ACD) or to all
attendants

Black listed — do not answer

Select different calls from queues (not just first
available)

Perform a search in Quick Info via BSW and
click-to-dial number

Line state and activities/forward

Verify line state and forwarding information for each of the following use cases:
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TASK

PASSED

COMMENT

Verify the line state on the extension

Set an activity from InAttend

Remove an activity from InAttend

Repeat above for PN and IVR

Set forward from InAttend

Remove forward from InAttend

Perform a large search and verify line state

Perform an F10-key search and verify line state

Verify CMG Web activities

InAttend user interface

Verify the following functions on the InAttend user interface:

TASK

PASSED

COMMENT

Perform an F10-key search from InAttend, clear by
pressing the Esc key

Perform an F10-key search from InAttend, clear by

pressing “x

Perform an F10-key search from InAttend, and
scroll the results

Perform a large search and scroll the search list

Verify history information

Verify InAttend activity information

Verify queue timeout updates

Verify language and time zone

Send message and chat

Quality Manager verification

Use the following procedures to verify proper installation and configuration of the Quality Manager compo-

nent and the Quality Manager Wallboard application.
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Verifying the Quality Manager installation

To verify the Quality Manager installation, do the following:

1.

Open a browser and enter the URL for the Quality Manager Reports application (http://localhost/gm
if you are navigating from the server where QM Reports is installed).

Log in with the user name “gmadmin” and password “mitel”.
Generate a report (for example, Traffic > Call Traffic).

a. Select today as the time interval.
b. Select half-hour as the granularity.
The generated report contains a graph and a table with no data.

Make a call to an operator.

a. Make a call that is routed to the switchboard.
b. Answer the call in the InAttend client.
c. End the call.

Regenerate the Quality Manager report with the same time interval and granularity. The generated
report contains a graph and a table showing the answered call at the appropriate interval.

Verifying the Quality Manager Wallboard

To verify the Quality Manager Wallboard, do the following:

1.

2,

Start the Quality Manager Wallboard application (Start > Programs > Mitel > Quality Manager Wall-
board).
On an operator workstation, make a call to one of the queues monitored by the Wallboard.
The call appears in the “Calls waiting” cell of the queue. The operator log on.

Queues Extirnal Internal Forward Owirflow

Calls walting o] i o] (o]

m 0 0 o o

Answared calls 1] a 0 [}

e — 0 0 0 0

v 2 time Q:0D 0:00 0:00 0:00

Awg kandiing time 0:00 0:00 0:00 0:00

Summany Direct  Forward  Recall Tatal Op. summary
Ingaming calls ] 0 0 o Lagaod o 1
Answered calk: ] 0 o ] Calls walting 1
e A S R

Ava ) time 0:00 0:00 ©0:00 0:00

Avghandiingtime 0:00 0:00 0:00 0:00

3. Answer the call and then hang up.

After a few seconds the data in the Summary view is displayed along with the following fields:
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— Incoming calls
— Answered calls

- Avg Q time

- Avg handling time

Quaues External Internal Forvward overflow
Calls walting o 0 0
Incoming calls 1 ] 1]
Answered calls 1 0 0
Av g time 0:00 0:09 0:00 0:00
Avg handling time 0:00 0:05 0:00 0:00
Sum mary Direst  Forwerd  Recall Total Op. summary |
Incoming calls 1 o o 1 Logged on 1
m 1 o 0 1 Calls walting 0
Majocntcsts. 0 0 0 O
Aug Q time 0:0% 0:00 0:00 0Q:09

Avg handling time 0:05 0:00 0:00 0:05

QUALITY MANAGER VERIFICATION
VERIFYING YOUR INSTALLATION

NOTE: The Op. summary table includes the logged on operators as configured in the Wallboard settings
dialog. If no operators have been configured to be displayed, the Op. summary table includes all logged

on operators.
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Logging

All components in CMG have log files for troubleshooting.

Make sure that enough hard drive space is available, as there is no size limiter (except for number of days)
for the logging. This could, in extreme cases on servers with a small C: drive, fill up the hard drive. For
example, the individual log files for CMG Web Service can reach 900 MB in size each.

It is recommended to have at least 50 GB available for log files.

Log Levels

The log levels are set in the Registry. The levels are from lowest level (Error) to highest (Debug). The
higher log level the more information is written to the log file.

Log Level REGISTRY | Description
Value

Error 0 Error logs are written when errors occur.

Warnings 1 Warning logs are written when the system diverges from normal
behaviour.

Info 2 Info logs are written for normal events in the system.This is the
default log level for customer site installations.

Trace 3 Detailed logs but without extra data output needed for debugging.

Debug 456 o0r7 The most detailed log level. Logs debug data.

Log Directory for each Component

This section describes where find the log files for each component.

On new installations, the default log directory starts with:
C:\ProgramData\Mitel\...C:\Program Files (x86)\Mitel\...

On upgraded system, the default log directory starts with:

C:\ProgramData\Aastra\...

C:\ProgramData\Netwise\...

C:\Program Files

Default software

AnA Web Service

(x86) \Aastra\...

The default log directory for Ana Web:

Service:C:\nicesrv\log
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BluStar License Manager

The default log directory for BluStar License Manager is:
C:\Program Files (x86)\Mitel\BluStarLicensemanager\

BluStar Server and BluStar Presence Server

The default log directory for BluStar Server is:
C:\Program Files (x86)\Mitel\BluStar Server\Trace
The default log directories for BluStar Presence Server are:

C:\Program Files (x86)\Mitel\BluStar Server\Trace\PresenceServer

CMG Web Service

The default log directory for CMG Web Service is:
C:\ProgramData\Mitel\CMGWeb.Service

Change of log level (1-7, default 3) for CMG Web Service:C:
\Program Files (x86)\Mitel\CMGWebService\CMGWebServiceConfig.xml

Enterprise License Manager (Server and Client)

The default log directory for ELM server and client is:C:
\Program Files (x86)\Mitel\License Manager\log

Mitel LDAP Server

The default log directory for Mitel LDAP Server:
C:\Program Files (x86)\Mitel\TSLDAP\log

InAttend Client

The default log directory for InAttend Client is:
C:\Program Files (x86)\Mitel\Attendant

InAttend History Service

InAttend Quick Configuration Service

InAttend Quick Configuration Web

Media Server

The default log directory for Media Server is:
C:\Program Files (x86)\Mitel\MediaServer\Logs

Network Telephony Services (NeTS)

The default log directory for Network Telephony Services (NeTS) is:
C:\Program Files (x86)\Mitel\TelephonyServices\Logs\NeTS

213



LoG DIRECTORY FOR EACH COMPONENT
CHAPTER 20 LOGGING

Queue Manager

The default log directory for Queue Manager is:C:
\Program Files (x86)\Mitel\QueueManager\Logs\QueueManager

Telephony Configuration Manager

The default log directory for Telephony Configuration Application is:
C:\ProgramData\Mitel\Logs

Optional Server Software

Quality Manager Database - C:\Program Files (x86)\Mitel\QualityManager\Logs
Quality Manager Service- C:\Program Files (x86)\Mitel\QualityManager\Logs
Quality Manager Reports Web - C: \temp\logs

Mobile Status Connection - C: \temp\MSCLogs

ACS Cisco Line State Server- C:\ProgrambData\Mitel\AcsCiscoLSS

Optional Client Software

Quality Manager Wallboard
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Appendix A: Configuring telephony services
in TCA

The Telephony Configuration Application (TCA) is a web-based application used to configure the Tele-
phony Server system. TCA provides template configurations that you can use to simplify configuration.
TCA configuration has two levels:

» Main level: contains common and shared resources like hosts and subsystems.

» Site level: contains customer-specific information such as call manager environment, device ranges
(number plan), queues and operator groups.

This section provides an example of how to create one site including two hosts: a call manager (MX-ONE)
and the InAttend server (ACS).

NOTE: The host and network names have to be true DNS names, and the IP address has to exist in the
network.

Telephony services configuration sequence

The main tasks for configuration of the InAttend telephony server in TCA are as follows:
1. Create the main TCA configuration file.
2. Create hosts for the call manager and for the ACS.

3. Add a site to contain customer-specific configuration (e.g., queues, operator groups, etc).

a. Create a network
b. Add a PBX.
c. Add a domain and configure the domain with the PBX.

Configure subsystems (Line State Server, Queue Manager, Media server).

4
5. Configure queues.

6. Create an operator group and associate the group to a queue.
7

Deploy the configuration.

You can access the TCA tool from a supported browser (for example, Internet Explorer or Edge Chro-
mium), using the following address: http://<TCA web server>/TCA (where <TCA web server>is
the InAttend server address).

A TCA configuration file is a database using an XML document that defines the system configuration. This
file contains configurations for all call manager components. TCA supports multiple configurations, but
since one configuration file contains information for the entire InAttend system, only one configuration file
is typically used.

When creating a configuration, it is recommended that you use one of the predefined configuration
templates. When you use a predefined template, the system automatically creates the required compo-
nents for your configuration. You only need to customize the components with your specific configuration.
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For example, when you use the pre-defined InAttend MX-ONE SIP Template, the following components
are automatically created in TCA:

TCA Main Configuration: MX-ONE SIP Template

Telephony Configuration
Application

- InAttend Sample
| Hosts
----- Public Networks
----- Hosted Private Networks

The list prezents all sites in the configuration.

Click en New... to create a new site.

To edit/view the site, click on the site name

To rename & site click on the pen icon.

A site can only be deleted if it does not contain any items.
To delete a site click on the trash bin to the right.

E---Subsvs(ems

| E-Linestate Servers J’ﬂlﬂ
Lss1 1
LSS2 Newi.. |

E| Queue Managers

: QueveManager 1

[ NeTSs
ACSSERVER1

~—ACSSERVER2

E| Media Servers
MediaServerl
MediaServer2

Working with: InAttend Sample Last depleyed (UTC): Never deployed

TCA Site Configuration: MX-ONE SIP Template

Telephony Configuration Sitel

Application

Click en any item in the treeview on left hand
_ side to create a new element in the site.
Bl ste:siter |

= Private Networks
I=I My Network
= MX-ONE
I=I Domains
— Domain 1

= Public Queues

Internal
= Operator Groups
I=I Op group 1
- Queues
CMG Users
Voice Systems

Working with: ImAttend Sample Last deployed (UTC): Never deployed E
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Create a TCA configuration

The configuration example described in the following sections uses the Empty Template, to describe
creation and configuration of all required components.

To create a new TCA configuration, do the following:

1. Open a browser and log in to the TCA tool ().

2. On the Configurations page, click on the icon beside the Empty Template.

/= Telephony Configuration Application - Windows Internet Explorer

% ¥ I@ fikip: finattend,tea/mair pj |‘_’ |£| (2 Telephony Configuration &p... X | | T

Telephony Configuration Configurations
Application

Configurations
M o configuration loaded Click an the configuration name to werk with the configuration. To create 3 new configuration click on the "new"

symbal to the nght. The chosen configuration will be the templatz for the new configuration. To deletz a
eanfiguration, click on tha trazh bin to tha right of tha configuration. Dewmload a file by right clideing cn tha
zource link znd choosing "Save Target £5.." in the popup menu.

Ben template (source) /212013 3:03:01 AM o W

InAttend Sample (source}

Templates
To create a new configuration from the template click on the "new” symbel to the right.

CMGVaice Without CTC - Template CMGVoice Without CTC - Template
CUCM SIF Template CUCK SIF Template

IEmpty Templata Empty Tamplats
-n. =1y emplatz Inattzn 2mplate

InAttend M¥-OME SIP Template InAttend MX-OMNE SIP Template

Single ACS Templats Single ACS Template
Single CTC Templats Single CTC Template

Single CTC With Quaue Messages - Template Single CTC With Queve Messages - Template

Working Last deplayed
(UTC}:

withs

3. Enter a name for the configuration and click Create.

TCA displays the Configuration overview page.
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Telephony Configuration
Application

[S§ New Sample Config
Hosts
Public Networks
Hosted Private Networks

i Subsystems

Configuration overview:

Infarmation about current configuration:

Caonfiguration: New Sample Config
Last deployed: Never deployed

Last deployed info:

Show deployment info

Show System overvievi.. I

Show TSP configuration... I

Show CUCM configuration... I

Other tasks:

Load another configuration I

Working with: MNew Sample Config Last daployed (UTC)}: Neverdeployed

Configure the call manager and ACS hosts

You need two hosts defined in your telephony server configuration: one host for the call manager and one

host for ACS.

1. First, create the ACS host. In the left panel of the TCA interface, click on Hosts.
TCA displays the Hosts page in the main window.

2. Click on the New button to create a new host.

Telephony Configuration
Application

=] New Sample Config

The list presents all hosts.

Click on New... to create a new host.

Click on the edit icon to change a host's properties.
To delete a host click on the trash bin to the right.

3. Inthe New Host window, specify values for the following fields:

- Host name: the hostname (known in the network) of the server. The host name is used by software
to identify the machine on which it is running.

— IP address: the IP address of the server. This field is optional when network name is specified and
DNS-SRV lookup is used.
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- Network name: The network name is used by software connecting to the specified machine (i.e.,
have to be routable from the network). Use the IP address if the name is not routable. The network
name has to be a host FQDN. This field is mandatory when DNS-SRYV lookup is used.

If only when no IP address is specified, then NeTS does DNS SRV lookup on the specified "networ-
kName".

If IP address is specified for HOST, then that shall be used.
— Description: some descriptive information for the host.

NOTE: IP address , Host name and Network name are the fields that are used when contacting
a specified host (through IP address or DNS lookup).

Edit host - Microsoft Edge = O X
10.211.63.76/tca/host/hosteditp.

Host mame  [Mxa7a] |

IP mddrass 10.211.63.140
Network name [l 71.inattendbsgl.com
Cescription | PBX

Hote! Modt name, [p sddredd and Metwork name MUt exist on the
LAN in order for the configuration to wark proparly.

| update | [ cancet |

4. Click Create to save your changes.

5. Repeat steps 2 to 4 to create the call manager host (with the appropriate parameter values for the call
manager). The system displays the new hosts on the Hosts page

Telephany Conlbguration Hosts

Application

The list presents all hosts.

ek on Mew... 1o creale 8 new host

Chick on the edit icon to change a host’s properties.
Too chesbistee & host click on the trash bin 1o the nght

= SimpleConiig
Hosls
Pubilic Networks [Hostmame |10 | Wetwork name |Description ]
Hosted Private Networks ___,’ .]AJ&NI L:.-CI.:'!'I.E»-3.?E»- ;]hJ‘EM |

Attendant Call Server
® Subsystems .--} MXLITY 10.211.63.140 mal 71 imattendbgl. com FBX

Sites

Add a site

The site configuration contains customer-specific information such as call manager environment, device
ranges (number plan), queues and operator groups. There has to be at least one site in the configuration.
1. In the left panel of the TCA interface, click on Sites. TCA displays the Sites page in the main window.
2. Click on the New button to create a new site.
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Telephony Configuration
Application

=] New Sample Config

The list presents all sites in the configuration.
Click on New... to create a new site.
To edit/view the site, click on the site name

‘.. Hosts To rename a site click on the pen icon.
H A site can only be deleted if it does not contain any items.
Public Networks To delete a site click on the trash bin to the right.

Hosted Private Networks

Subsystems S eme

3. In the New site dialog, enter a name for the site and click Create.

g New site -- Webpage Dialog E

Enter a name for the new site.
|site1]

ance |

TCA creates the new site and displays the new site on the Sites page.

Telephony Configuration sites |

Application

The list presents all sites in the configuration.

Click on New... to create a new site.

To editfview the site, click on the site name

To rename a site click on the pen icon.

A site can only be deleted if it does not contain any items.
- Public Networks To delete a site click on the trash bin to the right.

[Fl-InAttend Sample

i-Hosts

--Hosted Private Networks

 Subsystems CoName
ere— st

1

Configure a network for the site

You create a network for your site and add a PBX. A network can continue one or more call managers.
In this example, there is one call manager.

1. Click on the site entry to open the site configuration.
TCA opens the Site page in a new window.

2. On the Site page, click on Private Networks in the left panel to display the Private Networks page in
the main window.

3. Click the New button to create a network.

Telephony Configuration Private Networks

Application

Site 1 The list presents all private networks in the site.

Click on the trash bin to the right to delete a network
or New... to create a new network.

- Site: Site 1 Click on the network name to rename a network.

= Private Networks

ublic Queuves
perator Groups @

i Voice Systems

4. In the New network dialog, enter a name for the network and click Create.

221



CHAPTER 22

ADD A SITE
APPENDIX A: CONFIGURING TELEPHONY SERVICES IN TCA

{=l New Private Network -- Webpage Di...
New Private Network

|r~* v Metwork|

Create I

Mame

Cancel I

TCA creates the network component and displays the network on the Private Networks page.

Telephony Configuration
Application

=] Site: Site 1

The list presents all private networks in the site.
Click an the trash bin to the right to delete a network
or New... to create a new network.

Click on the network name to rename a network.

B Private Networks
Name
ublic Queuves

‘) My Network |
perator Groups

i..Voice Systems Nevi...

Add a PBX to the network and configure a SIP port
Do the following:

Private Networks

1. Expand the Private Networks component in the left panel and click on the entry for the display the

network you just created.
TCA displays the new network in the main window.

2. Click the New button to add a PBX (call manager) to the network.

Telephony Configuration
Application

The list presents all FBXs in the selected private network.
Click an the trash bin to the right to delete a PEX
or New... to create a new PBX.
o Site: Site 1 Click on the PBX name to rename it
E---Pri\rale Networks

Name Type

- Public Queues
i~ Operator Groups

.. Voice Systems

3. Inthe Create new PBX window, specify values for the following fields:

— Select PBX type: select Generic PBX or CUCM (for Cisco call managers only).

— Name: the name of the call manager.
- Type: the type of call manager (e.g., MX-ONE).

4. In the SIP Port section, click New to add a SIP port.

a. In the New SIP port window, specify values for the following fields:

* Name: name of the SIP port.
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» Description: optional additional information.
» Host: select the host you created for the call manager from the list.

» Port: keep the default value of 5060. SIP normally uses default port 5060 for UDP/TCP and 5061
for TLS. For Skype, however, port 5068 is used for UDP/TCP and 5067 for TLS.

» Protocol: select the appropriate protocol from the list.
» Use Trombone transfer: enable or disable this option.

Trombone transfer is enabled for certain call managers (e.g., Skype and CUCM) but is
disabled for MX-ONE. If trombone transfer is enabled (True), the NeTS process will act
as a B2BUA (Back To Back User Agent) and keep control of all legs of the complete call
session.

b. Click Create to add the SIP Port.
The new port appears in the SIP port list.

5. Click Create to create the PBX.

NOTE: If you configure NeTS to use TLS in the NeTS configuration tool, NeTS opens port ‘n+1’ for commu-
nication although ‘n’ is the port configured in TCA as the PBX SIP port
Add a domain to the PBX

Do the following:

1. Expand the Private Networks component in the left panel to display the new network and the new call
manager.

2. Click Domains to display domain information for the call manager in the main window.

3. Click the New button to create a new domain for the call manager.

Telephony Configuration My Network - MX-ONE - Domains
Application
_ The list presents the domains in the Generic PEX cluster.

Name PBXId NCLA DomainId Internal prefix SIP Domain Phone Context

=] Site: Sitel
H .) Domain 1

E---Pri\rale Networks B ; @
| E-My Network

= MX-ONE
-- Domains
Public Queues

---Clperalor Groups

.. Voice Systems

4. In the New domain window, specify values for the following fields:

— Name: name of the domain.

— PBXID: ID of the call manager you created earlier (TCA uses this ID to map between the call
manager and the domains in TCA).

- Internal prefix: internal prefix to be used (if configured for the call manager)

— CMG View: name of the CMG view that is used if using several customer groups in CMG (the CMG
view defines what the operator sees in the Search view.)

— SIP domain: DNS domain in To/From-headers if required by the call manager. Otherwise the host-
name or IP address of NeTS computer is used.

- SIP domain description: optional information for SIP domain.
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— Phone context: phone-context=xxx in the sip URI if required or used by the call manager. Also used
to map incoming calls to a TCA domain.

- Autogenerate *23: Enable or disable option to generate an absent code for CUCM call manager.
Enable for Cisco call managers only.

5. Click Create to create the domain.

Configure the new domain

After you have created the domain, you can add device ranges and assign a SIP port.

1. Expand the Private Networks component in the left panel to display the new domain you created
under the call manager.

2. Click on the entry for the new domain to display the Domain page in the main window.

The device ranges associated to the domain are listed on the Domain page. There are two types of
device ranges: application number (used for queues) and phone (configured for routing issues).

3. In the Device Ranges section, click on the New button to add a device range.

Application
PEX Id |1
- Site: Sitel Default internal prefix H |
é---Pri\rale Networks CMG View I
é---Mv Network SIP Domain I
: é---MX-ONE SIPF Domain Description I
E‘"'P°mai“5 Phone context I
W Create *23-numbers
---Puhlic Queues
---Clperalor Groups
b Voice Systems Ports
Name Type Host name Port Protocol Description
SIP-Trunk sip MX-ONE 5060 upp SIP-Trunk to MX-OMNE o
Media servers
Name Order
MediaServerl 1 | |
MediaServer2 2 | |
Device ranges
Description Range Type
7 Office phones 2000 - 9939 Phana |
.) Operators and CMGSpeech 1000 - 1993 Application number
MNewvi.. ™

4. In the New device range window, specify values for the following fields:

Type: the device range type; select Phone.

Description: optional information to describe the device type (e.g., “Office phones”).
Internal prefix: leave blank.

Range: specify the number range for all devices configured on the PBX

(e.g., 12000 to 15999).

5. Click Create to add the device range.

6. Click New in the Device Ranges section again to configure the attendant number.

224



ADD A LINE STATE SERVER
CHAPTER 22 APPENDIX A: CONFIGURING TELEPHONY SERVICES IN TCA

7. In the New device range window, specify values for the following fields:

— Type: the device range type; select Application Number.
— Description: optional information to describe the device type (e.g., “Attendant”).
— Internal prefix: leave blank.
NOTE: This is the internal prefix of the domain if a partitioned CUCM is used. While creating

any device range for E.164 number, you must enter the prefix in Internal Prefix area and
provide the number range without any prefix.

- Range: specify the number range (e.g., 09 to 09).
8. Click Create to add the device range.

The new device ranges are now displayed in the domain Device ranges list.

Device ranges

Description Range Type
.) Office Phones 12000 - 15999 Phone |
./ Attendant 03 Application number |

Newi... |

9. Inthe Ports section, assign the SIP port you created on the PBX to the new domain. Select it from the
pull-down menu and click Add.

10. Click Close to complete the site configuration.

Add a Line State Server

Add a LineState Server to monitor the line state of the devices configured in the site.

1. Click on Subsystems in the left panel of the TCA interface to display the Subsystems page in the
main window.

2. Click the New button beside the Linestate Servers entry to add a line state server.

=] New Sample Config

Telephony Configuration Subsystems
Application

Click on "Mew..." to create a newelement in the site.

Subsystem Summary

Linestate Servers

Queus Managers

NeTSs
PEXSTDs

Quality Manager Clusters

E?

Media Servers

3. In the New Linestate Server window, specify values for the following fields:

- Name: name of the Linestate Server (e.g., LSS1).
— Host: select the call manager host you configured earlier from the list.
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— Port: for MX-ONE, enter 5077. This is the socket TCP port used by the Linestate Server to listen for
incoming connection requests from the call manager.

— Domains to service: specify the domains to monitor. Click the Add button and in the LSS domain
to monitor window, select the PBX and the device ranges you configured earlier. These are the
domains and phone ranges that the LineState Server monitors for line sate requests.

4. Click Create to add the Linestate Server.

Add a Queue Manager

Do the following:

1. Click on Subsystems in the left panel of the TCA interface to display the Subsystems page in the
main window.

2. Click the New button beside the Queue Managers entry to add a queue manager.
3. In the New Queue Manager Cluster window, specify values for the following fields:

— Name: name of the Queue Manager.
— NeTS / NQM host: select the ACS host you configured earlier from the list.
— Secondary NeTS / NQM host: specify only if you configured a secondary ACS host.

— Attendant client port: keep the default value of 4812. This is the socket TCP port used by Queue
Manager to listen for incoming InAttend client connections.

— Quality Manager Port: keep the default value of 4813. This is the port used by Quality Manager
(optional InAttend application).

4. Click Create to add the Queue Manager.

The system displays the new Queue Manager subsystem in the left panel.

5. Click on the new Queue Manager entry in the left panel to display the Queue Manager Cluster page
in the main window.

6. Inthe Use LSS section, specify the Linestate Server that the Queue Manager uses to obtain line state
information from the call manager. Select the Linestate Server you created earlier from the pull-down
list and click Add.

Queue Manager Cluster - Queue Manager 1

Settings
Primary NeTS { NQM host | ACS (ACS host) ]
Secandary NeTS / NQM host | No secondary host _ [w]
Attendant client port fasiz
QualityManager port fesiz
Use LSS
Host
[ »l B

Serviced domains
Domain

[oomen ] 24| B

7. Inthe Service domains section, specify the domain you created earlier from the pull-down list and click
Add. (This is the domain that the cluster supports in terms of, for example, *23 services).
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Queue Manager Cluster - Queue Manager 1

Settings
Primary NeTS / NQM host  [ACS (ACS host) _ [v]
Secandary NeTS / NQM host |Wo secondary host ]
Attendant client port fasiz
QualityManager port fem
Use LSS
Host
[E5i] a4 @

Serviced domains
Domain

==

8. Click Update to save your changes to the Queue Manager.

Configure the NeTS host

When you create the Queue Manager component, the system automatically creates a NeTS component
for the ACS host you specify in the Queue Manager Config.You have to perform additional configuration
to enable the NeTS component.

1. Expand the NeTS component in the left panel to display the NeTS host created for the Queue
Manager.

2. Click on the entry for the new NeTS host to display the NeTS host page in the main window.
3. In the SIP Ports section, click on the New button to add a SIP port.
4. In the New SIP port window, specify values for the following fields:

— Name: specify a name for the SIP port.
— Description: optional additional information for the SIP port.
— Port: keep the default of 5060.

(This is the SIP port on the NeTS side, not the call manager).

5. Click Create to save your changes.

Create a media server and add it to the site

You have to define a media server for your InAttend configuration.

1. Click on Subsystems in the left panel of the TCA interface to display the Subsystems page in the
main window.

2. Click the New button beside the Media Servers entry to add a line media server.

3. Inthe New Media Server window, specify values for the following fields:
— Name: specify a name for the media server.
— Host: select the ACS host where the media server resides from the pull-down list.
— Port: keep the default of 5065.

4. Click Create to save your changes.

5. You have to add the new Media Server to your site.
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Click on Sites in the left panel of the TCA interface and in the main window, select the site you created
earlier.

6. On the Site page, expand the Site component to display the network and domain sub-components.

7. Click on the domain that you created earlier to display the Domain page in the main window.

8. In the Media servers section, select the media server you created earlier and click Add to add the
server to your domain.

Name
MS1

Media servers

Order

Create a queue for the site

You configure queues for incoming calls and add them to operator groups. A queue can be configured for
handling by any operator group. Each queue can have one or more queue entries.

There has to be at least one external queue. Normally, internal queues are pre-defined.

1. On the Site page, click Public Queues in the left panel to display the Public Queues page in the main
window.

2. On the Public Queues page, click New to create a new queue.

3. In the New Queue window, enter values for the following fields:

a. Settings section:

Name: name for the queue (displayed in the InAttend client).
Queue Manager Cluster: select the Queue Manager cluster that you created earlier.
Default prio: default priority. Queues are prioritized in the InAttend client from left to right. A higher
number indicates higher priority.
NOTE: If the created queue should be used as a Public Parking Queue then you must set
the prio to 0, if the prio is not set to 0 the queue will not work as a parking queue.
Max size: length of the queue (i.e., the maximum number of callers that the queue can handle at
a given time). When the maximum queue size is reached the overflow behaviour configured on
the queue entry is triggered.
Wait time 1st alert (s): the interval (in seconds) after which the first alert is sent to the attendants
to alert them that a call has not been answered. The queue display turns orange and an orange
dot appears beside the call entry in the InAttend client.
Wait time 2nd alert (s): the interval (in seconds) after which the second alert is sent to the atten-
dants to alert them that a call has not been answered. The queue display turns red and a red dot
appears beside the call entry in the InAttend client.

b. Default Queue Entry Settings section:

Active: the time interval for when the queue is active. When the queue is not active, all calls are
redirected to the passive redirect queue/address.

Passive redirect: the queue or number that calls are redirected to if no attendant is handling this
queue (that is, no attendant on duty has this queue in their InAttend client configuration).
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NOTE: The passive redirect destination must have a good capacity in accepting and
handling calls. It should not respond busy. In the case of Mx-One, the destination can be
a hunt-group.

Overflow: the queue or number that calls are redirected to if the queue is full.

4. Click Create to save your changes.

Create an operator group and assign it to a queue

You should create an operator group for InAttend users and assign the operator group to the site’s queue.

1. Click on Operator Groups in the left panel of the TCA interface to display the Operator Groups page
in the main window.

2. Click the New button to add an operator group.

3. Inthe New Operator Group window, enter values for the following fields:

a. Settings section:

Name: name for the operator group.
Queue Manager Cluster: select the Queue Manager cluster that the InAttend client connects to.

ACD: enable or disable Automatic Call Distribution. If enabled, enter a value for answer timeout
(s) (i.e., the number of seconds until an attendant in the group is black-listed due to inactivity. A
blacklisted attendant has to manually log in again in order to receive calls)

Solidus eCare: enable if the operator group is dedicated to the Attendant Agent solution.
None: when selected, call to this operator group are presented to all operators in the group.
Intrusion allowed: enable to use the MX-ONE intrusion feature.

Initialize timeout (s): the interval (in seconds) that the InAttend client waits for the Queue
Manager to initialize; otherwise the client assumes an error.

Connect timeout (s): the interval (in seconds) that the TCP socket connection waits before
assuming an error.

Enable Conference Tone: enable this to play a conference tone on entry or exit of a caller in
3-party conference (caller A, B, and attendant) for the following scenarios.

Attendant enters a 3-way call (talking to A and B at the same time)
Operator dropping call on B-panel
User A leaving the conference

User B leaving the conference
Recording Prompt: plays a prompt to the caller or called (external party) indicating that the call
is being recorded. If it is not configured, that is, if the option is left blank, no prompt is played but
the call may be recorded.

The call can be recorded on demand or by default all calls are recorded. This prompt is

configured based on operator group from TCA.

NOTE: This feature is not for creating ad hoc conferences for people.

For upgraded clients the shortcut key must be configured manually in the InAttend Options dialog. For
new installations, the shortcut key is pre-defined.

Conference tone will play only if it configured in TCA.

Clerical time (s): Specify the time (in seconds) for an operator group to perform clerical work.
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b. Use LSS section:
Select a linestate server from the pull-down list and click Add.
c. Camp on section:
i. Recall no answer timeout (s): the interval (in seconds) before calls transferred to internal
or external extensions are sent back to the attendant after no answer. Default for internal
is 30.
Default for external is 30.
NOTE: The timeout value is selected on whether the target is internal/external.
ii. Recall busy timeout (s): the interval (in seconds) before a transferred call is sent back to
the attendant when the user is busy (default is 20).
iii. Recalls from Consult Calls: enable or disable. Determines whether calls are sent back to
the attendant in case of no answer on a consult call.

iv. Behaviour: Select the application to run when a call enters a “camp on queue” (e.g., Music
on Hold, to play music while the caller waits for the target extension or attendant to answer).

d. Click Create to save your changes.

NOTE: The system creates two private queues when the Operator Group is created: a queue
for Recall and a queue for Park. You can change these on the Queue Settings page.

4. Expand the Operator Groups component in the left panel to display the new operator group.

5. Click on Queues (under the new operator group) to display the Queues page for the operator group
in the main window.

6. Inthe Displayed queues section, select the queue you create earlier from the pull-down list and click
Add.

Displayed queues
Name

Park

Recall

Queue MX-ONE

Type

private

private

public ) §

= seil]m

|m|g|oi

NOTE: If you make any change in Operator Groups, restart the InAttend Client.

Configuring public recall queues

To assign a public recall queue, a Public Queue is added under “Public Queues” first.

NOTE: It is not allowed to use a "public operator queue" i.e. reached by an access number as a public
recall and/or park queue.

For example: If we want to create a new queue — Uma_Bhat, follow the below steps:
1. Go to Public Queues.
Select New Queue.

2
3. Enter a desired Name for the new queue.
4

The values for Queue manager cluster, Default prio, Max size, Wait time 1st alert, Wait time 2nd alert,
and Queue NoAnswer Time is taken by default.

5. Click Create.
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Telephony Configuration
Application

=] Site: My_Site
Private Networks
¥ ot Queves
. . Internal
| -« External
~- ISDMN
Shankar_Q

Operator Groups
" Voice Systems

Public Queues

The list presents all public gf
Click on the trash bin to the|
or New... to create a new g
Click on the queue name to

;) External
,) Internal
./ 1SDN

L} Shankar_gQ

@ http://10.10.144.48/tca/site/queuenewiframe.htm

#

e ————

Settings

Name

Queue Manager Cluster
Default prio

Max size

Wait time 1st alert (s)

Wait time 2nd alert (s)

E_
o

Queue NoAnswer Time (s) -

Passive redirect

Closed redirect

Overflow

Overflow Mo Answer

Default Queue Entry Settings
Only used when creating new queue entries.

@ no passive redirect
O queue
O Number
@ No closed redirect
O qQueue
© Number
® No overflow
O Queue
O Number
® no overflow

O Queue Internal v
O Number

Internal ~

Intermal N

Cancel

A New Queue — Uma_Bhat is created. This queue does not have an access number.

Telephony Configuration

Application

=l Site: My_Site

- Private Networks
=l Public Queues

; « Internal
External

Kumar_Queue

CUCM_Queue

E Uma_Bhat |

=I-Operator Groups

=~ MX1_0Operators

Queues

: - Operator Group Users
=~ CUCM_Operators

- Queues

: - Operator Group Users
.. Voice Systems

Queue - Uma_Bhat

Settings

Queue Manager Cluster
Default prio

Max size

Wait time 1st alert (5)
Wait time 2nd alert (s)

Queue Moanswer Time (s)

Passive redirect
Closed redirect
Overflow

Overflow Mo Answer

My_QueueManager v i

Default Queue Entry Settings
®no passive redirect @] Queue
@ Mo closed redirect O‘ Queus
O Queue

® no overflow answer () Queue

@ No overflow

Internal (My_Site]

| Intemnal (My._Site)

O Number
O Mumber
O MNumber

O MNumber

Queue Entries
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Queue entry without an access number
The Call queues are Private by default under the Recall and Park.

Recall

g /7 Recall - Busy For Internal Calls Recall (private)
‘/) Recall - Busy For External Calls Recall (private)
._/) Recall - No Answer For Internal Calls Recall (private)
r 7 Recall - No Answer For External Calls Recall (private)

Park
3 7 park Queue Park (private}

To change a private queue to a public queue, follow the steps.
a. Go to Operator Groups.
b. Select CUCM Operators.

c. Inthe Recall section, click the pencil icon to access the Queue Settings > Private queue (to be
changed to public).

d. Go to Queue Settings.

232



PRIVATE QUEUE NUMBER FOR INDIVIDUAL ATTENDANTS
CHAPTER 22 APPENDIX A: CONFIGURING TELEPHONY SERVICES IN TCA

@ http://10.10.144.63/1ca/site/operatorgrouprecallsettingsiframe.aspx?i =busylnt&functionNarr

Queue settings: Recall - Busy For Internal Calls

Choosing private queue will return calls to the same attendant that previously handled the call.
Redirect settings to public queues are possible.

Choosing public queue will allow all attendands in the same operator group to answer returned
calls. Other attendants may also answer the call if the same queue is added to other operator

groups.

O private |® public

Choose from existing Public Queue

External (My_Site)
Kumar_Queue (My_Site)
M_Queue (M ite

Uma_Bhat (My_Site)

Back | [nNext| | ok | [ Cancel I

L

The Queue Settings Recall — Busy for Internal Callswindow is displayed.
2 radio buttons for Public and Private are displayed.

Choose the queue (Uma_Bhat) to be changed to public.

Select Public.

i. Click Ok.

The private queue Uma_Bhat is changed to public queue.

sa ™o

Private Queue Number for Individual Attendants

The administrator can define a private queue for an operator group. The administrator can also define the
queue access number or the number range for the private queue similar to public queues.

The attendant is responsible to maintain unique number for each attendant. NOTE: The route for private
queue access number is created by the call manager to ACS.
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o]
atnnien shsead [ Mote) Mot appbcati vhite confepenng with cuom
tetwkae mmast (o) 3|
Conmmattmasst (s) (380 ]
Clamcal imasvt ) o

B ——
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B —

Hawat by bmant (0} 05|
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cam
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« Buvy Fos Betmemal Calls acal [asuate]
= W Anwvmr Far ieteimal Calle  Raiall Lncatel

- em degvemr bur Butarmal Cote  Bacall [pruata)

Fack
’Mh Eact lasnainl

Im--.-

[ T y—
o Baca - Buny Fau Garamal Cole Sasal (pmatnl
o Bacall - b e For Totuenal Gl Bacal [psupin]
o Bacell - he Aavas fur tuteemal Coby Zacf Gmaia)

Private Queue after creation
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Name I

Queue Manager Cluster | My_QueveManasger

Default prio

Max size

Walk time 1st alert (s}
Walt time 2nd alert (s} |30

[emaie] [coneal] o

New Private Queue
NOTE: If you check the Private Queue Status checkbox, the Private Queue feature is enabled.
Click edit option icon next to Private Queue to edit the Private Queue configuration.

Use LSS
VSDESKTOP | |
Camp on

Recall no answer timeout internal external

s

(s Mame |MVQ |
Recall busy timeout (s) Max size |:|
Recalls from Consult Calls Wait time 1st alert (s)

Wait time 2nd alert (s)
Behavior Music on hold .
Recall Private Queue access
| Functon  Usedqueve Description |
‘) Recall - Busy For Internal Calls Public_Recall Phx My_PBX W
.) Recall - Busy For External Calls Recall (private) Number | 5001 - Internal Queue V|
‘) Recall - Mo Answer For Internal Calls Public_Recall Range

i My_Domain W
‘) Recall - No Answer For External Calls Recall (private) Domain L/
Create

Park
| Function  Used queue gueve Entries
./ park Queue public_Park Description  Accessnumber

PQ 5005 - 5006

Private Queue

Private Queue Status

‘) Private Queue  MyQ | |

Private Queue Access page
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Configuring Voice systems

To configure a new voice system to the site, perform the following steps:
1. Click the site entry to open the site configuration. TCA opens the Site page in a new window.

2. On the Site page, click Voice Systems in the left panel to display the New Voice entry page in the
main window.

2| Voice entry -- Webpage Dialog ﬁ

‘ \@7 http://10.10.144 48 /tca/site/voiceentrynewiframe.aspx ‘

New Voice entry ~
RS v

Mumber Range | 81000 - Internal Queue V|

Queue Manager | My_QueueManager V|

Access number |81000 | - |81000 |
v
< >

3. Select the required type of speech from the Type drop-down list. The following types of speech are
available:

a. CMG Speech: This speech type uses the same method that an attendant client uses to drop a
call into a mailbox.

b. Direct drop CMG Speech: This speech type is configured to enable direct drop from the InAt-
tend client (or Speech Attendant) to the CMG speech voicemail of a user.

c. Direct drop to external system: This speech type is used for a standalone system. With this
type of speech the operator can route a call to a third party voicemail server or system.

Select the number range for the queue.
Select a queue manager cluster from the Queue Manager drop-down list.

Enter the required access numbers for the SIP Trunk.

N o o &

Click Create to create the Voice System.

Deploy the configuration

When you have completed configuration changes in TCA, you have to deploy the configuration to make
it active.

1. In the Site page or the main TCA configuration page, click Deploy in the bottom right-hand of the
page. To deploy the configuration in TCA, click the Deploy button at the right bottom of the Site page.
The Deploy configuration dialog is displayed:

2. In the Deploy configuration window, click Deploy to confirm.

The system deploys the selected configuration.
3. Click Close to exit the TCA.
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NOTE: You must restart Queue Manager and NeTS, when you switch between two different configurations
in TCA. (For example, to switch between config1 to config2, deploy config2 in TCA, and then restart NeTS
and Queue Manager services).

Queue Overflow on No Answer

When calls go to different queues for attendants sitting in different geographical locations, the customer
needs to configure overflow in TCA, so calls are forwarded when they are not answered. The customer
can achieve their goals in response time using:

1. Overflow No Answer time Edit box:
— "Overflow No Answer time" edit box is added in the queue below wait time 2nd alert.
— There is no dependency on "Wait time first alert” and "Wait time second alert" timers.
— This is a must (*) field, but the value has to be positive integer.
— The entered time is applicable to all the queue entries.

&1

Telephony Configuration
Application

[)--Site: My_Site
Private Networks

[ Public Queues

-External
[#-Operator Groups

i Voice Systems

Wiew site My_Site -- Webpage Dialog [ x ]
I 3 Queue Entry -- Webpage Dialog ILI
A
Settings Queue access
Queue Manager Cluster R ¢ | Description
Default prio ] Phx My_PBX
Max size NMumber Range 08 Internal
Wait time 1st alert (s) Domain My_Bemain
Wait time 2nd alert () Access number
Queue NoAnswer Time (s}
Settings
Default Queue Entry Settings
Passive redirect (®) No passive redirect () Queus Passive redirect  (8) No passive rediract
Closed redirect (®) No closed redirect () Queus O quese e
Ovarflow ®) No overflowr ) Quene O number
Qvarflow Mo Answer (®) o averflow Answer () Quaus Closed redirect  (®) No closed radiract
O Queue (v
O Number
Queue Entries overflow ®) No overflow
Domain Description  Access number  Activd O queue w
./ My Domain  Internal 08 ) Number
Scheduli
(®) Common Holidays
) custom Holidays
Monday to [ Active to [ active
Tuesday to [ active to [ active
wednesday to [ Active to [ active
Thursday to [ active to [ active
Friday to [ active to [ active
Saturday to [ activa to [ active
Sunday to [ active ta [ active

2. Overflow on no answer queue setting:

A new "overflow on no answer" field is added in the settings of Queue similar to "Overflow".
— The available options are:

* No Overflow
* Queue
* Number.

By default, "No Overflow" is selected.
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— When No Overflow on no answer is selected :

The call is not diverted irrespective of the value in the "Overflow No Answer time" spin control.

— When Queue is selected:

A combo box is enabled with configured queues and user can select the queue to move the call after
the "Overflow No Answer time".
— When Number is selected

An edit box is enabled and user can write the number to divert the call on "Overflow No Answer

time" timeout.

The behavior is same as that of "Overflow" but not for recall queues.

Default Queue Entry Settings

Passive radirect ':E:' Mo passive redirect ':::::' Queus
Closed redirect ':E:' Mo closed redirect ':::::' Queus
Overflow (®) No averflow @] Queus
Owverflowe Mo Answer ':E:' Mo overflow Answer ':::::' Queus

~ | (O Number
~ | (O Number
~ | (O Number
~ | (O Number
Updats

Play Different MoH for InAttend - for Different Queue

The administrator can configure a custom MoH in TCA by specifying the path of a .wav file in the MoH
File field and update this setting for each queue. The custom MoH file can be confiured for Public and
Private queues. The MoH file will be played when a call is on hold, parked, or on recall queue. To play the
default MoH file configured in Media Server for a particular queue, the MoH file field can be kept empty

for that queue.

[=- Site: My_Site
#- Private Networks
= Public Queues
| 1nternal
External
SA
Recall-5A
test
= Operator Groups
=l My_oOperators
Queues
Operator Group Users
i+ SA

Voice Systems

Telepheny Configuration
Application

Queue - Internal

Settings

Queue Manager Cluster
Default prio

Max size

Wait time 1st alert (s)
Walt time 2nd alert (s)
Queue NoAnswer Time (s)
MOH File

Passive redirect
Closed redirect
Overflow

Overflow No Answer

My_QueueManager a

wn

Default Queue Entry Settings

®) N passive redirect O
® Mo closed redirect ()
® o gverflow

®) no overflow Answer ()

Queus

Queus

. Queue

Queus

External (My_Site)

External (My_Site)
External (My_Site)

External (My_Site)

© number
O number
© Number

© number

Queue Entries
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Queue Entry - Microsoft Edge

(@R 11.63.76/tca/site/PersonalQueue.as

px?i=15&functionName=Personal&queueld=15

— [hi] X

Name ’pq ]
Max size

Wait time 1st alert

(s)

Wait time 2nd alert

(s)

MOH File

Private Queue access

Description ]

Pbx My_PBX |

Number Range |62 - Internal Queue v
Domain My_Domain
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Appendix B: CMG-specific configuration

If you are using InAttend with CMG Server, you have to perform some additional configuration:
» Configure a CMG user as TCA admin

* Add the CMG administrator to the operator group

« Configure presence for the CMG server

* Optimize Nicesrv

For more information, refer to the online help for Configuration Manager.

Configuring a CMG user as TCA admin

If you are using InAttend with CMG Server, you have to configure a CMG user with TCA administrator
privileges in order to login to TCA. You configure the user in the Configuration Manager tool.

To configure the CMG user with TCA Admin privileges, do the following:
1. Log in to the Configuration Manager tool.
Select All users, then select the user account that has TCA admin privileges, and click Add Service.

2
3. Inthe Telephony Configuration Application field, select ADMIN and click Ok.
4

Click Save on the All Users page to save your changes.

Adding the CMG Administrator to the InAttend Operator
Group

You have to add the CMG Administrator to the InAttend operator group in the Telephony Configuration
Application (TCA).

To add the CMG administrator to the operator group, do the following:

1. Login to the TCA.

2. Open your TCA configuration and click on Sites in the left panel.

On the Sites page in the main window, click on the entry for your site to open the site configuration.
TCA opens the Site page in a new window.

3. On the Site page, expand Operator groups in the left panel to display the configured operator groups.
4. Click CMG Users to display the CMG Users page in the main window.

5. Onthe CMG Users page, select the company from the drop-down list in the first field and select CMG
user from the drop-down list in the second field. Click Add. Second column and ¢ page in the main
window.
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Disabling default templates using Attendant special
settings

1. Remove the default message template from InAttend client via Attendant Special settings in
webadmin.

Attendant Special settings

add profile: MessageTemplate

Profile name |Message Template |

Description |ReMOVve the default message template from client

Parameter (Node1/Node2/Parameter)
|MessageTempiate\DisableDefaul (%)
Parameter value

(] ] (= )

2. Add Attendant Special setting Profile name as MessageTemplate.
3. Add the Parameter:

Message Template/DisableDefaultTemplate
4. Add the Parameter value to 1.
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5. Add Profile name and Description then click
Save.

Profile name |[MessageTemplate |

Description Remowve the default message iemplate from client

Parametier (Mode1/MNode2/Parameier)

Parameler value

L)
=
i

6. Add the new Profile type Attendant Special settings to the Profile Group.

Configuring Presence for the CMG Server

To integrate with BluStar Presence Server when using InAttend with CMG Server, you have to configure
the following settings in CMG Configuration Manager:

» BluStar Presence Server
« BluStar Presence Username

To configure presence for the CMG server, do the following:
1. Log in to the Configuration Manager tool.
2. Select CMG Web and then select Parameters.

3. Select BluStar/LDAP Directory Server and enter the information for BluStar Presence Server and
BluStar Presence Username.

4. Click Save to apply your changes.

For more information, refer to the online help for Configuration Manager.

Optimizing Nicesrv

Nicesrv is the process used by InAttend clients to access the CMG Server database. Optimization of
nicesrv is achieved using the following formula:

MaxThreads = NumberOfAttendants * 8
MinThreads = 0.75 * MaxThreads
Connections = MaxThreads
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To optimize the Nicesrv process, do the following:
1. Open the Spman tool and set the NICESRV parameters:

[E! Server: TEWINZOO881N DBID: 01

File Command WinTools Help

Frogram |'l ESRY

Praaram path Inicesw.eae Save I
Parameters | 15

Mew |

Wit I 0

Max restarts | 4 Lelste |
Start order | a

Enabled v

Jeskion = Previous |
. ! et
State |Fi-.1r Hing

Start time 15-05-22 150

Emors Iil
— Additional parameters

Group Marme Yalue

|Tune ﬂ |LongTimeout |? ﬂ

-
: ShortTimeout 2
Status ],_E'l't Connections 10
|HinThreads 5

2. Click Save to apply your changes.

Configuring Presence Server when using more than one
E-mail Message System

The InAttend client is in some situations using the wrong result when trying to select an email address.
To avoid the problem, we recommend that a misc field in the CMG database is used instead when
searching and fetching the results for email addresses that is used for Linestate.

Prerequisite

An email address has to be unique in the CMG database for presence to work (duplicates are not
allowed). If a person/extension is inserted multiple times - email address cannot be the same, use an alias
or leave it blank. When duplicates are found for a record they will not be used.

Populate misc29 (Field29) in the db with correct email addresses (CMG DM or import) - the field is synced
with the Idap table in the nice db as well.
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Do the following:

1. In the config tool webadmin - Presence Server - Presence Interface - section Attributes and
Search. This example uses misc29 but any misc field can be used. Change the value (default mail)
Mail address and SIP address in Attributes to misc29 and <Sip:> in Search to misc29 and save:

Attributes

Mail address misc29 SIP address |misc29

Business phone |te|eph0neNumber Private phone |h0mePhone

Mobile phone |m0biIeTeIeph0neNumber Account namelaccountName
Search

<Sip> |misc29 <Tel> [telephoneNumber

2. Change the search criteria for the InAttend client in webadmin - User Configuration - Configuration
profiles - Attendant PBX for the correct profile, click on the box Settings. In the lower right corner
settings for Linestate 2 attributes are displayed Email attribute and SIP address attribute. Change
to Field29 (Misc29) on both rows (default is FirstMessageSystemld) and save:

Linestate
Email attribute | Field29 (Misc29) B3|
SIP address attribute | Field29 (Misc29) B3

I show presence status as linestate

3. Restart these services: CMG web, Presence server and DAL server.
Restart InAttend clients.

NOTE: E-mail message system can also be used to send text messages to mobile phones or using
different SMTP servers for outgoing emails.

244



User details as in MiCollab Client 137
User details as in MiCollab Client 138



e is © Copyright 2021, Mitel Networks Corporation. All Rights Reserved. The Mitel word and logo are trademarks of Mitel Networks
m I e H | Corporation, including itself and subsidiaries and authorized entities. Any reference to third party trademarks are for reference only and Mitel
mitel.com . .
makes no representation of ownership of these marks.
Powering connections



	Introduction
	InAttend system components

	Before You Begin
	InAttend Licenses
	Software Requirements
	Security Certificates
	IIS Configuration to access TCA, WebAdmin, QM and other applications over HTTPS

	Call Manager Configuration
	Configuration for Skype for Business
	SIP trunk Configuration on Skype for Business
	TCP Configuration on Skype for Business
	Closed Redirect and Queue Scheduling
	TLS and SRTP Configuration on Skype for Business

	Configuration for MX-ONE
	Set ECF for extensions without right for ECF
	PARAMETERS
	--csta-serv


	SIP trunk Configuration on MX-ONE
	Enabling the CSTA server in MX-ONE
	Initiating the Route Access Code
	Creating SIP routes toward the ACS server

	TLS and SRTP Configuration on MX-ONE
	Configuring TLS on MX-ONE SIP trunks
	Using TLS v1 instead of SSL v23

	Configuring SRTP on MX-ONE

	Configuring Day/Night Service Positions
	Initiating the abbreviated number series
	Initiating the abbreviated numbers
	Initiating Day and Night Service Positions for a private route (internal call queue)
	Initiating Day and Night Service Positions for a public route

	Configuring Direct Drop

	Simplified Configuration for MiV5000 since R7.2
	Direction Names
	Call Distribution Management
	Programming Call Distribution for InAttend Services
	DID Corporate Numbers

	SIP Trunk Configuration
	Add a SIP Trunk for InAttend
	Create SIP Routes

	What to do Next
	Transfer Authorization
	Configure Hardphone Subscriber
	Create an External Record
	Create Password


	Configuration for MiVoice 5000
	Direction Names
	Incoming Call Dialing Plan
	Access to Public Exchange
	Access to Directions

	Call Distribution Management
	Programming Call Distribution for InAttend Services
	DID Corporate Numbers

	SIP Trunk Configuration
	Add a SIP Trunk for InAttend
	Create SIP Routes

	Configure Aid/IID Handling
	Define the internal plans
	Composition of internal plans
	Convert internal plan
	Convert Network Plan - Internal Plan
	IID Handling
	What to do Next
	Transfer Authorization
	Configure Hardphone Subscriber
	Create an External Record
	Create Password



	Configuration for Cisco Unified Communications Manager
	SIP Trunk security profile configuration
	SIP profile configuration
	SIP trunk configuration
	*23 service configuration
	*21 Service Configuration


	Installing the InAttend license
	Installing Enterprise License Manager

	Installing the InAttend Server
	Configuring the InAttend system
	Running the Quick Configuration Wizard
	InAttend Journal Configuration
	Configuring the Authentication and Authorization (AnA) web service
	Configuring the AnA connection to the CMG server
	Configuring the AnA connection to a Different Server

	Enabling HTTPS for Image Fetching

	Configuring the Presence Server
	Viewing Presence Server Configuration
	Adding a Microsoft Exchange Data Source
	Adding a Microsoft Skype for Business Data Source
	Installing the Unified Communications Managed API (UCMA)
	Setting up the Microsoft Skype for Business environment
	Creating an application pool in Skype for Business
	Creating a trusted application in Microsoft Skype for Business
	Creating and importing certificates

	Adding a Data Source

	Adding a CISCO Data Source
	Configuring the Cisco Unified Presence Server (CUPS) for InAttend
	Configuring the Presence Server for CUPS

	Adding a line state data source
	Configuring a PBX link for line state (MX-ONE)
	Configuring a PBX link for line state (MiVoice 5000)
	Configuring a Line State Server (Cisco only)
	Installing the Cisco Line State Server (LSS) component
	Configuring the ACS Cisco Line State Server


	Enabling a Secure Channel for AnA and TCA
	Configuring the Presence Interface
	Configure Directory Server (MiVoice 5000)
	MiCollab and InAttend with MiV5000

	Configuring Directory Server
	Configuring MiCollab presence with InAttend
	Micollab presence with InAttend in CMG
	Micollab presence with InAttend in Standalone
	Modifying Webadmin Configurations in InAttend for Standalone

	Settings for Micollab with InAttend
	Modifying CMG Web Service Configurations
	Adding MiCollab Configuration File


	Configuring InAttend profiles and users
	Working with configuration profiles
	Viewing InAttend configuration profiles
	Modifying the Attendant Directories Profile
	Change Directory View Automatically
	Overlapping numbers
	Modifying the Attendant Layout profile
	Modifying the Attendant Messages profile
	Modifying the Attendant PBX profile
	Modifying the Attendant Search profile
	Modifying the Server profile

	Working with profile groups
	Creating a new profile group
	Modifying a profile group

	Configuring InAttend users

	Generate CSR in ACS
	TLS Certificates Installation
	Configuring the NeTS telephony system
	Configuring the Media Server
	Installing the InAttend Client
	Configuring the InAttend Client

	Configuring EFS
	Setting up Quality Manager
	Prerequisites
	Installing the Quality Manger Server
	Installing the Quality Manager Database
	Installing the Quality Manager Service
	Installing the Quality Manager Reports Web

	Configuring the Quality Manager Server
	Configuring the InAttend Server for Quality Manager
	Configuring multiple customers for Quality Manager
	Populating the Quality Manager Database with InAttend configuration
	Configuring the Quality Manager Database
	Configuring the Journal Database
	Configuring Working Hours in Quality Manager
	Configuring customers in Quality Manager
	Viewing queues in Quality Manager
	Assigning customers to a domain in Quality Manager
	Configuring interval sets in Quality Manager

	Installing the Quality Manager Wallboard
	Configuring the Quality Manager Wallboard application
	Configuring the Quality Manager Database Connection
	Configuring the InAttend Connection
	Configuring the Queues to display
	Configuring operators to display
	Configuring the Wallboard layout
	Configuring thresholds for alerts


	Additional configuration tools
	DAL configuration tool
	CMG configuration tool
	InAttend standalone deployment
	InAttend with CMG


	Verifying your installation
	InAttend system verification
	General
	InAttend call handling
	Line state and activities/forward
	InAttend user interface

	Quality Manager verification
	Verifying the Quality Manager installation
	Verifying the Quality Manager Wallboard


	Logging
	Log Levels
	Log Directory for each Component
	Default software
	AnA Web Service
	BluStar License Manager
	BluStar Server and BluStar Presence Server
	CMG Web Service
	Enterprise License Manager (Server and Client)
	Mitel LDAP Server
	InAttend Client
	Media Server
	Network Telephony Services (NeTS)
	Queue Manager
	Telephony Configuration Manager

	Optional Server Software
	Optional Client Software


	References
	Appendix A: Configuring telephony services in TCA
	Telephony services configuration sequence
	Create a TCA configuration
	Configure the call manager and ACS hosts
	Add a site
	Add a Line State Server
	Add a Queue Manager
	Configure the NeTS host
	Create a media server and add it to the site
	Create a queue for the site
	Create an operator group and assign it to a queue
	Configuring public recall queues
	Private Queue Number for Individual Attendants
	Configuring Voice systems
	Deploy the configuration
	Queue Overflow on No Answer
	Play Different MoH for InAttend - for Different Queue

	Appendix B: CMG-specific configuration
	Configuring a CMG user as TCA admin
	Adding the CMG Administrator to the InAttend Operator Group
	Disabling default templates using Attendant special settings
	Configuring Presence for the CMG Server
	Optimizing Nicesrv
	Configuring Presence Server when using more than one E-mail Message System


