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CHAPTER 1 INTRODUCTION

Introduction

This document describes a typical scenario for a branch office with survivability and local presence.
It contains both the GX and the EX gateways.

Figure 1.1: EX and GX Controller Gateways
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CHAPTER 2 PREREQUISITES

Prerequisites

When planning the number series in the branch office following must be considered:
• The extension range must be coherent and matching the local DID number series (if local presence is 

used).
• MX-ONE SW must be at least version 7.0.
• The firmware level of the EX-Controller and GX-Gateway shall be at least DGW 42.3.1032-MT with 

profile 'S100-MT-D2000-45' for GX-Gateway and 'STNL-MT-D2000-65' for EX-Controller.

Other considerations/restrictions:
• A SIP outbound proxy address must be assigned in the startup.cfg file, that is, the SIP outbound proxy 

address is the local address of the EX-Controller or GX-Gateway.
• VDP log on with SCA/SCABR and EDN-numbers is not working when assigned to a soft key. A 

possible workaround can be for each SIP-line specify an outbound proxy and port. For example,
– sip line3 outbound proxy: <IP-address of gateway>
– sip line3 outbound proxy port: 5060

This must be repeated for each SIP-line that is allocated for SCA/SCABR or EDN.
• Make sure that sufficient SBC licenses are installed before starting to configure the system.
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FIRMWARE UPGRADE
CHAPTER 3 UPGRADING FIRMWARE IN A GX-GATEWAY / EX-CONTROLLER

Upgrading Firmware In A GX-Gateway / 
EX-Controller

The setting up of MX-ONE is not described in this document since it does not differ from an ordinary 
MX-ONE set.

Firmware Upgrade
Firmware upgrade can be performed with several options:
Following are the two types of licenses:
• FTP
• TFTP
• HTTP
• HTTPS

Setup of Communication Server

• FTP
1. Set an FTP service on the assigned server.
2. Ensure that the FTP server can be reached by the GX Gateway / EX Controller unit.

NOTE: If the file server is located behind a firewall, ensure that the TCP port 21 is open.
• TFTP
1. Set a TFTP service on the assigned server.
2. Ensure that the TFTP server can be reached by the GX Gateway / EX Controller unit.

NOTE: If the file server is located behind a firewall, ensure that the TCP port 69 is open.
• HTTP Server
1. Set an HTTP service on the assigned server.
2. Ensure that the HTTP server can be reached by the GX Gateway / EX Controller unit.

NOTE: If the file server is located behind a firewall, ensure that the TCP port 80 is open.
• HTTPS Server
1. Set an HTTPS service on the assigned server.
2. Ensure that the HTTPS server can be reached by the GX Gateway / EX Controller unit.

NOTE: If the file server is located behind a firewall, ensure that the TCP port 443 is open.
3. Ensure that in the Management/Certificates tab, in the Certificate Import Through Web Browser 

table, there is a certificate that authenticates the HTTPS server selected in the Path field, and 
that Other is selected in the Type field.

4. Set the configuration parameters.
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FIRMWARE UPGRADE
CHAPTER 3 UPGRADING FIRMWARE IN A GX-GATEWAY / EX-CONTROLLER

Copy the firmware program (.bin file), to the file server you have chosen to use (FTP, HTTPS, TFTP, or 
HTTP server).

Firmware Installation

When the communication server is ready with the new version of firmware.
1. Go to Management > Firmware Upgrade.

Figure 3.1: Firmware Upgrade

2. Enter the correct protocol and address information where the new firmware is located.

Figure 3.2: Firmware Packs Configuration

3. Click Apply & Install Now.

Special Actions for Firmware Upgrade of EX-Controller

NOTE: If a Virtual Machine (VM) is running on the EX-Controller it is very important to shutdown of the 
operating system running on the EX-controller before doing any upgrade or reboot. The shutdown method 
must be the recommended method for the installed OS.
When the EX-Controller is upgraded to new firmware an extra step to finalize the upgrade procedure must 
take place.
When the new firmware is started a special script file must be executed to setup the SBC and SIP func-
tionality.
1. Go to Management > Configurations Scripts.

2. Select the file Survivability_Enable.cfg from the drop-down menu.

1/1531-ANF 901 63 Uen D 2022-04-13



5

FIRMWARE UPGRADE
CHAPTER 3 UPGRADING FIRMWARE IN A GX-GATEWAY / EX-CONTROLLER

Figure 3.3: Execute Scripts

3. Click Apply & Execute Now. Wait until the unit reboots, when the reboot is done the firmware
upgrade procedure is finalized. When prompted, select restart required services.

Rollback to Previous Firmware

The GX Gateway or EX Controller supports a rollback option to its previous version. If for any reasons, a 
rollback is needed, select the Rollback.

Wait until the unit reboots when the reboot is done and the rollback procedure is finalized.
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CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

Setting up Virtual Machine in an 
EX-Controller

This section only covers the upload of an ISO-image to the EX-Controller.

Install and Configure Virtual Machine
There are two methods to install the SW in a virtual machine:
• Upload an ISO-image to internal file storage.
• Use an ISO-image on a bootable USB stick.

Prerequisites

Before creating and installing a new virtual machine there are a few actions that must be done. If any 
pre-installed virtual machine exists, that virtual machine must be deleted.

1. Go to System > VM.
2. Click the Plus (+) to create the virtual machine

3. Click Stop icon to stop or pause VM if running and click Delete icon to delete VM.

NOTE: The exdeploy VM is only used for MiVoice Business application. It cannot be used with MX-ONE.
Virtual Machines

4. Click the Plus (+) to create the virtual machine.

5. Configure a link as a virtual switch.
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INSTALL AND CONFIGURE VIRTUAL MACHINE
CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

6. Go to Network > Interfaces.

7. From the Virtual Switch selection list, select Enable as a link that you wish to enable for the virtual 
switch.

8. Click Apply.

Upload ISO-image to Internal Storage

Figure 4.1: File

1. Go to Management > File.
2. Select the Destination to vm/drives/ from the drop-down list.

3. Specify the URL where the ISO-images is located.

Figure 4.2: Import File Through URL

4. Click Import and wait. As the MX-ONE image is quite large (around 6 GB) it will take some time.

Figure 4.3: Last Import File Result

5. When the upload is finished, check that the Last Import File Result is Success.
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CREATE THE VIRTUAL MACHINE
CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

Figure 4.4: Import File Success

6. Double check in the internal file storage that file exists.

Figure 4.5: Internal Files

Create the Virtual Machine
Figure 4.6: VM

1. Go to System > VM.
2. In the Virtual Machine Creation table, fill in the following field details.

– Vm Name: Enter a name for VM, special characters like hyphens (-) are not allowed.
– Ram (Mb): This value shall be 7168 (maximum amount that is available).
– Storage (Gb): Min 100 GB, if less than 100 GB the Linux file structure is not setup properly.
– Image Format: choose raw for maximum performance or qcow2 for space efficiency and flexibility.
– No Cores: This value will be 3.
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CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

Figure 4.7: Virtual Machine

NOTE: It is not possible to modify the settings (RAM, name, and so on) once the virtual machine has 
been created. The only way to change the settings, is to delete the virtual machine and to create it 
once again.

3. Click Plus (+) icon to create the virtual machine. The following message is displayed.

Figure 4.8: Virtual Machine Creation Message

4. Click OK. The following screen is displayed after the creation of the Virtual Machine.

Virtual Machines
Figure 4.9: Virtual Machine Status

Using Locally Stored ISO-image
5. In the Iso Name field, enter the name of the ISO-image stored in the internal file system.
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CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

6. In the Startup field, select Auto.

Figure 4.10: Virtual Machine Configuration

7. Click Start to start installation form ISO-image. Ensure that the State field is changed to Started.

Figure 4.11: Virtual Machine Started Status

8. Start a VNC-viewer and attach to the Vnc id stated in the Virtual Machine Status table.

NOTE: UltraVNC Viewer, TightVNC Viewer, and VNC Viewer are presently supported.
9. At the boot: prompt, type Install. The installation continues as a normal MX-ONE installation. The 

following screen is displayed.

Using bootable USB-Stick
10. Ensure that your USB external device contains the Operating System installation media, that is boot-

able and connected. When downloading, the OS provides architecture choices to choose either 
AMD64 (64 bit OS) or i386/i686 (32 bit OS). You must choose the architecture for an INTEL processor.

11. Select All from the Usb field and click Apply.
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CHAPTER 4 SETTING UP VIRTUAL MACHINE IN AN EX-CONTROLLER

12. Click Start icon to start the VM. Open the VNC Client located on your computer network that is
connected to the unit.

NOTE: UltraVNC Viewer, TightVNC Viewer, and VNC Viewer are presently supported
13. Enter the 'IPAddressOftheUnit':'VNCid', for example - 192.168.0.12:1.

14. From the VNC client, wait for the following message to display Press F12 for boot menu. If too late,
restart the VM by clicking the Start button.

15. Press F12, then select the boot device (in this case 2).

16. At the boot: prompt, type Install. The installation continues as a normal MX-ONE installation.
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NUMBER ANALYSIS
CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

Setting up MX-ONE for Branch Node Solu-
tion

Number Analysis
Number Analysis Data:

Call Discrimination Data:

Extension Data
Figure 5.1: Directory Number Profile

MDSH>

Type of Series Number Series

Extension Number Series 10000 - 49999
67000 - 67999

External Destination Code 081 – 088

LCR Access Code Number Series 00

Type of Series Number Series

External/Internal Number CDCAT Customer

Number Analysis Data -
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LEAST COST ROUTING DATA
CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

Common Service Profile 9:

Cust: 0
Traf : 0103151515
Serv: 111100011001000000000100000300
Cdiv: 111000111010000
Roc: 000001
Npres: 0011000
Offered Time: 0
Forced DisconnectTime: 0
CnnLog: 0
Csp Name: Standard

Common Service Profile 11:

Cust: 0
Traf : 0103151515
Serv: 111130011001000000000100000300
Cdiv: 111000111010000
Roc: 000001
Npres: 0011000
Offered Time: 0
Forced DisconnectTime: 0
CnnLog: 0
Csp Name: Intrusion

Least Cost Routing Data
ENT Table
Least Cost Destination Data
Table 5.1: External Number Table  (Sheet 1 of 2)

Entry TRC PRE Conf

00013443 8 N

00031325 8 N

00036618 7 N

00040598 8 N
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CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

NLT Table
Least Cost Destination Data

DNT2 Table
Least Cost Destination Data

FDT Table
Least Cost Destination Data

000856867 7 N

Table 5.2: Number Length Table

Entry TRC PRE CONF MIN MAX ACF

001 0 - N 6 18 Y

002 0 - N 6 18 Y

003 0 - N 6 18 Y

004 0 - N 6 18 Y

005 0 - N 6 18 Y

006 0 - N 6 18 Y

007 0 - N 6 18 Y

008 0 - N 6 18 Y

009 0 - N 6 18 Y

Table 5.3: Number Table

Entry TRC PRE
ACC
T

FRC
T TOLL CBCS BTON TNS

OS
A

00013 5 - 0 1 111111111111111 - 0 - -

00031 5 - 0 2 111111111111111 - 0 - -

00036 5 - 0 3 111111111111111 - 0 - -

00040 5 - 0 3 111111111111111 - 0 - -

0008 4 - 0 4 111111111111111 - 0 - -

Table 5.1: External Number Table (Continued) (Sheet 2 of 2)

Entry TRC PRE Conf
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CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

END

Route Data

ROCAP

Route Category Data

Figure 5.2: Route Category Data

RODAP

Route Data

Table 5.4: Fictitious Destination Table

FRCT TZONE PRE

1 1 081

2 1 082

3 1 083

5 1 085

Table 5.5: Route Data

ROU Type VARC VARI VARO Filter

1 SL60 H'00000300 H'00000000 H'04410000 NO

81 TL66 H'00000000 H'00000000 H'00000000 NO

82 TL66 H'00000000 H'00000000 H'00000000 NO

83 TL66 H'00000000 H'00000000 H'00000000 NO

85 TL66 H'00000000 H'00000000 H'00000000 NO
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ROUTE DATA
CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

RODDP

External Destination Route Data

Number Prefixing

Route Number Data

Table 5.6: External Destination Route Data

DES
T DRN ROU

CH
O

CUS
T ADC

TR
C

SR
T

NUMAC
K

PR
E

00 - 1 - - 12250000000002500
02000000000

0 3 - -

081 - 81 - - 12250000000002500
02000000000

0 4 - -

082 - 82 - - 12250000000002500
02000000000

0 4 - -

083 - 83 - - 12250000000002500
02000000000

0 4 - -

085 - 85 - - 12250000000002500
02000000000

0 4 - -

088 - 1 - - 12250000000002500
02000000000

0 4 - -

Table 5.7: Route Data  (Sheet 1 of 2)

ROU PRE ROUDIR EXNOPU EXNOPR TERAC

1 - - 1-46
2-08
4-568

- -

81 - - 1-46
2-013
4-443

- -

82 - - 1-46
2-036
4-418

- -

83 - - 1-46
2-031
4-325

- -
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ROUTE DATA
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SIP ROUTE

One SIP route to each branch node is specified.
Route 81 towards BO#1 (Linköping), public access is ISDN.
route : 81
protocol = udp
profile = common-gateway
service = PRIVATE
uristring0 = sip:?@192.168.17.81
fromuri0 = sip:?@192.168.17.44
remoteport = 5070
accept = FROM_DOMAIN
match = 192.168.17.81
register = SET_BY_PROFILE
trusted = TRUST_BY_PROFILE

Route 82 towards BO#4 (Jönköping), public access is ISDN.
route : 82
protocol = udp
profile = common-gateway
service = PRIVATE
uristring0 = sip:?@192.168.17.82
fromuri0 = sip:?@192.168.17.44
remoteport = 5070
accept = FROM_DOMAIN
match = 192.168.17.82
register = SET_BY_PROFILE
trusted = TRUST_BY_PROFILE

Route 83 towards BO#2 (Göteborg), public access is SIP.

85 - - 1-46
2-040
4-598

- -

Table 5.7: Route Data (Continued) (Sheet 2 of 2)

ROU PRE ROUDIR EXNOPU EXNOPR TERAC
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ROUTE DATA
CHAPTER 5 SETTING UP MX-ONE FOR BRANCH NODE SOLUTION

route : 83
protocol = udp
profile = common-gateway
service = PRIVATE
uristring0 = sip:?@192.168.17.83
fromuri0 = sip:?@192.168.17.44
remoteport = 5090
accept = FROM_DOMAIN
match = 192.168.17.83
register = SET_BY_PROFILE
trusted = TRUST_BY_PROFILE

Route 85 towards BO#3 (Malmö), public access is ISDN.
route : 85
protocol = udp
profile = common-gateway
service = PRIVATE
uristring0 = sip:?@192.168.17.85
fromuri0 = sip:?@192.168.17.44
remoteport = 5070
accept = FROM_DOMAIN
match = 192.168.17.85
register = SET_BY_PROFILE
trusted = TRUST_BY_PROFILE
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LOGON
CHAPTER 6 SETTING UP GX GATEWAY WITH ISDN TRUNKS

Setting up GX Gateway with ISDN Trunks

This section describes how to setup the 'Linköping' branch (BO#1) node using ISDN trunk towards PSTN.
NOTE: The setup for the gateway and SBC part for an EX-controller is identical.

Logon
This section describes how to setup BO#1.
1. Factory Reset the EX Controller and plug in the network cable to the ETH1 port on EX Controller (If 

DHCP is running in the network).
NOTE: If DHCP is not running into the network then, plug in the network cable to the ETH2 port on EX 
Controller and use the default IP address of 192.168.0.10 to open the EX Controller Interface.

Figure 6.1: Login page

– User name/password: public /
– User name/password: admin/administrator

2. Plug in the analog phone in the FXS port 1 of the EX Controller and dial *#*0 to know the IP address 
of the EX Controller assigned by using DHCP server.

3. Log into the EX Controller by using the above-mentioned IP address and navigate as described below 
to configure.

Network Settings

Host

Figure 6.2: Host Settings - 1

1. Select Network > Host and keep the default configuration interface as mentioned below.
Figure 6.3: Host Settings - 2
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CHAPTER 6 SETTING UP GX GATEWAY WITH ISDN TRUNKS

2. Change to Static IP-address and enter default Gateway (GW).

Figure 6.4: Changing Static IP Address

3. Change to static DNS server and enter IP-address or FQDN to DNS server.

Figure 6.5: Changing Static DNS Server

4. Change to static SNTP server, enter time server data.

Figure 6.6: Changing to Static SNTP Server

5. Set the Time Zone.

Valid options are:
– Pacific Time (Canada and US): PST8PDT7,M3.2.0/02:00:00,M11.1.0/02:00:00
– Mountain Time (Canada and US): MST7MDT6,M3.2.0/02:00:00,M11.1.0/02:00:00
– Central Time (Canada and US): CST6CDT5,M3.2.0/02:00:00,M11.1.0/02:00:00
– Eastern Time (Canada and US): EST5EDT4,M3.2.0/02:00:00,M11.1.0/02:00:00
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– Atlantic Time (Canada): AST4ADT3,M3.2.0/02:00:00,M11.1.0/02:00:00
– GMT Standard Time: GMT0DMT-1,M3.5.0/01:00:00,M10.5.0/02:00:00
– W. Europe Standard Time: WEST-1DWEST-2,M3.5.0/02:00:00,M10.5.0/03:00:00
– China Standard Time: CST-8
– Tokyo Standard Time: TST-9
– Central Australia Standard Time: CAUST-9:30DCAUST-10:30,M10.5.0/02:00:00,M3.5.0/02:00:00
– Australia Eastern Standard Time: AUSEST-10AUSDST-11,M10.5.0/02:00:00,M3.5.0/02:00:00
– UTC (Coordinated Universal Time): UTC0

Figure 6.7: Setting Static Time Zone

6. Leave all other items as it is and click Apply when finished.

Interfaces

Figure 6.8: Interface

1. Go to Network > Interface.
2. Change Uplink to IpStatic (IPv4 Static) and enter the static IP-address and Static Default Gateway.

Figure 6.9: Changing Uplink to IpStatic

3. Leave all other items as it is and click Apply when ready.

NOTE: When the IP-address is changed, the connection is lost and a new logon must be done with 
the new IP-address.

Local Firewalls

Figure 6.10: Local firewalls

1. Go to Network > Local Firewall.
2. If local firewall security is needed change default policy to Drop.
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Figure 6.11: Changing default policy

3. Enter the networks for which traffic can enter from.

Figure 6.12: Enter network traffic

4. Click Save or Save and Apply when ready.

Session Board Controller (SBC)
Rulesets define one or several rules used to filter, manipulate or route inbound or outbound requests.
There are 2 types of Rulesets:
• Call Agent Rulesets: describe how inbound or outbound requests are handled by a specific Call

Agent. These can also implement services or collect data.
• Routing Rulesets: used to globally route outbound requests, that is, these apply to all Call Agents.

When a request arrives at a Call Agent from a peer, the inbound rules of the Rulesets associated with the 
Call Agent are executed. Then, Routing Rulesets are executed until a Call Agent is selected for the desti-
nation. Lastly, the outbound rules of the Rulesets associated with the destination Call Agent are executed 
before sending the request to the peer. Inbound rules of the Ruleset are executed in ascending Ruleset 
priority order. Outbound rules are executed in descending Ruleset priority order.
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Configuration

Figure 6.13: Configuration

1. Go to SBC > Configuration. The following Call Agents are present.
Figure 6.14: Configuration Modified

Following Call Agents are present.
Figure 6.15: Call Agent Configuration

Routing Rulesets

Routing Rulesets: are used to globally route outbound requests, that are applied to all Call Agents.
Routing Rulesets are executed until a Call Agent is selected for the destination.
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Figure 6.16: Routing Rulesets

• Ruleset MX-One_local_users_failover_to_trunk
A_PRFX=013443
This is the prefix for the local numbers used on outgoing calls to the PSTN (in this example, you will 
receive a number block 013443xxxxx from the PSTN provider and add the prefix on outgoing calls, so 
that the calling party number sent to the PSTN is correct).
TRUNK_CA=trunk_lines_ca
This is the call agent from which the call is coming from.

• Ruleset SIP_trunk to_MX-One
TRUNK_CA=trunk_lines_ca
This is the call agent from which the call is coming from.
MX-ONE-TRUNK_CA=MX-One-trunk
This is the call agent to which the call will be routed to.

• Ruleset MX-One_to_trunk_lines
TRUNK_CA=trunk_lines_ca
This is the call agent from which the call is coming from.
MX-ONE-TRUNK_CA=MX-One-trunk
This is the call agent to which the call will be routed to.
1. Click Save and Apply when done.
2. Configure each call agent (ca).

3. Click Modify to enter specific data for each call agent.
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local_users_ca

Figure 6.17: Configure Call Agent screen

Figure 6.18: Call Agent Rulesets

• Ruleset MX-One_build_RURI survivability (Active only in Survival Mode)
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 11100 - 11199.
PATTERN=111[0-9][0-9]
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The pattern for the internal range of numbers would be 11100 - 11199.
Calls to this number range stay always local (would not be sent to the PSTN in survival mode).
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.

• Ruleset: MX_One_Appearance_Prefix (Active only in Survival Mode)
APP_PREFIX=SCA- and APP_PREFIX=EDN-
This is the prefix for the user names connected with shared appearance. In this example, you have two 
user names: SCA- and EDN-

• Ruleset: MX-One_Remove_Outbound_Appearance (Active only in Survival Mode)
PATTERN=111[0-9][0-9]
This rule removes any prefix used for Shared Call Appearance. The pattern for the internal range of 
numbers would be 11100 - 11199.

• Ruleset: MX-One_outbound_A_Number_prefix (Active only in Survival Mode)
PATTERN=111[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 11100 - 11199.
A_PRFX=013443
This is the prefix for the local numbers used on outgoing calls to the PSTN. In this example, add a number 
block 013443 in front of the number specified in PATTERN-parameter to form a valid calling party number 
to be sent to the PSTN.
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will be truncated.

• Ruleset: MX-One_outbound_B_Number_prefix (Active only in Survival Mode)
This ruleset applies to calls to numbers defined in BNUMBER and will add B_PRFX to the called party 
number.
This ruleset must be repeated for every approved destination (that is, calling the HQ and other branch 
offices.)
Calling HQ:
BNUMBER=67[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 67000 - 67999.
B_PRFX=08568
This is the prefix for the Called Party Number. In this case, it will be built like: National Prefix (08) + Main 
part of the HQ’s local number: (568).
Calling BO#2:
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BNUMBER=221[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 22100 - 22199.
B_PRFX=031325
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (031) + Main 
part of the HQ's local number: (325).
Calling BO#3:
BNUMBER=321[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 32100 - 32199.
B_PRFX=040598
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (040) + Main 
part of the HQ's local number: (598).
Calling BO#4:
BNUMBER=421[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 42100 - 42199.
B_PRFX=036618
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (036) + Main 
part of the HQ's local number: (618).

• Ruleset: MX-One_outbound_B_Number_Override (Active only in Survival Mode)
This ruleset applies to calls to numbers defined in BNUMBER and will use the BOVERRIDE as Called 
Party Number.
One use case could be if a user dials the internal operator (09) while in survivable mode. The dialled 
number (09) will be replaced with 0856867000 which could be the number to the operator in the HQ.
BNUMBER=09
The internal number to the operator.
BOVERRIDE=0856867000
Calls to extensions like BNUMBER will be sent to BOVERRIDE. In this example, it will be sent to 
0856867000.

• Ruleset: MX-One_local_reg_users_with_survivability
(Builds the registration cache for survivability purpose).
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 11100 - 11199.
Click Save when done.
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trunk_lines_ca

Figure 6.19: trunk_lines_ca

Figure 6.20: Call Agent Rulesets

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will truncated.

• Ruleset: MX-One_trunk_lines_to_reception_survivability
An incoming call in survival mode will be sent to MAIN_EXT destination if not reachable or not available.
MAIN_EXT=11104
This will receive the incoming call in case the original destination is not reachable (not defined or not regis-
tered). That is, MAIN_EXT is the default answering position.
PATTERN=321[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 11100 - 11199.
DOMAIN=192.168.17.44
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The IP-address of the headquarter (the main PBX) is 192.168.17.44.

• Ruleset: MX-One_build_RURI_survivability (Active only in Survival Mode)
Builds the RURI when in survivability mode.
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 11100 - 11199.
PATTERN=111[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 11100 - 11199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.

• Ruleset: MX_One_Appearance_Prefix (Active only in Survival Mode)
APP_PREFIX=SCA- and APP_PREFIX=EDN-
This is the prefix for the user names connected with shared appearance (SCA) and extra directory number 
(EDN). In this example, you have two user names: "SCA"- and "EDN-"
Click Save when done.

MX-One_Lim1

1. Enter the IP-address of the MX-ONE in the Peer Host field.
Figure 6.21: Configure Call Agent - Peer Host

2. Enter the IP-address of the GW in the RURI_HOST parameter.
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Figure 6.22: RURI_HOST parameter

• Ruleset: rewrite_RURI_host
RURI_HOST= 192.168.17.81
This is the local IP address of the GX-gateway.
Click Save when done.

MX-One_trunk

1. Enter the IP-address of the MX-ONE in the Peer Host field.
NOTE: Though the MX-One-trunk is not used in this configuration but you must enable it.

Figure 6.23: Call Agent Parameters
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Figure 6.24: Call Agent Rulesets

• Ruleset: face_mxone
SOURCE_CA=trunk_lines_ca
This parameter indicates the call agent from which the call is coming.
RURI_HOST=192.168.17.81
This parameter is used to set a correct value in the FROM DOMAIN in the INVITE message sent to 
MX-ONE. It will be the local IP-address of the GX-gateway.

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will truncated.

• Ruleset: MX-One_trunk_lines_to_reception_survivability
An incoming call in survival mode will be sent to MAIN_EXT destination if not reachable or not available.
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 11100 - 11199.
MAIN_EXT=11104
This extension number (22104) will receive the incoming call in case the original destination is not reach-
able (not defined or not registered).
PATTERN=111[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 11100 - 11199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44

• Ruleset: MX-One_build_RURI_survivability
Builds the RURI when in survivability mode
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 11100 - 11199.
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PATTERN=111[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 11100 - 11199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.
Click Save when done

VOIP-trunk2

Figure 6.25: VoIP-trunk2

Figure 6.26: Call Agent Rulesets

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will truncated.

• Ruleset: face_mxone
SOURCE_CA=trunk_lines_ca
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This parameter indicates the call agent from which the call is coming.
RURI_HOST=192.168.17.81
This parameter is used to set a correct value in the FROM DOMAIN in the INVITE message sent to 
MX-ONE. It will be the local IP-address of the GX-gateway.
Click Save when done.
When all the changes for call agents are done, a yellow field is shown indicating that configuration has 
been modified.

Click Apply when ready.
NOTE: Error will be shown in the configuration if the indication is not removed. Double check the changes 
described above and correct them.

ISDN
Figure 6.27: ISDN

Click Start Sensing to start first action if ISDN trunks are used.
Figure 6.28: Automatic Configuration

The system automatically detects certain parameters; for example, number of channels.

Primary Rate Interface

Settings

Figure 6.29: Primary Rate Interface

1. Select ISDN > Primary Rate Interface.
2. When sensing is done for several markets, specific parameters can be changed.
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Figure 6.30: Interface Configuration

3. Click Apply and restart requested service when done.

Interop

Figure 6.31: Interop

1. Select ISDN > Interop.
2. Change other parameters dependent on market.
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Figure 6.32: Interop Configuration

3. Click Apply and restart requested service when done.

Services

Figure 6.33: ISDN Services

1. Select ISDN > Services.
2. Change other parameters dependent on market.
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Figure 6.34: Services Configuration

3. Click Apply and restart requested service when done.

Basic Rate Interface

Settings

Figure 6.35: Settings

1. Go to ISDN > Basic Interface Configuration.
2. When sensing is done several market, specific parameters can be changed.
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Figure 6.36: Interface Configuration

3. Click Apply and restart requested service when done.
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Interop

Figure 6.37: Interop

1. Select ISDN > interop.
Figure 6.38: Interop Configuration

2. Click Apply and restart requested service when done.
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Services

Figure 6.39: Services

1. Select ISDN > Services.
Figure 6.40: Services Configuration

2. Click Apply and restart requested service when done.
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POTS

Config

Figure 6.41: Config

1. Select POTS > Config.
2. Set market specific data for Caller Id handling.

Figure 6.42: General Configuration

3. Click Apply when done and restart service.

FXS Configuration

Figure 6.43: FXS Configuration

1. Select POTS > FXS Configuration.
2. Set analog phone specific data according to market.

Figure 6.44: FXS Configuration
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Figure 6.45: Country Customisation

3. Click Apply when done and restart service.

FXO Configuration

Figure 6.46: FXO Configuration - Status

1. Select POTS > FXO Configuration.
This section is applicable If analogue trunks are used.

NOTE: Only manual incoming is supported where there is no DID functionality. Only DTMF register 
signalling is supported for outgoing calls.

2. Ensure that all FXO ports are up and idle.

Status

Figure 6.47: Status
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Figure 6.48: FXO Line Status

1. Set specific FXO characteristics.
Figure 6.49: FXO Configuration

Select POTS > FXO Configuration.
In general, the default values are good but to speed up the answering, change the Wait Before Answering 
Delay (ms) from 8000 ms to 500 ms.
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FXO Dialing Configuration

Figure 6.50: FXO Dialing Configuration

1. Set the answering number for each FXO ports. This number must be a valid extension number, group 
number or operator number in the central MX-ONE.

Services
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1. Select Telephony > Services to set a specific market.
Figure 6.51: Services

2. Set the Automatic Call Target field.

3. Set the correct market (Country).

SIP

Gateways

Figure 6.52: Gateways

Select SIP > Gateways.
NOTE: A SIP route must be defined in MX-ONE to handle traffic to and from the trunks_mx_one gateway.
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Following gateways and port numbers are pre-defined.
Figure 6.53: trunks_mx-one

Servers

Figure 6.54: Servers

1. Select SIP > Servers.
2. Enter IP-address to MX-ONE in both the Registrar Host and Proxy Host fields.

Figure 6.55: Default Servers

3. Enter IP-address of MX-ONE in the Proxy Host field.

4. Enter IP-address of the gateway in the Outbound Proxy Host field.

Figure 6.56: Proxy Servers
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5. Change the Keep Alive Method to SIP OPTIONS and enter Keep Alive Destination Gateways.

Figure 6.57: Keep Alive

Figure 6.58: Alternate Alive Destination Gateway

6. Click Apply when done and restart service.

Registrations

Figure 6.59: Registrations

1. Select SIP > Registrations.
2. Enter the extension numbers for the analog extensions.

Figure 6.60: Endpoints Registration screen

3. Click Apply or Apply and Refresh when done.
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Authentication

Figure 6.61: Authentication

1. Select SIP > Authentication.
Figure 6.62: Authentication Screen

2. If password is required click the Image icon for any item that you want to add.

3. Indicate for which Endpoint and Criteria the changes are to apply.

4. Enter the Auth Code in the Password field.

5. In the Validate Realm field, select Disable.
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Figure 6.63: Validate Realm field

6. Click Apply or Apply and Refresh Registration when done and restart service. The result after 
Registration and Authentication should be like as shown in the below screen.

Figure 6.64: Endpoints Registration Status

Transport

Figure 6.65: Transport

1. Select SIP > Transport
2. Enable UDP or TCP dependent on configuration.

Figure 6.66: Protocol Configuration

3. Click Apply when done and restart service.

Interop

Figure 6.67: Interop

1. Select SIP > Interop.
2. Select trunk in the SIP URI User Parameter Value field.

3. This is used in the ‘match’ parameter for the SIP route in MX-ONE.
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Figure 6.68: SIP URI User Parameter Value field

4. Click Apply or when done and restart service.

Misc

Figure 6.69: Misc

1. Select SIP > Misc.
2. Enter the IP-address of MX-ONE in the SIP Domain Override field for trunk_lines_gw.

Figure 6.70: Gateway Configuration field

3. Click Apply when done and restart service.
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Media

Codecs

Figure 6.71: Codecs

1. Select Media > Codecs.
2. Change Codecs according to preference.

Figure 6.72: Codecs

3. Click Apply when done and restart service.
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Call Router

Route Config

Figure 6.73: Route Config

1. Select Call Router > Route Config.
2. Click for index icon (1). This is used if the received B-number contains a full number, that is, more 

digits than the pure DID numbers.

Figure 6.74: Routes

3. In the Transformations field, add a name for a transformation rule.

Figure 6.75: Configure Route 1

4. Click Save.

5. Click Plus icon in the first Call Property Transformation and enter the same name as above.

6. Use Called E164 for both Criteria Based On and Transformation Applies To fields.
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Figure 6.76: Configure Transformation 1

7. Click Save or Save and Insert Rule.

8. Click Plus icon in the second Call Property Transformation, and enter the same name as above.

9. The ‘Criteria Rule’ in this case is 443 (111..$) and the transformation rule is (‘\1). This means that if a
B-number is received containing 44311104, then the 3 first digits (443) are removed before the call is
sent to MX-ONE for further processing. (111..$) means that the number can only be 5 digits starting
with 111.

Figure 6.77: Configure Transformation Rule 1 screen

10. Click Save or Save and Insert Rule. Now, the ‘Call Property Transformations’ looks like this as shown
below.

Figure 6.78: Transformations

11. Click Plus icon for the Signaling Properties, and enter the data as shown below.
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12. Click Plus icon for the SIP Header Translation Overrides, and enter the data as shown below.

13. Click Save. Now the Signaling Properties looks like this.
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14. If the yellow indication on top of the page is on, click Save.

Management

Backup/Restore

1. Click Activate unsecure script transfers through web browser
Figure 6.79: Image Configuration screen

2. Click Apply and Backup Now.
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File

Figure 6.80: Internal files screen

Find the previously made backup image.
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Figure 6.81: Backup image
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Setting up GX-GATEWAY with SIP Trunks

This section describes how to setup the 'Göteborg' branch node using SIP trunks towards a SIP provider.
NOTE: The setup for the gateway and SBC part for an EX-controller is identical.

Logon
This section describes how to setup BO#2.
1. Factory Reset the EX Controller and plug in the network cable to the ETH1 port on EX Controller (If 

DHCP is running in the network).
NOTE: If DHCP is not running into the network then, plug in the network cable to the ETH2 port on EX 
Controller and use the default IP address of 192.168.0.10 to open the EX Controller Interface.

Figure 7.1: Login page

– User name/password: public /
– User name/password: admin/administrator

2. Plug in the analog phone in the FXS port 1 of the EX Controller and dial *#*0 to know the IP address 
of the EX Controller assigned by using DHCP server.

3. Log into the EX Controller by using the above-mentioned IP address and navigate as described below 
to configure.

Network Settings

Host

Figure 7.2: Host Settings - 1

1. Select Network > Host.
Figure 7.3: Host Settings - 2
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2. Change to Static IP-address and enter default Gateway (GW).

Figure 7.4: Changing Static IP Address

3. Change to static DNS server and enter IP-address or FQDN to DNS server.

Figure 7.5: Changing Static DNS Server

4. Change to static SNTP server, enter time server data as required.

Figure 7.6: Changing to Static SNTP Server

5. Set the Time Zone.

Valid options are:
– Pacific Time (Canada and US): PST8PDT7,M3.2.0/02:00:00,M11.1.0/02:00:00
– Mountain Time (Canada and US): MST7MDT6,M3.2.0/02:00:00,M11.1.0/02:00:00
– Central Time (Canada and US): CST6CDT5,M3.2.0/02:00:00,M11.1.0/02:00:00
– Eastern Time (Canada and US): EST5EDT4,M3.2.0/02:00:00,M11.1.0/02:00:00
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– Atlantic Time (Canada): AST4ADT3,M3.2.0/02:00:00,M11.1.0/02:00:00
– GMT Standard Time: GMT0DMT-1,M3.5.0/01:00:00,M10.5.0/02:00:00
– W. Europe Standard Time: WEST-1DWEST-2,M3.5.0/02:00:00,M10.5.0/03:00:00
– China Standard Time: CST-8
– Tokyo Standard Time: TST-9
– Central Australia Standard Time: CAUST-9:30DCAUST-10:30,M10.5.0/02:00:00,M3.5.0/02:00:00
– Australia Eastern Standard Time: AUSEST-10AUSDST-11,M10.5.0/02:00:00,M3.5.0/02:00:00
– UTC (Coordinated Universal Time): UTC0

Figure 7.7: Setting Static Time Zone

6. Leave all other items as it is, and click Apply when finished.

Interfaces

Figure 7.8: Interface

1. Go to Network > Interface.
2. Change Uplink to IpStatic (IPv4 Static) and enter the static IP-address and Static Default Gateway.

Figure 7.9: Changing Uplink to IpStatic

3. Leave all other items as it is and click Apply when ready.

Local Firewalls

Figure 7.10: Local firewalls

1. Go to Network > Local Firewall.
2. If local firewall security is needed change default policy to Drop.
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Figure 7.11: Changing default policy

3. Enter the networks for which traffic can enter from.

Figure 7.12: Enter network traffic

4. Click Save or Save and Apply when ready.

Session Board Controller (SBC)
Rulesets define one or several rules used to filter, manipulate or route inbound or outbound requests.
There are 2 types of Rulesets:
• Call Agent Rulesets: describe how inbound or outbound requests are handled by a specific Call

Agent. These can also implement services or collect data.
• Routing Rulesets: used to globally route outbound requests, that is, these apply to all Call Agents.

When a request arrives at a Call Agent from a peer, the inbound rules of the Rulesets associated with the 
Call Agent are executed. Then, Routing Rulesets are executed until a Call Agent is selected for the desti-
nation. Lastly, the outbound rules of the Rulesets associated with the destination Call Agent are executed 
before sending the request to the peer. Inbound rules of the Ruleset are executed in ascending Ruleset 
priority order. Outbound rules are executed in descending Ruleset priority order.

Configuration

1. Go to SBC > Configuration. The following Call Agents are present.
Figure 7.13: Configuration
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Figure 7.14: Configuration Modified

Following Call Agents are present.
Figure 7.15: Call Agent Configuration

Routing Rulesets

Routing Rulesets: are used to globally route outbound requests, that are applied to all Call Agents.
Routing Rulesets are executed until a Call Agent is selected for the destination.

Figure 7.16: Routing Rulesets

• Ruleset MX-One_local_users_failover_to_trunk
A_PRFX=031325
This is the prefix for the local numbers used on outgoing calls to the PSTN (in this example, you will 
receive a number block 031325xxxxx from the PSTN provider and add the prefix on outgoing calls, so 
that the calling party number sent to the PSTN is correct).
TRUNK_CA=VoIP-trunk2
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This is the call agent from which the call is coming from.

• Ruleset MX-One_trunk_lines_to_local_users
TRUNK_CA=VoIP-trunk2
This is the call agent from which the call is coming.

• Ruleset SIP_trunk to_MX-One
TRUNK_CA=VoIP-trunk2
This is the call agent from which the call is coming.
MX-ONE-TRUNK=MX-One-trunk_CA
This is the call agent to which the call will be routed to.

Ruleset MX-One_to_trunk_lines
TRUNK_CA=VoIP-trunk2
This is the call agent from which the call is coming.
TRUNK2_CA=VoIP-trunk2 (Not used at the moment, this is a placeholder for future use).
This is the call agent from which the call is coming.
MX-ONE-TRUNK_CA=MX-One-trunk_CA
This is the call agent to which the call will be routed to.
1. Click Save and Apply when done.
2. Configure each call agent (ca).

3. Click Modify to enter specific data for each call agent.
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local_users_ca

Figure 7.17: Configure Call Agent screen

Figure 7.18: Call Agent Rulesets

• Ruleset MX-One_build_RURI survivability (Active only in Survival Mode)
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 22100 - 22199.
PATTERN=221[0-9][0-9
The pattern for the internal range of numbers would be 22100 - 22199.
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Calls to this number range stay always local (would not be sent to the PSTN in survival mode).
DOMAIN=192.168.17.44
The IP-address of the MX-ONE in this case 192.168.17.44.

• Ruleset: MX_One_Appearance_Prefix (Active only in Survival Mode)
APP_PREFIX=SCA- and APP_PREFIX=EDN-
This is the prefix for the usernames connected with shared appearance and extra directory number 
(EDN). In this example, you have two user names: SCA- and EDN-

• Ruleset: MX-One_Remove_Outbound_Appearance (Active only in Survival Mode)
PATTERN=221[0-9][0-9]
This defines the local numbers, in this example the internal range would be 22100 - 22199.
A_PRFX=031325
This is the prefix for the local numbers used on outgoing calls to the PSTN. In this example, you can add 
a number block 031325 in front of the number specified in PATTERN-parameter to form a valid calling 
party number to be sent to the PSTN.
PSTN_PREFIX=00
This parameter specifies the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will be truncated.

• Ruleset: MX-One_outbound_B_Number_prefix (Active only in Survival Mode)
This ruleset applies to calls to numbers defined in BNUMBER and will add B_PRFX to the called party 
number.
This ruleset must be repeated for every approved destination (that is, calling the HQ and other branch 
offices).
Calling HQ:
BNUMBER=67[0-9][0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 67000 - 67999.
B_PRFX=08568
This is the prefix for the Called Party Number. In this case, it will be built like: National Prefix (08) + Main 
part of the HQ's local number: (568).
Calling BO#1:
BNUMBER=111[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers would 
be 11100 - 11199.
B_PRFX=013443
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (013) + Main 
part of the HQ's local number: (443).
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Calling BO#3:
BNUMBER=321[0-9][0-9] Applies to calls to the specific range of extensions. The pattern for the internal 
range of numbers, in this example the internal range would be 32100 - 32199.
B_PRFX=040598
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (040) + Main 
part of the HQ's local number: (598).
Calling BO#4:
BNUMBER=421[0-9][0-9]
Applies to calls to the specific range of extensions. The pattern for the internal range of numbers, in this 
example the internal range would be 42100 - 42199.
B_PRFX=036618
This is the prefix for the Called Party Number. In this case it will be built like: National Prefix (036) + Main 
part of the HQ's local number: (618).

• Ruleset: MX-One_outbound_B_Number_Override (Active only in Survival Mode)
This ruleset applies to calls to numbers defined in BNUMBER and will use the BOVERRIDE as Called 
Party Number.
One use case could be if a user dials the internal operator (09) while in survivable mode. The dialled 
number (09) will be replaced with 0856867000 which could be the number to the operator in the HQ.
BNUMBER=09
The internal number to the operator.
BOVERRIDE=0856867000
Calls to extensions like BNUMBER will be sent to BOVERRIDE. In this example, it will be sent to 
0856867000.

• Ruleset: MX-One_local_reg_users_with_survivability
(Builds the registration cache for survivability purpose).
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 22100 - 22199.
Click Save when done.
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trunk_lines_ca

Figure 7.19: trunk_lines_ca

Figure 7.20: Call Agent Rulesets

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will be truncated.

• Ruleset: MX-One_trunk_lines_to_reception_survivability
An incoming call in survival mode will be sent to MAIN_EXT destination if not reachable or not available.
EXT_DIGIT_LENGTH=5
The length of the internal numbers, in this case set to 5, for numbers like 11100 - 11199.
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MAIN_EXT=22104
This is the extension number (22104) and the call will be routed to when an incoming call’s destination is 
not reachable (not defined or not registered).Where, MAIN_EXT is the default answering position.
PATTERN=221[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numberswould be 22100 - 22199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.

• Ruleset: MX-One_build_RURI_survivability (Active only in Survival Mode)
Builds the RURI when in survivability mode.
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 22100 - 22199.
PATTERN=221[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 22100 - 22199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.

• Ruleset: MX_One_Appearance_Prefix (Active only in Survival Mode)
APP_PREFIX=SCA- and APP_PREFIX=EDN-
This is the prefix for the user names connected with shared appearance (SCA) and extra directory number 
(EDN). In this example, you have two user names: "SCA"- and "EDN-"
Click Save when done.
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MX-One_Lim1

1. Enter the IP-address of the MX-ONE in the Peer Host field.
Figure 7.21: Configure Call Agent - Peer Host

2. Enter the IP-address of the GW in the RURI_HOST parameter.

Figure 7.22: RURI_HOST parameter

• Ruleset: rewrite_RURI_host
RURI_HOST= 192.168.17.83
This is the local IP address of the GX-gateway.
Click Save when done.

MX-One_trunk

1. Enter the IP-address of the MX-ONE in the Peer Host field.
NOTE: Though the MX-One-trunk is not used in this configuration but you must enable it.
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Figure 7.23: Call Agent Parameters

Figure 7.24: Call Agent Rulesets

• Ruleset: face_mxone
SOURCE_CA=VoIP-trunk2
This parameter indicates the call agent from which the call is coming from.
RURI_HOST=192.168.17.83
This parameter is used to set a correct value in the FROM DOMAIN in the INVITE message sent to 
MX-ONE. It shall be the local IP-address of the GX-gateway.

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will be truncated.

• Ruleset: MX-One_trunk_lines_to_reception_survivability
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An incoming call in survival mode will be sent to MAIN_EXT destination if not reachable or not available.
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 22100 - 22199.
MAIN_EXT=22104
This extension number (22104) will receive the incoming call in case the original destination is not reach-
able (not defined or not registered).
PATTERN=221[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 22100 - 22199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44

• Ruleset: MX-One_build_RURI_survivability
Builds the RURI when in survivability mode
EXT_DIGIT_LENGTH=5
The length of the internal numbers is set to 5, for numbers like 22100 - 22199.
PATTERN=221[0-9][0-9]
This defines the local numbers. The pattern for the internal range of numbers would be 22100 - 22199.
DOMAIN=192.168.17.44
The IP-address of the headquarter (the main PBX) is 192.168.17.44.
Click Save when done.

VOIP-trunk2

1/1531-ANF 901 63 Uen D 2022-04-13



71

SIP
CHAPTER 7 SETTING UP GX-GATEWAY WITH SIP TRUNKS

VoIP-trunk2

Figure 7.25: Call Agent Rulesets

• Ruleset: MX-One_remove_prefix
PSTN_PREFIX=00
This parameter specified the prefix to break out to the PSTN. When a user dials this number (in survivable 
mode) it will truncated.

• Ruleset: face_mxone
SOURCE_CA=VoIP-trunk2
This parameter indicates the call agent from which the call is coming.
RURI_HOST=192.168.17.81
This parameter is used to set a correct value in the FROM DOMAIN in the INVITE message sent to 
MX-ONE. It will be the local IP-address of the GX-gateway.
Click Save when done.
When all the changes for call agents are done, a yellow field is shown indicating that configuration has 
been modified.

Click Apply when ready.
NOTE: Error will be shown in the configuration if the indication is not removed. Double check the changes 
described above and correct them.

SIP

Gateways

Figure 7.26: Gateways

Following gateways are predefined and port numbers.
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NOTE: The SIP route must be defined in MX-ONE to handle traffic to and from the trunks_mx-one 
gateway.

Figure 7.27: Gateway Configuration

Servers

Figure 7.28: Servers

1. Select SIP > Servers.
2. Enter IP-address to MX-ONE in both the Registrar Host and Proxy Host fields.

Figure 7.29: Default Servers

3. Enter IP-address of MX-ONE in the Proxy Host field.

4. Enter IP-address of the gateway in the Outbound Proxy Host field.

Figure 7.30: Proxy Servers

5. Click Apply when done and restart service.
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Registrations

Figure 7.31: Registrations

1. Select SIP > Registrations.
2. Enter the extension numbers for the analog extensions.

Figure 7.32: Endpoints Registration screen

3. Click Apply or Apply and Refresh when done.

Authentication

Figure 7.33: Authentication

1. Select SIP > Authentication.
Figure 7.34: Authentication Screen

2. If password is required click the Modify icon for any item that you want to add.

3. Indicate for which Endpoint and Criteria the changes are to be applied.

4. Enter the Auth Code in the Password field.

5. In the Validate Realm field, select Disable.
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Figure 7.35: Validate Realm field

6. Click Apply or Apply and Refresh Registration when done, restart service. The result after Regis-
tration and Authentication should be like as shown in the below screen.

Figure 7.36: Endpoints Registration Status

Transport

Figure 7.37: Transport

1. Select SIP > Transport
2. Enable UDP or TCP dependent on configuration.

Figure 7.38: Protocol Configuration

NOTE: Only 1 transport mechanism can be Enabled if both enabled survivability will not work.
3. Click Apply when done and restart service.

Misc

Figure 7.39: Misc

1. Select SIP > Misc.
2. Enter the IP-address of MX-ONE in the SIP Domain Override field for trunk_lines_gw.
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Figure 7.40: Gateway Configuration field

3. Click Apply when done and restart service.

Media

Codecs

Figure 7.41: Codecs

1. Select Media > Codecs.
2. Change Codecs according to preference.

Figure 7.42: Codecs

3. Click Apply when done and restart service.
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Call Router

Route Config

Figure 7.43: Route Config screen

1. Click Modify icon for index 1. This is used if the received B-number contains a full number. That is,
more digits than the pure DID numbers.

Figure 7.44: Routes

2. In the Transformations field, add a name for a transformation rule.

Figure 7.45: Configure Route

1/1531-ANF 901 63 Uen D 2022-04-13



77

CALL ROUTER
CHAPTER 7 SETTING UP GX-GATEWAY WITH SIP TRUNKS

3. Click Save.

4. Click Plus icon in the first Call Property Transformation and enter the same name as above.

5. Use Called E164 for both Criteria Based On and Transformation Applies To fields.

Figure 7.46: Configure Transformation

6. Click Plus icon in the second Call Property Transformation, and enter the same name as above.

7. The Criteria Rule in this case is 443(111..)$ and the transformation rule is ‘\1.

8. This means that if a B-number is received containing 59832104, then the 3 first digits (443) are
removed before the call is sent to MX-ONE for further processing. (111..)$ means that the number
can only be 5 digits starting with 111.

Figure 7.47: Configure Transformation Rule 1

9. Click Save or Save and Insert Rule. Now, the Call Property Transformations looks like this as shown
below.

Figure 7.48: Transformations
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10. Click Plus icon for the Signalling Properties, and enter the data shown below.

Figure 7.49: Configure Signaling Property 1

11. Click Plus icon for the SIP Header Translation Overrides, and enter the following data as shown 
below.

Figure 7.50: Configure SIP Header Translation Override 1

12. Click Save Now the Signalling Properties looks like this as shown below.
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13. Click Save if the yellow indication on top of the page is on.

Management

Backup/Restore

1. Select Management > Backup/Restore.
2. Click the Activate unsecure script transfers through web browser link.

1/1531-ANF 901 63 Uen D 2022-04-13

Activate unsecure script transfers through web browser


80

MANAGEMENT
CHAPTER 7 SETTING UP GX-GATEWAY WITH SIP TRUNKS

Figure 7.51: Image Configuration

3. Click Apply and Backup Now.
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File

Figure 7.52: File screen

1. Select Management > File.
Figure 7.53: Internal files

1. Find the previously made backup image.
Figure 7.54: Backup image

2. Download and store on a secure place.
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Known Limitations

Below are some known limitations when using the EX-Controller or GX-Gateway:
• When MX-ONE is installed as a virtual machine in the EX-Controller, Provisioning Manger is not 

allowed to be installed.
• When EX-Controller is used in a multi-server configuration the EX-controller can never be the master 

server.
• Maximum 5 servers can exist in a multi-server configuration, where at least one of the servers is an 

EX-controller.
• When deploying a MX-ONE as a virtual machine, the maximum amount of RAM is 7168 Mbytes.
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