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1 General information

In the context of this document ASC represents ASC Technologies AG, its subsidiaries, branch
offices, and distributors. An up-to-date overview of the aforementioned entities can be found at
https://www.asctechnologies.com
ASC assumes no guarantee for the actuality, correctness, integrity or quality of the information
provided in the manuals.
ASC regularly checks the content of the released manuals for consistency with the described
hardware and software. Nevertheless, deviations cannot be excluded. Necessary revisions are
included in subsequent editions.
Some aspects of the ASC technology are described in general terms to protect the ownership
and the confidential information or trade secrets of ASC.
The software programs and the manuals of ASC are protected by copyright law. All rights on the
manuals are reserved including the rights of reproduction and multiplication of any kind, be it
photo mechanical, typographical or on digital data media. This also applies to translations.
Copying the manuals, completely or in parts, is only allowed with written authorization of ASC.
Representative, if not defined otherwise, is the technical status at the time of the delivery of the
software, the devices and the manuals of ASC. Technical changes without specified announce-
ments are reserved. Previous manuals lose their validity.
The general conditions of sales and delivery of ASC in their latest version apply.

http://www.asctechnologies.com
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2 Introduction

Salesforce is an international provider of cloud computing solutions for companies. Salesforce
offers Software and Platform as a Service. Salesforce products and services support multiple
tenants and are designed to help companies interconnect their employees, customers, and
products.
The Salesforce integration enables you to control the recording. You can link the conversations
to the contacts and use them for customer care purposes. In addition, it is possible to use the
recordings for analysis by means of transcription and keyword spotting. Within Salesforce App
Exchange, you can search for recordings and replay them.
For information about the configuration of the integration refer to the respective administration
manual.
To use the application System Configuration with Salesforce, you have to carry out the following
configurations in the application:

• Configure server, for information about the configuration refer to the respective administra-
tion manual of the integration.

• Activate PBX module PHONEapp, for further information about the PBX configuration refer
to the respective administration manual of the integration.

• Configure PHONEapp, see chapter "Configure PHONEapp", p. 21
• Configure phones, see chapter "Configure phones", p. 23
• Configure additional data, see chapter "Configure additional data", p. 25
• Configure and activate integration, for more information refer to the respective administra-

tion manual of the integration.
• Create recording profile in the Recording Planner, see chapter "Configure Recording Plan-

ner", p. 27
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3 Preconditions

The following conditions must be met to be able to configure and use the Salesforce application:
• The operating system must have been installed according to our specifications, refer to the

installation manual Configuration Windows Server 2012 R2 or Windows Server 2016.
• The neo recording software must have been installed according to our specifications, refer

to the installation manual for system providers Installation recording software of ASC.
• The integration must have been configured according to our specifications; refer to the ad-

ministration manual of the respective integration solution.
To use the Salesforce application, you have to additionally carry out the following configurations
in the application System Configuration:

• Configure PHONEapp, see Configure ASC PHONEapp module
• Configure phones, see Configure phones
• Configure additional data, see Configure additional data
• Create recording profile in the Recording Planner, see chapter "Configure Recording Plan-

ner", p. 27

3.1 Licenses

License name Number
PHONEapp universal for recording control per
system

1 license per recording system

PHONEapp for Salesforce 1 license per recording system
Recording Control Access system license
or
Recording Control Access software license

1 license per recording system
or
1 license per concurrent user

Search & Replay Access system license 1 license per replay server
Search & Replay Access software license 1 license per concurrent user

Tab. 1: ASC licenses

3.2 Supported integrations
The add-on with the Salesforce application can be used with all integrations supporting the
function Record on demand.



4 Installation

Salesforce Integration - neo 6.x Rev. 9 7 / 43

4 Installation

4.1 Salesforce App
You can download the application from Salesforce App Exchange.
1. Open the following URL in a browser:

https://appexchange.salesforce.com/appxListingDetail?listingId=a0N3A00000EcrSGUAZ
2. Click on the button Get It Now.

Fig. 1: Download application via App Exchange

Alternative installation option
1. If you have a login for Salesforce.com, you can download the application by clicking on the

following link:
https://login.salesforce.com/packaging/installPackage.apexp?p0=04t0X0000003Mi1&is-
dtp=p1

Follow the on-screen instructions to download and install the package.

4.2 Install SSL certificate

The neo system requires a signed SSL certificate from a root certifying authority; otherwise it
will not be possible to establish a connection between Salesforce and the recording server.
The operator of the neo must have the certificate issued for the respective DNS name and in-
stall it on the recording server with the certificate import tool. The DNS name for the neo sys-
tem for which the certificate has been issued must be used a end device in the Salesforce con-
figuration.

4.2.1 Import customer-specific HTTPS certificate
If you would like to use a customer-specific certificate, you can import it with the program certim-
porter.exe.
1. Change to the folder C:\Program Files (x86)\ASC\ASC Product Suite\scripts.
2. Open the file certimporter.exe.

ð The window Certificate Import Tool appears.

https://appexchange.salesforce.com/appxListingDetail?listingId=a0N3A00000EcrSGUAZ
https://login.salesforce.com/packaging/installPackage.apexp?p0=04t0X0000003Mi1&isdtp=p1
https://login.salesforce.com/packaging/installPackage.apexp?p0=04t0X0000003Mi1&isdtp=p1
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Fig. 2: Certificate Import Tool

The following formats are supported:
• PKCS12

• X.509/Private key

4.2.1.1 Import X.509/Private key
1. Select the menu item HTTPS Certificate in the navigation bar.
2. Click on the tab Import Certificate.
3. If you certificate is a X.509/Private, select the option Certificate X.509 (RSA Private key).
4. Click on the button  next to the field Certificate X.509 to select your certificate.

Fig. 3: Import X.509

5. Click on the button Import.
ð The window to enter the password for the private key appears.

Fig. 4: Enter password for the private key
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6. Enter the password for your private key.
If you do not use a password, leave this field empty.

7. Click on the button OK to confirm the password.
ð A message will inform you about the successful import.

Fig. 5: Message - Successful import

8. Click on the button OK to confirm the success message.
9. Click on the button Exit to exit the program.
10. Restart the Glassfish server so that the certificate will be applied.
11. In the tab Current Certificate, you can check the currently valid certificate.

Fig. 6: Check currently valid HTTPS certificate

4.2.1.2 Import PKCS12
1. Select the menu item HTTPS Certificate in the navigation bar.
2. Click on the tab Import Certificate.
3. If you certificate is a PKCS12 Keystore, select the option PKCS12.
4. Click on the button  next to the field Keystore PKCS12 to select your PKCS12 Keystore.



4 Installation

Salesforce Integration - neo 6.x Rev. 9 10 / 43

Fig. 7: Import PKCS12 Keystore

5. Click on the button Import.
ð The window to enter the alias for the PKCS12 Keystore appears.

Fig. 8: Confirm alias

6. Click on the button OK to confirm the alias.
ð The window to enter the password appears.

Fig. 9: Enter password for PKCS12 Keystore

7. Enter the password for your PKCS12 Keystore. 
If you do not use a password, leave this field empty.

8. Click on the button OK to confirm the password.
9. Click on the button Exit to exit the program.
10. Restart the Glassfish server so that the certificate will be applied.
11. In the tab Current Certificate, you can view the currently valid certificate.
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Fig. 10: Check currently valid HTTPS certificate
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5 Configuration

5.1 System Configuration

Basic information about using the application System Configuration can be found in the user
manual for administrators System Configuration - General information.

5.1.1 Start application
During the installation routine, shortcuts for the neo programs are created on your desktop.
1. To start the application directly on the server, double-click on the shortcut System Configu-

ration.
To access the application from a computer via the web, enter the following URL in the ad-
dress bar:
https://<System-IP>/SystemConfiguration. 
If you have configured customer-specific ports, you have to include the port in the URL:
https://<System-IP>:<Port>/SystemConfiguration.

Fig. 11: System Configuration - web interface

To install and configure the recording solutions, you have to log in as system provider.
Login data for the administrator of the system provider:

User name: system-admin
neo version < 6.3
Default password: 1

If the default password 1 has never been changed before a software
update to a neo version ≥ 6.3, the password must be changed upon
the next login or by entering it again.
If the default password has already been changed before a software
update to a neo version ≥ 6.3, the changed password remains.

neo version ≥ 6.3
Default password: A$c123

Tab. 2: Login data - system provider

2. Log in to the web interface.
ð The main window System Configuration appears.
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Fig. 12: System Configuration - main view:

5.1.2 Configure Web Service API
To enable tenants to use the Web Service to search for and replay recordings, you as system
administrator must configure this option for each tenant.
1. Select the menu item Tenants in the navigation bar.
2. In the main view, select the account of the tenant for which you would like to adjust the set-

tings.
3. Click on the tab Web Service to configure this option for the tenant.
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Fig. 13: Web service functionalities for the tenant

4. Tick the check boxes of the functions which are supposed to be activated.
 = Function has been activated.
 = Function has not been activated.

Group field General Functions
In this group field, you can activate the test function.

Checks the general web
service functionality

Activate the check box, if you would like to allow checking the gen-
eral web service functionality.

Group field Conversation
In this group field, you can configure the functions for the search and for the export of conversa-
tions via the Web Service.

Allows exporting transcrip-
tions

Activate the check box if you would like to allow the tenant to ex-
port transcriptions via the Web Service.

Allows exporting conversa-
tions

Activate the check box if you would like to allow the tenant to ex-
port conversations via the Web Service.
NOTICE!  When activating this function, you have to enter an ex-
port server in the group field Conversations Export Server.



5 Configuration

Salesforce Integration - neo 6.x Rev. 9 15 / 43

Allows searching for con-
versations via Web Service

Activate the check box if you would like to allow the tenant to
search conversations via the Web Service.

Group field Conversations export server
In this group field, you can configure the export server on which the conversations which are
supposed to be exported via the Web Service are stored.

Export server Click on the button  next to the field Export server.

Fig. 14: Select export server

NOTICE!  For export servers, the property Replay is mandatory. Therefore, this list only con-
tains servers which have been configured as replay servers.
1. Select the server from the list from which the conversations are supposed to be exported.
2. Click on the button Add.

ð The name of the export server appears in the detail view.

For information about the configuration of servers and recording architectures refer to the ad-
ministration manual for system providers Configuration servers and recording architectures.

3. To save the settings, click on the button Save.
To discard the settings, click on the button Reset.

5.1.3 Create user API
For external recording control and the access to the applications, it is important that the user is
a technical user whose password cannot expire.
Therefore, create a new superuser as tenant for the API interface.

The following configuration has to be carried out as the administrator of the tenant.

1. Select the menu item Employees in the navigation bar to create a new user.
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Fig. 15: Employees module - main view

2. Click on the icon  (Add) in the toolbar.
ð In the tab Details, the entry fields for the new user appear.

3. Enter API as the first name and the last name of the user.
4. Click on the tab Account and enter the login data for this user.
5. Click on the button Save so that the tab Settings becomes active.
6. Click on the tab Settings.
7. Give the user the right Superuser

Fig. 16: Configure user API as superuser

8. Click on the button Save to apply the settings.

For information about the configuration of users refer to the administration manual for tenants
User management for tenants.

5.1.4 Assign recording resources
In multi-tenant systems, you have to assign each tenant its own recording resources.
Depending on the recording type, agents can be assigned to the recording resource via the ex-
tension, via the PBX Agent ID or via the chat ID. Within one tenant, you can configure all three
possibilities.
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5.1.4.1 Assign extensions to tenants
If you would like to make an assignment based on extensions, you can assign the respective
tenant the extension designated for recording in the Tenants module.

In 1-tenant systems, all extensions are automatically assigned to the tenant who has been cre-
ated by the system (1st tenant). Extensions are assigned to the user in the Employees mod-
ule.
When installing a 1-tenant system, you can skip this chapter.

In multi-tenant systems, you have to assign the extensions manually to each tenant who is
supposed to be able to use them. There are multi-tenant systems, too, in which only 1 tenant
has been set up.
The manual assignment of extensions is not possible until a PBX has been created since ex-
tensions are assigned in relation to the PBX.

1. Select the menu item Tenants in the navigation bar.

Fig. 17: Tenants - main view - tab Extensions

5.1.4.1.1 Add extensions
1. In the main view, select the tenant to whom you would like to assign extensions.
2. Click on the tab Extensions.
3. Click on the button Add.

ð The following window appears:
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Fig. 18: Assign extensions to tenants

4. From the drop-down list, select the PBX in which the extensions for this tenant have been
configured.

File import Select the option to import extensions from an existing file and add
them to the table of extensions.
The following file formats are supported:

• ZIP

• TXT

• CSV

NOTICE! The maximum number of extensions in a file has been
limited to 2000 for performance reasons. If more extensions are
required, you can import several files.
File contains a headline

Activate this option so that this structed is recognized correctly when
importing the file.
The file must not contain more than one column. If commas or other
column separators are detected in the file, the file is considered invalid
and an error message is displayed.
File name

To import the file, proceed as follows:
• Click on the button  behind the field File name.
• Click on the button Choose File.
• Select the respective file in the Explorer and click on the button

Open.
• Click on the button  Upload File.

Manual entry Select this option to enter extensions or extension ranges manually.
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To import number ranges, you must enter the same number of digits
for the beginning and the end of the range, e. g. 1-9, 10-99, 01-20,
001-200, 4000-5000. If the end of the range asks for several digits, you
have to add zeros for the beginning of the range, e. g. 01-10, 010-100.
Enter country codes as number ranges as follows:
+4984496800-+4984496810
NOTICE! The number of digits must be equal. Add zeros in front
of digits to level up possible incongruences.
NOTICE! Wildcards cannot be used!

Replace existing list of
extensions

Activate the check box to replace the list of extensions.
 = Function has been activated; the entry replaces the extensions of

the selected PBX.
 = Function has not been activated; the configured extensions of all

PBXs are kept and the new extensions are added to the selected PBX.

5. Click on the button Add.
ð The extensions are added in the table of extensions.

6. If errors have been detect, the window Result appears.
Click on the button Display Error Report to open the window Error Report.
To close the window Error Report, click on the button Close.
To close the window Result, click on the button Close.

7. The configured extensions now appear in the detail view.
8. Click on the button Save in the detail view to save the entries.

5.1.4.1.2 Remove extensions
1. In the list, select the PBX for which you would like to remove the assigned extensions.

Fig. 19: Remove extensions

2. Click the button Administrate.
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3. Select one or several extensions you would like to remove from the assignment.
To select several extensions or to revoke the selection, click on the respective line while
holding the [Ctrl] key down.

Fig. 20: Select extensions

4. To remove the selected extensions, click on the button Remove.
To cancel the process and close the window, click on the button Cancel.

5.1.5 Configure PBX module
In the PBX module, you have to activate the PHONEapp configuration.
1. Select the menu item Setup > PBX in the navigation bar.

ð The following window appears:

Fig. 21: Create new PBX

5.1.5.1 Tab PHONEapp Configuration
1. Click on the tab PHONEapp Configuration.
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Fig. 22: Activate PHONEapp configuration

2. Enter the following parameters:

Activate PHONEapp configuration Tick the check box to activate the PHONEapp. Once the
PHONEapp has been activated here, you can proceed
with the configuration in the PHONEapp module and in
the Phones module.

PBX identifier Enter the identifier of the PBX. The identifier allows the
PBX to connect with the PHONEapp. This identifier is
specified during the installation of the PBX. Only use let-
ters, numbers, and underscores.

3. In the detail view, click on the button Save to apply the changes in the tab PHONEapp Con-
figuration.

5.1.6 Configure PHONEapp
In the PHONEapp module, you can adjust the basic settings for the phone applications and con-
figure phone types.
1. In the navigation bar, select the menu item Setup > PHONEapp.

ð The following window appears:

Fig. 23: PHONEapp - main view:

In the category Phone types, you can display the properties of the supported end devices and
add additional phone types.
To configure the function keys you have to create a new phone type in the category Phone
types.
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5.1.6.1 Category Default Settings
In this category, you define the values for the general settings of your PBX. The default settings
are divided into different group fields.
1. In the main view of Setup > PHONEapp, select the category Default Settings.

ð Different group fields are displayed in the detail view.

Fig. 24: Detail view Default settings

5.1.6.1.1 Group field General
1. Enter the following parameters:

Fig. 25: Group field General

General Here, you have to enter the address of the PHONEapp and
activate it.

• Activated Activates the recording control by means of the PHONEapp.
• PHONEapp URL Enter the URL under which the PHONEapp is supposed to be

accessible. Enter the IP address of the application server in-
stead of <host>.
Enter the additional port, if it differs from default (port 80 for
http or port 443 for https), e. g. http://<core_ip>:90.
The end device will establish a connection with this URL. The
PHONEapp transfers the data provided by the URL to the dis-
play of the end device.
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When using a load balancer, enter the IP address and the
port of the load balancer here.

• Only certified requests If the check box has been activated, certificate-based authen-
tication of the client (end device) on the server is required. To
be able to do so, the client certificate must be imported in the
certificate key store of the server.

5.1.6.1.2 Save configuration
1. To save the settings, click on the button Save.

To discard the settings, click on the button Reset.

5.1.7 Configure phones
The phones are configured in the menu item Phones of the Setup module of the application
System Configuration.
1. Select the menu item Setup > Phones in the navigation bar.

Fig. 26: Setup - Phones

2. To add a new phone, click on the icon  (Create).
3. Select the option IP Phone.
4. Click on the tab Details in the detail view.

Configure the type of the end device that you would like to use for the Salesforce application.
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Fig. 27: Tab Details (example)

Enter the following parameters:

Name Enter the name of your phone.
PBX Select your already configured PBX.
PBX phone ID Enter the ID of the end device of the PBX.

This field is a mandatory field if you use shared lines.
Extension Enter the extension of the end device.

This field is a mandatory field when entering no PBX phone
ID.

Computer name Enter the name of your computer if you would like to use the
feature Free Seating.

Address for replay via phone Enter the IP address or the phone number of the end device
which allows a SIP addressing of the end device.

Display language Select the language which is supposed to be used on the dis-
play of the end device.

IP address Enter the IP address of the end device.
This field is a mandatory field if you would like to start the
PHONEapp automatically.

MAC address Enter the MAC address of the end device if the IP address is
not available.

Activate PHONEapp configura-
tion

Activate the check box to activate the PHONEapp on the end
device.
This option is only available if the PHONEapp has been acti-
vated in the PBX module.

Phone type Select the phone type SALESFORCE.
The phone type is only available if you have installed the li-
cense PHONEapp for Salesforce.
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Alternatively, you can import the phone configuration. To do so, upload a file containing the in-
formation about the phones. Supported file types are: ZIP, XML or CSV.

For information about importing phone configurations refer to the administration manual for sys-
tem providers Import of phone configurations.

5. In the detail view, click on the button Save to apply the changes in the tab Details.
ð The recently created phone is displayed in the main view.

5.1.8 Configure additional data
In the Additional Data module, you can configure the additional data which is delivered for a
conversation by the add-on.
For selection fields to appear in the drop-down list when mapping them in the CTI configuration
in the integration, they have to be configured in the Additional Data module.
1. Select the menu item Setup > Additional Data in the navigation bar.

Fig. 28: Additional Data module - main view

2. Select the set of data you would like to configure.
ð The detail view displays the information you can configure.
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Fig. 29: Configure additional data

Group field Change display name

Fig. 30: Group field Change display name

1. To change the display name, click on the pen in the line of the language you would like to
change.

2. Enter a display name and click on the check mark at the end of the line to confirm the entry.
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Group field Availability

Fig. 31: Group field Availability

Available Activate the check box to make the data field available to the en-
tire system.

Editable Activate the check box to allow the data field to be edited in the
search and replay applications later on.

External Recording Control Activate the check box to be able to use the data field for external
recording control.

1. Click on the button Save to save the settings.

For further information about the configuration of the additional data refer to the administration
manual Additional Data module.

5.1.9 Configure Recording Planner

The following configuration has to be carried out as the administrator of the tenant.

In the Recording Planner module of the application System Configuration, you can configure
recording plans for automated recording or external recording control.
1. Log in to the application System Configuration as system administrator of the tenant (1st-

tenant-admin).
2. Select the menu item Recording Planner > Compliance.

ð The main view appears.

Fig. 32: Recording Planner - main view
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3. A phone profile has been configured and activated by default. Delete or deactivate this pro-
file so that it does not interfere with the new recording profile.

4. In the main view, click on the icon  (Create/Duplicate profile) to create a new profile.

Fig. 33: Create new profile

5. Select the option New from Default Call Profile > No Recording.
That way, you can enable external recording control by configuring the action node.

Fig. 34: Configure parameters for the recording profile
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6. Enter the following parameters:

Activated Do not activate the check box before you have configured the ac-
tion node.

Name Enter a name for the recording profile.
Conversation types Select the option Call.
Recording source Select the entry AllTypes from the drop-down list.

7. Click on the button Save to save the settings.
ð The profile now appears in the main view.

8. Click on the arrow in the line of the profile.
ð Below the profile, a default action node appears.

When creating a new profile, the action node Default always appears. This action node cannot
be changed. To configure a user-defined recording, you have to create a new action node and
replace the default action node with the new action node.
9. Select the action node and click on the menu item Recording Planner > Create/Edit Action

Node Configuration) in the toolbar.
10. Select the menu item New > Don't Record.

Fig. 35: Create action node

11. In the detail view, enter the parameters which enable external recording control.
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Fig. 36: Enter parameters for the action node

Name Enter a name for the action node.

Group field External Recording Control

Allowed Clients Activate the options
• API

• CLIENTcommand

• PHONEapp

Group field Allowed Actions

Start/Stop recordings Allows starting and stopping the recording manually for all clients
which have been activated in External recording control.

Created recordings Select the option which is supposed to be carried out if no deci-
sion has been made externally.

 Keep, if not externally deleted
Delete recordings Select the option

 After
and enter the period of time after which the saved recordings are
supposed to be deleted in general, e. g. 5 days.



5 Configuration

Salesforce Integration - neo 6.x Rev. 9 31 / 43

1. Click on the button Save.
ð The action node Default can be replaced with the action node Start.

2. Select the menu item Recording Planner > Action > Don't Record > Start in the toolbar.

Fig. 37: Replace action node

The action node with the start configuration appears in the main view.

Fig. 38: Action node - KSK start

3. Select the recording profile Start in the main view.
4. Activate the check box Activated in the detail view so that the profile can be used for

recording.
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Fig. 39: Activate recording profile

For information about the Recording Planner module refer to the administration manual for ten-
ants Recording Planner.

5.1.10 Configure Applications module
To enable the recording server to communicate with the Salesforce application, you must con-
figure the connection data in the Applications module.

The following configuration has to be carried out as the administrator of the tenant.

1. Log in to the application System Configuration as system administrator of the tenant (1st-
tenant-admin).

2. Select the menu item Applications in the navigation bar.
ð The main view appears.

Fig. 40: Applications module - main view

3. In the main view, select the entry Salesforce.
4. Enter the connection data in the tab General Settings.
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Fig. 41: Configure general settings for the connection to the Salesforce app

The two components communicate via the two URLs.

Salesforce Domain
URL

Enter the URL to the Salesforce application. The URL contains the
name of the tenant to authenticate in the Salesforce app. The login re-
quest is sent via this URL.
e. g. https://asctestingdomain16.my.salesforce.com

Salesforce Callback
URL

Enter the URL of the Web Service of the recording server with the addi-
tion ASCWebService/_sfcallback. The Salesforce app uses this URL
for its response.
e. g. https://neo.asc.de/ASCWebService/_sfcallback

The recording server send an authentication request with the login data to the Salesforce app.
The Salesforce app responds via the configured callback URL.
5. Click on the button Save to save the entries.

ð The button Generate becomes active.
6. Click on the button Generate.

ð A window appears to enter the login data for the Salesforce application.
7. To be able to establish a connection, you must enter the user name and the password of

the tenant once.

5.2 Configure Salesforce application
To be able to use the application, the user ASC must receive a permission set and a page lay-
out.
1. Log in to the Salesforce interface in the browser as the administrator of the tenant of ASC.
2. Within the icon Settings in the top right corner, select the menu item Setup.

5.2.1 Assign permission sets
1. Use the quick search to search for the entry permission sets.
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Fig. 42: Setup - user - permission sets

2. Select the permission set ASC Admin User.

Fig. 43: Permission sets - Manage Assignments

3. Click on the button Manage Assignments.
ð The window to select the user appears.

Fig. 44: Permission sets - Add Assignments

4. Click on the button Add Assignments.

Fig. 45: Add Assignments

5. Activate the check box in front of the respective user to assign a permission.
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6. Click on the button Assign.
ð A notification confirming the successful assignment appears.

Fig. 46: Assigned permission

7. Click on the button Done.
ð The user appears in the list for the assigned permissions.

5.2.2 Assign page layout
1. Click on the tab Object Manager.
2. Select the menu item Case in the navigation bar.

Fig. 47: Object Manager - Case

3. Select the menu item Case Page Layouts in the navigation bar.
ð A list with page layouts appears.

Fig. 48: Case - page layouts - assign page layouts

4. Click on the button Page Layout Assignment in the top right corner.
ð The list displays the already assigned page layouts.
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Fig. 49: Page layouts - Edit Assignment

5. Click on the button Edit Assignment.
ð A list containing profiles appears.

Fig. 50: Assign page layout

6. Select the respective profile, e. g. System Administrator.
7. In the drop-down list, select the page layout which is supposed to be used.
8. Click on the button Save.

ð The profile and the page layout of the user now appear in the list.

5.2.3 Configure ASC User Management
1. Click on the icon for all applications  in the task bar in the top right corner.
2. The window App Launcher opens.
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Fig. 51: App Launcher - Call up ASC User Management

3. In the group field Alle Elemente (all elements), click on the menu item ASC user manage-
ment.
ð The following window appears:

Fig. 52: Configure ASC User Management

4. Click on the button Edit to edit the parameters.
5. Enter the following parameters:

Username Enter the user name of the tenant for which the Salesforce integration
has been set up on the server.

Password Enter the password to access the ASC recording server.
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Device Extension Enter the extension of the recording server.
PBX Identifier Enter the PBX Identifier which has been configured for the recording

server in the ASC application System Configuration in the PHONEapp
module, see chapter "Tab PHONEapp Configuration", p. 20.

Device Endpoint Enter the URL which allows calling up the application. You can use the
IP address or an DNS name, e. g. //www.neo.asc.de.

Start Time Enter the period of time from which you would like to display conversa-
tions from the application.

The neo system requires a signed SSL certificate from a root certifying authority; otherwise it
will not be possible to establish a connection between Salesforce and the recording server.
The operator of the neo must have the certificate issued for the respective DNS name and in-
stall it on the recording server with the certificate import tool. The DNS name for the neo sys-
tem for which the certificate has been issued must be used a end device in the Salesforce con-
figuration.

6. Click on the button Save to save the configuration.

5.2.4 Configure remote site settings
To enable Salesforce to access the recording server, you must configure the remote site set-
tings in the Salesforce app.
1. Within the icon Settings in the top right corner, select the menu item Setup.
2. Search for Remote site

ð The window All Remote Sites opens.

Fig. 53: All remote sites

3. Click on the button New Remote Site.
ð The window Remote Sites Details opens.
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Fig. 54: Configure remote site

4. Enter the following parameters

Remote Site URL Enter the URL of the recording server.
Description You can enter an optional description.
Active This parameter allows activating or deactivating the connection.

•  activated

•  deactivated

Activate the check box if the connection for this recording server is sup-
posed to be activated.
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Glossary

API
Application Programming Interface

CTI
Computer Telephony Integration

PBX
Private Branch Exchange

SSL
Secure Socket Layer

URL
Uniform resource locator. Identifies and locates a resource (e. g. a website) about the used
access method (e. g. the used network protocol as HTTP or FTP) and the location of the re-
source in the computer network. (Source: Wikipedia 20th November 2013)
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