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Preface

This Integration Technical Note (ITN) is written for technicians who are experienced with MiCollab
Advanced Messaging (MiCollab AM) and are familiar with its procedures and terminology. This document
also assumes that you are familiar with the features and programming of the Avaya Communication
Server 1000E telephone system.

This document describes how to integrate MiCollab AM with a Avaya Communication Server 1000E
telephone system, using the Session Initiation Protocol (SIP) integration. This integration operates
exclusively over a TCP/IP-based network; it uses no analog or digital voice telephony ports, but passes
voice communication and signaling information over the network.

The Avaya SIP Trunk integration consists of three major components: the Avaya Call Server (Avaya
Communication Server 1000E telephone system), the Avaya Aura® Session Manager, and MiCollab AM.
MiCollab AM uses SIP trunks to integrate with the switch and thus uses static SIP endpoints.

The SIP trunks are configured as virtual trunks on the Communication Server1000E and the corresponding
SIP gateway endpoints are configured on the Session Manager. The Session Manager routes all calls
originating on the switch to MiCollab AM.

Similarly, the Session Manager routes all of the outgoing calls and MWI requests from MiCollab AM to
their proper destinations.

References

A catalog of technical documentation is included on the MiCollab AM Installation Media. If you are
installing any advanced applications, such as Networking and Fax Server applications, you should refer to
the appropriate technical documentation for application and installation information.

Documentation

The technical documentation is produced in the PDF format and requires the PDF reader to view it. The
MiCollab AM Documentation Library includes the following documents and resources:
e Administration Documentation. Available as a PDF only. Contains the following:

e Administration Guides. Available as a PDF only. Contains administrative guides for
administrators about how to manage and configure the messaging system.

¢ Quick Reference Cards (QRC). Contains shortcuts and quick instructions telling subscribers
how to access and use the messaging system.

o User Guides. Available as a PDF only. Contains user guides for subscribers about accessing the
messaging system and checking and sending messages.

e Server Documentation. Available as a PDF only. Contains the following:
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¢ Developer Resources. Contains programming guides and API references for developers for
integrating the server clients and web applications with MiCollab AM.

¢ Installation and Configuration. Available as a PDF only. Contains installation and
configuration guides for server administrators about how to install and configure the
messaging system.

¢ Integration Technical Notes (ITN). Contains a set of guides that describe the integration
methods and instructions for a variety of phone systems to work with MiCollab AM. The ITNs
are generally used by resellers or administrators who are experienced with MiCollab AM and
familiar with the integration procedures and terminology.

e Spare Parts Documentation. Contains a set of guides that describe the instructions for
installing and configuring hardware parts to work with MiCollab AM. These documents are
written for Mitel-certified MiCollab AM technicians who are experienced with MiCollab AM and
familiar with the procedures and terminology.

e Software Release Notice (SRN). This notice introduces the new features, capabilities, and
hardware/software requirements for the corresponding MiCollab AM version.

Documentation Updates

Documentation updates may be available from the following sources:

e Mitel-certified technicians can view or download documents and program files from our partner
web site: www.mitel.com

Help

The primary source of information about MiCollab AM is the online help available within any of its
administrative utilities. You can access Help by clicking the Help button in the dialog box or window in
which you are working.

Document Conventions

The following conventions are used in this document:

e Key Names. Names of keys on the keyboard are shown in a box.
I Example:

When two keys must be pressed simultaneously, they are joined by a + sign.

I Example: i +

e Reference to Document Titles of other documents are shown in italics.

I Example: See the System Installation and Configuration Guide.

e User Interface (Ul) Element Names. Names of Ul elements such as dialog boxes, windows, screens,
menu items, tabs, buttons, and icons are shown in bold.
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I Example: On the Startup screen, click the Start icon.

e User Input. Information required to be typed is shown in italics.

I Example: Type the password voicemail.

e Warning, Caution, Important, and Notes. Text for the contents that require attention are shown as
follows:

WARNING A warning paragraph advises you of circumstances that can result in the loss of data,
harm to the MiCollab AM System Server platform, or personal harm.

CAUTION Failure to follow these recommendations can result in unauthorized access to the
system and consequent loss of data.

IMPORTANT An important paragraph gives decision-making information or informs you of the
order in which tasks need to be completed.

NOTE A note gives additional information, provides an explanation, or indicates an exception to
the information in the preceding text.

For more detailed documents, refer to the following list of references:

Table 1. References

Document Type Document Title

Administration Documentation  System Administration Guide

Server Documentation System Installation and Configuration Guide

Online help MiCollab AM online help system

Features Supported by This Integration

The following tables list the features supported using the Communication Server 1000E SIP Trunk
integration.

Table 2. Call forward to personal greeting support for these common call types

Divert to MiCollab AM on Supported
No Answer Yes
Busy Yes
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Forward All Yes

Do Not Disturb No

Table 3. Integration features supported for Avaya Communication Server 1000 SIP Trunk with Session Manager

Feature Supported Notes
Automatic subscriber logon Yes

ANI/CLI Yes

Announce Busy greeting on forwarded calls Yes

Call screening Yes Note 1
Caller queuing Yes Note 1, 2
DNIS Yes

End-to-end DTMF, attendant console Yes

End-to-end DTMF, proprietary telephones Yes

Fax Tone Detection Yes

Internal calling party ID for reply Yes

Live record, integrated No

Live reply to sender Yes

Message notification callouts Yes

MWI, set/clear Yes

MWI, inband/outband Outband

Networking, analog No

Overflow from MiCollab AM to attendant Yes

Overflow to MiCollab AM from attendant Yes

PBX-provided disconnect signaling Yes

Revert to operator Yes
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SRTP Yes Note 5
TLS Yes Note 5
Transfers, blind Yes Note 3
Transfers, confirmed Yes Note 3
Transfers, fully supervised Yes Note 3
Transfers, monitored Yes Note 3
Trunk ID for call routing No

Spans Multiple Call Servers Yes Note 4
Multiple Integrations Yes Note 6

NOTES

1.
2.

Only available using supervised transfers

Caller Queuing is specific to each local Call Server. Call Servers within the system are unaware of
queued calls to the same subscriber on other Call Servers. For more information, refer to the Critical
Application Considerations section of this document for limitations on these features.

Refer to the Critical Application Considerations section of this document for limitations on these

features.

Multiple call servers can used via the SIP Routing Manager.

MiCollab AM supports negotiation for SRTP media streams using the Secure RTP profile defined in
RFC 3711 with the offer/answer model defined in RFC 3264. To enable SRTP, RTP, or both, see
integration configuration options documentation for the switch. The default setting is RTP. Please
note that MiCollab AM doesn’t support RFC 5939 which is an extension of RFC 3264. Also, please
note that SRTP has not been qualified for this integration, and no switch programming is available
for setting up SRTP on the switch side. However, SRTP may be enabled as described above, and

technical support will be available on a best effort basis.

To create secure connections, use TLS 1.3 (recommended where available) or 1.2 for the System

Server and Call Servers.

Refer to the Critical Application Considerations section.
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Critical Application Considerations

Known limitations or conditions within the telephone system and MiCollab AM that affect the integration
performance are listed here. General recommendations are provided when ways to avoid these limitations
exist.

e You must configure the Incoming Hunt Mode in the Switch Section Options dialog box. This
integration supports terminal, circular, reverse terminal and reverse circular hunt modes only. The
default mode is Terminal.

e You must configure the Trunk Group Access Code in the Switch Section Options dialog box. This
code cannot conflict with extensions. This must match with the DN prefix programmed for the
Gateway Endpoint associated with this MiCollab AM Call Server.

e The SIP Domain Name in the Integration Options dialog box must match the domain name
configured on the Session Manager. This is a case sensitive value.

e On a MiCollab AM server with two or more NICs, the NIC that supports this integration must not
occupy first place in the operating system’s binding order. The primary (public) network interface
card (NIC) must be the first network connection in the network binding order. MiCollab AM binds
and communicates to other servers and subscribers on this network connection. For more
information, refer to Changing the Network Binding Order on the MiCollab AM Platform.

e MiCollab AM supports G.729a with support for annex b on the incoming audio stream only.
MiCollab AM does not transmit annex b packets.

e When codec negotiation takes place between MiCollab AM and the PBX, MiCollab AM always offers
the G.729a audio format as an option. You may configure G.729a as the preferred codec in MiCollab
AM; however, the decision whether to use G.729a is always made by the PBX.

e The Call Queuing feature does not transcend the Call Server. Calls may be queued on multiple Call
Servers for the same subscriber but Call Servers do not have knowledge of calls in the queue on
other Call Servers within the system. Callers may be prompted with specific information about their
place in the queue; however, the information pertains to the specific Call Server on which their call is
queued.

e The MiCollab AM Integration Options parameter, Validate Remote Hosts for Media validates
each incoming audio packet and accepts it only if it is sent from a valid endpoint. The parameter is
disabled by default. Enabling this parameter causes MiCollab AM to reject RTP packets from invalid
endpoints, rejects MWI packets that timeout after a specified number of times, and overcomes port
lockups when callers hang up while MiCollab AM is performing a blind transfer.

IMPORTANT Enabling this parameter causes processing overhead and should only be enabled
when necessary.

e |[f a different configuration of additional hardware is present, which can include G430 and G450

Media gateways. The Session Manager will manage the DSP resources of the media gateways for
SRTP/TLS media encryption.
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e MiCollab AM 9.3 supports up to 10 integration types (i.e., licensed integrations) in total per system.
However, the following limitations apply to each Call Server:

e Limited to 3 integration types per Call Server
e The 3 integration types can be any mix of TDM and SIP (e.g., 1 TDM and 2 SIP)
e Limited to 1 Cisco UCM SCCP IP integration. Can be mixed with TDM, but not with SIP

e Connect up to 10 telephone systems total per Call Server (e.g., 2 Avaya Communication
Manager systems using SIP + 5 Avaya IP Office systems using SIP + 3 Siemens HiPath 4000
systems using Station Set Emulation)

e SIP timers for Aastra EETS integrations are incompatible with other SIP integrations. Thus, it is
not possible to have an EETS integration with any other SIP integration on the Call Server.
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Installation Requirements

Review the following information before performing any of the procedures in this document. To install
this integration successfully, you must meet the installation requirements for both the telephone system
and MiCollab AM.

Telephone System Requirements

e Avaya Communication Server 1000E release 7.6 or prior, and a SIP Access Port License for each
MiCollab AM port

e Avaya Aura Session Manager 7.0 or prior

e MC-8, NTVQO1AB VMG Voice Media Gateway Card 8-port assembly; or MC-32, NTVQ01BB VMG
Voice Media Gateway Card 32-port Assembly; or MGC, NTDW60BAES Media Gateway Controller

e Premium Network Service Package

MiCollab AM Requirements

e MiCollab AM version 9.3

e Mitel software key diskette or feature file with the Avaya Communication Server 1000E SIP Trunk
integration enabled and one Virtual SIP and RTP license enabled for each port involved in the
integration.

e One or two 10 MB, 100 MB, or 1000 MB (gigabit) network interface cards with cables
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Programming the Telephone System

This section provides commands programming examples to program the telephone system for
integration with MiCollab AM. The programming in this section can also be done in the System Manager
UCM page. To program through UCM page, see Appendix A.

Follow the recommendations and programming examples in this section to program the telephone
system for integration with MiCollab AM. Programming examples show commands and parameters that
are necessary for integration; they do not represent PBX programming in its entirety.

The installing technician should be familiar with programming the telephone system. For detailed
information on programming and installing the telephone system, refer to the Integrated Services
Network, Features Description & Operation Manual. The Northern Telecom Practice (NTP) library also
provides additional information.

Programming the D-Channel

Configure the D-channel as D-channel over IP Card Type and set the remote capabilities to Network
Name Display method 2. In addition, set the MWI using a SIP NOTIFY message. The following table
provides an example of D-channel programming in LD 17.

Table 4. Example programming for the D Channel (LD 17)

REQ CHG

TYPE ADAN

ADAN NEW DCH 4
CTYP DCIP

DES SIP_PRI

IFC SL1

RLS 4

RCAP ND2 MWI TAT
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Programming the Trunk Route

Configure the SIP route, which contains the virtual trunks that act as MiCollab AM lines. Define the
protocol ID as SIP and associate the route with the D-channel configured in the previous step. The Node
ID should match the node of the Signaling Server. Set the route as incoming and outgoing and assign an
access code. To modify the parameters, use the CHG request. The following table provides an example of
the configuration of route 4 in LD 16.

Table 5. Example programming for the trunk route (LD 16)

REQ NEW Comments

TYPE RDB

CUST 0

ROUT 4

DES SIP_PRI

TKTP TIE

VTRK YES

ZONE 000

PCID SIP

NODE 1110

ISDN YES

MODE ISLD

DCH 4

IFC SL1

PNI 00001 Private network identifier (you may change this
according to your site's requirements)

NCNA YES

NCRD YES

TRO YES

ICOG IAO
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TRMB NO
ACOD 7003
CNTL YES
NEDC ETH
FEDC ETH

Programming SIP Trunks

Configure one IP Tie virtual trunk for each MiCollab AM port. Assign the trunks as route members of the
route configured in the previous step. Set the Start Arrangement fields to Immediate and Supervision
Required to Yes. The following table provides an example of trunk programming in LD 14.

Table 6. Example programming for SIP trunks (LD 14)

REQ NEW 32 (No. of MiCollab AM lines)
TYPE IPTI

TN 108010
DES SIP_PRI
CUST 0

RTMB 41

CHID 1

STRI IMM
STRO IMM
SUPN YES

CLS UNR DTN
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Programming the Route List Index

Configure the route list index so it is accessible by the virtual trunk route. Configure any additional site-
specific networking features required for the integration. The following table provides an example of
route list programming in LD 86.

Table 7. Example programming for the route list index (LD 86)

REQ NEW
CUST 0
FEAT RLB
RLI 4
ENTR 0
ROUT 4

Programming the Steering Code

Configure a pilot directory number (PDN) to allow access to the route as if it were an extension, which
passes all dialed digits. This number is a steering code that accesses the new route 4. The steering code
and route are associated using a route list index which contains an available route to process the calls. The
following table provides an example of steering code programming in LD 87.

Table 8. Example programming for a steering code (LD 87)

REQ NEW
CUST 0
FEAT CDP
TYPE DSC
DSC 40
RLI 4
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Programming Customer Data Block (CDB) Network
Data

Configure any site-specific network settings and options. The following table provides an example of
network programming in LD 15.

Table 9. Example programming for the CDB network data (LD 15)

REQ CHG Comments

TYPE NET_DATA

CUST 0

ISDN YES

PNI 1 Private network identifier (you may change this

according to your site's requirements)

Programming Subscriber Telephones

Program subscriber telephones to forward to MiCollab AM on busy and no answer conditions. In the FDN
and Hunt field, specify the PDN previously configured. Class of service (CLS) must contain FNA and MWA,;
enable CFXA for All Call Forwarding. If desired, specify a key as the MWK when programming key
assignments. The following table provides an example of a 2004P2 set with Key 16 assigned as the MWK
function in LD 11.

NOTE If you use blind transfers, you must enable HTA. If you use monitored or supervised T-type
transfers, do not enable HTA.

Table 10. Example programming for subscriber telephones (LD 11)

REQ CHG

TYPE 2004P2

N 112010

FDN 4000

HUNT 4000

cLs FNA HTA MWA CFXA
KEY 16 MWK 4000
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Configuring the Element Manager

To configure the Element Manager:

1 Launch Communication Server 100E Unified Communications Manager.

AVAYA

Help | About | Change Password | Log off admin

Avaya Aura™ System Manager 6.1

Administrators

Manage Administrative Users

Groups & Roles

Manage groups, roles and assign roles

to users
Subscribers

Manage users and shared resources
associated with CS1000, including
LDAP/file import and export
Synchronize and Import
Synchronize users with the enterprise
directory, import users from file

UCM Roles

Manage UCM Roles, assign roles to

users
User Management

Manage users, shared user resources

and provision users

Application Management

Manage applications and application

certificates
Communication Manager

Manage Communication Manager

objects

Conferencing
Conferencing

Inventory

Manage, discover, and navigate to
elements, update element software

Messaging

Manage Messaging System objects

Presence

Presence
Routing

Network Routing Policy
SIP AS 8.1

SIP AS 8.1

Backup and Restore
Backup and restore System Manager
database

Configurations
Manage system wide configurations

Events
Manage alarms,view and harvest logs
Licenses
View and configure licenses
Replication
Track data replication nodes, repair
replication nodes
Scheduler
Schedule, track, cancel, update and
delete jobs

Security
Manage Security Certificates

Templates
Manage Templates for Communication

Manager and Messaging System

objects
pphcatnons and

navigation such as C51000
deployment, patching, ISSS and SNMP

Session Manager
Session Manager Element Manager

2 Click on the Element Name corresponding to the Element Type of CS1000
AVAYA

Avaya Unified Communications Management Help

— Network Host Hame: smar.blvu.avstlabs local  Software Version: 02 20_SMGR-SMNAPSHOT{4554)  User Hame admin
Elements
— 51000 Services EI t
Corporate Directory ements
IPEsee Mew elements are registered into the security framewark, or may be added as simple hyperlinks. Click an element name to |z

Mumbering Groups

Fatches

SMNMP Profiles |

Secure FTP Token
Software Deployment

its management service. You can optionally filter the list by entering a search term.

|| Search ” Reset]

Subscriber Manager Add... | | B
- USE’;:;:EZWE Usere [ Element Name Element Type Release Address Deserip
External Authentication 1O Smgr.blvu.avstlabs.local Base 035 7.8 172.16.20.23 Base Ot
- g (primary elemen
aSSwan Nl C51000 7.5 172.16.23.15 Mew
— Security alamen
Roles s 172162315 Call Server 75 17216.23.15 My
Policies elemen
Cerificates 4[] siaserverblu.avstiabslocal Linux Base 75 172.16.20.30 Base 0!
Active Sessions {rmernber) alamen
— Tools 5[] 172162314 Media Gateway T8 17216.23.14 e
Logs Contraller elemen
Data

3 Click System > IP Network > Nodes: Servers, Media Cards. The IP Telephony Nodes page
displays.
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4 Select the link for the Node ID to open the Node Details page.

5 Enter the Embedded LAN (ELAN) IP address and the Telephony LAN (TLAN) IP address as required.

AVAYA

-UCM Network Services
-Home
-Links
-Virtual Terminals
- System
+Alarms
- Waintenance
+Core Equipment
- Peripheral Equipment

- IP Metwarl
= Modes: Servers, Media Cardss
- Maintenafce and Hepors

- Media Gateways
-Zones
-Hostand Route Tables
- Metwork Address Translation
-G0S Thresholds
- Personal Directories
- Unicode Name Directory
- Interfaces
- Application Module Link
-alue Added Server
- Property Management Systerr
- Engineered Yalues
+Emergency Semices
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Raoutes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation

6 Click Gateway.

C81000 Element Manager

# | Managing: 172.16.23.15 Username: admin

System = IP Network » [P Telephony Modes » Mode Details

MNode Details {ID: 1110 - SIP Line, LTPS, Gateway ( SIPGw })

Naode ID: *(0-9939)

Call server IF address: [172.16.23.15 *

mbedded LAN (ELAN)

Gateway IP address: |172.16.23.1 *

Subnet mask: [255.255.255.0 |+

* Reguired Value.

Associated Signaling Servers & Cards

Select to add ¥

[] Hosthame ~

~
TLAN address bpe: & |Pyd anly
O IPvd and IPvE
Node IPv4 address: |172.16.20.40 *
Subnet mask: [255.255.2550 |+
2

Print | Reftesh

Type Deployved Applications ELANM IP TLAM [Pyd Role
) LTPS, Gateway, PO, Presence
[ sinserver Signaling_Server Publisher, IP Media Services 172162316 172.16.20.30 Leader
Show:

Mote: Only server(s) that are not part of any other IP telephony node and deployed application(s) that match the servicels) selected for this node are

avallable inthe servers list .

- Interfaces
- Application Maodule Link
-Yalue Added Server
- Property Managerment Syster
- Engineered Yalues
+Emergency Services
+Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans

* Required Value.

Associated Signaling Servers & Cards

Select to add ¥

[] Hostharme «

AVAYA CS1000 Element Manager
~UCM Network Services # | Managing: 172.16.23.15 Username: admin
_Home Syatem w» IP Metwork » IP Telephony Modes » Node Details
_Links Mode Details {ID: 1110 - SIP Line, LTPS, Gateway { SIPGw )}
- Yirtual Terminals
- System
+Alarms o]
_Maintenance Subnetmask: 2652662560 |+ Subnetmask: 26526525650 |+
+ Core Equipment
- Peripheral Equipment
- IP Metworl
~Modes: Servers, Media Cardz> IP Telephony Mode Properties Applications (click to edit guration)
- Mainfenance and Repors o Yoice Gateway (VGW) and Codecs « SIP Line
—;A;?éasoateways » Guality of Service (0S5 »_Terrningl Proxy Sener (TPS
- . LAN » Gateway (SIPGW,
-Hostand Route Tables « SNTF « Persoral Directories (PO
- Network address Translation » MNumbeting Zones » Fresence Publisher
- Sgi;ﬂ;’%’?gg&nes » MCDN Aternative Routing Treatment (MALT) Causes » P Media Senices
- Unicode Narne Directory v

Print | Refresh

Type Deployed Applications ELAM [P TLARN P4 Role
: ) LTPS, Gateway, PD, Presence
[ sigserver Signaling_Server Fublisher, IP Wedia Services 17218.2316 172.16.20.30 Leader
Showe:

Mote: Only setver(s) that are not part of any other IP telephony node and deployved spplication(s) that match the service(s) selected for this node are

awailahle in the serers list

7 Under the General tab, select Vtrk Gateway Application as SIP Gateway, and then add the SIP

domain name.
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AVAYA CS1000 Element Manager

~ UCM Network Services # Managing: 172.16.23.15% Username: admin
_Home System » IP Metwork » [P Telephory Modes » Mode Details » “irual Trunk Gateway Configuration
_Links Node ID: 1110 - Virtual Trunk Gateway Configuration Details
=Yirtual Terminals
_Sf';la“:ms General | SIP Gateway Settings | SIP Gateway Services
- Maintenance virk gateway application: [#] Enable gatewsay service on this node

+Core Equipment
- Peripheral Equipment

- IP hetwark General virtual Trunk Network Health Monitor
- Modes: Servers, Media Cards
- Maintenance and Reports Wirk gateway application: | SIP Gateway (SIPGw) [ Monitar IP addresses {listed b
- Media Gateways . '
- 2IP domain name: bl avstlabs. local f Infarmation will be captured for
- Hostand Route Tables below.
- MNetwark Address Translatian Local SIP part: [50B0 “¢1 65535 || Monitor 1P

- QoS Thresholds
- Perzonal Directaries . )
- Unicade Marne Directory Gateway endpoint name: |node1110 + || Monitor addresses:
- Interfaces
- Application Module Link
-Value Added Server
- Property Management Systen o
—Engineered Values Application node (D: (1110 *(0-8393)
+Emergency Services
+Geographic Redundancy Enable failsafe NRS: [
+ Sofhware
- Customers
-Routes and Trunks

Gateway password: *

8 On the same page, click the SIP GW Settings tab.
9 Under SIP GW Settings, type the Session Manager IP address in the Primary TLAN IP Address box.

AVAYA CS1000 Element Manager
_UCM Network Services # Managing: 172.16.23.15 Username: admin
_Home System & P Metwork » IP Telephony Modes » Mode Details » Virtual Trunk Gatewsy Configurstion
_Links Mode ID; 1110 - Virtual Trunk Gateway Configuration Details
-Virtual Terminals
‘?jﬁj?s General | SIP Gateway Setiings | SIP Gateway Serces
~Maintenance Proxy Server Route 1:
+Sor_e Eq“ilpl';”em . Prirnaty TLAM 1P address: [172.16.20.11
: IPeFr\;zhps;?k guipmen The P address can have either IPv4 or IPVE format baged on the value of "TLAN
- Nodes: Servers, Media Cards aress type
im:!]?%i?;i:yld RE0GE Port [S050 (1 - B5535)
- Zones
- Host and Raute Tables Transport protocol: | TCP (v
- Metwork Address Translation Options: [[] Support registration
-G0S Thresholds "
- Personal Directories [ Primary CDS praxy
- Unicode Mame Directary
—I_n}:prﬁiccea?iun Wodule Link Secondary TLAN IP address: |0.0.0.0
~“alue Added Server The IP address can have either IPvd or IPYE format based on the walue of "TLARN
- Property Managerment Syster aodress type"
- Engineered Yalues
+Emergency Semvices Fort 5050 (1 -835385)
+ Geographic Redundancy
+ Software Trangport protocol: | TCP
-Customers Optians: ] Suppart registration
-Routes and Trunks —
- Routes and Trunks Mote: Changes made on this page will MOT he [} C
- D-Channels * Redred Value. transmitted urtil the Node is also saved. E

10 On the same page, enter the appropriate information in the SIP URI Map section.
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Node ID: 1110 - Virtual Trunk Gateway Configuration Details

General | SIP Gateweay Seftings | SIP Gateway Services

SIP URI Map:
Fublic E.-164 domain names Private domain names
Mational: UDF: |udp
Subscriber: COP: |cdp.udp
Special number: [PublicSpecial Special number. |PrivateSpecial
Unknown: |PublicUnknown wacant number. |PrivatelUnknown

Unknown: |Unknownlnknown

11 Click Save and Transfer to confirm your changes.
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Programming the Session Manager for
Release 7.5 integration with MiCollab
AM

This section provides the procedures for configuring Session Manager. It is assumed that the basic
Session Manager installation and configuration has been completed. For further information on Session
Manager, see the Mitel Avaya SIP Trunk ITN and Avaya Session Manager documents.

Log in to Avaya Aura System Manager

Access the Avaya Aura System Manager used to manage Session Manager. Select Routing.

AVAYA

Help | About | Change Password | Log off adm

Avaya Aura™ System Manager 6.1

Users Elements Services

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and assign roles
to users

Subscribers
Manage users and shared resources
associated with C51000, including
LDAP/file import and export
Synchronize and Import
Synchronize users with the enterprise
directory, import users from file
UCM Roles
Manage UCM Roles, assign roles to
users
User Management
Manage users, shared user resources
and provision users

Application Management
Manage applications and application
certificates
Communication Manager
Manage Communication Manager
objects
Conferencing
Conferencing
Inventory
Manage, discover, and navigate to
elements, update element software
Messaging
Manage Messaging System objects
Presence
Presence

outing
Network Routing Policy

SIP AS 8.1
SIP AS 8.1

Session Manager
Session Manager Element Manager

Figure 1. System Manager

Backup and Restore
Backup and restore System Manager
database

Configurations
Manage system wide configurations

Events
Manage alarms,view and harvest logs

Licenses
View and configure licenses

Replication
Track data replication nodes, repair
replication nodes

Scheduler
Schedule, track, cancel, update and
delete jobs

Security
Manage Security Certificates

Templates
Manage Templates for Communication
Manager and Messaging System
objects

UCM Services
Manage UCM applications and
navigation such as CS1000
deployment, patching, ISSS and SNMP
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Obtaining SIP Domain

Read the SIP domain by selecting Domains on the left panel menu. This entry should be consistent with
that configured both in the Communication Server 1000E and MiCollab AM.

AVAYA Avaya Aura® System Manager 6.1

Routing 'l Home / Elements / Routing / Domains - Domain Management
é@mins ;

Locations

Adaptations ’
:

SIP Entities

Domain Management

Entity Links 1 Item Refresh ) 7
Time Ranges E] ] Name N  Type  Default
Routing Policies [0 ¢ sample domain.local sip O

Dial Patterns Select : All, None
Regular Expressions

Defaults

Figure 2. Avaya Aura® System Manager 6.1

Configuring the SIP Firewall

Configure the SIP firewall and ensure the MiCollab AM server's IP address is not blocked by the Session
Manager firewall.

To configure the Firewall:

1 On the System Manager Web Interface, select Elements > Session Manager > Network
Configuration, and then select SIP Firewall.

2 Configure the firewall appropriately to allow access to the MiCollab AM server's IP address.
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o Firewall Configuration Savel
Prosencn
Genaeral | Sesson Manager Instances | Rules | Bacdet | Whetelst
Applicatics Hanasgesseng Expand A1) Collagse A1
1 redgsinty
SIPF AS L1 General #
Feature Hansgemes]
Imrentory Session Manager Instapces 5
Templatey
e e Load ASM Dl Conhguntion| Load SH Delaul Configurstion|
[
i Bem Redrash Filved: Enables
Sl = Dascription
2 N Tem Lk
Tanmoearger [T
Communication Profile
Iditor Salict : Ak, Mo
Image continues on next page
Image continued from previous page
Network Conflguration
Local Hast Mame
Resolution Rules §
SIPF Firewall
Darvice and Location
Z = Blackist #
Application Conflgeration
System S3 Whiteksy =
Syitim Toals Emabled:
b Evenis
b Groups & Roles Maw| Dolet
Licenses.
= I~ Key ‘Valuse Hank
sk | 1 |
- F |[remste iP adareds =| (1 RN EE] 35290295298
oSty I [Remete 1P Addvess =] LTL.18.30.10 155.395.295.158
Eoiystem Mamwer Dty I [Remois 17 aderess =] L7268 T55.255.255.158
 Lsers I [Remsts 1P Address =] LTLIE301T 55255255, 748
' [Ramotw IP Address =] LT E6ALES TS5 255255155
Halp I [Remste 1P Address =] LT2.06.4.103 55295295253

] 2

3 Add an IP address to the Whitelist to ensure that an IP address is not being blocked by a firewall.

Whitelist =

(tiew )

Key

[Reenote 1 Address v

[Remote 1+ Adsress ¥]

O0o00Ol

[Remote 19 Address v

[Reenote 1P Address v

Enabled: [4

Value
19211132
172.16.20.10
17216449

17216 2042

Mask

J95.295 295298
J95.295.295.298
295295 .295.29%

255.295.295.248

I [Remote 19 Address ¥

17236445

CIE T —

Select : A3, None

Configuring the Location

Session Manager uses locations to determine which dial patterns to look when routing a call. Each SIP
entity has a particular IP address. Depending on the physical and geographic location of each SIP entity,
some of the SIP entities can be grouped into a single location. You may use an already existing suitable

location for MiCollab AM or create a new one.

To create a Location:
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1 On the System Manager Web Interface, select Routing, and then Locations.

2 Click New to create a new location. This location is used to create a SIP Entity for the MiCollab AM

Call Server.
» Elements Location Details Comml| Canocl|
» Events
» Groups & Roles General
Licenses * Name: Testlab
¥ Routing Notes:
Domains
O Managed Bandwidth: Kb/sec =]
Adaptations
* Average Bandwidth per Call: 80 Kbit/sec x|
SIP Entities
Image continues on next page
Image continued from previous page
Entity Links
Time Ranges Location Pattern
Routing Policies Add| Remove|
Dial Patterns * 1ltem Refresh FiRer: Enable
™ IP Address Pattern Notes
Regular Expressions . . .
r *1172,16.0.0 255.255.0.0
Defaults
» Security Select : All, None
» System Manager Data
Bilsecs * Input Required Commit| Cancel

3 In the Name field, enter a Name for the location.

4 In the Average Bandwidth per Call field, enter a value based on the site policies (the default is
blank).

For example:

G.711 Mu law uses roughly 80kbps of bandwidth per call. Use this value for the Average
Bandwidth per Call.

5 In the Location Pattern field, enter a pattern that allows the MiCollab AM Call Server IP address. In
this example, IP addresses in the range of 172.16.0.0 through 172.16.255.255 are allowed.

6 Click Commit to save the changes.

Creating an Adaptation

Adaptations modify the SIP messages that leave the Session Manager. The associated adaptation is used
when routing calls to the SIP Entity.

To create an Adaptation:

1 On the System Manager Web Interface, select Routing and then Adaptations.
2 Click New to create a new adaptation.
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» Elements Adaptation Details Commt' Calodl

» Events
» Groups & Roles General
Licenses * Adaptation name: Voicemail
¥ Routing Module name: DigitConversionAdapter x|
Domains
Module parameter:
Locations
RO IO Egress URI Parameters:
SIP Entities Notes:
Entity Links
Time Ranges Digit Conversion for Incoming Calls to SM
Routing Policies ‘“l le
Dial Patterns 0 Items Refresh Filter: Enable
Regular Expressions 1™ Matching Pattern  Min  Max  Delete Digits  Insert Digits  Address to modify  Notes
Defaults
» Security Digit Conversion for Outgoing Calls from SM
> System Manager Data ml WI
b Users 1 Item Refresh Filter: Enable
[ Matching Pattern . Min  Max  Delete  yicopigns Addressto g0
Help Digits modify
r s ‘1 *36 ] °Q both =l
Help for Adaptation Detads fields < | |
Help for Committing Select : All, None
configuration changes
* Input Required Commt[ Canodl

In the Adaptation name field, enter an Adaptation name.
In the Module name field, select DigitConversionAdapter from the list.

The remaining fields can retain their default values.

A v A~ W

Click Commit to save the changes.

Configuring a SIP Entity

SIP Entities are all network entities that are part of the SIP domain. A SIP Entity must be added for Session
Manager and for each SIP-based telephony system supported by a SIP Trunk. Verify the IP connections
between the Communication Server 1000E and Session Manager server. The following screen shows the
SIP Entity for the Communication Server 1000E.
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AVAYA Avaya Aura® System Manager 6.1 Help

Routing i Home / Elements / Routing / SIP Entities - SIP Entity Details

Domains

LGS SIP Entity Details

Adaptations General

SIP Entities * Name: |cs1000e
Entity Links

* FQDMN or IP Address: |[172.16.20.40
Time Ranges

Type:
Routing Policies

Dial Patterns MNotes: (C51000e phones

Regular Expressions

Defaults Adaptation: |C51000E w

Location: |Bothell_L&B »
Time Fone: |AmericafLos_Angeles v
Override Port & Transport with DNS SRY: [
* SIP Timer BJF (in seconds): |4
Credential name:

Call Detail Recording: |egress

SIP Link Monitoring

SIP Link Monitoring: |Use Session Manager Configuration

Entity Links

Figure 3. SIP Entity Details

Create a SIP entity for MiCollab AM. The Session Manager uses a SIP Entity to route calls to the Call
Server.

NOTE For more information on SIP Entities, refer to the Avaya document 03-603324. See the topic,
Administering Avaya Aura Session Manager.

To create a SIP Entity:

1 On the System Manager Web Interface, select Routing > SIP Entities.
2 Click New to create a new SIP Entity for MiCollab AM Call Server.
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N 6o un o ~oWw

10
1
12

13

v Elements SIP Entity Details Commit| Cancel

r Events General
b Groups & Roles -
e * Name: Stingray
E— * FQDN or IP Address:  Stingray_ sample.domainlocal
Domalne Type: |SIP Trunk =l
Locations Hotes: SIP Trunk to Voicemail
Adaptations
SIP Entities Adaptation: Voicemail x|
Entity Links Location: Testlab =]
Time Ranges Time Zone: | America/Los Angeles |
Routing Policies ! Override Port & Transport with —
Dial Patterns DI SN
Regular Expressions * SIP Timer B/F {in seconds): 4
Defaults Credential namae:
faSsouity Call Detail Recording: none =
¢+ System Manager Data
b Users SIP Link Monitoring

SIP Link Monitoring:  Use Session Manager Configuration ;I

Help

Help for SIP Entity Details fields

Help for Committing Entity Links
cenfiguration changes Entity Links can be modified after SIP Entity is committed.
* Input Required Commit| Cancel

In the Name field, enter a name for the SIP Entity.

In the FQDN or IP address field, enter the FQDN or IP Address of the MiCollab AM Call Server.
In the Type field, select SIP Trunk from the list.

(Optional) In the Notes field, enter a descriptive note that helps identify the SIP Entity.

In the Adaptation field, select the Adaptation you created in the procedure, Creating an
Adaptation from the list. In this example, select Voicemail.

In the Location field, select the location from the list.
In the Time Zone field, select the appropriate time zone from the list.
In the SIP Timer B/F (in seconds) field, enter 4.
In the Call Detail Recording field, select an available option based on site policies.
In the SIP Link Monitoring field, select Use Session Manager Configuration from the list.
NOTE This selection uses the settings from Elements > Session Manager > Session Manager
Administration > Monitoring. If monitoring is disabled, then the administrator should

select Link Monitoring Enabled from the list in step 12. The default values may be changed
based on the site policy.

Click Commit to save the changes.

Programming the Session Manager for Release 7.5 integration with MiCollab AM 28



Configuring Entity Links

Configure an entity link for the Session Manager that allows it to send and receive messages with
MiCollab AM.

To configure the Entity Link:
1 On the System Manager Web Interface, select Routing, and then Entity Links.

2 Click New to create a new Entity Link between the Session Manager and MiCollab AM Call Server.

Emtity Links WI Carkel
1 Item Refresh Filter; Ervabis
Hame SIF Emiity i Protocnl  Part SIF Enfity 2 Port Trusied Hobes
= [8M - Sungay * Bessonitanger x| [TCP =]  +[s0sn * Stimagray =] - soen F Srimagray
Ll | 1]
Adaplations
SIP Entithes
Fritity Links ° Input Required Mlﬂ[
Time Hamges

Rowting Poleches
[Mial Palterms
Regular Expressions
Deelaults

In the Name field, enter a Name for the Entity Link.

In the SIP Entity 1 field, select Session Manager from the list.
In the Protocol field, select TCP from the list.

In the Port field, enter 5060.

N 6o un AW

In the SIP Entity 2 field, select the SIP Entity you created for MiCollab AM in the previous
procedure, Configuring a SIP Entity from the list, in this example, Stingray.

8 In the Port field, enter 5060.

NOTE This port number must match the listening port configured on MiCollab AM in the
Integrations Options dialog box.

9 Selected the Trusted checkbox to make the Entity Link trusted.
10 (Optional) In the Notes field, enter a description for identification.

11 Click Commit to save changes.

Configuring the Routing Policies

Configure the routing policies associated with the SIP Entity created for MiCollab AM.

To configure the routing policies:

1 On the System Manager Web Interface, select Routing, and then click Routing Policies.
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2 Click New to create a new Routing Policy.

Routieg Policy Details Commit| Cancel|

General

* Name: To Stingray

Disabled: ™
Locationy Wetes: (Amcray
Adaptations
D Tt S Entity as Destination
Entity Links Select]
Vit Reages Mame FQON or 17 Address Type Notes
WO Pelicies Sungray Stingray.sampie. domain local SIP Trumic SIP Trumic 10 Sty
Dial Patterns.
Regular Expressions Tume of Day
Deofaults e P Gaps/Overt
koY xi;’l Retr hl s ] Filtee:  rakio
LSy Mesapes ot © Reakieg | [Mame . Mon Tes | wWed | The | fn | Sat | Sum | SanTime | EndTime | Wotes
» Usors r 2 Wy L F R p P F P 0020 3 ‘ Tene Bange 247
Select : AT, Neow
Dl Patterns
230] pamve]
O Jtems Refresh Filter: Enable
oLt I pattern L) Max Umergency Call SIP Doman Onginating Location Notes
Regidar Expressions
Add] Remove]
O ftems Refresh Fiter: [ nabio
T pattern Rank Order Deny Notes
* Input Required Oe-nll Canced
3 In the Name field, enter a Name for the policy.
4 (Optional) In the Notes field, enter a descriptive note for identification.
5 Click Select under SIP Entity as Destination.
6 Select the SIP Entity you created in the procedure, Configuring a SIP Entity for MiCollab AM and
then click Select.
7 Adjust the Time of Day per site policies or keep the default values.

8 Click Commit to save the changes.

Configuring Dial Patterns

Configure a dial pattern to route calls to MiCollab AM based on the dialed digits.

To configure a Dial Pattern:
1 On the System Manager Web interface, select Routing and then Dial Patterns.

2 Click New to create a new Dial Pattern.
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Dial Pattern Details Commll CUI«I!

General

* Pattern: 6000

* Min: 4
* Max: 4
Locations
' s Emergency Call: ™
SIP Entities SIP Domain: -ALL- =
Entity Links Notes:  SIP Trumi 1o Voicemall
Time Ranges
Routing Policies Onginating Locations and Routing Polices
Dial Patterns
Add| Removel
Regular Expressions ! 1 item Refresh Fiter: Enable
Defsults
r oo L Moma ! L Routing PokcY  pank 2. Policy PolicY  policy
) Security Notes e Disabled  Destimation 0l
» System Manager Data F Tesub To Stingray ° " Stngray Stngray
» Users
Sedect : Al Nons
Demed Onginating Locations
Add| Removel
O Iltems Rofrgsh Filter: Enable
" Originating Location Notes

3 In the Pattern field, enter a pattern that allows calls directed to the MiCollab AM hunt group
number to be routed to MiCollab AM.

For example:

A pattern that matches the Hunt group number.
NOTE The pattern can be 1 to 36 digits long. A valid pattern format is ‘[+*#0-9x][0-9x]{0,35}".

4 In the Min field, enter the minimum number of matching digits.
5 In the Max field, enter the maximum number of matching digits.

6 In the SIP Domain field, select the SIP Domain to which this dial pattern should be restricted. You
may allow it for all SIP Domains.

7 (Optional) In the Notes field, enter a descriptive note for identification.
8 Click Add, to add an Originating Location and a Routing Policy.

9 In the Originating Location Name field, select a location from the list of available Originating
Locations.

10 In the Routing Policy Name field, select the Routing policy that you created for MiCollab AM in
the procedure, configuring the Routing Policies from the list of available Routing Policies, and then
click Select.

11 Click Commit to save the changes.

Programming the Session Manager for Release 7.5 integration with MiCollab AM 31



Configuring MiCollab AM

Once the telephone system is programmed, you must configure MiCollab AM for the integration. There
are two ways you can configure MiCollab AM: (1) Configuring MiCollab AM for the telephone system
integration when you are installing MiCollab AM for the first time, or (2) Configuring the existing MiCollab
AM with the new telephone system integration.

Click the appropriate steps that your system requires from below and follow the steps:

e Configuring MiCollab AM for the Integration During Initial Installation: Integrate the telephone
system while you install MiCollab AM for the first time.

e Configuring Existing MiCollab AM for the Integration: Integrate a new telephone system on your
exiting MiCollab AM system.

NOTE For general information on integrations, refer to the Integrating MiCollab AM with the
Telephone System chapter in the System Installation and Configuration Guide, and the topic,
Integrating the Telephony Server with the Telephone System, in the online help.

Configuring MiCollab AM for the Integration During
Initial Installation

To configure MiCollab AM for the integration during the initial installation:

1 In the Database Initialization Parameters dialog box, configure the following options:

a
b

c
d

e

In the Mailbox Length box, enter the mailbox length in digits.

In the First Extension box, enter first extension number for the first line. You can also leave
the First Extension box empty.

From the Manufacturer dropdown list, select Avaya.
From the Model dropdown list, select Communication Server 1000.

From the Integration Type dropdown list, select SIP Trunk.

2 Click Next. The Board Options dialog box appears.

Configuring MiCollab AM 32



Board Options -

Board -
Manufacturer: Mirtual v| =
Rod=t [sIP STACK 9 Appl
Cancel
MName: [Vitual SIP STACK |

Protocol: [sIP IP RTP v]

Number of Lines: |24 o Available Lines (Licenses):

3 In the Board Options dialog box, configure the following options:

a From the Manufacturer dropdown list, select Virtual.
From the Model dropdown list, select SIP STACK.

¢ Inthe Name field, the name for this board is automatically generated. Enter a new name if
necessary.

d From the Protocol dropdown list, select SIP IP RTP.

In the Number of Lines field, enter the number of lines this board uses. The total number of
lines is limited by the capacity of the board and the number of Available Line Licenses.

4 Click OK. The Switch Options dialog box appears.

5 If necessary, make any changes to the default settings your site requires in the Switch Options
dialog box.

NOTE The settings related to the telephone system in the Switch Options dialog box are filled in
automatically when you select the correct telephone system during setup.

If you need to customize settings on the Switch Options dialog box to meet requirements
specific to your site, refer to the documentation accompanying the telephone system, the
online help, and the System Installation and Configuration Guide.

6 Click OK. The Integration Options dialog box appears.

7 In the Integration Options dialog box, configure the options as follows:

a Inthe Local Integration Settings section, select the Required Parameters view, and
configure the following options.

Table 11. Required Parameters View — Integration Options

Field Required Value
SIP Server Address Enter the IP address of the Session Manager server.
SIP Server Port Enter the port number on which the Session Manager listens for

SIP messages. This port must match the Session Manager port
configured in the procedure, Configuring Entity Links.

The default port number is 5060.
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SIP parser qualifier string e Single SIP integration on the call server: Enter the local IP
address to which the integration is bound. This field is used
by MiCollab AM to match SIP packets to the appropriate SIP
integration.

e Multiple SIP integrations on the call server: Use a string
that is unique to each SIP integration.

For example:
e The extension that will be used as the hunt number on the
PBX followed by the @ symbol and the IP of the call server,

such as 5000@172.16.4.202. The hunt number must be
unique across all IP integrations.

* The Fully Qualified Domain Name (FQDN) of the switch,
such as pbx1.sipdomain.com.

NOTE This setting must match a string in the SIP header that is
unique to this particular integration.

SIP Domain Name Enter the SIP domain name. This value must be the same value
as in the procedure, Obtaining SIP Domain.

IMPORTANT Be sure the Authoritative Domain name is the
same throughout the Session Manager server,
Communication Server 1000E, and MiCollab AM
programming.

Transport for outgoing Depending on the telephone system’s configuration, enter UDP
SIP messages or TCP. The default is TCP.

NOTE This value must match the protocol selected on the
Entity Link created for MiCollab AM Call Server.

Local IP Address to bind  Enter the IP address of the network interface card (NIC) on the

on Call Server platform that supports the SIP integration. If there is
only one NIC on the MiCollab AM server platform, this field
typically contains the IP address of that NIC already.

SIP Location Connection  Enter the port number on which MiCollab AM listens for
Port incoming SIP messages.

The default value is 5060.

Media packet size MiCollab AM sends/receives packets containing the number of
(milliseconds) milliseconds worth of audio data set here.

The default value is 20.

b Inthe Local Integration Settings section, select the Integration Specific Parameters view
and configure the following parameters.
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e Select the Validate Remote Hosts for Media check box.

e Set the Type of Call Progress to use for External Calls value. How this should be set
depends on the gateway used for the integration as follows:

e Digital: Select Digital if the gateway supports call progress through to the endpoint.

e Maedia: Select Media if the gateway reports early that the call is connected, such as
before the phone rings or while the phone is ringing.

8 Click OK. The Switch Section Options dialog box appears.
9 In the Switch Section Options dialog box, configure the following options:
a In the Local Integration Settings section, select the Required Parameters view.

b In the Incoming Hunt Mode field, enter the mode for this integration.

NOTE This integration supports Terminal, Circular, Reverse Terminal, and Reverse Circular
hunt modes only.

¢ In the Hunt Group Access Code field, enter the pilot number that matches with the DN prefix
programmed for the Gateway Endpoint associated with this MiCollab AM Call Server.
d Click OK.

10 Continue through and complete the configuration. At the end of the configuration, a confirmation
dialog box appears. Click OK.

11 If MiCollab AM Configuration does not open automatically after the configuration completes,
open MiCollab AM Configuration, and select the Lines tab.

12 In the table from the Lines tab, configure callouts for the application. For information on
configuring callout settings, see the topic Configuring Callout Settings, in the online help system.

13 Click OK to save all changes.

Configuring Existing MiCollab AM for the Integration

To configure exiting MiCollab AM for the telephone integration:

1 Open MiCollab AM Configuration, and go to the Main tab.

2 In the Main tab, click Shutdown to stop the system. Wait until the Current Status shows Stopped.

NOTE If you have not configured the virtual board with your MiCollab AM system yet, complete
Step 3. If your MiCollab AM already has the virtual board configured, skip to Step 4.

3 [Optional] Select the Boards tab, and then click the Add button. The Board Options dialog box
appears.

Configuring MiCollab AM 35



Board Options

Board
Manufacturer: Mirtual P v |

Model: [sIP sTACK v

Name: |\-"|rtua| SIP STACK |

Protocol: [sIP IP RTP v]

Number of Lines: |24 o Available Lines (Licenses):

a From the Manufacturer dropdown list, select Virtual.
From the Model dropdown list, select SIP STACK.

¢ In the Name field, the name for this board is automatically generated. Enter a new name if
necessary.

d From the Protocol dropdown list, select SIP IP RTP.

In the Number of Lines field, enter the number of lines this board uses. The total number of
lines is limited by the capacity of the board and the number of Available Line Licenses.

f Click OK.

Select the Switches tab and click the Add button. The Switch Integration Data Setup dialog box
appears.

a From the Manufacturer dropdown list, select Avaya.

b From the Model dropdown list, select Communication Server 1000.
¢ From the Integration Type dropdown list, select SIP Trunk.

Click OK. The Switch Options dialog box appears.

If necessary, make any changes to the default settings your site requires in the Switch Options
dialog box.

NOTE The settings related to the telephone system in the Switch Options dialog box are filled in
automatically when you select the correct telephone system during setup.

If you need to customize settings on the Switch Options dialog box to meet requirements
specific to your site, refer to the documentation accompanying the telephone system, the
online help, and the System Installation and Configuration Guide.

Click OK. The Integration Options dialog box appears.
In the Integration Options dialog box, configure the options as follows:

a In the Local Integration Settings section, select the Required Parameters view, and
configure the following options.

Table 12. Required Parameters View — Integration Options

Field Required Value

SIP Server Address Enter the IP address of the Session Manager server.
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SIP Server Port Enter the port number on which the Session Manager listens for
SIP messages. This port must match the Session Manager port
configured in the procedure, Configuring Entity Links.

The default port number is 5060.

SIP parser qualifier string e  Single SIP integration on the call server: Enter the local IP
address to which the integration is bound. This field is used
by MiCollab AM to match SIP packets to the appropriate SIP
integration.

e Multiple SIP integrations on the call server: Use a string
that is unique to each SIP integration.

For example:
* The extension that will be used as the hunt number on the
PBX followed by the @ symbol and the IP of the call server,

such as 5000@172.16.4.202. The hunt number must be
unique across all IP integrations.

* The Fully Qualified Domain Name (FQDN) of the switch,
such as pbx1.sipdomain.com.

NOTE This setting must match a string in the SIP header that is
unique to this particular integration.

SIP Domain Name Enter the SIP domain name. This value must be the same value
as in the procedure, Obtaining SIP Domain.

IMPORTANT Be sure the Authoritative Domain name is the
same throughout the Session Manager server,
Communication Server 1000E, and MiCollab AM
programming.

Transport for outgoing Depending on the telephone system’s configuration, enter UDP
SIP messages or TCP. The default is TCP.

NOTE This value must match the protocol selected on the
Entity Link created for MiCollab AM Call Server.

Local IP Address to bind  Enter the IP address of the network interface card (NIC) on the

on Call Server platform that supports the SIP integration. If there is
only one NIC on the MiCollab AM server platform, this field
typically contains the IP address of that NIC already.

SIP Location Connection  Enter the port number on which MiCollab AM listens for
Port incoming SIP messages.

The default value is 5060.
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Media packet size MiCollab AM sends/receives packets containing the number of
(milliseconds) milliseconds worth of audio data set here.

The default value is 20.

b Inthe Local Integration Settings section, select the Integration Specific Parameters view
and configure the following parameters.

e Select the Validate Remote Hosts for Media check box.

e Set the Type of Call Progress to use for External Calls value. How this should be set
depends on the gateway used for the integration as follows:

o Digital: Select Digital if the gateway supports call progress through to the endpoint.

e Maedia: Select Media if the gateway reports early that the call is connected, such as
before the phone rings or while the phone is ringing.

9 Click OK. The Switch Section Options dialog box appears.
10 In the Switch Section Options dialog box, configure the following options:
a Inthe Local Integration Settings section, select the Required Parameters view.

b In the Incoming Hunt Mode field, enter the mode for this integration.

NOTE This integration supports Terminal, Circular, Reverse Terminal, and Reverse Circular
hunt modes only.

¢ In the Hunt Group Access Code field, enter the pilot number that matches with the DN prefix
programmed for the Gateway Endpoint associated with this MiCollab AM Call Server.
d Click OK.

11 In MiCollab AM Configuration, verify that that the telephone system is properly added and
configured in the Switches, Switch Sections, and Integrations tabs.

12 Select the Lines tab.

13 In the table from the Lines tab, configure callouts for the application. For information on
configuring callout settings, see the topic Configuring Callout Settings, in the online help system.

14 Click OK to save all changes.

Configuring MiCollab AM for SIP Failover

MiCollab AM can be configured for automatic failover to the secondary SIP server in the event of the

primary/host SIP server failure. Use the instructions provided in this section to add or remove secondary
SIP server(s) for failover.

To add a SIP failover server:
1 From MiCollab AM Configuration, click the Integrations tab.
2 From the Integrations list, select your integration, and then click Edit.

3 In the Integration Options dialog box, go to the Local Integration Settings section.
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From the View dropdown list, select Failover Server Settings.

Click the Add Failover Server button. Two new rows are added to configure the secondary SIP
server.

In the Secondary SIP Server Address and Secondary SIP Server Port rows, enter the appropriate
value as follows:

Table 13. Secondary SIP Server Address and the Secondary SIP Server Port example

Field Value

Secondary SIP Server Address  Enter the TCP/IP address or an FQDN of the secondary node.

For example:

The IP address 123.45.6.789 as displayed on the
Review/Modify SIP Gateway screen.

NOTE This integration requires the machine name to be a fully
qualified domain name. Therefore, use the Machine
Name field as displayed on the Review/Modify SIP
Gateway screen during the integration process.

IMPORTANT This value must match the configuration on the
Gateway of the secondary node.

Secondary SIP Server Port Enter the port number of the secondary node. The default value
is 5060.

From the View dropdown list, select Integration Specific Parameters. The Integration Specific
Parameters view displays.

In the Integration Specific Parameters list, enter the information as shown in the following table:

NOTE The parameters in the following table is listed in alphabetical order. The actual Integration
Specific Parameters on your system may not be listed in the same order presented in the
table below.

Table 14. Integration Specific Parameters

Field Value

Enable SIP server failover Select this check box to allow for failover and to enable the
failover server setting changes.

Delay (in ms) between Failover The delay in milliseconds before MiCollab AM attempts to
attempts register its port with the SIP server. The default is 1000 ms.
Incoming off hook delay 800

Outgoing off hook delay 0

On hook delay 300
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Type of Call Progress to use for How this should be set depends on the gateway used for
External Calls the integration.

e If the gateway supports call progress through to the
endpoint, set to Digital.

e |f the gateway reports early that the call is connected,
such as before the phone rings or while the phone is
ringing, set to Media.

9 Click Apply to save the changes.
10 To add another failover server repeat Steps 4-9.

11 Click OK to close the Integration Options dialog box.

To remove a SIP Failover Server:
1 From MiCollab AM Configuration, click the Integrations tab.
From the Integrations list, select your integration, and then click Edit.

In the Integration Options dialog box, go to the Local Integration Settings section.

2

3

4 From the View dropdown list, select Failover Server Settings.

5 In the Failover Server Settings view, click the Remove Failover Server button.
6

At the confirmation prompt, click Yes to confirm the deletion.

NOTE If multiple servers are listed, the last server address and port pair on the list is deleted first.

~

Click Apply to save the changes, and then click OK to close the Integration Options dialog box.
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Changing the Network Binding Order on
the MiCollab AM Platform

If your MiCollab AM server platform is a component of two or more local or wide area networks (LANs or
WANSs), you must make sure that this integration does not interfere with the normal network operation of
the server. By default, MiCollab AM uses the primary (public) network interface card (NIC) in the platform,
the first NIC in the network binding order. If you want MiCollab AM to use a NIC other than the first one,
you must make several required configuration changes. It is much easier to configure the Integration to
use another NIC by simply setting the integration parameter Local IP Address to bind on to the address
of the NIC connected to the PBX.

NOTE The operating system gives precedence to the first network connection in the list followed by the
remaining connections based on their position in the list.

The instructions in this section ensure that the binding order is correct when you set up the integration. If
you replace a NIC on the MiCollab AM server platform later, the platform's operating system registers the
new adapter at the bottom of its binding order. Restoring the original binding order should correct any
problems caused by the change.

IMPORTANT The following procedure shifts the binding order of the network interface cards. To
determine which NIC is associated with a specific network connection, right-click the
connection in the Network Connections window, and then select Properties.

Windows Server 2012 R2

To change the binding order of multiple NICs:

From the taskbar, click Start > Control Panel.

In the Control Panel, click Network and Internet > Network and Sharing Center.
On the left pane, select Change Adapter Settings.

Press m to display the menu bar.

On the menu bar, select Advanced, and then click Advanced Settings.

N 1 A W N =

On the Adapters and Bindings tab of Advanced Settings, click the network connection that
serves MiCollab AM.

7 Click the up arrow button to the right of the Connections list as many times as needed to move
the connection to the top of the list.

8 Click OK, and then close the Network Connections window and the Control Panel.
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Windows Server 2016 / 2019

To change the binding order of multiple NICs:

1

g Hh W N

From the taskbar, select Start > Control Panel.

In the Control Panel, click Network and Internet > Network and Sharing Center.

On the left pane, select Change Adapter Settings.

Right-click the network connection that serves MiCollab AM and then select Properties.

On the Networking tab of the Local Area Connection Properties dialog box, select Internet
Protocol Version 4 (TCP/IPv4), and then click Properties.

On the General tab of the Internet Protocol Version 4 (TCP/IPv4) Properties dialog box, click the
Advanced button.

On the IP Settings tab of the Advanced TCP/IP Settings dialog box, clear the Automatic metric
check box and then type in a low value in the Interface metric field. The lower the value, the higher
the priority.

NOTE For all Windows systems, the value 1 is reserved for the loopback adapter. It is
recommended to use a value of 2 or higher for the network connection that serves
MiCollab AM.

Click OK on all of the dialog boxes to save the settings, and then close the Local Area Connection
Properties dialog box.

Repeat steps 4 through 8 to assign an Interface metric value to all other network adapters.
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Configuring Quality of Service (QoS)

As of version 6.0, MiCollab AM has no internal support for QoS. QoS must now be implemented externally
via group policies as Policy-Based QoS. Refer to your operating system’s documentation for details.

Table 15. QoS Configuration

Field Setting

Application Name At_TelephonyServer.exe

Protocol Match the setting used for the integration UDP or TCP

Source Port MiCollab AM requires a range of ports for audio support. The MiCollab AM

audio ports start at the Local Media Base UDP Port configured in the Server
tab. Each MiCollab AM line reserves 10 ports. Hence, the port range starts
from the number configured there, and goes to the last port of the last line.
The formula for calculating the highest port number in the range is as follows:

BasePortNumber + (NumberOfCXPorts * 10) -1.

Hence, if the base port is 10000, and MiCollab AM has 8 lines, then the port
range to use would be:

10000:10079

DSCP Value 46
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Appendix A

Programming ISDN through Avaya System Manager
UCM Services

To Launch Communication Server 1000E Unified Communications Manager:

1 Open Unified Communications Manager (UCM) on the System Manager page.

AVAYA

Help | About | Change Password | Log off admin

Avaya Aura™ System Manager 6.1

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and assign roles
to users

Subscribers
Manage users and shared resources
associated with C$1000, including
LDAP/file import and export
Synchronize and Import
Synchronize users with the enterprise
directory, import users from file
UCM Roles
Manage UCM Roles, assign roles to
users
User Management
Manage users, shared user resources
and provision users

AVAYA

Application Management
Manage applications and application
certificates
Communication Manager
Manage Communication Manager
objects
Conferencing
Conferencing
Inventory
Manage, discover, and navigate to
elements, update element software
Messaging
Manage Messaging System objects
Presence
Presence
Routing
Network Routing Policy
SIP AS 8.1
SIP AS 8.1
Session Manager
Session Manager Element Manager

Backup and Restore
Backup and restore System Manager
database

Configurations

Manage system wide configurations
Events

Manage alarms,view and harvest logs

Licenses
View and configure licenses
Replication
Track data replication nodes, repair
replication nodes

Scheduler
Schedule, track, cancel, update and
delete jobs

Security
Manage Security Certificates

Templates
Manage Templates for Communication
Manager and Messaging System

objects
m anage UCM applications and

navigation such as CS1000
deployment, patching, ISSS and SNMP

2 Click the Element Name that corresponds to the Communication Server 1000 element type.

Avaya Unified Communications Management

— Metwork
Elements
= 31000 Services
Caorporate Directary
IFSec
Murmhbering Graups
Patches
SHMP Profiles
Secure FTF Token
Software Deployment
Subscriber Manager
— User Senvices
Administrative Users
External Authentication
Password
= Security
Roles
Policies
Certificates
Active Sessions
— Tools
Logs
Data

Host Hame: smgr.blvo.avstlabs.local

Software Version: 02.20_SMGR-SNAPSHOT

Elements

Mew elements are registered into the security framework, or may be added as simple

You can optionally filter the list by enteting a search term.

|| || Search H Reset]

Add | |
[] Elernent Mame

2 [} EMon sigserver

[ 172.16.23.14

4[] sigsererblvu.avstiabslocal
{mermber)

s[] 172.16.23.14

Element Type « Release
1[0 smgrbhuavstiabs local (primary) Base OS

748
748
748
748

Media Gateway Contraller 7.5
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4

Administer ISDN.

In the left pane, select Customers. Click the link associated with the appropriate customer. The
system can support multiple customers with different network settings and options. In the sample

configuration, only one customer was configured on the system.

- Links
- Virtual Terminals
- System
+ Alarms
- Maintenance
+Core Equipment

- Peripheral Equipment

= IP Network

Customers

- Nodes: Servers, Media Cards 1

- Maintenance and Reporis

- Kedia Gateways
- Zones

- Host and Route Tables

- Metwork Address Translatien (N

- QoS8 Thresholds

- Personal Directories
- Unicode Name Directory

+Interfaces
-Engineered Values
+Emergency Senices
+Software
-Customers
- Routes and Trunks
-Routes and Trunks

In the Customer Details screen, select Feature Packages. The Feature Packages contains a listing
of feature packages (not all features shown below). Select Integrated Services Digital Network to

edit its parameters.

- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards
-Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables
- Network Address Translation (N
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Senvices
+ Software
= tomer:
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
-Incoming Digit Translation
- Phones
-Templates
-Reports
-Views
- Lists
- Properties
- Wigration
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security
+Passwords
+Policies

Feature Packages

+ Do Not Disturb Individual

+End-to-End Signaling

+Message Waiting Center

+New Flexible Code Restriction

+ Set Relocation

+ Network Alternate Route Selection

+ Distinctive Ringing

+ Departmental Listed Directory Number
+Command Status Link

+ Pretranslation

+ Dialed Number Identification System
+ Malicious Call Trace

+Incoming Digit Conversion

+ Directed Call Pickup

+Enhanced Music

+ Station Camp-On

+Integrated Digital Access

+ Digital Private Network Signaling System 1
+Flexible Tones and Cadences

+ Multifrequency Compelled Signaling
+International Supplementary Features
+Enhanced Night Service

+Integrated Services Digital Network
+Flexible Services

+ Network Attendant Service

Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:
Package:

9
10
46
49
53
58
74
76
77
92
98
107
113
115
119

The screen is updated with parameters populated below Integrated Services Digital Network.
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5 Check the Integrated Services Digital Network checkbox. Leave the default values in place for all

remaining fields. Scroll down to the bottom of the screen, and click Save (not shown).

AVAYA CS1000 Element Manager
— Peripheral Equipment L - Integrated Services Digital Network
+IP Metwork +Dial Access Prefix an CLID table entry option
+Interfaces

- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software

- Customers

-Routes and Trunks
-Routes and Trunks
- D-Channels

Integrated Services Digital Metwork:

- %irtual private network identifier: |0

- Private netwark identifier: |1

- Mode DN: |2223

Multi-location business group: |0

- Digital Trunk Interface

Business sub group consul-only:

" 165535

To Administer D-Channel:

A W N

Package: 145

- 16383)

- 16383)

- 65535

- 65535

Select Routes and Trunks > D-Channels from the left pane to display the D-Channels screen.

In the Choose a D-Channel Number field, select an available D-channel from the drop-down.

Click to Add. The D-Channels Property Configuration screen is displayed next.

Enter the following values for the specified fields. The screen below displays the parameters
subsequent to adding the D-channel.

a

D channel Card Type: D-Channel is over IP (DCIP).

b Designator: A descriptive name.

- Maintenance
+Core Equipment
- Peripheral Equipment
- IP Metwork
- Modes: Servers, Media Cards
- Maintenance and Reporis
- Media Gateways
-Zones
-Hostand Route Tables
- Metwork Address Translation
- @08 Thresholds
-Personal Directaries
- Unicode Mame Directony
- Interfaces
- Application Module Link
-%alue Added Server
- Properly Management Systerr
- Engineerad Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks

- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates

- Repors

- Basic Configuration

AVAYA €S1000 Element Manager
- UCM Network Services A Managing 172.46.23.45  Username: admin
-~ Home Routes and Trunks = D-Channels » D-Channels 4 Property Configuration
-Links
- virtual Terminals D-Channels 4 Property Configuration
- System
+Alarms

Input Description Input Value

Action Device And Mumber GADAR):
D channel Card Type :
Designator:

Recovery ta Primary:

PRI loop number for Backup D-channel:

User:

Interface type for D-channel:
C-Channel PRI loop number:

Primary Rate Interface:

Secondary PRIZ loops:

Meridian 1 node fype:

Release D ofthe switch atthe far end:
Central Office switch type:

Integrated Services Signaling Link Maximum:

Signalling =erver resource capacity:

Frimary D-channel for a backup DCH:

- PIMX custamer number:

SIP_PRI
|

Meridian Meridian (5L1)

Slave to the controller (USR]

28 W

100% compatible with Bellcore standard (STD) «

3700

w

Range: 1 - 4000

Range: 0 - 3700

Range: 0 - 254
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5 Click to expand the Basic options (BSCOPT), and then click the EDIT button next to Remote

Capabilities.

- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation

Secondary PRI2 loops:
Meridian 1 node type: | Siave to the controller (U
Release ID of the switch atthe farend:| 25
Central Office switch type: | 100% compatible with 8

Integrated Services Signaling Link Maximum

- Phones -
-Templates Signalling server resource capacity: | 3700
- Reports
-Views
-Lists Primary D-channel for a backup DCH:
- Properties -
- Migration - PINX customer number: Al
- Tools
- Progress signal
+Backup and Restore 9 9
- Date and Time - Calling Line Identification :
+Logs and reports r
_ Security - Outputrequest Buffers:| 32 v
+Passwords - D-channel transmission Rate: | 56 kb/s when LCMT is Al
Policies
:Login Options - Channel Negotiation option: | No alternative acceptably

- Remote Capabilitie§;:

6 Check the checkbox next to Network name display method 2 (ND2) and MWI. Click Return —

Remote Capabilities. Then Click on Submit (not shown).

+ Geographic Redundancy MCDN QSIG conversion (MQC) [
+Software Remote D-channel is on a MSDL card (MSL) [~
e Message waiting interworking with DIS-100 (MW1) ¥
Routes and Trunks
- Routes and Trunks Network access data (NAC) [
-D-Channels
- Digital Trun< Interface Network calltrace supported (NCT) [
Dialing and Numbering Plans Netwark name display method 1 (ND1) [~
- Elzctronic Switched Network
— Flexible Code Restriclion Network name display method 2 (ND2) [V
- Incoming D git Translation Network name display method 3 (ND3) [~
Phones Mame display - integer ID coding (NDI
- Templates sl SR i
-Reports Name display - object ID coding (NDO) [~
:Z::gs Path replacement uses integer values (PRl) [~
- Properties Pathreplacement uses object identifier (PRO) [~
T":.g’a""“ Release Link Trunks over IP (RLTI) [~
+Backup and Restore Remote virtual queuing (RVQ) [~
- Call Server nitialization .
_Date and Time Trunk anti-tromboning operation (TAT) [V
+Lcgs and reports User to user senvice 1(UUS1) [
Security NI-2 name displayoption. (NDS,
+Passwords piayopton. (N0S) [J
+Policies Message waiting indication using integer values (QMW) [~
+Lcgin Options Message waiting indication using object identifier (QMWO) [~
User to user signalling (UUI) [

To Add a Route:

1

Select Routes and Trunks > Routes and Trunks from the left pane. Next to the applicable

Customer row, click Add route.

Enter the following values for the specified fields, and retain the default values for the remaining

fields.

a Route number (ROUT): Select an available route number.
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Designator field for trunk (DES): Descriptive text.
Trunk type (TKTP): TIE trunk data block (TIE).

Management (ZONE): zone number.
Node ID of signaling server of this route (NODE): Node ID.
Protocol ID for the route (PCID): SIP (SIP).

m Network calling name allowed (NCNA): Check the checkbox.

n Network call redirection (NCRD): Check the checkbox.

Below is an example of a SIP route.

AVAYA

CS1000 Element Manager

Incoming and outgoing trunk (ICOG): Incoming and Outgoing (IAO).
Access Code for the trunk route (ACOD): An available access code.

This route is for a virtual trunk route (VTRK): Check the checkbox.

Mode of operation (MODE): Route uses ISDN Signaling Link (ISLD).
D channel number (DCH): D-Channel number from previous section.

Private network identifier (PNI): Private network identifier according to your site's
requirements.

-UCM Network Services
-Home
-Links
=Yirtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superloops
- MSDUMISP Cards
- Conference/TDSiMultifrequen
-Tone Senders and Detectors
- Peripheral Equipment
- IP Metwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- hMedia Gateways
-Zones
-Host and Route Tables
- Metwork Address Translation
-G0S Thresholds
- Personal Directories
- Unicode Name Directary
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwork
- Flexible Code Restriction
- Incaming Digit Translation
-Phones
-Templates
- Reports

-Basic Configuration

Route data block (RDB) (TYPE)
Custamer number {CUST)

Route numher (ROUT) :

Designatar field for trunk (DES)

Trunk type {TKTF) :

Incaming and outgoing trunk (COG)
Access code for the trunk route (ACOD) ©
Trunk type MS11P (MY11F) :

The route is for a vitual trunk route MTRE) ©

- Zone for codec selection and bandwidth
management (ZOMNE) :

- Mode |D of signaling server of this route
(MODE) :

- Protocol 1D for the route (PCID)

- Print correlation 1D in COR for the route
(CRID)

Integrated services digital netwark aption {ISDM)
- Mode of operation (MODE] :

- D channel number (DCH) ©

- Interface type for route {IFC) :

- Private network identifier (P

- Metwork calling name allowed (MCMNA)

- Metwark call redirection (NCRD) :

- - Trunk raute aptimization (TROY:

- Recognition of DTI2 ABCD FALT signal for ISL
(FALT):

SIF_FRI

Incaming and Outgoing {JAC)
7003

noaoa {0- 8000)

111a {0 - 9999

SIP (SIP) v

O

Route uses ISDM Signaling Link {15LD) v
4 (0-254)

Meridian M1 (SL13 v
aooot (0- 32700

O

|

Image continues on next page
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Image continued from previous page

- Channel type {(CHTY) ;| B-channel (BCH) v
- Call type for outgoing direct dialed TIE route
(CTYR) Linknown Call type (UKW -

- Insert ESN access code {(IMACY: []
- Integrated service access route (1SAR) : []
- Display of access prefix on CLID (DAPC) : []
- Mohile extension route (MBXR) : []
- Mohile extension autgaing type (MBXOT) ;| National number {(NPA) w
- Mahile extension timer (MBXT) ;|0 (0- 8000 millisecands)
Calling number dialing plan (CHNDFY ;| Unknown (LR v
+Basic Route Options
+MNetwork Options
+General Options

+Advanced Configurations

[ Submit ][ Refresh ][ Delete ][ Cancel

To Add a Trunk:

1 Click the Add trunk button next to the newly added route.

-Links
- Yirtual Terminals Routes and Trunks
- System

+Alarms

- Maintenance

- Core Equipment - Customer: 0 Total routes: 8 Total trunks: 159 Add route
-Loops
- Superloops +Route: 0 Type: COT Description: CX4500 Add trunk
- MSDLMISP Cards ) ) . -
~ CanferenceTDSMultirequen +Route: 1 Type: COT Descriptian: EXT4100 Add trunk
-Tane Senders and Detectors . R -

_ Peripheral Equipment +Route: 2 Type: DID Deseriptian: DID Add trunk

- IP Metwark . . I p
s M G +Route: 3 Type: COT Descriptian: CX4001 Add trunk
- Maintenance and Reports +Route: 4 Type: TIE Diescription: 5IP_PRI Edit|<] Add trunk
- Media Gateways - ——— b
-Zones +Route: 5 Type: TIE Description: EURO_PRI -Edit Add trunk
-Huost and Route Tahles .
- Metwork Address Translation +Route: 6 Type: TIE Description; US_PRI Add trunk
- 03 Thresholds
- Personal Directories +Route: 7 Type: COT Description: XFR Add trunk

- Unicode Mame Directary

2 The trunk configuration screen is displayed. Enter the following values for the specified fields, and
retain the default values for the remaining fields.

a Trunk data block: IP Trunk (IPTI)

b Terminal number: An available terminal number in your site
¢ Designator field for trunk: Descriptive text

d Member number: Starting member number

e Card Density Select Octal Density (8D)

f Start arrangement Incoming: IMM

g Start arrangement Outgoing: IMM

h Channel ID for this trunk: An available starting channel ID
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AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
- Loops
- Superloops
- MSDLUMISP Cards
- ConferencefTDSMultifrequen
- Tone Senders and Detectors
- Peripheral Equipment
- IP Metwork
- Modes: Bervers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
- Hostand Route Tables
- Network Address Translation
- Qo8 Thresholds
- Pergonal Directories
- Unicode Mame Directary
+Interfaces
- Engineered vValues
+Emergancy Serices
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunke
- D-Channels
- Digital Trunk Intetface
- Dialing and Numbering Plans

s Managing: 172.16.23.15 Username: admin

Routes and Trunks » Routes and Trunks » Customer 0, Route 4, Trunk 1 Property Configuration

Customer 0, Route 4, Trunk 1 Property Configuration

- Basic Configuratien

Auto increrent mernber nurmber.
Trunk data block:
Terminal number:
Designator field for trunk: | SIP_PRI
Extended trunk:
Mermnber number: |1 *
Lewel 3 Signaling
Card density;
Start arrangement Incaming : | Immediate (M)
Start arrangerment Qutgoing: | Immediate (MM

Trunk group access restriction

=)

Channel 1D for this trunk: |1

Class of Semice

+Advanced Trunk Configurations

Click on the Edit button next to Class of Service.

AVAYA

CS1000 Element Manager

- Software
- Call Server PEPs
- Loadware PEPs
- File Upload
- IP Phone Firmware
-‘Yoice Gateway Media Card
- Media Cards PEPs
- Plug-ins
-Customers
-Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Repors
= Wiews
- Lists
-Froperties
- Migration
-Tools
+Backup and Restore
- Call Server Initialization
- Date and Time
+Logs and reports
- Security
- Passwords
- Customer Passwords
- Paolicies

5 Managing: 1¥2.16.23.15 Username: admin

Routes and Trunks » Routes and Trunks » Customer 0, Route 4, Trunk 1 Property Configursation

-Basic Configuration

Auto increment member number:

Customer 0, Route 4, Trunk 1 Property Configuration

Trunk data block:

Terminal number:

Cesignatar field for trunk:

J|BIP_PRI

Extended trunk:

Member number:

jry
S

Lewel 3 Signaling:
Card density:

Start arrangement Incoming
Start arrangement Outgaing:

Trunk group access restriction:

Channel 1D far this trunk:

Imrmediate (M)
Immediate (M)
0

pu—ry

+Advanced Trunk Configurations
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4

Class of Service Example:

Input Description Input Value

In the Advanced Trunk Configurations, Select Answer and disconnect supervision required,

- ACD Priarity ;| ACD Priarity not required (APR)

- Analog Semi-Permanent Connections :|Ana|0g Semi-Permanent Connections Denied (SPCD) v|
- ARF Supervised COT: | v

- Elarring:l v|

- Battery Supervised COT:| v|

- Busy Tane Supervised COT:| v|
- Centrex Switchhook Flash: | Centrex Switchhook Flash Denied (THFD) » |
- Dial Pulse:l Digitone (DTM) v|
- DTR PAD valug: | |

- Echo Canceling:l Echo Canceling Denied (ECD) v|
- Hong Kong DTI:| v|

- Loop Break Supervised COT:| v|

- Make-hreak ratio for dial pulse:l 10 pulses per second (P10} v|

- Manual Incoming:l Manual Incoming Denied (MID) v|
-Media Security:l Media Security Best Try (MSBT) v|
-Metwark Hook Flash 0verM911P:| v|
- Pularity:l v|

- Priarity: | Low Priarity (LPR)

- Restriction level:

- Shartarlong Iine:l v|

- Transmission Class ofService:l Mon-Transmission Compensated (NTC) v|
-Warning Tone: | Warning Tone Allowed (ATA) v |
- ARF Supervised COT: | v

then select PIP as the Supervision Type.

AVAYA

- UCM Network Services
-Home
-Links
-Wirtual Terrinals
- System
+Alarms
-Maintenance
+ Core Equipment
- Peripheral Equipment
+|P Metwork
+Interfaces
-Engineered Yalues
+Emergency Services
+Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reporis
- Wigws
- Lists
-Properties
- Migration
-Tools
- Backup and Restare
- Call Server
- Personal Directories
- Call Server Initialization
- Date and Time
+Logs and reports
- Security

C$1000 Element Manager

Channel 1D for this trunk: ‘1
Class of Service
- Advanced Trunk Configurations
CTltrunk Monitoring and Control: []
Auto Terminate DN: ‘ |
Music conference loop: \ | (0-159)
Call modification features restriction: []
Digit collection ready: []
Forced Charge Account []
Multifrequency digit level: ‘ 1] v|
Multifrequency PAD: [7]

Manual Directory Mumber

Network Class of Service group: ‘ 0w

Might senvice group number; ‘ 0 v ‘

Night service directory number: |
Pulse code modulation law: v

Pad category table number for digital trunks: | 1+

Private line directory number:

Angwer and disconnect supervision required:

- Supervision Type | Palarity Insensitive Pack (PIP)

L] sR 2t eawaed o) ot

Termination Impedance: 600 ohms (B00)

Trunk identifier ‘ |
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To Administer Route List Block and Distant Steering Code:

1 Select Dialing and Numbering Plans > Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB).

- Links
TR D Electronic Switched Network (ESN)
- System
+Alarms
—l(.:lamténaqce ; - Customer 00
B _c&eopgmpmen - Network Control & Services
- Superloops - Network Control Parameters (NCTL)
- MSDLU/MISP Cards - ESN Access Codes and Parameters (ESN)
- Conference/TDS/Multifrequen & Bigit ’-‘3niDUéatEd0ﬂ E{lﬁg’. (DGT)
-Tone Senders and Detectors - Home Area Code ( A)
- Peripheral Equipment - Flexible CLID Manipulation Block (CMDB)
- IP Network - Free Callmg Area Screening (FCAS)

mber Screening (FSNS)

- Nodes: Servers, Media Cards - Free S
- Maintenance and Reports = Route L!St Block (RLB)

~ Media Gatewavs - Incom Unk Group Exclusion (ITGE)
_Zones ' - Network ~.ttendantServlces (NAS)
-Hostand Route Tables - Coordinated Dialing Plan (CDP)

- Network Address Translation - Local Steering Code (LSC)

- QoS Thresholds - Distant Steering Code (DSC)

- Persanal Directaries — Trunk Qteerina Cada (TS

2 Inthe Please enter a route list index field; enter an available route list block number (in this case
4). Click Add.

The Route List Block screen is displayed with a listing of parameters. For the Route Number field,
select the route number from previous Section. Retain the default values for the remaining fields.

Data Entry of a Route List Block
Route List Block Index: 4

General Properties

Entry Mumber for the Route List: l:l

Indexes

Tirme of Day Schedule:
Facility Restriction Level: EI (0-7)
Digit Manipulation Index;
I158L D-Channel Down Digit Manipulation Indesx: D (0- 19993
Free Calling Area Screening Index:
Free Special Mumber Screening Index:

Business Metwork Extension Route: [7]

Incoming CLID Table: EI (0-0)
Options

Lacal Termination entry: []

Skip Conventional Signaling: []
Use Tone Detector; [
Caonversion to LDN: []

Expensive Route: []

Strategy on Congestion: | Mo Reroute (NRR) w

Image continues on next page
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Image continued from previous page
- QBIG Alternate Routing Causes: | Q513 Alternate Routing Cause 1 v|
Freferred Routing:
ISDM Drop Back Busy: | Crop Back Disabled (DB v|
ISDM Off-Hook Queuing Option: []
Of-Hook Queuing Allowed: []
Call Back Queuing Allowed: [7]

VNS Options

Entryis a NS Route: []

[(Submit | [ Refresh | [ Delete

Figure 4: Data Entry of a Route List Block

3 Select Dialing and Numbering Plans > Electronic Switched Network again from the left pane to
display the Electronic Switched Network (ESN) screen. Select Distant Steering Code (DSC)

- Links
- Virtual Terminals Electronic Switched Network (ESN)
- System
+Alarms
= lgamt!esnapce ; - Customer 00
= -iroeo pguupmen - Network Control & Services
- Superloops - Network Control Parameters (NCTL)
- MSDUMISP Cards - ESN Access Codes and Parameters (ESN)
- Conference/TDS/Multifrequen & gigit "‘3'“9”(':3“;" 'i]algk (DGT)
- Tone Senders and Detectors - Home Area Code (HNPA)
- Peripheral Equipment - Flexible CLID Manipulation Block (CMDB)
- IP Network - Free Calling Area Screening (FCAS)
- Nodes: Servers, Media Cards - FRreetSE'e?gll NL;mthféScreening (FSNS)
- Maintenance and Reports - Route List Block (RLB)
- Media Gateways - Incoming Trunk Group Exclusion (ITGE)
-Zones - Network Attendant Services (NAS)
- Host and Route Tables - Coordinated Dialing Plan (CDP,
- Network Address Translation - Local Steering Cade C)
- QoS Thresholds - Distant Steering Code (DSC)
- Personal Directories - Trunk SEETmy Coue )
- Unicode Name Directory - Numbering Plan (NET)
CddEl - Access Code 1
- Engineered Values A
+Emergency Services 5 Eggﬁozoé?é?fgdc? (HLOC)
+ Software . \ /
—Customers - Numbering Plan Area Code (NPA)
—Routes and Trunks - Exchange (Central Office) Code (NXX)
) R“outes e - Special Number (SPN)
B Chanrels ; - Network Speed Call Access Code (NSCL)
- Digital Trunk Interface - AccessCode2 v
- Dialing and Numbering Plans g 'L"Om? L°éaté°"fgdce (HLOC)
- Electronic Switched Network = Locaton ode (LYG)
— Flexible Code Restriction - Numbering Plan Area Code (NPA)

The Distant Steering Code screen is displayed. This is an example of steering code 7000. For the
Route List to be accessed for trunk steering code field, select the route list index previously
configured from the drop-down list. Retain the default values in all remaining fields and click on
Submit.
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AVAYA

CS1000 Element Manager

- Software
- Call Server PEPs
- Loadware PEPs
-File Upload
- IF Phone Firmware
-Voice Gateway Media Card
-hedia Cards PEPs
- Flug-ins
- Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electranic Switched Metwork
- Flexible Cade Restriction
- Incoming Digit Translation
-Phones
-Templates
- Repoarts
- Wiews
- Lists
- Properdies

5 Managing 172.16.23.15 Username: admin

Dialing and Mumbering Plans » Electronic Switched Netwoark (ESN) » Customer 00 » Coordinated Dialing Plan

Distant Steering Code

Distant Steering Code:

Flexible Length number of digits:

Display:

Remote Radio Paging Access:

Route Listto be accessed for trunk steering code:
Collect Call Blocking:

Maximum 7 digit NPA code allowed:

Maximurm 7 digit N code allowed:

0 £0-107

Local Steering Code (LSGC)

O

4w

L]
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Subscriber Administration in UCM

Subscriber administration includes:
e Configure Phones to cover to the MiCollab AM ‘pilot’ extension
e From the left-pane of Element Manager select Phones.
e Use the Search Criteria to select the station to edit a station.
¢ Set the following
CFXA - Call Forward External = Allowed
FNA = Allowed
FDN - In the adjacent field enter the Pilot Number, for MiCollab AM
HTA - Hunting set the following:

If you use blind transfers, you must enable HTA. If you use monitored or supervised T-type
transfers, do not enable HTA.

HUNT = Enter the Pilot Number, 7000, for MiCollab AM.
MWA - Message Waiting at Message Service = Allowed

e Go to the Keys table, Scroll down to Key No. 16. Use the adjacent drop-down menu in the Key Type
column and select MWK - Message Waiting. In the Message Center DN field, enter the Pilot
Number of 7000 for MiCollab AM.

e Ensure you SAVE and backup your configuration.
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